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Poster Abstract.  A diverse and interdisciplinary cybersecurity workforce plays 

a crucial role in enhancing cybersecurity worldwide [1, 2]. Criminal justice (CJ) 

professionals are at the forefront of investigating cybercrimes and bringing cy-

bercriminals to justice. Their expertise and efforts in cybersecurity are essential 

to maintaining the integrity of our digital ecosystem and ensuring the safety and 

security of individuals, organizations, and society. However, many CJ profes-

sionals have not received comprehensive cybersecurity education and training 

[3]. This knowledge gap poses significant challenges and limitations to effec-

tively combating cybercrime. With the sponsorship of National Science Founda-

tion, The University of Washington Tacoma and North Dakota State University 

are developing scenario-based offensive security and Web-based showcase labs 

with interactive simulations and case studies in three progressive courses, revo-

lutionizing cybersecurity education for future CJ professionals. This project in-

tegrates artificial intelligence into the curriculum to enhance CJ professionals’ 

capabilities. Our ultimate goal is to develop a skilled workforce of CJ profession-

als with cybersecurity and privacy knowledge, addressing the critical need for 

such expertise in the field. Our poster will explain the motivations behind our 

project, the course framework used, and preliminary implementation results. 
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