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Abstract

Local differential privacy is a differential privacy paradigm in which individuals first
apply a privacy mechanism to their data (often by adding noise) before transmitting
the result to a curator. The noise for privacy results in additional bias and variance in
their analyses. Thus it is of great importance for analysts to incorporate the privacy
noise into valid inference. In this article, we develop methodologies to infer causal
effects from locally privatized data under randomized experiments. First, we present
frequentist estimators under various privacy scenarios with their variance estimators
and plug-in confidence intervals. We show a naive debiased estimator results in inferior
mean-squared error (MSE) compared to minimax lower bounds. In contrast, we show
that using a customized privacy mechanism, we can match the lower bound, giving
minimax optimal inference. We also develop a Bayesian nonparametric methodology
along with a blocked Gibbs sampling algorithm, which can be applied to any of
our proposed privacy mechanisms, and which performs especially well in terms of
MSE for tight privacy budgets. Finally, we present simulation studies to evaluate
the performance of our proposed frequentist and Bayesian methodologies for various
privacy budgets, resulting in useful suggestions for performing causal inference for
privatized data.
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1 Introduction

Causal inference is a fundamental consideration across a wide range of domains in science,
technology, engineering, and medicine. Researchers study experimental or observational
data to unveil the causal effects of treatment assignment in an unbiased manner with valid
uncertainty quantification. A traditional gold standard for performing causal inference is
the classical randomized experiment (Imbens and Rubin, 2015). In this type of experiment,
a great deal of control and precautions can be taken so as to eliminate events that would
introduce instabilities and biases in causal inferences.

On the other hand, differential privacy (DP), introduced by Dwork et al.| (2006), is
another growing domain in science and business, as privacy protection has become a core
concern for many organizations in the modern data-rich world. DP is a mathematical
framework that provides a probabilistic guarantee that protects private information about
individuals when publishing statistics about a dataset. This probabilistic guarantee is often
achieved by adding random noise to the data. One DP model is the central differential
privacy model, in which the data curators have access to the sensitive data and apply a DP
mechanism to the data to produce the published outputs. A weakness of this model is that
users are required to trust the data curators with their sensitive data. Another DP model is
local differential privacy (LDP). In this model, the users do not directly provide their data
to the data curator; instead, users apply the DP mechanism to their data locally before
sending it to the curator. LDP is a preferable model if the data curators are not trusted by
users. The LDP model has been adopted by various tasks and organizations, e.g., Google
(Erlingsson et al., 2014 and Apple (Apple, 2017), for more stringent privacy protection.

Drawing causal conclusions from privatized data can be challenging. While the added
random noise helps in safeguarding individuals’ privacy, it distorts the actual patterns in
the data. This distortion can lead to biased conclusions even in randomized experiments.
This issue becomes even more pronounced in the LDP method, where each data point is
individually altered before it is compiled. Therefore, when trying to understand cause-and-
effect relationships using this protected data, researchers must exercise extra caution to
ensure their interpretations remain accurate and unbiased.

In this article, we propose statistically valid causal inferential methodologies under three
distinct local privacy scenarios. The first scenario, which we refer to as a “joint scenario”,
assumes that all accessible variables are separately privatized. In the second and third
scenarios, which we term as “custom scenarios”’, we are allowed to select the variables we
privatize with known and unknown treatment assignment probabilities. We then offer causal
inference methodologies to analyze such privatized data. Our main contributions are as
follows:

e We propose a “naive” inverse probability weighting (IPW) estimator under the joint

scenario. We compute the bias of the IPW estimator and propose a debiasing technique.

e We propose efficient frequentist estimators that achieve the minimax optimal rate
under custom scenarios where we are allowed to select the variables we privatize.

e We also compute the asymptotic variance and construct asymptotic plugin nominal
confidence intervals for all frequentist estimators. We discuss their optimality under
each scenario.

e We develop a flexible and efficient Bayesian nonparametric methodology, along with a
data augmentation Gibbs sampler tailored for locally privatized observations, which



can be applied to all scenarios that are considered in the frequentist analyses.

e We present simulation studies and empirical data analysis to evaluate the frequentist
and Bayesian methodologies at various privacy budgets, resulting in useful suggestions
for performing causal inference for privatized data.

e We propose a regression adjustment technique under the joint scenario in the Supple-
mentary Materials. We show both theoretically and empirically that it helps improve
the accuracy, but the gain is somewhat limited when the privacy budgets are tight.

The rest of the paper is organized as follows. Section [2| presents the preliminaries for the
Rubin Causal Model and LDP. In Section [3} we develop frequentist approaches to inferring
the causal effects of interest. Section [4| presents a Bayesian methodology for performing
valid causal inference with the privatized data. Section 5| provides simulation studies for
validating our methodologies developed in the previous sections, and Section [6] provides an
application of our methodologies to real-world data of a cash transfer program conducted
in Columbia. Section |7| concludes with some final discussion. The Supplementary Materials
contains proofs, technical details, and additional numerical results.

1.1 Related Work

While DP is a rapidly growing field, the literature on causal inference methodologies for
differentially privatized data remains sparse. The following work uses LDP for its DP
mechanism. Agarwal and Singh| (2021) introduced an end-to-end procedure for covariates
cleaning, estimation, and inference, offering covariates cleaning-adjusted confidence intervals
under the local differential privacy mechanism.

Some researchers have developed causal inference methodologies under the central
DP model. |D’Orazio et al. (2015) introduced the construction of central differential
privacy mechanisms for summary statistics in causal inference. They then presented new
algorithms for releasing differentially private estimates of causal effects and the generation
of differentially private covariance matrices from which any least squares regression may
be estimated. Lee et al. (2019) proposed a privacy-preserving inverse propensity score
estimator for estimating the average treatment effect (ATE). Komarova and Nekipelov
(2020) studied the impact of differential privacy on the identification of statistical models
and demonstrated identification of causal parameters failed in regression discontinuity design
under the central differential privacy. Niu et al. (2022) introduced a general meta-algorithm
for privately estimating conditional average treatment effects. Kusner et al. (2016) tackles
causal inference using a framework called the additive noise model (ANM), a more restrictive
causal model than the Rubin Causal Model.

In non-causal domains, Evans and King (2022) offered statistically valid linear regression
estimates and descriptive statistics for locally private data that can be interpreted as ordinary
analyses of non-confidential data but with appropriately larger standard errors. |Schein et al.
(2019) presented an MCMC algorithm that approximates the posterior distribution over
the latent variables conditioned on data that has been locally privatized by the geometric
mechanism. Ju et al.| (2022) proposed a general privacy-aware data augmentation MCMC
framework to perform Bayesian inference from privatized data.



2 Preliminaries

2.1 Rubin Causal Model

Causal inference is of fundamental importance across many scientific and engineering
domains that require informed decision-making based on experiments. Throughout this
manuscript, we adopt the Rubin Causal Model (RCM) as our causal paradigm. In the
RCM it is critical to first carefully define the Science of a particular problem, i.e., to define
the experimental units, covariates, treatments, and potential outcomes (Imbens and Rubin,
2015). We consider N experimental units, indexed by ¢ = 1,..., N, that correspond to
physical objects at a particular point in time. Each unit ¢ has an observed outcome Y;
and treatment assignment W; respectively. We consider a binary treatment W; € {0, 1}
with a fixed assignment probability, p = P(W; = 1), which is assumed to be known by the
experimental design, and let Y;(w) denote a potential outcome for w € {0, 1}. In this article,
we consider the N units as a random sample from a large super-population, and we are
interested in inferring the Population Average Treatment Effect (PATE): 7 = E[Y;(1) —Y;(0)].
We invoke the common set of assumptions, which enable us to identify the PATE by the
estimators derived in this manuscript (Imbens and Rubin, 2015).

Assumption 1. 1. (Positivity) The probability of treatment assignment given the co-
variates is bounded away from zero and one: 0 < P(W; =1) < 1.
2. (Random Assignment) The potential outcomes are independent of treatment assignment:
{Y:(0), Yi(1)} 1L W;.
3. (Stable Unit Treatment Value Assumption [SUTVA]) There is neither interference
nor hidden versions of treatment. The observed outcome s formally expressed as:

Y; = WiYi(1) + (1 — W3)Y;(0).

2.2 Differential Privacy

In this article, we use the local differential privacy (LDP) model. Let D be the set of
possible contributions from one individual in database D. In this paper, we only consider
non-interactive local DP mechanisms. LDP is formally defined for any D as follows.

Definition 1 (Local Differential Privacy). An algorithm M is said to be e-locally differen-
tially private (e-LDP) if for any two data points x,z" € D, and any S C Range(M),

P(M(x) € S) < exp(e)P(M(z') € 5).

Intuitively, if an individual were to change their value from x to 2/, the output distribution
of M would be similar, making it difficult for an adversary to determine whether = or z’
was the true value. The value € is called the privacy budget and lower values indicate a
stronger privacy guarantee. Two important properties of differential privacy are composition
and invariance to post-processing. Composition allows one to derive the cumulative privacy
cost when releasing the results of multiple privacy mechanisms: if M, is ¢;-LDP and
M is €5-DP, then the joint release (M;j(x), M2 (z)) satisfies (€; + €2)-LDP. Invariance to
post-processing ensures that applying a data-independent procedure to the output of a DP
mechanism does not compromise the privacy guarantee: if M is e-LDP with range ), and
f:Y — Zis a (potentially randomized) function, then f o M is also e-LDP. Invariance to
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post-processing is especially important in this paper, as all of our inference procedures can
be expressed as post-processing of more basic DP quantities.

One of the most commonly used DP mechanisms is the Laplace mechanism, which adds
noise to a function of interest. Importantly, the noise must be scaled proportionally to the
sensitivity of the function, which measures the worst-case magnitude by which the function’s
value may change between two individuals. Formally, the ¢;-sensitivity of a function f:

D — RF is Af = SUpP; yep Hf(x) - f(y)Hl

Proposition 1 (Laplace Mechanism). Let f : D — R¥. The Laplace mechanism is defined
as M(z) = f(z) + (v1,...,vx) ", where the v; are independent Laplace random variables,
v; ~ Lap(0,Af/€), where the density of the Laplace distribution, Lap(u,b), is given by
fwlp,b) = 5 exp(—@). Then M satisfies e-LDP.

For a binary variable (e.g., treatment assignment), a common mechanism is the random-
ized response.

Proposition 2 (Randomized Response Mechanism). Let Z; € {0,1} be a binary variable.
The randomized response mechanism is defined as

Z; w.p. e);z(e)ﬁ
M(Z) = Trep(d
1-— ZZ w.p. H‘TP(E)’

which satisfies e-LDP.

3 Frequentist Approach

3.1 Minimax Risk Lower Bound for PATE Estimation

In this section, we discuss frequentist estimators for 7 under several privacy scenarios where
variables are privatized in different manners. According to Duchi et al.| (2018), the minimax
lower bound of the mean-squared error (MSE) for one-dimensional mean estimation is
O((Ne*)™!). In Lemma [l we show that this same lower bound applies to the MSE for
PATE estimation as well. We let M. denote the set of all privacy mechanisms that satisfy
e-LDP. To ensure bounded /¢;-sensitivity, we assume Y;(w) € [0,1] for i = 1,..., N, and
{Yi(w)}Y, are drawn according to some distribution P, € P,, where P, denotes a class of
distributions on the sample space of potential outcomes. Our restriction to Y;(w) € [0, 1] is
for simplicity and clarity. This follows standard practice (e.g., Lei et al. (2017), Ferrando
et al. (2022) to name a few), and our discussions can be easily generalized to bounded
outcomes Y;(w) € [a,b] with —oo < a < b < oo using shifting and scaling factors. We define
an estimator 7 as a measurable function that maps privatized inputs to a real value, that
is, 7 : XY — R, where X generally denotes the space of privatized inputs under various
privacy scenarios.

Lemma 1. For e € [0,1], there exists a constant ¢ such that

cmin(1, (Ne?)™) < inf inf sup E[(7 — 7)? 1
(1L, (Ne7) )_M&Mefpoego’ (7 —7)7] (1)
PPy,
p€[0,1]



Lemma |1 implies that the optimal estimator of the PATE estimation problem also has
the minimax lower bound O((Ne?)™1).

3.2 Joint Scenario with Known p

We first consider a scenario where all variables are jointly and separately privatized. The
observed outcomes are privatized by the Laplace mechanism. The privatized outcomes are
Y; =Y; + v}, where )" ~ Lap(1/¢,). The binary treatment variable W; is privatized by the
random response mechanism.

VT/Z' _ {VVZ W.P. Ge, = ﬁ%ﬁ;&l)l

1-W;, wp. 1—gq., = Trewmea)”
By composition, the joint release of (Y;, W;)X, satisfies (e, + €,,)-LDP. Y; is observed after
adding noise to Y;, which is either Y;(0) or Y;(1), but we cannot identify which it is through
the observed variables because W; is also unobserved.

First, we propose estimators by plugging in the privatized observations into classical
formulas, then derive bias correction results of the plug-in estimators. We also provide
variance estimators, enabling asymptotically accurate plug-in confidence intervals.

We consider the following naive inverse probability weighting (IPW) estimator 7,4ive-
This naive IPW estimator is defined by plugging in privatized observations for the usual

IPW estimator. N o .
. 1 Wiy,  (1-W)Y,
Tnaive = =7 Z { - }7 (2)

N i—1 P1 Po

where p,, = P (WZ = w) for w = 0, 1. Note that p,, is a known marginal probability expressed
by p and ¢.,. The following lemma quantifies the bias of the estimator .

Lemma 2. Under Assumption the estimator 1s biased for T. The bias is

1
Bias(Thaive) = (C’ — 1> T,
D,€w

where Cp e, = z#fq@—n with g, = exp(€y)/(1 4 exp(ey)).

Let By = 3= sy Yi and Vi = 15 30,5, (Vi — By)?, where N, = 3.0, 1(1; =
w) for w = 0,1. In Theorem we show that the estimator C), ., Thaive i unbiased,
consistent, and that we can construct asymptotically valid confidence intervals for PATE

based on this estimator.

Theorem 3.1. 1. (Unbiasedness & Consistency) Cp e, Tnaive 1S unbiased and consistent
for T.

2. (CLT) VN (Cp.eo Tnaive—T) converges in distribution to a mean-zero normal distribution.

3. (Confidence Interval) The following interval is the nominal central confidence at the



significance level a:

C ~ 2naive O ~ Enaive
P.€w Tnaive — Z% N y Up,ew Tnaive + Z% N )

where Spgive = C2 (pilfﬁ + piovo + Z—?Elz + Z—;Eg + ZEOEl).

D,€w

4. (Convergence rate) The MSE of Cy.c, Tnaive is O((Neser) ™).

The details of the asymptotic normality and the confidence interval construction are
in Supplementary Material Setting €, = €, = €/2 gives MSE of O((Ne*)™!), which
matches the minimax rate (1) in terms of N, but not in terms of e. In the following
sections, we see that when we use a customized privacy mechanism, rather than a naive joint
privatization, we can match the minimax lower bound. In the Supplementary Materials, we
introduce another class of frequentist estimators: the OLS estimator, specifically under the
joint scenario. We explore both the advantages and limitations of the OLS estimator in
comparison to the IPW estimator within this context.

3.3 Custom Scenario with Known p

In this section, we will tailor the privacy mechanism to the PATE estimation problem,
assuming that the value p is known (such as in most designed experiments). Specifically,
for unit ¢+ = 1,..., N, we privatize the following variable by the Laplace mechanism:

Ay = WaYs  AZWOYi -y sensitivity of A is Ay = max(%, fp) The privatized value of

P 1-p
Ais A; = A; + v, where v ~ Lap(A4/e,). Then, it is straightforward to show that the
following IPW estimator is unbiased and consistent.

XN
TIPW = NZIAZ (3)
Theorem 3.2. 1. (Unbiasedness €& Consistency) Trpw is unbiased and consistent for .

2. (CLT) vV N(T1pw — T) converges in distribution to a mean-zero normal distribution.
3. (Confidence Interval) The following interval is the nominal central confidence at the

significance level o:
N Yipw - 4 Yrpw
— ~a a
TIPW — 2% N » TIPW S N g

where i}[pw = ﬁ sz\il(Az — EA)2 with EA = % Zfil /L
4. (Convergence rate) The MSE of Trpw is O((Ne2)™).

The details of the asymptotic normal distribution and the confidence interval construction
are provided in Supplementary Material We see in Theorem that the lower bound
of the IPW estimator under the custom scenario matches the minimax lower bound for the
locally private PATE estimation , improving over the naive estimator from Section



3.4 Custom Scenario with Unknown p

The estimator is appealing in the sense of optimality when p is known, such as in
randomized experiments, however, their application is restricted when p is unknown. In
this regard, we proceed a step further to address situations in which p is inaccessible, while
Assumption (1| remains valid. Examples of this setting include A /B testing and clinical trials,
where marketers or doctors assign treatments with an undisclosed probability (that does
not depend on the covariate information).

We consider releasing the following quantities: BZ = (Bi,l, Bm’ Bi73), where

Bm = W;Y; + Vfl7éi,2 =(1-W))Y; + VZ'BQ, and Bi,ii =W+ ViB37

where ij ~ Lap(1/e,) for j = 1,2,3. We also let 1531-74 =1- thg. By composition, the
joint release of (B 1, Bia, Bis)Y , satisfies (e, + €5, + €5, )-LDP.
Given these privatized quantities, we construct our difference-in-means (DM) estimator
as follows. N - N
= _ Zi:l Bz}l Zi:l Bi,2
DM = — — —=.
Sl Bz X Bia
Let EB].~: %Zfil ?i,ja Véj == ﬁzzj\il(‘éld — EBj)z fOI‘j == 1,2,374 and C/O\E€ ==
T Z?;(Bm‘ — Ep,)(Biy — Ep,) for j # k. We have the following properties for 7py;:

(4)

Theorem 3.3. 1. (Consistency) Tpn is consistent for T.
2. (CLT) vV N(Tpm — 7) converges in distribution to a mean-zero normal distribution.
3. (Confidence Interval) The following interval is the nominal central confidence at the

significance level o:
T z =D Tpm + 2 DM
~ e oy ZPM
DM — 2% N TbM T2 N )

where Spyr = &'Se, with & = (1/Ep,, —1/(1— Ep,), —Ep, /E%,, Ep, /(1 — Ep,)?)" and

—

‘/}31 COVLZ COV173 COV174
= . P iy
COVQJ VB2 COV273 COV274
D=2 . o

wn»
I

COV3’1 COV3,2 VB3 COV3’4
PG ~
COV4’1 COV4’2 COV473 VB4

4. (Convergence rate) The MSE of Tpa is O(N(ep, + €, +€,)) 7).

The details of the asymptotic normal distribution and the confidence interval construction
are provided in Supplementary Material[A.6l Setting €, = €, = €, = €/3 gives O((Ne?)™1),
which also matches the minimax lower bound of , indicating the optimality of the
estimator.



3.5 Discussion on Frequentist Estimators

The three scenarios serve different purposes. While the joint scenario permits the release of
the entire synthetic dataset to analysts, it suffers from the privatization of multiple variables,
thereby compromising its optimality. As discussed in the Supplementary Materials, the OLS
estimator helps improve the efficiency under the joint scenario, however, the gain is limited
since we must pay additional privacy budgets for covariates. In the custom scenarios, access
to the complete dataset is unavailable, but the estimators attain the optimal rate of the
locally private PATE estimation. While both custom estimators achieve the minimax rate,
the estimator with known p is able to focus its privacy budget on a single quantity, which
gives improved finite sample performance; see Section

When the sample size is small, or when privacy budgets are too tight, it is possible
that the point estimators and interval estimators are out of support of the estimand, as the
estimand is assumed to be bounded, but the observed private data are usually unbounded.
Therefore, we apply additional post-processing to clamp estimators to the closest end
of the support when they are out of bounds. For example, if the initial estimator is
7 = 1.8, then we instead set 7 = 1.0. However, suppose the lower and upper bounds of
the estimated confidence interval are both clamped to the bounds of the support: in this
case, the estimated confidence interval is not useful at all. This is a limitation of frequentist
estimators arising from the trade-off between privacy and the accuracy of the analysis. This
clamping processing is not necessary to achieve all the statistical properties derived in the
paper. It only serves to reduce the MSE of the estimator by projecting the out-of-bound
estimator to the bound.

4 Bayesian Approach

4.1 Overview of the Bayesian Methodology

Following the Bayesian paradigm of Rubin (1978), we consider deriving the posterior
distributions of the causal estimands (Forastiere et al., 2016; Ohnishi and Sabbaghi, 2022a).
The key idea is the data augmentation (Tanner and Wong, [1987) to obtain the posterior
distribution of the causal estimands by imputing in turn the missing variables. The idea for
estimating causal effects in the Bayesian paradigm is outlined in Rubin (1978); Imbens and
Rubin (2015), but our unique challenges lie in the fact that neither treatment variable W
nor either potential outcome Y (0),Y (1) is observed.

To show how Bayesian inference proceeds in our framework, consider the follow-
ing joint distribution of all observed variables O and missing variables Y (0),Y (1), W:
P(Y(0),Y(1),W,0), where O = (Y, W) for the joint scenario and O = A or B for the
custom scenarios. As discussed in Section [D] since causal effects are identifiable under
randomization without covariate adjustment and incorporating covariates requires additional
privacy costs for their release, we do not include covariates in our Bayesian methodologies,
but the extension should be straightforward (e.g., Maceachern (1999)). In what follows, we
focus on the joint scenario discussed in Section to show the outline of our algorithm, but
it can easily be extended to the custom scenarios, as explained in Supplementary Material.

Under the super-population perspective, the observed and missing variables are con-
sidered as a joint draw from the population distribution. Bayesian inference considers



the observed values of these quantities to be realizations of random variables and the
missing values to be unobserved random variables. We also assume these quantities are unit
exchangeable, then de Finetti’s theorem implies that there exists a vector of parameters, 6,
with the prior distribution P(@) such that

P(Y(0),Y(1),W,Y, W) / HP 1), W;,Y;, W; | 6)d6

6
= [ PO TLPOVPOT: | W POR0. (1) 6)P(7 ] Yi(0) Y1) W),

which follows from the conditional independence of potential outcomes and W; given
W; (Lemma (3| in the Supplementary Materials) and the random assignment assumption.
The distribution of ¥; depends not only on Y;(0) and Y;(1) but also on W; because the
DP mechanism is applied to the observed outcome Y; = W;Y;(1) + (1 — W;)Y;(0). Note
that we know the DP mechanisms for W and Y, that is, P(Y; | Y;(0),Y;(1),W;) and
P(W; | W;) have a known functional form. Therefore, the modeling effort is only required
for P(Y;(0),Y;(1) | 8). Under this modeling strategy, our Bayesian approach is a valid
inference for PATE. Note that PATE is a function of the parameters @, which governs the
potential outcomes. Thus, it suffices to obtain the posterior draws of the posterior of the
for the posterior draws of PATE.

A significant insight from (5)) is that the treatment assignment mechanism is not ignorable.
In conventional non-private settings, the treatment assignment model, represented as P(W;),
is ignorable and falls out of the likelihood in Bayesian causal inference under randomization
or unconfoundedness assumptions (Li et al.,|2023). Yet, in a DP context, these treatment
assignment variables are not directly observed. This necessitates the integration of both the
treatment assignment models and their respective privacy mechanisms into our inferences.
Additionally, a nuanced but crucial point is the necessity to model both Y;(0) and Y;(1).
Typically, Bayesian causal inference for PATE estimation is performed via observable
data (e.g., Zigler (2016); Stephens et al. (2023)). This is because the missing potential
outcome eventually gets marginalized out from under the assumption of prior parameter
independence and unconfounded assignment, thus it does not influence parameter inference.
In our scenario, however, it is uncertain whether Y;(0) or Y;(1) has been privatized to yield
Y;. This uncertainty calls for a data augmentation strategy for both potential outcomes.

We adopt the Dirichlet Process Mixture (DPM) to model P(Y;(0),Y;(1) | W;, 8) for its
flexibility. The DPM is a natural Bayesian choice for density estimation problems, which
fits our needs that require P(Y;(0),Y;(1) | W;, 8) to be estimated without assuming strong
parametric forms. The following section and Supplementary Materials [B| provide technical
details of the DPM and the Gibbs sampler.

4.2 Algorithm Outlines

Equation (5) motivates the Gibbs sampling procedures to obtain the draws from the posterior
distribution of @. This section describes the key steps of the Gibbs sampler. Each step
is derived from the corresponding components of . For inference of DPM parameters,
denoted by 8 = (u,3,u), we adopt an approximated blocked Gibbs sampler based on
the truncation of the stick-breaking representation (Ishwaran and Zarepour, 2000)), due to
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its simplicity. In this algorithm, we set a conservatively large upper bound, K < oo, on
the number of components that units potentially belong to. Let C; € {1,..., K} denote
the latent class indicators with a multinomial distribution, C; ~ Multinomial(u) where
u = (uy,...,ug) denote the weights of all components of the DPM. More specific details
about the DPM are provided in the Supplementary Material. The algorithm proceeds as
follows.

1. Given Y;(0),Yi(1), draw each W; from P(W; = 1|-) = ~t—, where r,, = P(Y; |

Y;(w))P(W; | W; = w)P(W; = w) for w = 0, 1.
2. Given p, 3, u, C; and W;, draw each Y;(0) and Y;(1) according to:

P(Yi(Wy)|=) o< P(Yi(W5) | iy, S, ) P(Yi | Yi(W7))
P(Yi(1 = Wi)|[=) oc P(Yi(1 = Wi) | 1y, Zitw,)-

3. Given p, 3, u, Y;(0) and Y;(1), draw each C; from

P(C; = k|=) oc ug P(Yi(0) | g, Z6)P(Yi(1) | iy, 7).
4. Let v = 1. Given «a, C, draw uj, for k € {1,..., K — 1} from
P(uj|—) Beta<1+ Z Lo+ Z 1).
1:Ci=k ©:C; >k

Then, update uy = uj, [[; (1 — uj).
5. Given C and u’, draw « from

Pla]-) o P<a>Hf(uz

where f is the pdf of uj, the beta distribution. The standard Metropolis-Hastings
algorithm is used for this step.
6. Given Y(0), Y(1) and C, draw g and ¥ from

1+ Y La+ »y 1),

1:Ci=k 1:C; >k

Plpg, S51-) oc H(pug, pf, 26, 20) [T PYG(0), V(1) | s, et 55, )
:Ci=k

Remark. The key steps of this algorithm are 1 and 2, which correspond to the data
augmentation steps, imputing the latent variables Y;(0),Y;(1) and W;. In Step 1, the
probability P(Y; | Yi(w)) for w = 0,1 indicates that Y; is observed via privatizing the
potential outcome Y;(w), which would have been observed if we observed W; = w. In step 2,
given W, the corresponding potential outcome Y;(W;) is considered to be privatized, but the
other missing potential outcome Y;(1 — W;) should not be associated with the observed f/;
within the iteration. Therefore, the posterior distribution of Y;(W;) cannot be obtained in a
closed form as it is weighted by the privacy mechanism P(Y; | Y;(W;)), whereas the missing
potential outcomes Y;(1 — W;) are just generated from the outcome model P(Y;(1 —W;) | 0).
We adopt the privacy-aware Metropolis-within-Gibbs algorithm proposed in|Ju et al. (2022)
for the posterior draws of Y;(W;). They proposed a generic data augmentation approach of
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updating confidential data that exploits the privacy guarantee of the mechanism to ensure
efficiency. Their algorithm has guarantees on mizing performance, indicating that the
acceptance probability is lower bounded by exp(—e,). Another advantage of their approach is
that we may utilize the outcome model to sample a proposal value from P(Y;(W;)|0) at the
current value of 6, rather than specifying a custom proposal distribution and step size for
the Metropolis-Hastings step. Finally, Steps 3-6 updates all the parameters of the DPM that
govern the potential outcomes, using standard techniques; see Section|B) of the Supplementary
Materials for details of the DPM, full details of the algorithm and the extension of the
algorithm to the custom scenarios, which requires slight modifications to Steps 1 and 2.

5 Simulation Studies

We evaluate the frequentist properties of our methodologies for various privacy budgets.
The evaluation metrics that we consider are bias and mean square error (MSE) in esti-
mating a causal estimand, coverage of an interval estimator for a causal estimand, and
the interval length. Bias, MSE and coverage are generally defined as Z%:l (T —7Tm) /M,
SM (r =) /Mand M1 (7L, < 7 < 7%) /M respectively, where M denotes the num-
ber of simulated datasets, 7 denotes the true causal estimand, 7,,, 7\ and 7% denote the
estimate of the causal estimand, 95% lower and upper end of the interval estimator of the
causal estimand using dataset m = 1,..., M. Our summary of the interval length is the
mean of the lengths of the intervals computed from M simulated datasets. For our Bayesian
method, the point estimator is the mean of the posterior distribution of a causal estimand,
and the interval estimator is the 95% central credible interval. We ran the MCMC algorithm
for 100, 000 iterations using a burn-in of 50,000. The iteration numbers were chosen after
experimentation to deliver stable results over multiple runs.

5.1 Data-generating Mechanisms

For our simulations, we consider a Bernoulli randomized experiment with treatment assign-
ment and covariates for unit ¢ generated according to:

W; ~ Bernoulli(0.5), X;; ~ Uniform(0, 1), X; » ~ Beta(2,5), X; 3 ~ Bernoulli(0.7).

To generate potential outcomes, we adopt the Beta regression Ferrari and Cribari-Neto
(2004): Y;(w) ~ Beta(u;(w)o, (1 — u;(w))p), where p;(w) and ¢ are a location parameter
and scale parameter respectively with p;(w) = expit(1.0 — 0.8X; + 0.5X5 — 2.0X3 + 0.5w)
and ¢ = 50. We consider X, 4 to generate Y; but do not release the privatized )N(i,d. This
model is beneficial for our simulations because the generated data automatically satisfy
the following sensitivity: Ay = 1. Then, we obtain the private data f/i, VT/i, fli, BZ by
applying the corresponding privacy mechanisms. The actual value of PATE can be obtained
in a closed form, which is necessary to calculate bias, MSE, and coverage. The details are
provided in the Supplementary Materials.
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Table 1: Evaluation metrics for IPW estimator under different privacy scenarios (N =
10000, Ngim = 2000). Ny, denotes the number of simulations. €, denotes the total privacy
budget. “Custom (IPW)” and “Custom (DM)” columns are scenarios in Section (3.3 and

respectively.
Coverage Bias MSE Interval Width
Eqot Joint  Custom (IPW) Custom (DM) Joint  Custom (IPW) Custom (DM)  Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 94.55% 94.95% 99.8% 0.9025 —0.1873 0.9025 0.9872 0.0803 0.7608 1.889 1.091 1.988
0.3 94.7% 94.1% 98.05% 0.9025 —0.0221 —0.4396 0.7875 0.0091 0.2518 1.882 0.371 1.655
1.0 94.65% 94.6% 95.6% —0.2171 —0.0086 —0.1498  0.0568 0.0009 0.0201 0.915 0.117 0.553
3.0 95.3% 95.0% 95.3%  —0.033 —0.0078 0.0076  0.0011 0.0002 0.0022  0.13 0.052 0.182
10.0  94.9% 94.95% 94.4% 0.0 0.003 0.0012  0.0001 0.0001 0.0002 0.043 0.038 0.057

Table 2: Evaluation metrics of Bayesian estimators for N = 10000, N;,, = 1000.

Coverage Bias MSE Interval Width
€0 Joint  Custom (IPW) Custom (DM) Joint  Custom (IPW) Custom (DM)  Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 96.4% 93.8% 96.3% —0.0949 —0.0772 —0.0951  0.0099 0.0079 0.0099  0.34 0.319 0.341
0.3 96.9% 94.5% 94.6% —0.0953 —0.036 —0.0897  0.0099 0.0034 0.0094 0.342 0.22 0.334
1.0 93.4% 93.8% 92.2% —0.0691 —0.0069 —0.0511  0.0077 0.0006 0.0055  0.32 0.096 0.263
3.0 93.2% 92.2% 94.2% —0.0081 —0.0063 —0.0098  0.0006 0.0002 0.001  0.093 0.045 0.117
10.0  95.0% 93.5% 92.3% —0.0023 —0.0027 —0.0045 0.0 0.0 0.0001 0.026 0.022 0.036

5.2 Results

Table |1 presents the performance evaluation of our estimators under different scenarios for
N = 10000 with various privacy budgets for €. We let €, = €4 = €, + €4, = €5, + €, + €y,
where €, = €, and e, = e = €3. All scenarios achieve about 95% coverage, except for the
custom scenario (DM) of €r = 0.1,.03, which has some over-coverage. This may be because
the estimator for the asymptotic variance has a non-negligible estimation error with the
finite samples. The simulations in this section rely on the results of Section 3.2 and
to build confidence intervals. The fact that the intervals have correct 95% coverage indicates
that the estimators 1) are in fact asymptotically normal, 2) are asymptotically unbiased,
and 3) have the stated asymptotic variance. For bias and MSE, we observe smaller bias
and MSE for larger privacy budgets. The custom scenario (IPW) yields lower MSE than
the joint scenario, which is also consistent with the discussion of the optimality in Section
and but the difference becomes negligible as €,y increases.

When we have a tight privacy budget of €, = 0.1,0.3, the length of the confidence
intervals of the joint scenario are nearly 2, which is almost non-informative about the
estimand. With strict budget constraints and a small sample size, the analysis results may
tell us little about the estimands, even though their consistency and confidence intervals
are statistically valid. This is an inevitable trade-off between privacy protection and the
accuracy of the results. Custom (IPW) has the best finite sample performance, offering
informative intervals and small bias and MSE for all privacy budgets.

Table |2| compares our Bayesian methodology under the three scenarios. We see that the
Bayes estimator yields well-calibrated coverage probabilities and smaller MSE and bias for
most cases. The differences in MSE between frequentist estimators and Bayesian estimators
become negligible as €y gets large (€0 = 3.0,10.0). When the privacy budget is tight, the
Bayesian methodology outperforms the frequentist approach in all metrics. Specifically, the
interval length of the Bayes estimator for ¢,,; = 0.1 is around 0.35 for all scenarios, which
is informative enough about the estimands. In the Supplementary Materials, we provide
additional simulation studies for smaller sample sizes, as well as those for the OLS estimator
under the joint scenario.
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Table 3: Empirical analysis evaluating privatized cash transfer programs in Colombia. In
the "Non-private" columns, "Freq" represents the standard IPW estimator, while "Bayes"
represents the standard Dirichlet process mixture models for non-private data.

Non-private Private
Joint Custom (IPW) Custom (DM)
Freq Bayes Freq Bayes Freq Bayes Freq Bayes

€or Mean  2.5% 97.5% Mean 2.5% 97.5% Mean 2.5% 97.5% Mean 2.5% 97.5% Mean 2.5% 97.5% Mean 2.5% 97.5% Mean 2.5% 97.5% Mean 25% 97.5%
0.1 0.006 -0.042 0.054 0.005 0.001 0.008 1.0 -1.0 1.0 0.011 -0.178 0.145 0.019 -1.0 1.0 0.072 -0.135 0.244 1.0 -1.0 1.0 0.032 -0.137 0.193
0.3 0.006 -0.042 0.054 0.005 0.001 0.008 -1.0 -1.0 1.0 0.049 -0.082 0.190 0.010 -0.367 0.386 0.160 -0.038 0.389 -0.581 -1.0 1.0 0.049 -0.148 0.238
1.0 0.006 -0.042 0.054 0.005 0.001 0.008 -0.169 -0.898 0.559 0.041 -0.022 0.111 0.006 -0.118 0.131 0.073 -0.018 0.137 0.131 -0.546 0.809 0.054 -0.124 0.169
3.0 0.006 -0.042 0.054 0.005 0.001 0.008 0.008 -0.116 0.131 0.018 -0.007 0.044 0.005 -0.061 0.072 -0.002 -0.018 0.015 -0.038 -0.248 0.170 0.048 0.004 0.098
10.0 0.006 -0.042 0.054 0.005 0.001 0.008 0.006 -0.051 0.064 0.009 0.0 0.018 0.008 -0.048 0.064 -0.002 -0.009 0.006 -0.006 -0.066 0.054 0.015 0.002 0.027

6 Real Data Analysis

We applied our methodology to a real-world causal inference task. We analyzed a randomized
experiment that examined the impact of a cash transfer program on students’ attendance
rates (Barrera-Osorio et al., [2011). Conducted at San Cristobal in Colombia, the study
recruited households with one to five school children, randomly assigning children to either
participate in the cash transfer program or not with probability p = 0.628. The number
of recruited students is N = 5240. With known treatment assignment, we assessed the
treatment effect of the program on the attendance rate of the students, with eligible students
receiving cash subsidies if they attended school at least 80% of the time in a given month.

We utilized the privatization techniques as outlined in Section [3], setting € to values of
0.1, 0.3, 1.0, 3.0, and 10.0. Our methodologies were then benchmarked against non-private
baseline methods, which offer target values for our private estimates. For the non-private
frequentist baseline, we employed the standard IPW estimator.

Table @ presents point mean estimators alongside the lower (2.5%) and upper (97.5%)
bounds for interval estimators across each methodology. For the interval estimators, we
used central confidence intervals for the frequentist approach and credible intervals for
the Bayesian approach. Both frequentist and Bayesian non-private interval estimators
highlighted a positive interval, indicating a significant effect. The point estimates showed a
0.6% increase in the frequentist non-private approach and a more modest 0.5% increase in
the Bayesian approach. Given these results, our expectation for the private methodologies
is, at best, to approximate the non-private values, since better inferences are unlikely with
privatized data. Note that as the experimental data is fixed, the only randomness in this
study is the privacy mechanisms.

The point estimates for both frequentist and Bayesian methodologies are similar to
their non-private results when €, > 3.0. In particular, we observe that the Custom
(IPW) scenario results in the narrowest confidence intervals. In the joint and custom (DM)
scenarios, the frequentist estimators deviated more from the non-private one, showing larger
intervals. The frequentist methodologies yield non-informative intervals when the privacy
budget is tightest €, = 0.1. The Bayesian methodology demonstrated strong performance
across all scenarios. These observations align with our simulation studies, further validating
the efficacy of our methodologies.
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7 Concluding Remarks

In this article we proposed causal inferential methodologies to analyze differential private
data under the Rubin Causal Model. We considered three distinct local privacy scenarios
that have practical relevance: 1) jointly privatized variables with known p, 2) custom
privatized variables with known p, and 3) custom privatized variables with unknown p. We
showed that a naive debiased estimator in the first scenario results in poor MSE compared
to the minimax lower bound. In contrast, we show that by using customized privacy
mechanisms, we can achieve the lower bound and obtain minimax optimal inference. We
also presented a Bayesian methodology and its sampling algorithm as an alternative to
the frequentist methodologies. We emphasize that despite the simplicity of the Laplace
and randomized response mechanisms we employ, our customized estimators attain the
minimax lower bound, thereby ensuring optimality across any privacy mechanisms. Thus,
the mechanism choice is of lesser concern. Additionally, our analyses can readily be extended
to other mechanisms that add independent noise with a zero mean and known variance.
Our Bayesian algorithm works effectively across a broad spectrum of privacy mechanisms if
the privacy mechanism has a known likelihood. Finally, we validated the performance of
our estimators via simulation studies and empirical analyses using real-world data.

A direction for future research is to develop an analytical framework for unbounded
variables. Our framework is restricted to bounded variables due to considerations of the
sensitivity of DP mechanisms.

Furthermore, the finite-sample performance of our estimators may be improved by more
carefully designing the noise adding mechanisms; one may investigate using truncated-
uniform-Laplace (Awan and Slavkovi¢, 2018), K-norm mechanisms (Hardt and Talwar,
2010; Awan and Slavkovi¢, 2021), or the minimax optimal noise mechanism for multivariate
mean estimation (Duchi et al., 2018).

Finally, another direction of future work would be to develop methodologies for the
PATE estimation in observational studies.
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A Details of Theorems and Proofs in Section

A.1 Conditional independence of {Y;(0),Y;(1)} and W; given W;
We first state a subtle yet important lemma that we will use to prove subsequent theorems.

Lemma 3. The potential outcomes are conditionally independent of the privatized treatment
assignments given the actual treatment assignment:

{Y,(0), Yi(1)} LL W5 | W,

This result holds because the DP mechanism flips the given treatment independently.
This result is subtle, but important because it plays a crucial role in proving the upcoming
theorems.

A.2 Proof of Lemma
Proof. We first acknowledge that

sup E[(7 —7)°] = sup E[(7 — )], (6)
Py=46(0), P ePy

P ePy,

p=1

where §(0) denotes a point mass at 0 and p; = E[Y;(1)]. Equation (6) is equivalent to the
one-dimensional mean estimation problem in Duchi et al.| (2018, Corollary 1). Therefore, by
Duchi et al.| (2018), there exists some constant ¢; such that

¢;min(1, (NeQ)’l) < sup E[(7 — /L1>2],
PrePy

Finally, we note that

inf inf sup E[(7—7)% < inf inf sup E[(7 —7)?],
MceMe 7 Py=5(0), [( )] MceMe 7 pyepy, [( )]

PPy, PPy,
p=1 pe [Oal}

where the inequality holds as the right side is taking supremum over a larger set. Putting
everything together, we prove our claim. O]
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A.3 Proof of Lemma
Proof. Let p=1—p and ¢, =1 — ¢.,- The weak law of large numbers implies

N
Z WY, 2 E[W,Y]]

= E[E[W:Y; | W]

= E[E[W; | WIE[Y; | Wi]]

= E[P(W; = 1| W)E[Y; | W;]]
= E[P(W; = 1| W)E[Y; | W]

= p(P(W; = 1| Wi = DE[Y;(1)]) + p(P(W; = 1| W; = 0)E[Y;(0)])
DGe, 141 + PGe, Mo,

where the second line follows from the law of total expectation and the third line follows
from Lemma (3] Similarly, we have

N
i=1

Therefore, we see that

~ p
Thaive —

vaﬁw

and, since C, ., is a constant, we have

~ p
Cp,ew Tnaive —7 T-

A.4 Details of Theorem

We provide the following central limit theorem.
Theorem A.1. The estimator Cp ., Thaive 15 unbiased and consistent for . Furthermore,

VN(Cp e Tnaive — T) converges in distribution to

N(o,qfw( Vi + — V0+p0E2+p1E2+2E0E1)) (7)
T\ P Po P1 Po

where, for w = 0,1,
Vi = Var(Y;|W; = w) =P(W; = 0|W; = w)Var[Y;(0)] + P(W; = 1|W; = w)Var[Y;(1)]
2
+ P(W; = 0|W; = w)P(W; = L|W; = w)7” +—2

y
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and E,, = E(Y;|W; = w) = P(W; = 0|W; = w)E[Y;(0)] + P(W; = 1|W; = w)E[Y;(1)].

Proof. Consistency is proven in Section [A.3]

N T TN N
€ z}/z 1-— A €
Cp,ew%naive = Cp’ = {W - ( W) } - p - Z
=1 =1

\]z

N P1 Po

Note that 7; is i.i.d. fori=1,...,N, E[C,.,7:] = 7, and the second moment is bounded
due to the sensitivity of Y. Thus, it is sufficient to derive the variance of 7; as Var[C), ., 7] =
Cg,ewVar[ﬂ'].

1 ~ o~ 1 .~ 2 o~ .~
Var|7;] = - Var[W;V;] + = Var[(1 — W;)Y;] — —Cov[W;Y;, (1 — W;)Y].
P1 £0 PopP1

Then,

Var[W;Y;] = E[Var[W,Y; | W;]] + Var[E[W;Y; | W]
= E[W2VarlY; | W;]] + Var[W;E[Y; | W;
= p(W; = DVar[Y; | Wi] +p(W; = D)p(W; = 0)E[Y; | W]’
= p1VarlY; | Wil + popiE[Y |
= Vi + pop E7.

Similarly, we have Var[(1 — W;)Y;] = poVo + pop1 E3. The covariance is given by

Cov[WiYi, (1 = Wy)Yi] = —E[W:YJE[(1 — W;)Y]
= —E[WE[Y; | Wi]JE[(1 — W)E[Y; | W]
:_p(Wi: DE [Yi‘Wi: 1]
= —pop1 EoEr.

Putting all together, we prove the central limit theorem in Theorem and hence Theorem

Next, we consider the decompositions of F,, and V,,. We have

By = B[¥: | Wi = w] = B[Y; | Wi = w] = P(Wi = 0[W; = w)E[Y;(0)] + P(Wi = 1]1¥; = w)E[Yi(1)],
which follows from Lemma [3] By the law of total variance and SUTVA,

1
Var[Y; | W; = 1] =Y Var[; | W; = 1,W; = w|P(W; = w | W; = 1) + Var[E[Y; | W; = 1,W; = w]].

w=0

The first term simplifies to

1 __
S Varly, | Wi = LW, = w]P(W; = w | W, = 1) = — 22 Var[Y;(0)] + —2Var[Y;(1)].
PGe,, + PGeys PGe,, T+ Pe.,

w=0
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The second term simplifies to

Var[E[Y; | W; = 1, W; = w]]
=E[E[Y; | W; = 1,W; = w] - E[E[Y; | W; = 1,W; = w]])” | W; = 1]

” Ple, + Ple,, Ple,, + Dle,,
_ _ PdeuPGe o
(PGe,, + De,, )?

:Z@mmwui%;%mm-—%Lﬁmemm:mm:n

Therefore, we have

Vi = VarlY; | W = 1] = — 2% yar[v;(0)] + —22% Var[yj(1)] + —eelew 2
Pe,, + D, PGeyy + De,, (P4e,, + PGe,,)

Similarly, we have

Vo i= Varly; | Wi = 0] = — 22 var[v;(0)] + — 22 Var[yy(1)] + —geelle 72
PGe,, + Ple,, DGe,, + Dle,, (Pqe,, + Ple,,)

Finally, the order of the asymptotic variance is immediate from the fact that Cg,ew =
O((€2)™1), which proves Theorem (3.1 and Corollary

w

]

We now turn to estimating the asymptotlc variance of C), Tnawe in . We consider the
following estimators for E,, and V,: E, Zz Wi Y; and V,, = —_ lewz_w(Y E,)?,

where N, = 327 1(W; = w) for w =0, 1.
Lemma 4. V,, and E,, are consistent for V,, and E,, respectively. Also, we have

E[E, | W; = w] = E, and E[V,, | W; = w] =V,

Proof.

:M_13;{m—mnmm4W+@mu%:u—&f

—o(F; — EIT: | Wi = 1))(E[T: | Wi = u—mﬁ

N1 o -
= ———= Y (Y, —E[Y; | W, = 1))’ - =——(E —E[Y; | W; = 1))”.
N —1N, =~ Ny —1
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Therefore,

Vi | Wi = 1] Var[V; | W; = 1] — —= 1Var[E1 | W; = 1]

1 1
N N 1 -

— L VarlV; | W; = 1] — ——Var[V; | W; = 1]
1—1 1—1

= Var[Y; | W; = 1]

pummy Vi'

We can follow the same procedure for E[V; | W; = 0] = V4. O

Using E,, and V,,, we can construct the plug-in estimator for the asymptotic variance
and the nominal central confidence interval at the significance level « as:

C s 5 Znaive C 7 + 2 Znaive
L v " . «
p,ew ' naive 5 N s Up,ew maive 5 N

where X,,4ive = Cgﬁew(p—llvl + piOVo + %E% + Zé E2 + 2E0E1) which is a consistent estimator

for the asymptotic variance in (7).
Finally, we discuss the optimality of the naive estimator.

Corollary 1 (Convergence rate). The naive estimator under the joint scenario has the

MSE O((Nezen,) ™).

Setting €, = €2 = €/2 gives O((Ne*)™!). While we do not match the minimax lower
bound of mean estimation in terms of ¢ when both W and Y are privatized, it should
be emphasized that the estimation of PATE is significantly harder than the usual mean
estimation when we do not know who belongs to which treatment group, especially using a
non-interactive LDP mechanism as in the joint scenario.

A.5 Details of Theorem

By the standard central limit theorem, we have

2 2 2
- D +o + o8 2A
VN(Tipw —7) = N (()’ H1 1 Mi 0 2 = A) , (8)

where 11, = E[Y;(w)] and 02 = Var[Y;(w)] for w = 0,1. We can then construct the plug-in
estimator for the asymptotic variance and the nominal central confidence interval at the

significance level « as:
EIPW EIPW
TIPW_ZQ s Trpw + 22

where 3 ;py = N T ZZ 1(A EA with E4 = Zl 1 A;, which is an unbiased estimator
for the asymptotic variance in
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A.6 Details of Theorem

First, we provide the following asymptotic results regarding this estimator.

Theorem A.2. Tpy, is consistent for T and VN (Tpy — T) converges in distribution to

o2 o2 2 2 2 2
N<0,4M0M1+1 k +—1+7( Ho +&> + + 22). 9)

-p p e \l1-p p p’e, (1 —p)2e,

Proof. First, we have

~ ~ ~ ~ ~ 2
E[B;i1] = pi1, E[Bio] = (1 — p)pto, E[B; 3] = p,E[B;a] = 1 — p, Var[B; 1] = po; + p(1 — p)ui + —-,
€1
~ 2 . 2 - 2
Var[B; o] = (1 — p)og + p(1 — p)ug + -, Var[B; 3] = p(1 — p) + —, Var[B; 4] = p(1 — p) + -,
. . €~b2 . Eb?i . €b3
COV[BM, Bi,2] = —P(l - p),uo,uh COV[BM, Bi,3] = p(l - P)Ml; COV[Bi,h Bi,4] =0,
COV[Bi,QJ Bi,B] =0, COV[Bz‘,z, BZA] = p(l - p)/loa COV[R‘,& BZA] = —p(l - p)MoM-

By the central limit theorem, we have

¥ X Bin —E[Bi] 0
1 N 5 ~
~ 1l ~>. B —E[Bi2] | b 0
N sz,1 ~1,2 ~z,2 N 75* ’
% 21 Bia — ElBig) > 0
% Zi:l Bia— E[Bz'A] 0

where

Va{[ij (COV[BiJN, Bi’Q] Cov
COV[@LQ, ?i,l] Var[Bi,g] Cov 02 , i,
COV[BZ'73, Bi,l] (COV[BZ'73, Bi,2] Va{[Bivg] COV[B';;,

COV[BiA, B@l] COV[BZ'A, BZ"Q] COV[BiA, B@g] Var[BZ-A]

St =

14
14

Define a function h(a,b,c,d) = ¢ — % and Vh = (22, % 'Ok 0h) "where

da’ b’ Oc’ dd

o
o

Oh 1 0h 1 0h  a Oh b
C

Oa "ob d oc 2 ad  d&?
Note that
E[B;1] E[B;,] . . 5 3
=y — pp = —2e 2y (RIB ) E[Bis], BB, s, E[Bid])
T o= gt = g = (BBl ElBia) BBl B{Bu)
and
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By applying the delta method, we have
VN (Fpu — 1) 2 N(0,%%),

where ¥* = VA(E)' S*Vh(E). Vh(E) denotes Vh evaluated at E = (E[B; ], E[B; .2, E[Bi 3], E[B;.4)).
Calculating X* proves our claim in Thereom [A.2] The estimator of ¥* that we adopt in

Section are a plug-in estimator with consistent estimators of VA(E) and S*.
O

By Theorem @, the asymptotic variance of 7py, has the convergence rate O((N (eg1 +
e, +€2,))7"). Setting e, = e, = e, = €/3 gives O((Ne*)™!), which also matches the
minimax lower bound for the locally private mean estimation, indicating the optimality of
the estimator. -

Let Ep, = 3N Bij, Vg, = v Som(Byj — Ep,)? for j = 1,2,3,4 and Cov;;, =
ﬁ Zf\il(éu — EBj)(Bi,k — EBk) for j # k. Then, we construct the plug-in estimator for
the asymptotic variance and the nominal central confidence interval at the significance level

o as:
ZDM EDM
TDM -z ,ToMm +

where iDM = é/S with € = (1/EB37 1/ 1-— EBg) EB1/EB ,EBQ/( EB3)2)/ and

—

VB1 COVLQ COV173 COV174

—_— A —_— —_—
A COV2 1 V32 COV2 3 COV2 4
S=| —~ = "
COV371 COV3,2 V33 COV374

—_—

—

COV471 C0V4,2 COV473 VB4

This is a consistent estimator for the asymptotic variance in @

B Bayesian Methodology

B.1 Details of the DPM

We say the probability measure H is generated from a Dirichlet Process, DP(«, Hy), with a
concentration parameter o > 0 and a base probability measure H, over a measurable space
(0©,8) (Ferguson| |1974) if, for any finite partition (51, ..., Sk) of S, we have

(H(S1),.... H(Sk)) ~ Dir(aHy(S), ..., aHo(Sk)),

25



where Dir(ay, ..., o) denotes the Dirichlet distribution with positive parameters oy, ..., ax.
The DPM is specified as

{Y1(0),Yi(1)}, ooy YN (0), Yir(1)} | @1, By W p(Yi(0), Yi(1)[ ),
O, ..., dn|H™ H,
H"™ DP(a, Hy).

We write 2 to say independently distributed. This model has unit-level parameters ®; for
i=1,...,N, but the discreteness of the Dirichlet process (DP) distributed prior implies that
the vector ® = (¥4, ..., Py) can be rewritten in terms of its unique values ®* = (o3, ..., d%.).
In particular, this can be represented in the following stick-breaking process.

H = ZUk(Scbk, Uy = Vg H[l -, u Z‘frileeta(l,Oz).

k=1 I<k

More specifically, the outcome model is specified by the following model.
P(Yi(w)|p, = ZukTN Hips Xy 0, 1), (10)

where TN(u, 0%, u,1) denotes the truncated normal distribution with the mean, variance,
upper bound and lower bound parameters. The atoms ®; = (uf, u¥, 3% 3F) and the weight
parameters uy, are nonparametrically specified via DP(«, Hy). This can be regarded as the
infinite mixture of normal distributions, where % and ¥ is the location parameter and
variance parameter of each component respectively.

For inference, we adopt an approximated blocked Gibbs sampler based on a truncation
of the stick-breaking representation of the DP proposed by Ishwaran and Zarepour (2000),
due to its simplicity. In this algorithm, we first set a conservatively large upper bound,
K < o0, on the number of components that units potentially belong to. Let C; € {1, ..., K}
denote the latent class indicators with a multinomial distribution, C; ~ M N(w) where
u = (uy, ..., ur) denote the weights of all components of the DPM. Conditional on C; = k,
(10)) is greatly simplified to

P(Yi(w)|p, ) o< TN(jtgy, 2,0, 1).

[shwaran and James (2001) showed that an accurate approximation to the exact DP is
obtained as long as K is chosen sufficiently large. The DPM provides an automatic selection
mechanism for the number of active components K* < K. To ensure that K is sufficiently
large, we run several MCMUC iterations with different values of K. If the current iteration
occupies all components, then K is not large enough, so we increase K for the next iteration.
We conduct this iterative process until the number of the occupied components is below K.
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B.2 Detailed Steps of Gibbs Sampler

In this section we present the detailed steps of the Gibbs sampler that is described in Section
4.2l The algorithm is inspired by Schwartz et al. (2011) and Ohnishi and Sabbaghi (2022b).
1. Given Y;(0),Y;(1), draw each W; from

(&1

P(I/Vi:H_):'r’g—l—rl’

where, for unit ¢ with I/T/Z =0,
ro = Lap(Y; | Yi(0),1/¢)qc, (1 — p) and r1 = Lap(Y; | Yi(1),1/¢,)(1 — ¢, )p,
and for unit ¢ with W; = 1,
= Lap(Y; | Yi(0), 1/¢,)(1 = ¢, )(1 = p) and 71 = Lap(Y; | Yi(1), 1/¢y)qe,p-

where Lap(y | p,0) is the pdf of the laplace distribution evaluated at y with the
location parameter i and scale parameter o.
2. Given p, 3, u, C; and W; = w, draw Y;(1 — w) according to:
Yi(1 = w) ~ TN(ug*,,, 57"

1—w>

0,1),

where TN(yu, 02, u,[) denotes the truncated normal distribution with the mean, vari-
ance, upper bound and lower bound parameters.
Then, draw Y;(w) using the following Privacy-Aware Metropolis-within-Gibbs sampler
Ju et al. (2022):

(a) Draw a proposal: y* ~ TN(u$i, £5.0,1).

(b) Accept the proposal with probability o = min (1 M)

? Lap(yPrV[Yi,1/ey) )
where y?"¢" is the value of Y;(w) in the previous step.

3. Given p, 3, u, Y;(0) and Y;(1), draw each C; from

This is a multinomial distribution.
4. Let v}y = 1. Given «, C, draw u}, for k € {1,..., K — 1} from

P(u;|—)o<Beta(1+ Z La+ Z 1).
1:C;=k ©:C; >k

Then, update i = g, [ o (1 — ).
5. Given C and v/, draw « from

Pa]-) x Pla) Hf(u;

k=1

1+ > La+ Y 1),

:C;=k ©:C; >k

where f is the pdf of u}, the beta distribution. The Metropolis-Hastings algorithm is
used for this step with a proposal distribution TN(a?™? 1.0,0, 00). o™ is the value
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of « in the previous step.
6. Given Y (0), Y(/l\’) and C, draw p and X from
(a) If Ny = >0, 1(C; = k) > 0, draw XF from IG(2 + 0.5N,0.2% + 0.5s% ) where
sh = Yiop(Yi(w) — ph)? for w = 0,1. If Nj, = 0,then draw X}, from the prior
1G(2,0.22).
(b) If Ni, > 0, draw pF from

k k
(0T 008, 908 )
SE+9.0N, Sk +9.0N,

where s, = SN YVj(w). If Nj, = 0, draw z% from
TN(0.5,9.0,0, 1).

We use a common choice of the base measure Hy: the Normal-Inverse-Gamma
conjugate N(pg, 02)N (1o, 02)IG(ag, bo)IG(ag, by). The specific values of the hy-
perparameters in this step are: g = 0.5, 0p = 3.0, ag = 2.0 and by = 0.2% for
both w =0, 1.

B.3 Modifications for Custom Scenario in Section

We need to modify Step 1 and 2 for the custom scenarios. Particularly,
1. Given Y;(0), Y;(1), draw each W; from

™

PW, = 1|-) =

)
T0+7’1

where 7, = P(A; | Y;(0),Y;(1), W; = w)P(W; = w) for w = 0, 1. Specifically, since
A; is generated by privatizing either —Y;(0)/(1 — p) or Y;(1)/p given the value of
Wi, P(A; | Y;(0),Y;(1),W; = w) = Lap(A; | =Y;(0)/(1 — p), Ag/e,) for W; = 0, and
P(A; | Y;(0),Y;(1),W; = w) = Lap(4; | Yi(1)/p, Aa/€) for W; = 1.

2. Given p, 3, u, C; and W, draw each Y;(0) and Y;(1) according to:

PYi(Wi)|=) oc PY(W3) | g, S ) P(As | Yi(W3)
PYi(1 = Wi)|=) oc P(Yi(1 = Wi) | 1y, By, ).
Specifically, P(A; | Y;(W;)) = Lap(A4; | —=Y;(0)/(1 — p), Ay/e,) for W; = 0 and

P(fli | Y:(W,)) = Lap(fll- | Yi(1)/p, Au/€,) for W; = 1. The privacy-aware Metropolis-
within-Gibbs algorithm (Ju et al., 2022) is used for the draw of Y;(W;).

B.4 Modifications for Custom Scenario in Section

Under the custom scenario in Section we do not have access to p. Therefore, we need
an additional step to infer p. Specifically, with a prior distribution p ~ Beta(1, 1), we add
the following step.

0. Draw p ~ Beta (1 N AW = 1), 1+ N 1w = 0)).
Then we proceed as follows.
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Figure 1: Distributions of Y'(0) and Y (1) for simulation studies.

1. Given Y;(0),Y;(1) and p, draw each W; from

1

)
o+ T1

POV, =1]-) =

where

rw =p*(1 - p)' " P(Bia | Yi(0), Yi(1), Wi = w)P(Byz | Yi(0), Yi(1), W; = w)
x P(Bis | Yi(0),Yi(1), W; = w)

for w = 0,1. Specifically, considering the privatization of Bi,l, Bzg and Bz‘,g, we

have P( z1|Y()Y(1)W—0)—LaP( Biy | 0,1/e,), P(Bia | Yi(0),Yi(1), W; =
0) = Lap(Biz | Yi(0),1/e,), P(Bis | Yi(0),Yi(1),W; = 0) = Lap(Bi3 | 0,1/e,),
P(Biy | Yi(0),Y:(1),W; = 1) = Lap(By; | Yi(1),1/e,), P(Bia | Yi(0),Y;(1 ) W; =

1
1) = Lap(B;2 ] 0,1/e,) and P(B; 5 | Y;(0),Y:(1),W; =1) = Lap(B; 3| 0,1/e,).
2. Given p, 3, u, C; and W, draw each Y;(0) and Y;(1) according to:

P(Yi(Wi)|=) oc P(Yi(Wi) | iy, S ) P(Bi | Yi(W))

P(Yi(1 = Wi)|=) oc P(Yi(1 = Wi) | iy, Zitw,)-
Specifically, P(B; | Yy{(W, i) = P(B;, | Yi(0)) = Lap( 2 | Yi(0),1/e,) for W; =0
and P(B; | Y;(W;)) = P(B;, | Yi(1)) = Lap(B;; | Yi(1),1/e,) for W; = 1. The

privacy-aware Metropolis-within-Gibbs algorithm (Ju et al., 2022) is used for the draw
of Y,(W,).

C Simulation Details

C.1 Beta GLM

Under the data-generating processes and the re-parameterizations of the Beta regression
provided in Section we generated 1000000 samples for Y(0) and Y'(1) to see what the
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Table 4: Evaluation metrics of frequentist estimators for N = 100, N, = 2000.

Coverage Bias MSE Interval Width
€rot Joint  Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)  Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 94.75% 94.5% 100.0% 0.9025 —1.0975 —1.0975 0.9977 0.8231 0.7357 1.895 1.881 2.0
0.3 93.4% 94.95% 100.0%  0.9025 —0.6965 0.9025 0.9827 0.4956 0.7877 1.869 1.803 2.0
1.0 94.8% 95.45% 99.8% —0.0535 —0.2887 0.9025 0.7787 0.084 0.7476  1.883 1.137 1.986
3.0 94.65% 94.70% 97.6% —0.3555 0.1052 —0.844 0.1037 0.0176 0.2508 1.237 0.518 1.673
10 95.85% 95.0% 95.7% 0.1429 0.1127 —0.1147 0.0115 0.0092 0.0226  0.433 0.38 0.591

Table 5: Evaluation metrics of Bayesian estimators for N = 100, N, = 1000.

Coverage Bias MSE Interval Width
€t Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 100.0% 100.0% 100.0% —0.0961 —0.0958 —0.0966 0.00927 0.00938 0.00937 0.616 0.614 0.575
0.3 100.0% 100.0% 100.0% —0.0958 —0.0886 —0.097  0.00922 0.00889 0.00948 0.616 0.602 0.586
1.0 100.0% 100.0% 100.0% —0.0952 —0.0691 —0.0951  0.00932 0.00939 0.00961 0.615 0.528 0.58
3.0 99.5% 97.6% 99.5% —0.0657 —0.0403 —0.0864 0.01055 0.00734 0.01126  0.521 0.367 0.54
10 94.4% 96.7% 94.3% —0.0155 —0.0256 —0.0259 0.00343 0.00241 0.00676  0.232 0.198 0.304

data looks like. Figure |1/ shows the distributions of each potential outcome. Also, the
expectations of each potential outcome are expressed as:

E[Y(0)] = Ex, x,.x,[1(0)]
exp(1.0 — 0.8X; + 0.5Xs — 2.0X;)
1+ exp(1.0 — 0.8X; + 0.5Xs — 2.0X3)

= EX17X2,X3

= (0.359613,
E[Y(l)] - IE:Xl,XLXs [M(l)]
exp(L5 — 0.8X, + 0.5X, — 2.0X;)
= Ex, x2,x5
= 0.457068.

We refer readers to Ferrari and Cribari-Neto (2004) for further details about the Beta
regression.

C.2 Additional Simulations

Table [4]-[7] display the simulation results for smaller sample sizes of N = 100 and N = 1000.
All scenarios achieve roughly 95% coverage. Regarding Bias and MSE, custom scenarios
demonstrate superior performance compared to the joint scenario, consistent with the
observations in the main manuscript for N = 10000. As expected, the MSE of the
frequentists estimators for N = 1000 is about 10 times that of N = 10000, and N = 100 is
about 10 times that of N = 1000, which confirms the validity of the convergence rates we
derived. All discussions regarding the comparison between the frequentist and Bayesian
estimators in the main manuscript are applicable to the case of N = 100, 1000. Please refer
to Section 5] in the main manuscript for a detailed discussion on this matter.
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Table 6: Evaluation metrics of frequentist estimators for N = 1000, N;,,, = 2000.

Coverage Bias MSE Interval Width
Ctot Joint  Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)  Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 94.40% 94.55% 100.0% —1.0975 —0.2006 0.1042  1.0006 0.4808 0.7886  1.887 1.781 1.999
0.3 95.05% 95.85% 99.55% 0.9025 0.1541 0.9025 0.9411 0.0857 0.7609 1.901 1.148 1.987
1.0 94.20% 95.20% 98.0% —1.0975 —0.1484 0.0074  0.3919 0.0089 0.2192 1.737 0.369 1.618
3.0 95.15% 94.65% 96.3% —0.0214 0.0245 —0.0585 0.0111 0.0018 0.0216 0.411 0.164 0.586
10 94.55% 95.05% 94.65% —0.0082 —0.0189 0.0671 0.0012 0.0009 0.0022  0.137 0.12 0.181

Table 7: Evaluation metrics of Bayesian estimators for N = 1000, Ng;,, = 1000.

Coverage Bias MSE Interval Width
Etot Joint  Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)  Joint Custom (IPW) Custom (DM) Joint Custom (IPW) Custom (DM)
0.1 100.0% 100.0% 100.0% —0.0973 —0.0935 —0.0987 0.0096 0.0094 0.0099  0.45 0.448 0.462
0.3 100.0% 99.1% 100.0% —0.0972 —0.0787 —0.0974  0.0096 0.0088 0.0099  0.455 0.411 0.463
1.0 100.0% 94.0% 100.0% —0.0928 —0.0365 —0.0916  0.0093 0.0046 0.0099  0.445 0.259 0.433
3.0  96.1% 92.3% 95.7% —0.0265 —0.0173 —0.0469  0.004 0.0015 0.0056  0.258 0.134 0.303
10 92.7% 95.5% 92.0% —0.0103 —0.0074 —0.0144  0.0004 0.0003 0.0009 0.078 0.061 0.107

D Regression Adjustment

D.1 Overview

In the context of randomized experiments, causal effects 7 can be identified solely using the
treatment assignment and outcome variables. Also, as demonstrated in prior sections, our
custom frequentist estimators achieve minimax optimality without the need for covariates.
However, there is a clear rationale for incorporating covariates when deducing causal effects
in randomized settings: they can enhance the efficiency of inference by leveraging pertinent
individual data. This enhancement method is termed regression adjustment (Lin, 2013).
Nevertheless, applying regression adjustment within LDP presents challenges. Specifically,
it could incur additional privacy costs for the covariates, and these costs could escalate
significantly for high-dimensional covariates. In this section, we present another type of
frequentist estimator for the joint scenario, namely the OLS estimator. We explore its
advantages and constraints, compared to the IPW estimator in the same scenario.

Assume that the observed covariates are privatized by the Laplace mechanism. We
assume X;; € [0,1] fori=1,...,N and j =1,...,d to ensure bounded ¢;-sensitivity. The
privatized outcomes and covariates are X;; = X;; + 1%, where v ~*?Lap(d/e,). By
composition, the joint release of (V;, )N(m, o ,Xi,d, W)X, satisfies (€y + €, + €,)-LDP.

Without privacy considerations, it is well known that the covariate adjustment can
further improve the efficiency, even without assuming a correctly specified outcome model
(Lin, 2013). Specifically, we propose the following plug-in OLS estimator.

Fors = aa) — &) + X (Bay — By), (11)

where X = SV, X; and (Gw)s Brw)) = arg min,, 4 Zi:VV,;:w(i/i —a — X!B)? for w =0, 1.
Note that, under some regularity conditions (Lehmann and Casella, 1998, p. 440), (&(w), Bw))
converges to (d’("w), 5210))’ defined as

(6, Biy) = argmin E[(Y; — o — X[B)* | Wi = w).
a,B8

We investigate the potential bias of the naive OLS estimator and propose a bias-corrected
version. The following theorem states that the naive OLS estimator is an inconsistent
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estimator for 7, but multiplying by the same factor C, ., makes it consistent. The central
limit theorem has also been developed.

Theorem D.1. 1. (Consistency) C,.,TorLs is consistent for 7.
2. (CLT) V/N(C,.,7oLs — T) converges in distribution to
MSE, MSE
N(O,C’;E ( Ly 0)) (12)
AN Z Po

where MSE,, = E[(Y; — Oy - X! B )2 | W; = w] forw=0,1.
3. (Confidence Interval) The followmg mterval 1s the nominal central confidence at the
significance level a:

ZOLS ZOLS
pewTOLS_ZD‘ pewTOLS+Z°‘

where ﬁ]OLS C’Ifew(l\/IS’E1 + Msfo cmd MSE = 1 ZzW o (Yi = ) — iﬁ(w))z for
w=0,1.

Proof. Consider the objective function

Q((w), Buwy) = El(Yi = aw) — XiBw)* | Wi = ]
= E[(Yi — v — (X; = 115)Bw)* | Wi = w],

where () = Q) + tgBw). Note that, for both w = 0,1,

The second equality follows from the independence of noise v;X, and the third equality
follows from the randomized assignment of W, and the independence of the randomized
response mechanism. Minimizing the right-hand side over 7, and S, leads to the same
values for o, and f3(,) as minimizing the left-hand side over o, and 5 , with the least
squares estlmate of 7 (w) = a(w + ;LXB (w)*

QY (w): Bw))

= E[(Y; = Yw) — (X = px)Baw)? | Wi = w]

= E[(Y; — vw)* | Wi = w] + E[((X; — p5)Bw))” | Wi = w] — 2E[(Y; — <w>)(5<£ — 11%) By | Wi = w]
= E[(Y; = yw)* | Wi = w] + E[((X; — p15)Bw)* | Wi = w] = 2B[Vi(X; — p5) By | Wi = w].

Yi(X
The last two terms do not depend on 7. Thus, minimizing Q(Y(w), Bw)) over V) is
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equivalent to minimizing E[(Y; — (u))? | W; = w] over Y(w), Which leads to the minimizer

= E[Y;|W; = 1] = E[Y;|W; = 1]
1
:Z Y| W; = = w|P(W; =w | W, = 1)
pqew DPYe,,
= ———E[Yi(0)] + ———E[\i(1)].
Dhe,, T+ D, Dhe,, T D,y
Similarly, we have
~ % ﬁq&w pq—ﬁw
= ——E|Y;(0)] - —————E[Y;(1)].
1O pa, + ., Paes + i, L)
Then, we have
~ % ~ %k (qew - qﬁu )pﬁ
Yy — Moy = (E[Y;(1)] - E[Y;(0)])

(Pqer, + Per)(PGew + Dley,)
_ (qew — ey )pp -
(PGer, + PGes ) (PGer, + Ple,y)

Finally, noting the fact that Vwy = Oy T 14 XBEFW) and, under some regularity conditions,

(Oé(w%B(w)) converges to (&E‘w),ﬁ*w)),
ToLs = Q1) — Qo) + X(ﬁ(l) - B(O)) = Ty — Yoy = o
p;fw

Thus, by the continuous mapping theorem, C, ., Tors is a consistent estimator for 7.

Next, we obtain the central limit theorem. Again, it is convenient to parameterize
the model using (7., Bw) instead of (cu,, 5,). In terms of these parameters, the objective
function for W; = w is

The first order conditions for the estimators (3., 5, are

Z ¢(}~/z, Xi; :Ywa Bw) -

i W=w
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where 1(+) is a two-component column vector:

_ y—v—(r—pg)p
v, 2 1.6) = ((m — )y~ — (&~ mm) |

The standard M-estimation results imply that, under standard regularity conditions, the
estimator is consistent and asymptotically normally distributed:

'Nzw_'NZZ; D 0 -1 |
a (ﬁw —B;Z) - N <(0) To Bull) )

Tw= E{a(va, 5)@0(&’&’%5) | Wi: w} (5, 55)
“Bl (Lt pgy ey () 1= ]
= E[ <_01 ~E[(X; — u)S)’(Xi - MX)]) W= w} |

and
A, =E {w<ﬁ,xi7 5L B5) (Vi X A, B | Wy = w}

~E[ti- - - (5, T) (5 :1;@2)’)/ =]

The variance of 4, is the (1,1) element of the covariance matrix. Because I',, is block
diagonal, the (1, 1) element is equal to

MSE,, = E[(Y; — 7}, — (Xi — ) B;)* | Wi = ]
= E[(Y; — a;, — X;8;) |

Therefore, we have

VN, (g: _ g%) =N ((8)  MSE,, ((1) (E[(X; - M;z)p(j(z‘ - NX)])_l)) 7

which implies

~ ~ % D
Vi = ) BN (0 e (13

As shown before, 7 = Cp,, (77 — 5). Also, Cpc,Tors = Cpe, (71 — F0) = Cpe, 101 —
a0+ X (Bl — BO)} is the consistent estimator for 7. Noting that 51, 8o, 51 and 7 are all
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Table 8: Evaluation metrics for the naive and OLS estimators (N = 1000, Ny, = 2000)
under the joint scenario. N, denotes the number of simulations. €, denotes the total
privacy budget, €0t = €, + €, + €.

Coverage Bias MSE Interval Width

€tot (€2, €y,€5) Naive OLS Naive OLS Naive OLS Naive OLS
3 (1,1,1) 95.3% 95.7%  —0.00266  —0.00329 0.0405 0.0371 0.798  0.770
9 (3,3,3) 95.4% 96.4%  —0.00105 —0.000422 0.00208 0.00126 0.181  0.142
30 (10,10,10) 95.0% 96.8% —0.000547 —0.000282 0.000906 0.000177 0.120  0.058
0.3 (0.1,0.1,0.1) 95.5% 95.5% —0.129 —0.128 0.989 0.984 1909 1.910
3 (2,0.5,0.5) 94.5% 94.5%  —0.00703  —0.00837 0.378 0.375 1.748  1.749
3 (0.5,2,0.5) 95.2% 954%  —0.00576  —0.00406 0.0484 0.0373 0.857  0.754
3 (0.5,0.5,2) 95.4% 95.0% —0.00238  —0.00263 0.0575 0.0565 0.929  0.923
3 (0.5,1.25,1.25) 94.6% 94.5% 0.00480 0.00276 0.0210 0.0187 0.547  0.518
3 (1.25,0.5,1.25) 95.3% 95.2%  —0.00101  —0.00246 0.103 0.101 1.232  1.225
3 (1.25,1.25,0.5) 94.6% 95.7% 0.00137 0.00150 0.102 0.0889 1.195 1.144

asymptotically independent, the asymptotic distribution of 7prg is expressed as

VN(Cpeiors —7) DN (0 c2.. (MpSEI + MSEO) >
1 0

D.2 Simulation setups for Regression Adjustment

We empirically evaluate the frequentist properties of the OLS estimator developed in Section
IDL We consider the joint privacy mechanism in Section and use the same data-generating
mechanisms in Section[5] We release X; 4 after applying the Laplace mechanism. Specifically,
the generated covariates satisfy the following sensitivity: Ay = 3. Accordingly, we add the
Laplace noise Lap(3/e,) to X, for k = 1,2,3. Then, we obtain the private data Xi,k, Y;, Wi
By composition, this privacy mechanism guarantees that (Y;, W;) satisfies (e, + €,,)-DP and
(X’i,k, Y;, VT/Z) satisfies (e, + €, + €,)-DP.

D.3 Results

Tables [8] and [9] present the performance evaluation of the naive and OLS estimators for
N = 1000, 10000 with various privacy budgets for €., €, and €,. We let €, = €, + €, + €.
Both estimators achieve about 95% coverage for N = 1000, 10000 as expected. For bias and
MSE, we observe smaller bias and MSE for larger privacy budgets. For the same levels of
privacy budgets, both bias and MSE improve when N increases, which empirically supports
our consistency and asymptotically unbiased properties of the estimators.

When we have a tight privacy budget of (e, €, €,) = (0.1,0.1,0.1), the length of the
confidence interval of the frequentist estimators is nearly 2, which is almost non-informative
about the estimand. When NN increases, the interval length gets smaller and becomes
informative enough for some allocations, e.g., (€, €, €,) = (1.25,0.5,1.25). However, with
strict budget constraints and a small sample size, the analysis results may tell us little about
the estimands, even though their consistency and confidence intervals are statistically valid.
This is an inevitable trade-off between privacy protection and the accuracy of the results.
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Table 9: Evaluation metrics for the naive and OLS estimators (N = 10000, N, = 2000)
under the joint scenario.

Coverage Bias MSE Interval Width

€tot (€z,€y,€») Naive  OLS Naive OLS Nalve OLS Nalve OLS
3 (1,1,1) 95.4% 95.2% —0.00174 —0.00196 0.00407 0.00376  0.252  0.243
9 (3,3,3) 94.7% 94.7% —0.000154 —0.000149  0.000216  0.000136 0.0573 0.0454
30 (10,10,10) 94.6% 96.3% 0.000213 —0.0000316 0.0000962 0.0000184 0.0380 0.0183
0.3 (0.1,0.1,0.1) 94.4% 94.3% —0.104 —0.101 0.919 0.921 1.883 1.885
3 (2,0.5,0.5) 94.9% 95.1%  —0.00380 —0.00358 0.0535 0.0520  0.915  0.906

3 (0.5,2,0.5) 95.7% 95.7% 0.00112 0.000358 0.00466 0.00356  0.271  0.237
3 (0.5,0.5,2) 95.9% 95.9% 0.000703 0.000989 0.00524 0.00512  0.295  0.292
3 (0.5,1.25,1.25) 95.9% 95.9% 0.00133 0.00124 0.00187 0.00170  0.173  0.163
3 (1.25,0.5,1.25) 95.1% 95.0% —0.000968  —0.000691 0.0106 0.0104 0.405 0.401
3 (1.25,1.25,0.5) 95.4% 95.4% 0.00247 0.00279 0.00957 0.00848  0.391 0.369

D.4 Discussions

In the simulations, we consider different divisions of the same overall privacy budget, €, = 3,
which suggests an allocation strategy of the budget. Among all the budget allocations
with €, = 3, we see that (e, €,,€,) = (0.5,1.25,1.25) achieves the lowest MSE for both
naive and OLS estimators. Thus, it seems reasonable to assign a strict budget to X,
and larger budgets to Y and W. We also see that for most allocations with budgets
€0t < 3, there is minimal gain in MSE for the OLS over the naive estimator. However,
for (ez, €y, €,) = (10,10,10),(3,3,3),(0.5,2,0.5), we see that the OLS estimator does
significantly outperform the naive estimator in terms of MSE. This result follows from the
fact that the regression adjustment technique in randomized experiments (Freedman, 2008;
Lin, 2013) helps reduce the variance of the OLS estimator, leading to better MSE. Intuitively,
the regression adjustment works for (e,, €,, €,) = (10,10, 10) because the privatized data
contains smaller noise, and X still contains some information to explain Y. When the total
budget is smaller (ey; < 3), however, the gain is limited.

We here further discuss some limitations to the gains in precision of the estimator for the
PATE from including covariates from theoretical perspectives. In large samples, including
covariates in the regression function under usual randomized experiments will not lower the
precision (Imbens and Rubin, 2015). However, DP mechanisms under randomization pose
unique challenges. First, MSE,, in Theorem can be written as follows:

- - 1 - - -
MSE,, = Var[V;|W; = w] + E[Y;|W; = w]? + - — E[V{ X,(X/ X))\ X[Vi|W; = w].  (14)
€

Y

The last term, E[Y/X;(X!/X,;)"'X/Y;|W; = w], is effectively the gain in precision from
including covariates. This term implies that the gain is zero when X; and Y; are orthogonal,
but is always positive otherwise. As adding large independent noise to X; and Y; makes
the privatized observations less correlated, the gain becomes negligible when €, and ¢, are
small. We also note that the first two terms in are bounded due to the sensitivity of Y
however, the last two terms are unbounded, making them the dominant precision factors,
especially when €, and €, are small. Therefore, the gain from adding covariates in inference
is actually limited in our LDP scenarios.
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