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Abstract

The publication and sharing of clinical notes are crucial for healthcare research and innovation. However, privacy
regulations such as HIPAA and GDPR pose significant challenges. While de-identification techniques aim to remove
protected health information, they often fall short of achieving complete privacy protection. Similarly, the current
state of synthetic clinical note generation can lack nuance and content coverage. To address these limitations, we
propose an approach that combines de-identification, filtration, and synthetic clinical note generation. Variations of
this approach currently retain 36%-61% of the original note's content and fill the remaining gaps using an LLM,
ensuring high information coverage. We also evaluated the de-identification performance of the hybrid notes,
demonstrating that they surpass or at least match the standalone de-identification methods. Our results show that
hybrid notes can maintain patient privacy while preserving the richness of clinical data. This approach offers a
promising solution for safe and effective data sharing, encouraging further research.

Introduction

The publication and sharing of clinical and medical notes written by physicians are of immense value to healthcare
research, innovation, and the development of advanced medical technologies. Such notes, rich in clinical insights and
real-world patient data, can play a crucial role in enabling large-scale studies in fields such as epidemiology, predictive
analytics, and clinical decision support systems. For instance, clinical notes have been shown'? to be useful in
developing machine learning models to predict life expectancy, the duration of a patient’s stay under care, and so on.
This information can be used for resource planning, management, and optimization. Additionally, natural language
processing (NLP) models for clinical applications, such as those that aim to extract meaningful data for diagnosis,
treatment planning, or risk prediction, are often trained on clinical text data. Publicly available datasets like the
Medical Information Mart for Intensive Care (MIMIC)? database have been invaluable for advancing machine learning
models, allowing researchers to develop, test, and refine algorithms that can drive innovation in healthcare.

However, sharing clinical notes poses a significant challenge due to the sensitive nature of medical information.
Medical data are subject to stringent privacy regulations, such as the Health Insurance Portability and Accountability
Act (HIPAA) in the United States, the Personal Information Protection and Electronic Documents Act in Canada, and
the General Data Protection Regulation in the EU*>. These regulations mandate the protection of patients' protected
health information (PHI). In response to these challenges, two primary research directions have emerged to facilitate
the dissemination of clinical text data while minimizing the risk of patient privacy breaches: de-identification and
synthetic text generation.

Background.

De-identification involves removing or masking identifiable information from clinical notes, such as patient names,
addresses, contact details, and other sensitive data. This approach has been a widely adopted method to balance the
need for data sharing with the requirement to protect patient privacy®. Various automated and semi-automated de-
identification techniques have been developed to strip clinical notes of PHI while preserving the integrity of the
medical content for research purposes®'®. De-identified datasets have been crucial in enabling research without
compromising patient confidentiality. However, while removing explicit identifiers effectively, de-identification
cannot guarantee total privacy protection yet. Despite significant advancements in de-identification techniques,
achieving 100% recall or success in removing all personally identifiable information (PII) or protected health
information (PHI) from clinical notes remains an elusive goal, especially when the usefulness of the resultant notes
needs to be high. It has been observed in multiple studies®!® that automated de-identification systems can occasionally
miss identifiable information, such as name, abbreviations, or other sensitive information, that may inadvertently
reveal patient identity. For example, a study® investigated various ensemble learning methods and achieved an F1
score of approximately 96% using a pruned voting ensemble. DeID-GPT", a GPT-4 based de-identifier, achieved a
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de-identification accuracy of 99%. The remaining gap in de-identification poses a serious risk to patient privacy, as it
leaves room for unintended data leaks. Consequently, while de-identification serves as a valuable tool in reducing
privacy risks, it cannot be relied upon yet as a stand-alone solution for the safe publication of clinical data. This
limitation underscores the need for complementary approaches.

Synthetic clinical text generation, on the other hand, involves the creation of artificial clinical notes that mimic real-
world medical data. Synthetic data generation (SDG) is increasingly recognized for its potential in data augmentation
and privacy preservation®®. SDG has attracted considerable interest from academic and industrial sectors as a
potential remedy for data sharing limitations??. Using techniques like deep learning, generative adversarial networks
(GANSs), and large language models, researchers now aim to generate clinically plausible but entirely artificial
narration that reflects the patterns, terminology, and structure of real clinical notes. The recent advancements in large
language models (LLMs) like GPT (Generative Pre-trained Transformer) have significantly propelled research in
synthetic clinical and medical text generation?'. With their ability to process and generate human-like text, these
models offer unprecedented potential for creating realistic and coherent clinical notes. GPT and other LLMs are trained
on vast amounts of data and have demonstrated® a strong ability to understand context, structure, and the specialized
language found in specialized research areas. This can generate synthetic notes that closely resemble authentic clinical
data in terms of terminology, complexity, and narrative flow. Additionally, their capacity to be fine-tuned on
application-specific datasets, such as medical literature or clinical records, enhances their relevance and accuracy in
the healthcare domain®'. These capabilities make GPT and other LLMs well-suited candidates for generating synthetic
or hybrid medical notes that can mimic real-world notes without compromising privacy.

However, synthetic clinical note generation is a new domain and faces challenges related to representativeness. While
synthetic data can simulate the general characteristics of original clinical notes, there are concerns about the realism
and coherence of the synthetically generated text. For example, while attempting to provide 100% PHI removal
success, synthetic notes generated by replacing every token with nearest token using word embedding? created
readability issue’. Another study?® that gives only the disease in the prompt for generating synthetic notes gives a user
very little control on the output. Moreover, using one single prompt to generate multiple notes raises concern about
the lack of diversity in the generated note. A recent work?® that provided more control to the user in the generation
process by providing more context (e.g., demographic info, symptoms, treatments, procedures) in the prompt was
found to be significantly dissimilar compared to the original notes (BLEU-4 score was less than 13). At the current
state of synthetic clinical note generation, the generated notes may significantly lack the content coverage, complex
entity relationships, and subtlety of real-world clinical scenarios, which may lead to models or research findings that
will not be fully generalizable. Therefore, it is important to properly guide the generation process to ensure the notes
incorporate the various aspects of the real notes.

Original Note Filtration Redacted Note Hybrid Note
':33 » *De-1dentification . |:'|}l LILM :3:
g *Safe-words oD : *Fill the redacted note ” g
) *Biomedical words J )

Figure 1. The idea behind hybrid note generation.

Contribution.

Despite the progress achieved in de-identification and synthetic text generation, they each have significant limitations,
as discussed above. Given these limitations, there is a growing need for new approaches to better address the
challenges of sharing clinical notes while preserving privacy and data utility. A hybrid approach that combines the
strengths of de-identification and synthetic text generation while mitigating their individual weaknesses may offer a
more efficient and robust solution (Fig. 1). This paper proposes a novel hybrid methodology that integrates advanced
de-identification techniques, filtration, and state-of-the-art synthetic text generation models, aimed at providing a
safer, more reliable framework for sharing clinical notes in medical research. The main contributions are as follows:

1. We proposed a hybrid approach that retains a significant portion of the original note’s content, thereby
ensuring that the information coverage of the note is very close to that of the real notes. (Consider a 36%-
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61% retention of the original content in the form of a prompt, in contrast to existing synthetic note generation
approaches that provide only 1-20 hints in the prompt for generation.?'?).

2. We investigated the de-identification performance of several variations of the proposed approach and
compared them against the state of the art. As we include de-identification as a preprocessing step in two
variations of our proposed approach, the proposed approaches are bound to be equal or outperform the
standalone de-identification approach by design.

3. We evaluated the usefulness (utility) of the hybrid notes by training a machine learning classifier.

We believe that hybrid notes could lead the way to protect patient privacy while maintaining the richness and diversity
of clinical data needed for high-impact research. The rest of this article is organized as follows. We present our
proposed algorithm and discuss the implementation details of five variations in the Methods section. The Results
section contains two parts. The first part presents the privacy results using two clinical datasets. The second part
presents the performance (utility) of the hybrid notes on an ICD-9 classification task when the classifier was trained
with the hybrid notes. The Discussion section examines the implications of this study and suggests potential directions
for future research.

Methods

This section first outlines our proposed generic algorithm for generating hybrid clinical notes, detailing its two main
components: filtration and redacted note completion. It then introduces five variations of this algorithm's
implementation, followed by a description of the evaluation metrics used to assess the utility and privacy leakage of
the hybrid notes. Our proposed approach for generating a hybrid note consists of two main components illustrated in
Figure 2. Below, we discuss these components, and the steps involved in greater detail.

1. Filtration Component (Word Retention and Redaction):

o The goal is to filter the original note to retain only verified safe words and remove any potential PHI
(Protected Health Information) leakage, resulting in a redacted note. This process might introduce
gaps where PHI was removed.

o Filtration methods include:

= Existing De-Identification Techniques: Use tools like Named Entity Recognition (NER)
taggers to identify and remove PHI.

nn

= Stopwords Retention: Retain common non-sensitive words such as "the," "and," or "is."

= Pre-Determined Safe Words List: Develop a list of words that are non-sensitive. This
requires careful curation, as some words might appear non-sensitive but could be sensitive
in specific contexts (e.g., names like "Mark" or "Grant"). For this, we utilized the Brown
Corpus due to its granular tagging, retaining words from 275 of its 472 tags, resulting in
approximately 30,000 unique safe words. Tags removed included proper nouns, cardinal
numbers, and other sensitive categories.

= Biomedical Terms Inclusion: Use a biomedical tagger (e.g., Flair-OntoNotes, Flair-NER?)
to identify and retain relevant biomedical terms. Alternatively, a dictionary of biomedical
terms can be created from existing tagged corpora?’?® and used to filter the relevant terms.

* Biomedical Quantities: Retain important numbers related to biomedical information while
ensuring privacy. For instance, regular expressions are used to retain biomedical quantities
while filtering out sensitive data such as dates (formats like dd/mm, mm/yyyy, or using "-
" as a separator).

=  Acronym Management: Sensitive names can appear in acronyms, which are either removed
based on a pre-defined list of valid biomedical acronyms or checked for relevance to ensure
they do not expose PHI.
2. Contextual Gap-Filling Using a Large Language Model (LLM):

o  After filtration, the second component of our approach uses an LLM to fill in the gaps by leveraging
contextual clues from the surrounding text. Unlike previous methods that rely on minimal context
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for generating synthetic notes, our approach ensures that the LLM receives a more comprehensive
context, thereby maintaining both privacy and utility during note generation.

Input: An original clinical note.
Output: A hybrid note; a safer note where only safe words from the original note were initially kept, and gaps are
then contextually filled by an LLM.

Begin
Step 0: (Optional) De-identify the note with an existing state of the art de-identification technique.

Step 1: Tokenization.
-Tokenize the note into individual words.

Step 2: Word Retention and Redaction.
(Example:
For each tokenized word:
1. Check against stop-words:
-If the word is a stop-word, retain it.

2. Check against Biomedical Terms:
-If the word is identified as a biomedical term, retain it.
-Example: using a precompiled collection or a biomedical tagger

3. Check against Biomedical Quantities:
-If the word is identified as a biomedical quantity, retain it.
-Example: using regular expressions or a biomedical quantity tagger

4. Check against a safe-words list:
-If the word belongs to a pre-calculated list of safe words, retain it.
-Example: utilizing existing corpora with granular-level tags to create such a list (e.g., some tags from
the Brown corpus could help create such a list).

5. Redaction:
Any word that does not meet the above conditions is marked as redacted.

)

Step 3: Fill the redacted parts using an LLM.
-Utilize an LLM (generic or specialized on biomedical domain) to intelligently fill in the missing information.
-Example with GPT4: Prompt- “Please fill in the gaps (missing words or phrases) marked by [*] in the
following clinical note. Return the completed note without any comments or explanations. Do not use any
symbols to highlight the filled gaps.” followed by the redacted note.

End
Figure 2. Algorithm for Hybrid Note Generation.

The LLM for generating the hybrid note could be generic or could be pre-trained with biomedical corpora, as it is
shown in previous studies that field-specific LLMs perform better than generic LLMs in some applications. In our
experiment, we used GPT-40-mini to fill out the notes. GPT-3.5-Turbo has been shown to generate synthetic notes
with utility scores comparable to real ones in some cases*®*. Meanwhile, GPT-40-mini has demonstrated exceptional
performance on multiple textual benchmarks, surpassing GPT-3.5-Turbo*’. We selected GPT-40-mini for filling in
content gaps due to its superior performance, cost-efficiency, and the demonstrated success of the GPT series in
synthetic clinical note generation®®*. The cost per token for GPT-40-mini has dropped by 99% compared to models
like text-davinci-003 and by 60% compared to GPT-3.5-Turbo, making it a highly economical choice for large-scale
synthetic data generation®’. Given the potential volume of synthetic clinical notes required, this cost reduction provides
a significant advantage by enabling scalable generation at a fraction of the cost of more expensive models such as
GPT-4 or GPT-3.5-Turbo.

In GPT-based systems, the terms system, user, and assistant (sometimes called the model) denote different roles
within the conversation. The user role represents the person interacting with the assistant by asking questions or
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assigning tasks. The flow of the conversation is determined by the user's input, and the assistant responds accordingly.
In our experiments, the user instruction was: "Please fill in the gaps (missing words or phrases) marked by [*] in the
following clinical note. Return the completed note without any comments or explanations. Do not use any symbols to
highlight the filled gaps." The system role is responsible for establishing the context and setting guidelines for how
the assistant should behave. The system itself does not participate in the conversation but directs how it unfolds. The
system instruction we used was: "You are a helpful assistant. Help me with my clinical knowledge homework." The
temperature parameter was set to 0.7.

Variations of the generic algorithm.

The five variations of this algorithm are shown in Table 1, each presenting a unique approach to handling sensitive
data while maintaining the integrity of the clinical notes. These variations balance data privacy and information
retention, ensuring that critical biomedical terms and quantities are preserved while protecting personal identifiers.
This table serves as a guide to understanding the nuances and applications of each algorithmic variation.

Table 1. Different variations of our proposed algorithm and their explanations.

Variation | Approach

Removes entities identified by Flair’s NER tagger?® such as person, date, time, geopolitical entity, and
organization), retains stop-words, biomedical words/phrases, quantities, and words from the safe-word
list. All other words redacted. The rationale here is to implement a baseline method that combines de-

! identification with the retention of essential clinical information and safe-words for downstream tasks
like biomedical analysis. Stop-words and safe-words are retained to maintain sentence structure and
readability.

Similar to Variation 1, but de-identification was not performed on the input note. This variation serves

2 as a comparative approach to measure how much sensitive information remains unprotected when no

de-identification measures are applied to variation-1.

Similar to Variation 1, with additional filtering for acronyms identified by the biomedical tagger and
elimination of words containing a mix of alphabetic characters and numbers. The rationale here is to
3 address privacy risks posed by alphanumeric identifiers (e.g., unique identifying numbers such as the
medical record number, device number, etc.) and biomedical acronyms that might inadvertently reveal
sensitive details. This ensures tighter control over potentially identifying elements in the notes.
Allowed stop-words and words from the safe list, did not permit U.S. and Canadian state names, and
removed words from a precompiled list of occupations. The rationale for excluding geographic and

4 occupational terms is that these elements can often serve as indirect identifiers in clinical narratives,
potentially linking sensitive details to specific individuals.
Similar to Variation 4, with an additional step to eliminate any personal noun related to an occupation
from the job list. To check whether a candidate word is a personal noun, a function was created that
5 determines if a word is associated with a person or profession by analyzing its WordNet synsets’

definitions. This step ensures a deeper semantic analysis of occupational terms, aiming to eliminate
nuanced identifiers that might otherwise bypass simpler occupation filtering mechanisms. The rationale
is to minimize the risk of re-identification based on job description.

Evaluation metric.

Measuring content retention: We developed a module that quantitatively assesses the retention of information through
words between the source text passage and the redacted text passage. The process begins by tokenizing both passages
into individual words, allowing for the identification of word frequency distributions for each passage. Since the
retained words maintain in-place property, by establishing these frequency counts, the code measures how many words
from the first passage (source note) are retained in the second passage (filtered note). The module expresses this
retention as a percentage of the total words in the corresponding source note. This approach provides a simple yet
informative method for estimating information retention. The more a filtering algorithm retains, the less a generative
model will need to infer, resulting in a hybrid note that closely matches the content of the original source note.

Measuring privacy and utility: We used the reappearance statistic of PHIs as our privacy leakage measure. We
followed the “train on synthetic, test on real dataset” approach for utility measurement. For this study, we employed
the well-researched task of ICD code assignment®, specifically the multi-label ICD-9 classification system. ICD-9,
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the Ninth Revision of the International Classification of Diseases (ICD), codes diseases, conditions, and medical
procedures. It has been widely used for documenting patient diagnoses, symptoms, and medical billing. Manual coding
with ICD-9 requires specialized knowledge of medical terminology, coding guidelines, and clinical expertise. We
assessed the utility of the hybrid notes by comparing the performance of a classifier trained on hybrid data with its
performance on real notes. In the experiments, we restricted (or truncated when necessary) the notes to a maximum
length of 4000 tokens, as the ICD-9 classifier* and the GPT model's response are limited to 4000 and 4097 tokens,
respectively. The

The BLEU score (Bilingual Evaluation Understudy)?” is a metric that measures how closely a generated text matches
the reference (source) in terms of word sequences (n-grams), focusing on fluency and relevance. In our study, we
utilized the BLEU-4 score to assess the quality of the hybrid notes by comparing them to the original clinical notes,
providing an additional metric for evaluating the generated content.

Results

Datasets.

We used two datasets in this study: i2b2-2014* and MIMIC-III®. The 2014 i2b2/UTHealth is the most frequently used
corpus in clinical de-identification research®. It contains 1304 notes with 23 tags: Name (Patient, Doctor, Username),
Profession, Date, Age, Contact (Phone, Email, Fax, URL), IDs (ID number, medical record number, health plan
number, Device ID, Biometric ID) and Location (Hospital, Organization, Street, City, State, Country, Zip, Other). We
focused on the tags based on HIPAA’s definition.

The notes from the MIMIC-III dataset come with PHIs removed. The de-identified notes contain 27 types of bracketed
PHI tags across eight HIPA A-defined categories, replacing the original PHI. We applied the approach used by Chuang
et al.’' to repopulate those marked places with corresponding types of PHIs. See Table 2 for an example. Our primary
goal for using the MIMIC-III dataset was to utilize it in the experiment for utility comparison.

Table 2. Snippet showing the filtration stage results and the subsequent hybrid note generation stage.

Admission Date: [*¥*¥2122-2-24%%*] Discharge Date: [**2122-5-19**] Date of Birth:
[**2074-4-5%%*] Sex: F Service: [**Hospitall **] MEDICINE
CHIEF COMPLAINT: Patient was transferred from [**Hospital 48912**] Hospital,

Example 1: | status post rapidly progressive liver failure. HISTORY OF PRESENT ILLNESS: A 45
Source Note | year-old female with history of alcohol abuse transferred from outside hospital for further
(partial) work up of liver failure presenting as increased bilirubin, jaundice, ascites. Patient note

intermittent and self limited periods of jaundices over the past year. Then in [**Month
(only) 404**] she noted mild jaundice by her husband and one month ago noted increased
abdominal distension.

Variation-3

[*7:[%1: [*1: [*1: [*]: [*] Patient was transferred from [*], status [*] rapidly progressive
liver failure. [*] intermittent and [*] of jaundices over [*] . [*] in [*] she noted mild

filtration jaundice by her husband and [*] noted increased abdominal distension...
**Date**: [Date] \n**Time**: [Time] \n**Patient ID**: [Patient ID] \n**Physician**:
Hybrid note | [Physician Name] ‘n**Diagnosis**: Patient was transferred from an outside hospital,
(GPT-40- | status post rapidly progressive liver failure. **History**: Patient reports intermittent and
mini) worsening episodes of jaundice over the past month. Initially, she noted mild jaundice by
her husband and subsequently noted increased abdominal distension...
Example 2: | ...ADMISSION HISTORY AND PHYSICAL: Mr. Joely was thought to be a generally
Source Note | healthy 45-year-old gentleman who had not seen a physician in over 20 years who
(partial) presented to the ER with complaints of ...
Variation-3 | ...[*] : [*] was thought to be a [*] healthy [*] gentleman who had not seen a [*] in over
filtration [*] who presented to the [*] with [*] of [*]...
Hybrid note | ...History: Patient was thought to be a previously healthy 65-year-old gentleman who
(GPT-40- | had not seen a physician in over 5 years who presented to the emergency department
mini) with complaints of...
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Privacy measurement.

The performance of the proposed hybrid approaches was evaluated in terms of retention percentage and the
effectiveness of PHI removal, with results compared to a fully retained benchmark dataset. The result is shown in
Table 3. The benchmark dataset, representing 100% retention of the original clinical note content had 28,454 PHI
occurrences (leaks), corresponding to 0% PHI removal. Among the proposed approaches, V1 retained approximately
59% of the original content, removing 99.891% of PHI with 31 leaks. V2 showed slightly higher retention at 61%,
achieving 99.877% PHI removal with 35 leaks. V3 retained 57% of the content and demonstrated the highest PHI
removal among the top three approaches, with 99.972% PHI removal and only 8 leaks. Approaches V4 and V5, which
had lower retention rates (43% and 36%, respectively), exhibited near-perfect PHI removal, with V4 removing
99.965% of PHI (10 leaks) and V5 achieving the best performance, removing 99.989% of PHI with only 3 leaks. None
of the variations leaked any PHI on the re-identified MIMIC dataset.

Table 3. The percentage of PHI reappearance among different synthetic approaches compared to real notes.

Datasets/ Retention% Percentage of PHI removed
Approach (approx.) (number of leaks)
Benchmark 100 0(28,454)

A\ 59 99.891 (31)
V2 61 99.877 (35)
V3 57 99.972 (8)
V4 43 99.965 (10)
V5 36 99.989 (3)

Utility measurement.

The performance of the hybrid notes was assessed using a machine learning classifier on ICD-9 code classification
for the 50 most frequent codes. The results are summarized in Table 4, showing the area under the curve (AUC),
precision, recall, and F1 score. Additionally, the BLEU-4 score is calculated to compare the generated hybrid notes
with their corresponding actual clinical notes.

Table 4. Performance of the hybrid notes on ICD-9 code classification (frequent-50 codes) and BLEU-4 score
comparison.

Datasets/ AUC | Precision | Recall | F1 | BLEU-4

Approach

Benchmark 0.94 0.75 0.69 0.71 -
V1 0.93 0.74 0.57 0.64 22.7
V2 0.92 0.74 0.54 0.62 23.2
V3 0.92 0.68 0.57 0.62 22.3
V4 0.89 0.67 0.44 0.53 21.1
V5 0.86 0.66 0.34 0.45 13.1

The original dataset, with 100% retention, has the benchmark performance with an AUC of 0.94, precision of 0.75,
recall of 0.69, and an F1 score of 0.71. Among the hybrid approaches, V1 performed closest to the benchmark, with
an AUC of 0.93, precision of 0.74, recall of 0.57, and an F1 score of 0.64. V2, showed a similar AUC of 0.92 but
slightly lower recall (0.54) and F1 (0.62). V3, with 57% retention, had an AUC of 0.92, lower precision (0.68), but a
recall comparable to V1.

As retention decreased, performance declined further. V4 exhibited an AUC of 0.89, precision of 0.67, recall of 0.44,
and F1 of 0.53. V5, with the lowest retention, showed the weakest performance, with an AUC of 0.86, precision of
0.66, recall of 0.34, and an F1 score of 0.45. These results highlight a trade-off between the retention of original note
content and the performance of the classification model, with higher retention leading to better predictive accuracy.
The trade-off with content retention is also reflected in the BLEU-4 scores. Notably, there is a significant improvement
in BLEU-4 scores compared to an earlier study?, where only around twenty hints were provided in the prompt,
resulting in BLEU-4 scores ranging from 4 to 13.
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Discussion and Conclusions

This study presents a significant advancement in addressing the critical challenge of balancing patient privacy with
data utility in healthcare research. The hybrid approach we developed demonstrates that it is possible to retain a
substantial portion of the original clinical note content—up to 61% according to our initial attempts—while ensuring
near-complete removal of protected health information (PHI), achieving up to 99.9% PHI removal. This is a marked
improvement over existing synthetic data generation techniques, which often struggle to maintain both privacy and
the richness of clinical data necessary for research.

Furthermore, the results demonstrate a clear trade-off between information retention and model performance, with
higher content retention leading to improved predictive accuracy in machine learning models. The fact that models
trained on hybrid notes approach the performance of those trained on actual notes suggests that hybrid notes can serve
as viable alternatives in scenarios where real clinical data cannot be fully accessed. This study reveals a novel approach
to healthcare research that preserves patient privacy while maintaining data usability. Integrating de-identification,
filtration, and synthetic generation enhances data-sharing possibilities. Future efforts will focus on improving PHI
detection, safe-word identification, content retention, and finding the optimal balance between content preservation
and privacy.

Data Availability

The data utilized in this study requires authorized access. The MIMIC-III database is accessible via PhysioNet, while
the 12B2-2014 dataset can be obtained through the DBMI data portal. The GPT-4 models' API used in this research
operates on the HIPAA-compliant Azure OpenAl platform provided by UTHealth, ensuring adherence to the data
usage agreement requirements.
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