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Quantum Circuits for Dynamic Runtime
Assertions in Quantum Computation

Huiyang Zhou and Gregory T. Byrd

Abstract—In this paper, we propose quantum circuits for runtime assertions, which can be used for both software debugging and
error detection. Runtime assertion is challenging in quantum computing for two key reasons. First, a quantum bit (qubit) cannot
be copied, which is known as the non-cloning theorem. Second, when a qubit is measured, its superposition state collapses into
a classical state, losing the inherent parallel information. In this paper, we overcome these challenges with runtime computation
through ancilla qubits, which are used to indirectly collect the information of the qubits of interest. We design quantum circuits to

assert classical states, entanglement, and superposition states.

1 INTRODUCTION

Quantum computing features unique advantages over
classical computing and recent advances in quantum
computer hardware raise high hopes to realize the remark-
able potential of quantum computing. However, develop-
ing quantum programs remains difficult, and debugging
them is also highly challenging. The prior work by Huang
et al. [3] shows that many bugs in quantum programs can
be detected using assertions. Assertions, especially dy-
namic ones, during quantum program execution are chal-
lenging for two key reasons. The first is the non-cloning
theorem, which means that it is impossible to copy a quan-
tum bit (qubit) with an arbitrary state. The second is that
any measurement on a qubit in a superposition state will
project it into a classical state. As a result, in a recent work
by Huang et al. [4], statistical assertions, meaning statisti-
cal analysis on multiple measurement results, are pro-
posed to debug quantum programs. The key limitation of
this approach is that each measurement stops the program
execution and the assertions cannot be enabled when the
actual computation results are to be measured. In this pa-
per, we propose quantum circuits to overcome this limita-
tion and to enable dynamic assertions for quantum pro-
grams. Here, a dynamic assertion means that the assertion
check is performed during program execution and the pro-
gram continues execution if there is no assertion error.
Our proposed quantum circuits for dynamic assertions
are inspired from quantum error correction. As qubits can-
not be copied and cannot be measured directly, our ap-
proach for dynamic assertions is to indirectly verify the de-
sired condition to be checked. In comparison, quantum er-
ror correction shares the same constraints and the various
previously proposed quantum error correction codes [2][5]
essentially introduce ancilla qubits and encode the infor-
mation of the qubits to be protected in the ancilla qubits,
which are checked and used to correct the qubits if they are
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corrupted. Similarly, we introduce ancilla qubits for asser-
tions, but the difference is that we only need to check for
assertions and our proposed quantum circuits for asser-
tions are much simpler than those for error correction,
which incurs very high overhead in the number of ancilla
qubits and the associated quantum circuits.

According to the previous work by Huang et al. [4], three
types of possible assertions are essential for debugging
quantum programs: classical, superposition, and entangle-
ment assertions. Classical assertions check quantum varia-
bles with classical values to see whether they match the de-
sired ones; superposition assertions check whether a quan-
tum variable is in a desired superposition state; and entan-
glement assertions checks whether the entangled quantum
variables exhibit the desired correlation. In this paper, we
propose circuits for these three types of assertions. Besides
debugging, these assertion circuits can be used for oppor-
tunistic error detection. In our evaluation, we employ clas-
sical assertions as post measurement selection on an actual
quantum computer, IBM Q, to improve its success rate on
a quantum algorithm, Quantum Fourier Transform (QFT).

The key novelty of this work is (a) quantum circuits for
dynamic assertions, which are used as primitives for quan-
tum program debugging, and (b) the use of the circuits for
opportunistic error detection so as to improve success rates
on noisy intermediate scale quantum (NISQ) systems.

2 BACKGROUND AND RELATED WORK

Qubits are the foundation of quantum computing. Execut-
ing a quantum program means performing a sequence of
operations upon the qubits. A qubit can be in a classical
state, i.e., the |0) state or |1) state, which can be viewed as
the classical 0 or 1 states. Besides classical states, a qubit
can be in a superposition state, which is a linear combina-
tion of classical states, i.e., |y) = a|0)+b|1), where both a and
b are complex numbers and |a[*+|b[>=1. When a qubit in the
superposition state is measured, the superposition state is
projected into a classical state with the probability of |af®
being state |0) and |b* being state |1). Superposition states
are the reason for quantum parallelism, as n qubits can be
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in a mixture of 2" states while in classical computing an n-
bit variable takes one of the 2" states at a time.

The state of multiple qubits can be described as the ten-
sor product between the individual qubit state vectors. For
example, the state of the two qubit, [y) = a|0)+b|1) and [0) =
¢|0)+d|1), can be described as |y)&Q|0) = ad00) + adl01) +
bd10)+bd|11), where 100) is 10)®10), 101) is 10)® I1), etc.
Two or more qubits can be entangled, meaning that their
measurements results will be correlated and their state
cannot be expressed as the tensor product of individual
qubits. One implication is that among the entangled qubits,
if one of them is measured (i.e., projected to a classical
state), the rest will also collapse into a compatible state, los-
ing some or all of their superposition states.

A quantum program is essentially a sequence of quan-
tum gates performed upon a collection of qubits. There are
single-qubit gates such as Hadamard (H) gate, phase (S)
gate, Pauli-X (X) gate, Pauli-Y (Y) gate, Pauli-Z (Z) gate,
etc., and multi-qubit gates such as controlled-NOT
(CNOT) gate. It has been proven that single-qubit gates
and CNOT gates are universal for quantum computation.
As we mainly use H gates and CNOT gates in this paper,
we present their logic relationship in Figure 1.
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Figure 1. Logic functions of the Hadamard gate and CNOT gate.

Both superposition and entanglement are used exten-
sively in quantum programs, and they are the fundamental
reason for the computational advantage of quantum com-
puting over classical computing. However, they do not
have correspondence in classical computing, which makes
them hard to reason about. The development of quantum
programs remains a difficult task and debugging them is
also very challenging. In the prior work, Huang et al. [4]
analyzed a set of quantum programs and identified that
the three following types of assertions are needed in quan-
tum programs: assertions for classical values, assertions
for superposition states, and assertions for entangled
states. They proposed a statistical approach to realize these
assertions by measuring the qubits many times. The limi-
tation is that each measurement collapses the superposi-
tion state and projects the entangled qubits. As a result,
such measurements stop the execution of the quantum
program. When the execution is performed and the results
are measured, such intermediate assertions could not be
enforced. In the next section, we propose our quantum cir-
cuits to enable dynamic assertions.

3 QuANTUM CIRcUITS FOR DYNAMIC ASSERTIONS

Inspired by quantum error correction, our key idea to ena-
ble dynamic assertion is to introduce additional quantum
bits, aka ancilla qubits, to get information about the qubits
under test, and to measure the ancilla qubits rather than
directly measuring the qubits under test. This way, we do
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not need to disrupt the program execution when the asser-
tion is checked. However, care needs to be taken to ensure
that measuring the ancilla qubits will not affect the original
quantum circuit. Next, we describe our proposed circuits
for each type of assertion. For all the circuits, a measure-
ment of the ancilla qubit being |1) means an assertion error.

3.1 Dynamic Assertion for Classical Values

To ensure that the qubits are initialized to the correct val-
ues or some intermediate classical results should satisfy
some conditions such as (Jy) !=|0)), we can resort to asser-
tions for classical values. We propose to introduce one an-
cilla qubit and a CNOT gate to achieve classical-value as-
sertion for one qubit, as shown in Figure 2. In the figure,
the qubit |y) is to be checked for (jy) ==[0)). The ancilla
qubit is initialized to |0) and measured after the CNOT
gate. If we initialize the ancilla qubit to be |1), the same cir-
cuit asserts (Jy) ==|1)).
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Figure 2. Circuit for asserting classical values (|y)==0)).

)

Proof. In Figure 1, the state |[y1) = |y)&)]0).

The state after the CNOT gate |y2) = |yv)RyP0) =
W) Rly).

If |y) is in a classical state, either |0) or |1), then |y;) is
either [00) or |10) and |y>) is |00) or [11), correspondingly. As
a result, when the ancilla qubit is measured, if it is |0}, it
means that |y) must be |0); if it is |1), |y) must be [1), i.e., an
assertion error.

If the qubit |y) is in a superposition state due to a bug or
a runtime error, [y) = al0)+b|1). [y} is a|00)+b|10) and |y2)
becomes a|00)+b|11), which is an entangled state. Due to
such entanglement, after the measurement of the ancilla
qubit, if the measurement result is |0) (i.e., no assertion er-
ror), the qubit under test will be projected into the classical
state |0), i.e., |y') = |0). If the measurement result is |1} (i.e.,
an assertion error), it is projected into the classical state, |1).
It means that when we perform an assertion check (|y)
==|0)), if there is no assertion error, the proposed circuit
may have automatically corrected the qubit if it is in a su-
perposition state. If it cannot correct the qubit into the ex-
pected classical state, the assertion error occurs. Since the
probability of the measurement result being |0) and [1) is
|a]> and |b|?, respectively, the probability distribution of as-
sertion errors over repeated runs can be used to estimate a
and b, if needed.

3.2 Dynamic Assertion for Entanglement
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Figure 3. Circuit for asserting entanglement.
To assert that two or more qubits are in the entangled
state of a|00)+h|11) or a|01)+b|10), we propose to leverage
parity computation. Figure 3 shows the proposed circuit
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for computing the parity of two qubits. If checking
whether the two qubits are entangled in the state of
al00)+b[11), the ancilla qubit is initialized to |0). If asserting
that the two qubits are in the state of a|01)+5|10), the ancilla
should be initialized to |1).

Proof. In Figure 3, if the input qubits are entangled in
the state of a|00)+b|11), i.e., [y) = a|00)+b|11),

then, the state [y} = (a|00)+b|11)) ®|0) = a|000)+5|110).

The state |y2) = a|000)+5|111), i.e., the ancilla qubit is en-
tangled as well after the CNOT gate.

The state |y3) = al000)+5]110) = (al00)+b|11))R|0) =
|v)®]0), which means that the ancilla qubit is un-entangled
from the two qubits under test and should be |0). The
qubits state | y ) is unaffected for subsequent computations.

If the input qubits are not entangled, ie., |y) =
a00)+b|11)+c|10)+d|01).

Then, |y1) = al000)+b|110)+c|100)+d|010).

[w2) = al000)+b|111)+c|101)+d|010).

ly3) = @|000)+b[110)+¢|101)+d|011), which means that
when measuring the ancilla qubit, the result can be either
[0) or |1). If |0), |ys3) is projected to a’|000)+H’|110)
=(a’|00)+b]11))®|0), i.e., the input qubits are forced into
the entangled state. If [1), |ws) is projected to ¢’|101)+d’|011)
= (c’]10)+d’|01))®|1), i.e., another entangled state, while
the assertion error is reported. The probability of measure-
ment results being |0) or |1) can be used to compute the co-
efficients a, b, ¢, d, if needed.

Note that in Figure 3, the two CNOT gates act as inverse
operation to each other when the qubits under test are en-
tangled. Therefore, to assert more than two qubits (e.g.,
three) are entangled, we always need an even number of
CNOT gates rather than the exact number of qubits. Figure
4 illustrates the case for asserting three entangled qubits.
Otherwise, the ancilla qubit would remain entangled with
the qubits under test, which would alter the functionality
of subsequent computations.
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Figure 4. Circuit for asserting three qubits are entangled.

3.3 Dynamic Assertion for Superposition

In quantum computing, it is a common practice to use
Hadamard gates to set the input qubits in the uniform su-
perposition state, [+) = 1/A/2|0) + 14/2|1), in order to take
advantage of quantum parallelism. To assert such opera-
tions are correctly performed, we propose the circuit as
shown in Figure 5.
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Figure 5. Circuit for asserting uniform superposition.
Proof. In Figure 5, |y) = a|0)+b|1). If it is in the equal su-
perposition state, i.e., fy) = [+)ora =b = IN2,
the state |y1) = (a|0)+5]1)) ®|0) = a|00)+5|10).
The state |[y2) = al00)+b|11).

) 7

[0)

The state [y3) = a(|0) + |1))/V2®(|0) + |1))/V2 +
b(10) = [1))/V2®(0) — 1)) /V2
= 1[(al00) + a|01) + a|10) + a|11)) +
(b|00) - b|O1) - B|10) + B|11))].
The state [ys) = 4[(a]00) + a|01) + a|11) + a|10)) +
(b|00) - |01) - B|11) + b|10))]
= 1[(a+b)|00)+(a-b)|01)+(a+b)[10)+(a-b)|11)].

If ) = +) or @ = b = IA/2, then |ya) = Y[(a+h)|00) +
(a+b)|10)] = 12 [|00) +]10)] = |+)®]0). This means that the
ancilla qubit should always be |0) and it is un-entangled
from the qubit under test. Therefore, the subsequent com-
putation is not affected by the measurement of the ancilla
qubit.

If ) = |-y or a = IN2 and b = -1A/2, then |ys) = Y[ (a-b)|01)
+ (a-b)|11)] = IA/2 [|01) + [11)] = [+)®|1). This means that
the ancilla qubit should always be |1) and it is un-entangled
from the qubit under test.

If |w) I=|+) or |-), then the ancilla qubit and the qubit
under test remain entangled. When the ancilla qubit is
measured, the state |y4) will be projected. The probability
of the measurement result being |0) is the probability of the
state |y4) being in the state of [00) or |10). Therefore, the
probability can be computed as [|a+b|? + |a+b|?] / [|la+b|? +
|a-b|2*|a+b|?+|a-b|?]. If both a and b are real, then the prob-
ability becomes (2a>+4ab+2b?)/4 = (2 + 4ab)/4. Similarly, we
can derive the probability of the measurement result on the
ancilla qubit being |1) as [|a-b|?> + |a-b|?] / [la+b|* + |a-b|**
|a+b|?+|a-b|?], which becomes (2a2-4ab+2b%)/4 = (2 - 4ab)/4 if
both a and b are real. In the case of |y) being in a classical
state,i.e, a=0andb=1ora=1and b =0, the measurement
result on the ancilla qubit has the equal probability of 50%
being |0) or |1).

Now, let us check the impact of the ancilla qubit meas-
urement on the qubit under test in this case. If the meas-
urement result on the ancilla qubit is |0), i.e., no assertion
error, |ys) is projected to: '[(a’]00) + a’|10)) + (5°|00) +
b’[10))] = %[(a’+b’)|00) + (a’+b’) |10}]

="[(a"+b’) [0) + (a’+b) [1)]®[0) = [y")&X|0).

On the other hand, if the measurement result of the an-
cilla qubit being |1), |w4) is projected to: Y5[(a’|01) + a’|11)) -
(B101)+b111)] = Yl ™-b)0)+ (a-b") [DI®[1) = y")®|1)

In both cases, as the coefficients of |0) and |1) of |y’) are
identical and they must satisfy the unitary condition, the
magnitude of the coefficient must be 12. In other words,
in the case of |y) I= |+), no matter whether the measurement
result of the ancilla qubit being |0) or [1), the qubit after the
assertion circuit is forced into the superposition state, [y’)
= K0) + k|1), where [kj= I/2.

As discussed earlier, the probabilities of the measure-
ment result of the ancilla qubit being [0) or |1) can be used
to compute the magnitude of the original coefficients @ and
b. The equal probability of the measurement result being
|0) or [1) indicates that the qubit under test is likely in a
classical state.

Note that the derivation in this section is based on the
assumption that there are no errors in the assertion circuits.
This assumption is valid for quantum program debugging.
On the other hand, for error detection, an error in the as-
sertion circuits may propagate into the qubits under test
due to the CNOT gates used for assertions.



Another related issue to be considered is the actual
CNOT gate implementation. Given the limited connectiv-
ity among qubits in quantum computers, we check to en-
sure that there are no additional SWAP gates being intro-
duced as these additional gates increase the circuit depth
and are susceptible to higher error rates.

4 EXPERIMENTS

We first conduct experiments on the quantum circuit sim-
ulator, QUIRK [1], to verify our derivation. For our pro-
posed classical assertions, we construct the circuit in
QUIRK and set the input as classical values to verify both
the measurement results on the ancilla qubit (i.e., the as-
sertion result) and the qubit under test. Then, we set the
input to a superposition state and use assertion measure-
ment to project the qubit under test, as shown in Figure 6.
To simulate the projection effect, we add a post-select op-
erator, which ignores the result when there is an assertion
error. As shown in the figure, the input qubit, which is in
the superposition state, is forced to be |0) after the assertion
check. The validation of our proposed entanglement and
uniform superstition assertions is done similarly.
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Figure 6. Verifying the classical assertion circuit using QUIRK.
Although the input qubit is |+), it is projected to |0) as a result of
the measurement of the ancilla qubit.

We also perform experiments on an IBM Q (ibmg-20-
tokyo) quantum computer to check the effectiveness of us-
ing assertions to filter out erroneous results. Here, we use
QFT (Quantum Fourier Transform) as a case study, where
the code of the QFT function is from the IBM Qiskit-Terra
[1]. Our QFT program has two versions. One is for the 4-
qubit QFT without assertion support. The other is 4- qubit
QFT with assertion support, shown in Figure 7. In both
versions, we set the input qubits in the uniform superposi-
tion state such that the expected output should be [0000).

def gft(circ, g, n):
forjin range(n):
for k in range(j):
circ.cul(np.pi/ float(2**(j - k)), q[jl, alk])
circ.h(q(j])
q = QuantumRegister(5)
c = ClassicalRegister(5)
circuit = QuantumCircuit(q,c)
for j in range(4):
circuit.h(q[j]) #set up the 4-qubit input
gft(circuit, q, 4) #4-qubit QFT
circuit.cx(q[3],q[4]) #Asserting the qubit q[3] using q[4]
circuit.measure(q,c)

Figure 7. The code for 4-qubit QFT and result assertion on |qs).

By inspecting the quantum circuit based on code in Fig-
ure 7, we can see that although the circuit depth (i.e,, num-
ber of gates) for the four input qubits is the same, g is
measured last. Therefore, rather than asserting for
‘|43929190)==|0000), which requires four extra qubits, we
choose to add the circuitry to assert ‘|qs)==|0), which incurs
one extra qubit, |q4). Note that although the CNOT gate
used for assertion itself is subject to error, we expect it has
much lower error rate compared to the qubit of interest,
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i.e., |q3), due to the disparity in circuit depth.

We ran the programs on ibmq-20-tokyo for 1024 times
and report the measurement results in Table 1 and Table 2.
Without the assertion circuit (Table 1), the machine has a
69.4% (= 711/1024) success rate for the 4-qubit QFT compu-
tation. Among the erroneous ones, 16.0% (164/1024) has
an error in q3. When we add the assertion for one output
qubit, qs, to filter out the measurements with qs being
measured as |l1), the success rate becomes
682/(682+30+139) = 80.1% (an improvement of 15%), as
shown in Table 2. The impact of the errors introduced from
the assertion circuit (i.e., the CNOT gate and the measure
gate) is small: 1.3% false positive and 3% false negative
measurements, compared to the errors in the QFT circuit.
We also tried with asserting ‘|qsq2)==[00) in the QFT cir-
cuit and the success rate is further increased to 85.6%.

To improve statistical significance, we repeated the
same experiment five times on different dates. The min,
median, and max improvement on the success rate by as-
serting q3 are 15%, 22%, and 27%, respectively.

Due to space limitation, we only focus on asserting clas-
sical values. Different input states of QFT may require as-
serting superposition and entangled states and are to be
explored in our future work.

Table 1. The results of QFT without assertion on IBM Q.
93929190 Counts % (=counts/1024)

0000 711 69.4%
0001~0111 149 14.6%

Meaning
Correct result

Incorrect result with correct
q3

Incorrect 3. Other qubits
can be correct or incorrect.

Table 2. The results of QFT with assertion on IBM Q.

Ixxx 164 16.0%

qs9sq2q1qo | Counts % (=counts/1024) Meaning

00000 682 66.6% Correct result

10000 11 1.1% Correct result with assertion
error (false positive)

01xxx 30 2.9% Incorrect result without asser-
tion error (false negative)

1Ixxx 136 13.3% Incorrect result with assertion
error

10001~10 26 2.5% Incorrect result with correct qs

111 but assertion error

00001~00 139 13.6% Incorrect results with correct

111 gs and without assertion error.

5 CONCLUSIONS

In this paper, we propose quantum circuits to enable dynamic
assertions for classical values, entanglement, and superposi-
tion. This enables a dynamic debugging primitive, driven by
a programmer’s understanding of the correct behavior of the
quantum program. We show that besides generating asser-
tion errors, the assertion logic may also force the qubits under
test to be into the desired state. Our proposed assertion logic
can also be used in NISQ systems to filter out erroneous re-
sults, as exemplified on an IBM Q quantum computer.
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