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In recent years, cyber-physical systems (CPS) have been widely used in
different problem domains. The hardware and software components in a
CPS are deeply intertwined at various levels of abstraction under chang-
ing contexts to achieve the desired goals. One way to manage this com-
plexity is through the use of modular architecture that enables portions
of a CPS to be upgraded, replaced or fixed in a plug-and-play manner. In
practice, nominally modular architectures depart from this ideal. Thus,
there is a need to identify, measure, and understand the causes of these
departures. Techniques have been developed to accomplish this for pure
software systems, but can these techniquesbeadapted to inferhardware-
related modularity violations in a CPS? To investigate this question, we
adapted methods from pure-software systems and analyzed two open
source cyber-physical systems: OpenWrt and MD PnP. We found that
the software architecture of these systems is well-modularized. How-
ever, we were able to detect and measure modularity violations associ-
ated with hardware and other domain related concepts. Furthermore,
software components related to hardware were more likely to change
frequently compared to general software components. Together, these
findings suggest it is feasible to identify a subset of hardware-drivenmod-
ularity violations using techniques adapted from pure software systems.
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1 | INTRODUCTION

In recent years, cyber-physical systems have achieved widespread application in diverse areas including: civil infrastruc-
ture, energy, health-care, transportation, automotive, smart appliances, and others [1]. With the advance of technology,
the recognition of new consumer needs, and the detection of deficiencies in current systems, components need to
be upgraded, replaced, and fixed—frequently, in many domains. Operators and users of these systems need to be
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able to accomplish these actions quickly andwithout disrupting the rest of the system. In principle, a modular system
architecture should facilitate such actions, but nominallymodular system designs are not alwaysmodular in practice. An
understanding of when and how these deviations occur could enable the development of improved design techniques,
more effective project management approaches, andmore successful upgrade efforts for cyber-physical systems.

Departures from nominally modular architectures have already been studied in pure software systems. In software
systems, a module encapsulates code and data to implement certain functions and provides uniform interfaces for
its clients (i.e. other modules) to use those functions [2]. In a large-scale software system, what constitutes amodule
depends on the perspective of the stakeholder. Various stakeholders may view components, packages, and source files
as modules for addressing separate concerns [3]. From the perspective of developers, source files are fine-grained
modules since each source file provides a group of cohesive functions that interact with functions provided by other
source files. Each source file is a separate unit in the system that is designed, implemented, andmaintained by different
developers [4, 5, 6, 7]. Ideally, sources files without any explicit structural dependencies should be able to evolve
independently without impacting each other. However, in practice, it has been observed that source files without any
explicit structural dependencies were frequently changing together when new features or bug fixes were implemented.
Wong et. al. [6] call this phenomenon amodularity violation.

The analysis of modularity violations in software systems relies on identifying discrepancies between the structural
dependencies among source files and how the source files change together in evolution history. That is, if two source files
are structurally independent, but they frequently change together, they are considered to be involved in amodularity
violation. Modularity violations in software systems are usually the result of shared “assumptions" among source files.
For example, in a case study of a commercial project, a modularity violation was caused by the assumption of a certain
time unit being used in a group ofmutually independent source files. Whenever the time unit changed frommilliseconds
to seconds in one source file, the other source files had to change accordingly to avoid errors [8]. Studies of various
software systems revealed that modularity violations could cause significant maintenance consequences to software
systems [9, 10].

Despite the prevalence of cyber-physical systems in recent decades, there are a lack of techniques and empirical
experience that would allow stakeholders to detect, measure, and understand modularity violations in developed
and acquired cyber-physical systems. The challenge is that a cyber-physical system is composed of both software
sub-systems and hardware sub-systems. Existing engineering techniquesmostly either focus on the cyber perspective
or the physical perspective. There are only a few approaches, such as [11], that integrate both perspectives. A natural
question is whether the techniques developed to analyzemodularity violations in pure software systems can be adapted
to understand the latent connections between the cyber and physical aspects of a system.

To that end, the goal of this study is to evaluate the feasibility of adapting techniques from software engineering
to the detection, measurement, and analysis of modularity violations in cyber-physical systems. We propose that
modularity violations in cyber-physical systems should be organized into three different categories: 1) software-
software level violations, which happen between two software modules and are the same as modularity violations
in traditional software systems; 2) software-hardware level modularity violations, which happen between software
modules and hardwaremodules; and 3) hardware-hardware level modularity violations, which happen between two
hardwaremodules. We hypothesize that when hardware-software or hardware-hardware violations are encountered
during operations, it is muchmore likely that these are addressed via software changes than hardware changes due to
the differences in both cost and time required. If that hypothesis were correct, there should be evidence of hardware
driven changes in the maintenance logs of the software components. An example of this evidence would be logs
indicating that software source files that have been changed due to updates in hardware-related concepts, such as
“zigbee" and “bluetooth". This propagation of change indicates implicit connections between the physical and cyber sides
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in a cyber-physical system.
This paper contributes a first-of-its-kind case study of real-life cyber-physical systems to analyze modularity

violations that are potentially triggered by hardware-related concepts. It demonstrates the feasibility of identifying
potential hardware-driven modularity violations in cyber-physical systems by analyzing a software version control
system. More importantly, the approach enables the identification of the shared concepts that potentially propagate
maintenance actions between the cyber and the physical sides. Understanding the role of these shared concepts is
central to improving approaches to developingmodular cyber-physical systems.

The remainder of this paper is organized as follows: Section 2 describes the nature of themodularity problem in
cyber-physical systems as well as prior work in detectingmodularity violations. Section 3 describes our approach to
adapting the prior work from pure software systems to analyzing OpenWRT andMDPnP, and Section 4 discusses the
results. Section 5 discusses both the implications and limitations of this study as well as future work we plan to address
those limitations. Finally, Section 6 concludes the paper.

2 | BACKGROUND

To provide some background for this work, in this section, we first review the literature associatedwith architecting
cyber-physical systems. This literature reveals the importance of modularity when architecting cyber-physical systems
but also indicates a lack of techniques to assessmodularity in these systems. However, these techniques do exist for
pure software systems, and sowe next introduce an existingmethodology used detect and analyzemodularity violations
in traditional software systems. Finally, we discuss the challenges to adapt this technique to detectmodularity violations
in cyber-physical systems. These challenges ultimately motivated this work

2.1 | Architecting Cyber-physical Systems

The term “cyber-physical systems” emerged around 2006, when it was coined by Helen Gill at the National Science
Foundation [12, 13]. Gill defined a cyber-physical system as an integration of computation with physical processes.
Usually cyber-physical systems are composed of diverse subsystems consisting of both physical and software com-
ponents developed by different vendors. These components are deeply intertwined at various levels of abstraction
(e.g. data flow, physical connections, and logical connections etc.) under changing contexts to achieve the desired
functionalities and the respective quality attributes, such as performance, security, scalability, maintainability, etc. It
has been recognized that the design, modeling, andmaintenance of cyber-physical systems is more challenging than
for traditional engineering systems due to the intrinsic heterogeneity and nondeterministic nature of the interactions
among cyber and physical components [13, 14, 15]. Architecting and evolving a system under these circumstances is a
formidable problem.

To address this issue, stakeholders have increasingly emphasizedmodular and open approaches to system devel-
opment. According to Baldwin and Clark [16], modularity allows for both independence of structure and integration
of functions in large and complex systems. The goals of modularity are to improve interoperability, facilitate system
evolution and technology insertion, and foster competition. However, it can be difficult for the stakeholders to assess
whether the resulting architectures and systems are truly modular. In other words, canmodules in a cyber-physical
system actually be upgraded, replaced, and fixed in a plug-and-play manner without affecting one another tomaximally
leverage the benefits of modularization?

One of the challenges to architecting andmanaging cyber-physical systems is to capture the cyber processes and



4 XIAO ET AL.

the physical processes at the same time. Existing techniques mostly either represent the cyber side or the physical
side [17, 18]. From the “cyber” perspective, there are different techniques to represent the architecture of software
systems, such as architecture description languages, UnifiedModeling Language (UML) models, and component models.
From the physical perspective, there are different traditional engineering techniques to model the development of
physical systems.

There is only limited research that takes a more holistic approach to architecting cyber-physical systems. For
example, Kernschmidit and Vogel-Heuser developed amodeling approach, based on the SystemsModeling Language
(SysML), to analyze interdisciplinary change influences in production plants [11]. Rajhans, et al. [19] contributed a
new cyber-physical architectural style to present the interconnections and interactions between physical and cyber
components. They defined three related families of general components and connectors pertaining to the cyber domain,
the physical domain, and their interconnections. From the architectural assessment perspective, Sinha [20] developed
a theoretical framework for structural complexity quantification and its implications for the design of cyber-physical
systems. Derler et al. [12] focused on the challenges of modeling cyber-physical systems that arise from the intrinsic
heterogeneity, concurrency, and sensitivity to timing of such systems, while describing some promising approaches
that use domain-specific ontologies to enhance modularity and jointly model the functional and implementation
architectures. Finally, Cristalli et. al. [21] provides a representative example of a modular approach to developing a
cyber-physical system through their modular design for a Smart Robotic Cell, composed by several interconnected
sub-systems.

What all of the above have in common is a focus on architecting modular cyber-physical systems. However, there is
no guarantee that the realized systemwill exhibit the intendedmodularity. The need to assess the actual modularity of
a cyber-physical system is particularly acute. As Lee [22] points out, cyber-physical systems have always been held to a
higher standard of reliability and predictability than general-purpose computing. Low reliability and predictability con-
stitute a significant barrier to the application of cyber-physical systems to safety-critical domains such as traffic control,
automotive safety, and healthcare. While amodular design is certainly an option to improve reliability, predictability and
maintainability, when employed, it is desirable to understand howwell that goal is accomplished. Approaches to assess
modularity in pure software systems have been developed, but to the best of the authors’ knowledge no approaches
have been developed that specifically address the unique challenges of assessing themodularity of cyber-physical sys-
tems. Thus, the question is whether existing approaches from the software domain can be adapted to the cyber-physical
domain.

2.2 | DetectingModularity Violations in Software Systems

The termmodularity violation was first proposed byWong et al. [6] to describe the phenomenonwhere independent
softwaremodules frequently change together during the evolution of a system in the process of fixing bugs or adding
features. Methodologies and tools have been built for analyzingmodularity violations in software systems [23, 6, 7].
The identification of amodularity violation follows three steps:

1. Reverse-engineering the modular structure of a software system from the code base: The modular structure
of a software system can be calculated based on the structural dependencies among software entities. Xiao et
al. developed a new architectural representation, called Design Rule Space (DRSpace) modeling to capture the
modular structure of a software system asmultiple overlapping design spaces [7], applying Baldwin and Clark’s
design rule theory [16]. Themodular structure can be visualized in the form of a Design StructureMatrix (DSM).
The items in the DSM represent software entities, the cells represent the structural dependencies among entities.
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The entities can be clustered intomodules based on selected dependency types for supporting analysis of different
focuses.

2. Extracting the evolutionary coupling (i.e. the number of co-changes) between software modules: Evolutionary
coupling can be calculated based on the data recorded in version control systems, which automatically keep track
of changes made to software entities. Consequently, we are able to determine who changed what and when and for
what reason. Analyzing such data allows us to determine the frequency of concurrent modifications of any two
software entities in the course of maintenance activities. In other words, it enables us to extract the evolutionary
coupling between software entities. Themore frequently two entities aremodified together, the stronger is their
evolutionary coupling—implying latent connections.

3. Calculating the discrepancy between the above two data sets to point tomodularity violations among software
modules: If two software entities/modules are structurally independent according to step 1, but they have high
evolutionary coupling according to step 2, there is a potential modularity violation. According to prior empirical
studies of industry software systems, modularity violations usually indicate implicit assumptions shared among
software modules. For example, it could be an implicit assumption regarding the usage of time units in two
modules [8].

In software systems, the consequences ofmodularity violations could behigher bug-rates (when the assumptions are not
consistent among different parties) and increasedmaintenance costs (in order to keep the assumptions consistent) [23,
7, 9]. Studies of real-life open source projects indicate that up to 85% of bug-fixing efforts in a software system involve
modularity violations [9].

2.3 | DetectingModularity Violations in Cyber-Physical Systems

The described approach for detectingmodularity violations is limited in that it only addresses software systems imple-
mented in a single programming language. Complex cyber-physical systems, however, comprise both heterogeneous
hardware and software sub-systems, whichmakes them particularly difficult to analyze. Indeed, incurringmodularity
violations that result from latent relationships between software and hardwaremodules endanger the system’s long
term evolution, maintenance, and success. In particular, due to the inflexibility and high cost of evolving hardware
modules, modularity violations in cyber-physical systems couldmore easily lead to vendor lock-in compared to a pure
software environment.

In this paper, we organizemodularity violations in cyber-physical systems into three different types: 1) software
vs. software, 2) software vs. hardware, and 3) hardware vs. hardware. The first type of modularity violation has
been extensively investigated in prior work [6, 8, 7, 23, 9]. There, the approach to identify and measure modularity
violations relies on the analysis of source code and operational data such as maintenance activity records. As previously
mentioned, such information can be automatically and comprehensively tracked in version control systems. The
immediate challenge that arises when trying to extend the same approach to identify hardware-specific modularity
violations is that, oftentimes, it can be difficult to find records that extensively describe changesmade to the different
hardware components. Given these limitations, the question naturally follows, could a subset of hardwaremodularity
violations be inferred from an analysis of records of software changes? More specifically, some software changesmay be
a consequence of hardware relatedmodularity violations. If thatwere the case, analysis of version control systems could
be used to detect some hardware relatedmodularity violations outright and flag other potential violations for further
investigation. The issue is whether or not there is actually enough information in a version control system to infer a
hardwaremodularity violation. Consequently, the goal of this studywas to test the feasibility of leveraging software



6 XIAO ET AL.

maintenance data to infer hardware related issues that are indicative of software-hardwaremodularity violations.

3 | APPROACH

In this section, we first introduce the two cyber-physical systems that served as the subjects of this study. Next, we
describe our approach to analyze and understand potential modularity violations in these two projects using a three
step process.

We chose to analyze the open source software infrastructures for two real-world cyber-physical systems: OpenWrt
and MD PnP. OpenWrt is a Linux based core that is commonly used to support the Internet of Things (IoT). MD
PnP stands for theMedical Device "Plug-and-Play" interoperability programwhich aims to improve patient care by
integrating information from medical devices. Table 1 summarizes basic facts of these projects. It shows the scale
(measured by number of files, methods, and lines of code), the development team size, and the age (measured by the
number of revisions and starting time). These projects were chosen because, in addition to providing sufficient research
data, they also involved two very different application domains.

We analyzed each project using the following process:

Step 1: Reverse Engineering
Werecovered themodular structure of the twoprojects using reverse engineering techniques. Specifically, we leveraged
the tool set previously built by Xiao et. al. [7]. The input of this step included the code repository and code revision
history. This step generated two source file level Design StructureMatrices for each project: one for the static structural
dependencies and the other for the dynamic evolutionary coupling as shown in Figure 1 and Figure 2 for OpenWrt and
MDPnP, respectively. As discussed earlier, we chose source files as the fine-grainedmodules in these two systems. The
first DSMdescribes the design structure formed by source files, while the secondDSMdescribes how the source files
actually change together in system evolution. The detailed interpretation of thesematrices will be elaborated later.

Step 2: Modular StructureMeasurement
Wemeasured themodular structure of the software portion of each system using two complementarymetrics called
Decoupling Level developed byMo et. al. [23] and Propagation Cost developed byMacCormack et. al. [24].

The Decoupling Level describes howwell a system is decomposed into small, manageablemodules [23]. In order
to compute the Decoupling Level of a system, the structural DSM of a system is clustered into hierarchical layers
using the Architectural Design Rule Hierarchy clustering algorithm [25]. After the clustering, the source files in the
DSM are grouped into hierarchical layers based on their structural dependencies: the lower layers depend on the
upper layers, but upper layers do not depend on the lower layers. For example, in Figure 1a, the layers are highlighted
in rectangles and the dependencies are all aggregated in the lower triangle of the DSM as a result of the clustering
algorithm. Decoupling Level measures howwell source files in each layer are decoupled from the entire system. We
measure two aspects to calculate a separate Decoupling Level for each layer: 1) the number of dependencies from the
lower layer source files; and 2) the number of source files and their dependencies within a layer. Adding the Decoupling
Level of each layer yields the overallDecoupling Level of the entire system. Due to its construction, the highest possible
value of the overall Decoupling Level of a system is 1. This means that the system is perfectly modularized, which is not
likely in practice. A lower value for Decoupling Level indicates a less modularized system. For example, if there are 100
source files in a system and these 100 files are completely independent from each other, the Decoupling Level will be
1. In comparison, if the 100 source files are completely interconnected, the Decoupling Level will be 0. The detailed
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calculation process can be found inMo. et. al.’s work [23]. In this study, we compared theDecoupling Level of the two
case study projects with the Decoupling Level of 129 traditional software systems previously evaluated byMo et. al.
[23]. This facilitated the understanding of the overall modular structure of the two case study projects, as well as how
modularized they are relative to other systems.

The Propagation Cost assesses themodularity of a software system bymeasuring the degree to which a change
to any single source file causes a potential change to other source files in the system, either directly or indirectly (i.e.,
through a chain of dependencies that exist across source files) [24]. The Propagation Cost of a system is calculated as
the density of the n-transitive closure of its structure DSM. The structure DSMof a system describes how source files
are directly connected to each other. The density of the DSM is the number of dependencies among source files divided
by the square of the total number of source files in a system. Thus, a value 100%means that every source file is directly
connected to every other source file in the system. The n-transitive closure of a DSM is found bymultiplying the DSM
by itself n times. The result is still a DSM, but it now describes how source files are indirectly connected to each other
throughmaximally n − 1 hops [26]. For example, in a 2-transitive closure of a DSM, a dependency between two files
means that these two files could be indirectly connected to each other through at most one other source file. More
details of the calculation of n-transitive closure and Propagation Cost can be found in [24, 26]. Themaximum value is
100%, meaning that every element is connected (directly or transitively) to another element in the system. Therefore, a
lower value for Propagation Cost indicates greater independence among themodules.

Note that Decoupling Level and Propagation Cost measure the modular structure of a system from opposite
perspective and thus, complement each other. Due to the nature of thesemeasurements, they tend to be negatively
correlated. However, according to previous research [23], Decoupling Level is more sensitive than Propagation Cost in
terms of consistently capturingmaintenance difficulties encountered in a system. In order to be comprehensive, we
used bothmetrics to themeasure themodular structure of the two case study projects.

Step 3: Modularity Violation Analysis
As discussed earlier, there are three levels of modularity violations in cyber-physical systems: 1) software-software
level; 2) software-hardware level; and 3) hardware-hardware level. The identification ofmodularity violations in a cyber-
physical system is challenging becausemaintenance operations on hardware components are not as comprehensively
recorded as in traditional software systems. We hypothesized that software components that are changed frequently
due to hardware related concepts are indicative of potential modularity violations. As such, the third level of modularity
violation is not the focus of this study. This study focuses on the first two levels of modularity violations by analyzing the
software side changes that are potentially triggered by hardware-related concepts.

While the previously described techniques for identifying potential modularity violations that use frequent co-
changes can be applied to the case study projects, they do not tell us the cause themodularity violation. In pure software
systems, we can assume that any modularity violations are software-software level violations. That is not the case
for cyber-physical systems. In this study, we hypothesized that we could determine whichmodularity violations are
hardware related by analyzing source files and changemessages. For example, if two supposedly independent software
modules frequently change together while referencing the same hardware device, it suggests modularity violation
induced by that hardware device.

To evaluate the feasibility of this approach, we extracted project specific hardware-related concepts bymanually
reviewing the project documentation andwiki pages. Next, we performed a co-change analysis on the project source
files and screened for sets of files with high co-change rates as likely sources of modularity violations. Of those with
high co-change rates, we identified files that were related to project-specific hardware concepts. We constructed
representative sets of hardware-related keywords for OpenWrt and MD PnP. We searched change messages and
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source file content and identified those that contained the hardware-related keywords. This enabled us to identify
software side changes that were triggered by a hardware-related concepts. We then analyzed the change frequency of
files impacted by hardware related concepts relative to the project as a whole.

4 | RESULTS

In this section, we discuss the case study results for OpenWrt andMDPnP in three parts. First, we describe themodular
structure of these two projects asmeasured using Decoupling Level and Propagation Cost. Second, we describe the
results of the co-change analysis among project source files and identify potential hardware linkages. Third, we describe
the relative change proneness of those source files associated with hardware-related keywords relative to the change
proneness of all files in each project.

4.1 | Measuring theModular Structure

First, we analyze howwell the two case study projects aremodularized as compared to the 129 pure software systems
studied in the past [23].

Figure 1a shows an overviewof themodular structure identified inOpenWrt, represented in the formof aDSM [16].
ThisDSM is a squarematrix showing the structural dependencies among source files inOpenWrt. The rows and columns
represent source files, and a black dot represents a structural dependency from the row to the column. Figure 1a is just
a qualitative overview of the interdependencies among the source files in OpenWrt, without capturing the details, such
as file names and dependency types. Similarly, Figure 2a shows the overview of themodular structure identified inMD
PnP. Based on the size of the shaded areas, OpenWrt shows less coupling thanMDPnP, and thus has better modular
structure.

To get a quantitative understanding of howmodularized these two projects are, we calculated twometrics: 1) the
decoupling level (DL) and 2) the propagation cost (PC), based on the DSM.

The Decoupling Level values for OpenWrt andMDPnP are 0.78 and 0.68 respectively. Figure 3 shows the cumula-
tive distribution of the Decoupling Level value for 129 projects (108 open source projects and 21 industrial projects)
from our prior study [23]. The red stars in Figure 3mark the decoupling levels of OpenWrt andMDPnP compared to
these 129 projects. The data show that the Decoupling Level values of OpenWrt andMDPnP are higher than about
85% and 70% respectively of the 129 software projects. The implication is that bothOpenWrt andMDPnP are better
decoupled intomutually independent modules when compared to themajority of the previously studied pure software
projects.

PropagationCost yields complementary results as the analysis shows that thePropagationCost values forOpenWrt
andMDPnP are only 1.4% and 6.5% respectively. The Propagation Cost, again, suggests that both projects are well
modularized and decoupled.

These results indicate that the software components in bothOpenWrt andMDPnP aremoremodularized com-
pared to traditional software systems. We conjecture that this is because the hardware components in a cyber-physical
system increase the overall complexity of the system relative to pure software systems. Increasing themodularity of
the softwaremay be away to copewith that complexity. Furthermore, by talking to IoT experts, we realized that the
first priority of the software components is to stay concise to reach the quality goals of energy and cost efficiency in IoT
systems.
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4.2 | Identifying Software-Software LevelModularity Violations

Weapplied the approach described in Section 3 to identify software-software level modularity violations [23, 6, 7]. First,
we calculated the evolutionary coupling among source files in OpenWrt andMDPnP in order to identify themodularity
violations. The evolutionary coupling between two source files is the number of times the two files change together in
the revision history. The overview of the evolutionary coupling among files in OpenWrt andMDPnP is illustrated in
Figure 1b and Figure 2b respectively. Similar to the structural dependencies shown on the left side of each figure, the
rows and columns represent the source files in a project. Each red dot indicates the evolutionary coupling between
the file on the row and the file on the column. In OpenWrt, we observe that the weight of most of the evolutionary
coupling is below 4, indicating software source files do not change together frequently. In particular, this is tracked
frommore than a decade of revision history (between 2004 and 2017) of OpenWrt. The evolutionary coupling is much
lower compared to other traditional software systemswe studied in the past [23]. In comparison, the co-changes among
source files inMDPnP aremore frequent [27, 28].

Second,we computed thediscrepancybetween the structural dependencies (left side) and theevolutionary coupling
(right side) in Figures 1 and 2. Figure 4 shows theDesign StructureMatrix (DSM) formed by files involved in the software
modularity violations in OpenWrt. The rows and columns represent the 23 source files that are involved in software
level modularity violations. The 23 source files are arranged in the same order on both the columns and the rows. Each
cell describes two possible types of relationship between the file on the row and the file on the column: 1) the structural
dependencies embedded in the source code; and 2) the evolutionary coupling reflected in the system’s evolution history.
The structural dependencies are described in text, such as “Call" in cell[11,12], which indicates that the source file on
row 11, yesno.c, calls some function(s) defined in the source file on column 12, util.c. The evolutionary couplings are
captured by the numbers in each cell. They indicate the frequency of co-change between the file on the row and the file
on the column. For example, cell[10, 6] says “5", indicating file 10,mach-nbg6716.c, and file 6,mach-wlr8100.c changed
together 5 times in the revision history. Cells that indicate evolutionary coupling but have no corresponding structural
dependencies are highlighted in red. As shown in Figure 4, the 23 source files exhibit frequent evolutionary coupling but
are largely structurally independent from each other. Thus, these 23 source files are potential modularity violations,
which suggests shared but latent assumptions among them.

Further manual inspection of the source files involved inmodularity violations indicated that hardware-related
concepts contributed to these software level modularity violations. For example, the naming conventions of the source
files imply that these files share hardware-related concepts. As highlighted in Figure 4, from row1 to row10, the naming
of the files all contain “mips”, which is a typical microprocessor architecture for cyber-physical systems. In addition, row
20 to 23 shows that the file names all contain “firmware”, which is held in non-volatile memory devices, such as ROMor
flashmemory. Based on these observations, we conjecture that the hardware concepts are actually the causal factors of
these software-software level modularity violations in OpenWRT.

InMDPnP, we identified 11 instances of modularity violations, involving a total of 120 files. Since the co-change
frequency inMDPnP is higher, we filtered out co-changes that happened less than 6 times to focus on themost intense
co-changes in the system. Figure 5 shows the DSMof one of the 11 instances of modularity violations inMDPnP. The
rows and columns represent the 15 involved source files, arranged in the same order. Similar to Figure 4, we highlighted
the background color of cells in redwhen there is evolutionary coupling but no structural dependencies between source
files. We can observe that these 15 files are largely independent from each other, but frequently change together in
the evolutionary history. For example, cell[15,4] says 13, indicating that the file on row 15,DemoCapnostream20.java,
and the file on column 4,DemoN595.java, changed together 13 times! Similar to themodularity violations in OpenWrt,
these software source files are associated with hardware concepts. It should be noted that in the name space each file
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path contains the keyword “device", as highlighted in the brown rectangle on the left side. Furthermore, there are terms
related tomedical devices in the specific file names. For example, the name of the file on row 5 contains “Oximeter,"
which is a specificmedical device used tomeasure oxygen level.

4.3 | Identifying Hardware-Software LevelModularity Violations

Reasoning based on the above observations, we infer that hardware related concepts could also be the contributing
factors for software-hardware modularity violations. That is, software components that change frequently due to
hardware related concepts. As an example, we found this comment when developers changed a software entity in
OpenWrt: “set chip type directly in ar8216_id_chip", where chip is obviously a hardware term. We assume it is less likely
the other way around: software concepts contribute to hardware changes, because it is, in most cases, more affordable
to change software components.

We manually extracted 16 keywords from project documents from OpenWrt. The details are shown below in
Table 2 containing keywords such as “radio”, “WiFi”, “zigbee”, etc. Bymatching thesemanually extracted keywords in
developers’ change comments, which are usually used to explain why theymade the change, we identified 70 source
files in OpenWrt (of the 1052 total files) that are potentially involved in software-hardwaremodularity violations.

Similarly, we manually extracted 12 keywords from project documents inMDPnP. The details are shown below
in Table 3 containing keywords such as “oximeter”, “xray”, “ultrasound”, etc. By matching these manually extracted
keywords in developers’ change comments, we identified 156 source files inMDPnP (of the 831 total changed files)
that are potentially involved in software-hardwaremodularity violations.

To further understand the significance of hardware-related concept as change contributors, we calculated the
change-proneness ranks of the 70 and 156 files involved in hardware-software level modularity violations in OpenWrt
andMDPnP and compared these with the change-proneness ranks of all source files in these two projects.

The comparison results for OpenWrt are shown in Figure 6. The x-axis represents the change frequency threshold
of source files. For example, a threshold of 20means source files changed at least 20 times in the project history. The
y-axis represents the cumulative probability of a file residing above the respective change-prone threshold on the x-axis.
In Figure 6, the upper line shows the cumulative probability of change frequency for those files identified as related to
hardware-softwaremodularity violations. The lower line shows the cumulative probability for all files in the project.
For instance, the data shows that 19% of files involved in hardware-softwaremodularity violations change 10 ormore
times; while only 5% of the total set of source files (among the total 657 files changed between 2004 and 2017) change
10 or more times. The data show that these 70 files are at least twice as likely to change compared to average files. This
suggests that hardware related concepts could be themain contributing factor to changes made to software modules in
OpenWRT.

We canmake similar observations forMDPnP as shown in Figure 7, especially for change frequencies above 5. In
particular, 20% of the 156 hardware-relatedmodularity violation files changed 20 ormore times compared to only 6%
of average files. This indicates that files involved in hardware-relatedmodularity violations aremore likely to change
frequently relative to average files. Therefore, we also infer fromMDPnP that hardware-related concepts could be the
main trigger for changes to software components, and thus imply latent software-hardwaremodularity violations that
merit attention from stakeholders.
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5 | DISCUSSION

In this section, wewill first summarize the key observations achieved in this study. Next, wewill discuss the limitations
of this paper and the potential future research directions.

1. Both projects studied exhibited high levels of modularity in their software architecture (Figure 3). Despite this
modularity, there were significant numbers of potential modularity violations (Section 4.2 and 4.3).

2. Most of themodularity violations seemed to involve to hardware or other non-software domain concepts (Figure 4,
Figure 5)

3. Files associated with hardware-software violations had a higher probability to change frequently (Figure 6 and
Figure 7)

4. Hardware and other non-software domain concepts appear to constitute shared assumptions among the cyber and
physical layers that drive these hardware-softwaremodularity violations (Section 4.2 and 4.3 )

While the analysis of two projects is not sufficient to draw general conclusions, it is sufficient to establish the
feasibility of the approach. Both projects studied seemed to be intentionally highly modular to allow the relatively easy
swap out and integration of hardware devices. Even so, there seemed to be latent assumptions within the architecture
about how these devices would behave. Furthermore, MDPnP has the additional complication of consideringmedical
practices and human biology. It appeared that many of the apparent violations of themodular architecture were driven
by these latent assumptions about the physical layer. Because of this asymmetry, there seemed to be sufficient informa-
tion in the software version control systems to detect andmeasure at least a subset of hardware-softwaremodularity
violations using techniques derived from software engineering. That opens the door to a more comprehensive and
longer-term analysis of the drivers of modularity violations in cyber-physical systems.

With that in mind it is important to acknowledge the limitations of this study. First, we treated source files as
fine-grainedmodules. This is appropriate from the perspective of a low-level developer. However, we acknowledge that
other stakeholders may view the system from different granularity levels. For example, product managers usually view
modules as cohesive functional components to deliver the product value and competitiveness. This results in a very
different definition of a module. From that perspective, a module may contain many source files, and the project owner
may not be concerned with modularity violations among source files within a givenmodule. In our future work, we plan
to explore and investigate different criteria to decompose a system intomodules and analyze themodularity violations
across these alternative decompositions .

Second, wewere limited by the need tomanually extract and search for domain concepts and keywords. Not only is
this approach too time consuming to scale to a larger study, but also it is almost certain that wemissedmany subtleties.
In short, wewere able to detect themost obvious cases, but each cyber-physical system is going to have an application
specific network of concepts and assumptions. If our hypothesis is correct, it is this network of concepts that is going
to drivemany of themodularity violations in a cyber-physical system. Consequently, it would be necessary to learn a
new network for each system onewishes to analyze. Tomake this problem tractable, in future work, we plan to apply
text analytics and othermachine learning techniques to extract this network of domain concepts from each project’s
documentation and source files.

Finally, a level of modularity violation that was not addressed at all in this study is the hardware-to-hardware
modularity violation. This is largely due to the lack of systematic, centralizedmaintenance records on the hardware
side. Unlike the software components of a cyber-physical system, the revision history of the hardware parts are largely
unavailable. This paper leverages software data to infer hardware related issues, but this approach cannot detect all of
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the pure hardware level modularity violations. Wewill leave this challenge to future work.

6 | CONCLUSIONS AND FUTURE WORK

In this paper, we conducted a case study on two real-world cyber-physical systems, OpenWrt andMDPnP, to investigate
the feasibility of identifying and measuring modularity violations involving hardware components. To the best of
our knowledge, this is the first work to address this problem in the area of cyber-physical systems. What we found
was that while the software architectures of OpenWrt and MD PnP are well-modularized, there were a number of
softwaremodularity violations that appear to involve hardware-related concepts. Furthermore, we found that software
components related to hardware were much more likely to change frequently. Combined, these findings suggest
hardware components are a source of latent modularity violations in OpenWrt andMDPnP. Our study demonstrated
the feasibility of adapting methods to identify and measure modularity violations from pure software systems to
cyber-physical systems.

In future work, we plan to address some previously described limitations of this study. First, we intend to explore
different criteria for decomposing a system intomodules. In this paper, we defined amodule as a source file. However,
as noted previously, the definition of amodule is a matter of perspective. We plan to investigatemodularity violations
involving modules at different levels of resolution such as packages. Second, we manually extracted keywords by
reviewing project revision logs to identify hardware-related concepts. This approach does not scale as a new set of
keywordswouldneed tobemanually extracted for each cyber-physical systemonewanted to analyzeusing the approach
described in this paper. In the future, we plan to leverage natural language processing techniques to automatically
extract hardware-related concepts from the repositories of cyber-physical systems. Finally, we plan to evaluate our
approach to detect hardware-relatedmodularity violations on a broader set of cyber-physical systems. Moreover, we
believe that similar approach can be easily extended to identify modularity violations in any critical embedded systems.
We plan to widen the scope of this study beyond cyber-physical systems in future work.
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TABLE 1 Case Study Subject
Project Name: OpenWrt MDPnP
# of Files: 1052 866
# ofMethods: 6061 7872
# of Lines of Code: 163,114 73,616
# of Developers: 137 12
# of Revision Records: 38099 1605
Range of History: 2004 to 2017 2013 to 2017

(a) Modular structure (b) Evolutionary coupling

F IGURE 1 OpenWrtmodular structure and evolutionary coupling

TABLE 2 Domain/Hardware keywords in OpenWrt

"radio", "WiFi", "zigbee", "btle", "mips", "ramips", "mtd", "broadcom",
"routerboot","router", "firmware", "bluetooth", "energy", "power", "soc",
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(a) Modular structure (b) Evolutionary coupling

F IGURE 2 MDPnPmodular structure and evolutionary coupling

F IGURE 3 OpenWrt andMDPnPDecoupling Level Percentile among 129 Systems
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F IGURE 4 Software-softwaremodularity violations in OpenWrt

F IGURE 5 Software-softwaremodularity violations inMDPnP

TABLE 3 Domain/Hardware keywords inMDPnP

"ventilator", "beaglebone", "pump", "electrocardiogram", "xray", "anesthesia",
"analgesia", "oximeter", "oxygen", "respiration", "telemetry", "ultrasound", "capnograph",
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F IGURE 6 Hardware-related and general change-proneness for OpenWrt
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F IGURE 7 Hardware-related and general change-proneness forMDPnP


