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Abstract
In an increasingly interconnected world, the 

demand for smartphones, tablets, and other wire-
less devices in the IoT has surged over the last few 
years. This high demand has increased mobile data 
usage and wireless communication, resulting in 
an explosion of traffic demand in the limited 2.4 
GHz frequency band. This traffic demand and the 
limitations of existing wireless devices operating in 
the same frequency range have resulted in a spec-
trum congestion problem. To utilize the available 
spectrum more efficiently, it becomes important 
to detect the desired signals and support flexible 
communications. After reviewing relevant char-
acteristics of the protocols of interest, this article 
introduces a new approach for spectrum sharing 
with a hardware implementation to support the 
coexistence of WiFi, LTE, and ZigBee in the con-
gested 2.4 GHz band using a single RF front-end. 
A detection method was developed to resample 
the preambles of both WiFi and ZigBee to the LTE 
sampling rate to avoid continuous resampling of 
the received signal. Further processing steps such 
as synchronization and demodulation for each 
protocol are described. Measurement results are 
provided to demonstrate the techniques showing a 
low symbol error rate tested over the air in a labo-
ratory environment with interference.

Introduction
The rapid growth of wireless devices and wireless 
traffic has significantly increased data usage, creating 
severe spectrum congestion. The increased types of 
devices, including IoT, have resulted in an increase 
in the number of protocols for wireless communi-
cations, some occupying the same bandwidth. Typ-
ically, different hardware radios are designed for 
each protocol in the spectrum, which can be quite 
expensive, especially with more protocols.

Spectrum congestion is more severely impacted 
by the inefficient use of the spectrum rather than 
spectrum scarcity. Researchers have introduced 
the idea of spectrum sharing or spectrum coexis-
tence, in which more than one application can be 
used in the same bandwidth. The main challenge is 
to manage interference, such that the Primary User 
(PU) is not affected by the Secondary User’s (SU) 
communication. Ongoing research in cognitive 

radio technology focuses on addressing the chal-
lenging issue of low power signal detection from 
within interference. Detection is a critical part of 
managing interference, while frequency coordina-
tion and access by different types of communica-
tion systems are also challenging.

This article outlines a new method for detecting 
and processing multiple wireless protocols, focus-
ing on WiFi, LTE, and ZigBee using the same RF 
sample rate and spectrum bandwidth. An Analog 
Devices transceiver front-end on a Xilinx ZC706 
evaluation board setup is used as a first demonstra-
tion of the method. This setup represents a flexible 
software-defined radio (SDR) that can be used for 
multiple protocols, but currently researchers tend 
to use it for one protocol at a time. Our approach 
achieves spectrum reuse with multiple protocols 
that share the same bandwidth, namely 2.4 GHz. 
First, the WiFi and ZigBee matched filter coeffi-
cients are resampled since the RF front-end is set 
to one of the LTE sampling rates (30.72 MHz). The 
protocols are transmitted over the air using a ran-
dom sequence, and the received signal is analyzed 
for detection of the protocols using matched filter-
ing (preamble detection for both WiFi and ZigBee, 
and primary synchronization signal (PSS) detection 
for LTE). Further synchronization and demodulation 
steps are taken for each of the protocols depend-
ing on whether the detection flag is set. Figure 1 
illustrates our approach. 

Background
Coexistence studies among different protocols 
have been ongoing for a number of years, such 
as the ones summarized in Table 1. In [1], a coex-
istence between WLAN and WPAN is presented 
in the ISM band using traffic scheduling, but per-
formed at the expense of an additional delay in 
data transfer. Studies in [2] and [3] present coex-
istence methods using traffic scheduling between 
ZigBee and other protocols in both the ISM and 
unlicensed frequency bands, but both require prior 
knowledge of the transmitted protocol. Another 
more recent example for WiFi and LTE coexistence 
in the unlicensed band is presented in [4] using a 
newly-designed fairness criterion. Note that none 
of these studies perform tests with heterogeneous 
systems and none of them present WiFi, LTE, and 
ZigBee coexistence in the same bandwidth like 
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the studies presented in this article combined with 
over the air experiments using online radio equip-
ment. Similar coexistence research presented in [5] 
demonstrates the use of the same setup for WiFi, 
ZigBee and Bluetooth Low Energy (BLE) coexis-
tence using a single transceiver board, minimizing 
diff erent board mismatches and delay when using 
independent transmitter and receiver boards such 
as the setup presented in this article, but does not 
present a coexistence method including LTE. To 
the best of our knowledge, the work described in 
this article is the fi rst to support WiFi, LTE, and Zig-
Bee with the same RF front-end.

In addition to providing support for multiple 
protocols with the same RF front-end, the research 
presented in this article enables the capability to 
detect a received protocol among WiFi, LTE, and 
ZigBee without prior knowledge of the transmit-
ted signal. It demonstrates successful processing 
of each protocol with low error rate and high 
demodulation accuracy. One advantage of using 
the proposed approach is that it eliminates the 
requirement of a sampling rate converter, which 
would have been necessary if these protocols were 
to be detected at sampling rates specifi ed in their 
standards. Another benefit is that the same ADC 
bandwidth can be used, and that the technique cir-
cumvents the use of multiple antennas and analog 
RF front-ends tuned to diff erent center frequencies 
to receive the diff erent protocols.

coeXIstence protocols structures

802.11n (wIfI)
802.11 is the IEEE standard that defines WiFi. It 
specifies the media access control (MAC) and 
physical (PHY) layer for implementing wireless 

local area networking for wireless communication 
at radio frequencies ranging from 900 MHz up to 
60 GHz.

The WiFi 802.11n protocol structure (Fig. 2a) 
starts with an 8 s short training field (STF) con-
sisting of 10 short training symbols (16 samples 
each), followed by an 8 s long training fi eld (LTF) 
consisting of a guard interval (32 samples) and two 
long training symbols (64 samples each) to form 
the packet preamble. The LTF is followed by an 
4 s legacy signal (L-SIG) field, which is used to 
transfer rate and length information. In addition, 
802.11n has an 8 s high throughput (HT) signal 
(HT-SIG) fi eld that is similar to the L-SIG fi eld. The 
HT-SIG fi eld is followed by a 4 s HT-STF and a 4 
s HT-LTF. The longer preamble used in 802.11n 
is compatible with both HT-mixed (802.11n) and 
non-HT (802.11a) receivers, making it a more fl exi-
ble protocol than other 802.11 protocols. 802.11n 
operates in both 2.4 GHz and 5 GHz frequency 

FIGURE 1. WiFi, LTE, and ZigBee coexistence fl owchart showing detection and demodulation of each protocol. Top (WiFi), middle 
(LTE), and bottom (ZigBee).

TABLE 1. Comparison of spectrum sharing works.

Property
ISM 
band

Wi-Fi LTE ZigBee
Implemented using 
common RF front-end

Implementation 
method

[1] Y Y N N N Simulation

[2] Y Y N Y N Over the air

[3] Y Y N Y N Theory

[4] N Y Y N N Simulation

[5] Y Y N Y Y Over the air

[6] N Y Y N N Simulation

This work Y Y Y Y Y Over the air
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bands. We refer to 802.11n as WiFi when it is used 
for the coexistence experiment at 2.4 GHz.

lte
Long Term Evolution (LTE) transmissions are in 
blocks known as packets. LTE uses orthogonal 
frequency-division multiple access (OFDMA) on 
the downlink (DL), where the spectrum is divided 
into resource blocks (RBs). OFDMA allows multi-
ple users on the available bandwidth. Each user  
is assigned a specific time-frequency resource 
or a resource block in the LTE specifi cation. LTE 
has two frame structure types: frequency-division 
duplexing (FDD) and time-division duplexing 
(TDD) [7]. In FDD mode (used in this work), the 
10 ms LTE radio frame is divided into 20 equally 
sized slots of 0.5 ms each as shown in Fig. 2b. 
Each slot has seven OFDM symbols for the nor-
mal cyclic prefix and six OFDM symbols for the 
extended cyclic prefi x.

ZIgbee
ZigBee is an IEEE 802.15.4-based specification 
that operates at multiple frequencies. Here, we 
use the 2.4 GHz ISM band, which consists of 16 
channels [8]. This band supports a data rate of 
250 kb/s, and is modulated by Off set Quadrature 
Phase Shift Keying (OQPSK).

Similar to 802.11 protocols, the first part of a 
ZigBee packet is the preamble used by the receiv-
er for synchronization (Fig. 2c). The length of the 
preamble for the OQPSK PHY is eight symbols 
(four octets). Following the preamble is the Start 
of Packet Delimiter (SPD) and the PHY header, 
which specifi es the length of the PHY Service Data 
Unit (PSDU) [9]. The last section of the packet is 
the PSDU, which can range from 0 to 127 octets 
in length. This section contains the main data to be 
transmitted. The complete frame forms the physical 
protocol data unit (PPDU).

pAcket detectIon And coeXIstence ApproAch
In this experiment, cross-correlation is used for 
packet detection, which is useful when the signal 
is corrupted by noise, such that the signal detec-
tion from a noisy signal has to be performed. For 
time-domain signals, cross-correlation is comput-
ed between the received time-domain signal and 
a known periodic sequence, resulting in a peak 
to indicate the position of the periodic sequence 
(preamble for WiFi and Zigbee, and PSS for LTE). 
We employ a flexible method that handles dif-

ferent signal lengths to detect diff erent protocols 
without prior knowledge of which packet is trans-
mitted.

wIfI detectIon
The 802.11n specification dictates that the LTF 
should be derived from a combination of 52 
non-zero subcarriers. The 802.11n LTF consists of 
two long training symbols of 3.2 s each that are 
concatenated and preceded by a guard interval of 
1.6 s. The LTF consists of a particular combina-
tion of 1 and –1 values for the orientation of the 
52 tones. The combination of 1 and –1 gives the 
LTF a low peak to average ratio, minimizing non-
linear distortion in the analog transmitter chain. 
To detect a received WiFi waveform, the received 
waveform is cross-correlated with the LTF. The 
correlation result yields three peaks indicating the 
positions of a guard interval and two training sym-
bols in the received waveform, which are utilized 
in this detection method.

lte detectIon
Similar to preamble detection in WiFi, LTE detec-
tion is also done in the time domain using a 
repeated periodic sequence. LTE uses a synchro-
nization channel (SCH) inserted periodically in 
the LTE DL radio frame. The SCH is composed 
of a primary synchronization signal (PSS) and a 
secondary synchronization signal (SSS). The PSS is 
received in 1.4 MHz bandwidth based on a 1.92 
MHz OFDM sampling rate, meaning that any 
incoming LTE waveform must be downsampled 
to 1.92 MHz in order to detect the PSS. The PSS 
provides subframe timing information and sector 
index by identifying which primary sequence has 
been transmitted out of the three possible alter-
natives. In FDD operating mode, the PSS is pres-
ent in two locations in each 10 ms LTE DL radio 
frame. The first one is located in the last OFDM 
symbol of the fi rst time slot of the fi rst subframe, 
where each subframe is 1 ms long and each slot is 
0.5 ms long. The PSS is repeated in the last OFDM 
symbol in subframe 5 [10]. The PSS is generated 
from a 63-length frequency-domain Zadoff-Chu 
(ZC) sequence whose root index determines the 
sector identity. Detection of the PSS in the time 
domain (TD) is implemented by cross-correlating 
the TD signal with the three possibilities of PSS 
coeffi  cients in which one of the three correlation 
outputs will display two peaks depending on the 
cell ID, indicating both PSS positions within the 
LTE frame [11].

ZIgbee detectIon
ZigBee packet detection is done using preamble 
detection, where the preamble sequence present 
in the received packet is correlated with a fixed 
reference sequence to identify whether or not 
a valid packet has been received. The received 
packet is cross-correlated by taking a 32 bit win-
dow (preamble length) with the fixed preamble 
sequence. In every correlation, a peak to aver-
age ratio is calculated and compared with a pre-
defined threshold. The number of samples per 
chip used commonly with ZigBee frames is 12, 
and frames are captured at 12 x chip rate, equat-
ing to 12 MHz. The number of samples per chip 
is digitally reduced in the receiver in order to 
increase processing speed.

FIGURE 2. Protocol packet structures: a) WiFi; b) LTE; c) ZigBee. 
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coeXIstence desIgn
After exploring packet detection for each of the 
protocols described here (WiFi, LTE, and ZigBee), 
it is important to highlight that these methods are 
successful only if the RF front-end settings are 
compatible with each protocol. One common 
RF front-end is used with the same RF carrier 
frequency (2.4 GHz) and bandwidth (20 MHz). 
However, the sampling rate is that of LTE (30.72 
MHz), which is faster than the 20 MHz WiFi and 
ZigBee baseband sampling rates. Suppose we 
want to resample the LTE signal at a WiFi signal 
rate. The rate conversion ratio from LTE to WiFi is 
125/192. If we were to perform rate conversion 
on the received signal with this ratio, the hard-
ware complexity would be excessively high. If we 
were to directly implement this rate converter 
for a signal with clock rate of 20 MHz, then the 
maximum clock rate of this converter could reach 
around 3 GHz, which is too high for baseband 
processing. In order to avoid continuous sample 
conversion of the received signal, the original 
WiFi and ZigBee matched fi lters are oversampled 
to 30.72 MHz. Oversampling the matched fi lter is 
more effi  cient than resampling the received over-
sampled WiFi or ZigBee signal because the fil-
ter coeffi  cients are fi xed, and therefore repetitive 
resampling is no longer required when following 
the technique from [10]. The resample ratio for 
WiFi is:

30.72 MHz
20 MHz

= 192
125

This ratio shows that the 20 MHz preamble is 
upsampled by 192 and downsampled by 125 to 
achieve the new oversampled 30.72 MHz WiFi pre-
amble. Similarly for ZigBee, the resample ratio is:

30.72 MHz
12 MHz

= 64
25

The ZigBee preamble is upsampled by 64 and 
downsampled by 25 to achieve the oversampled 
30.72 MHz ZigBee preamble.

In this experiment, an incoming WiFi, LTE, and 
ZigBee sequence (formed using a random com-
bination of the three protocols) is received using 
the AD9361 FMComms3 SDR at 30.72 MHz. 
This sequence is then processed in parallel for 
each of the protocols using different correlation 
windows. For WiFi, cross-correlation is comput-
ed with a correlation window equal to the length 
of the oversampled WiFi matched fi lter (MF) and 
a peak-to-average value is computed and com-
pared to a predefi ned threshold. If that threshold 

is passed, the packet proceeds for the WiFi pro-
cessing chain to produce the demodulated QPSK 
symbols. The process developed in this research is 
shown in Fig. 1. Similarly, these steps are complet-
ed in parallel for LTE and ZigBee to produce the 
demodulated symbols. 16QAM demodulated sym-
bols are processed as well for WiFi and LTE. Higher 
modulation schemes are not displayed for ZigBee 
because it is always O-QPSK modulated.

sYnchronIZAtIon And demodulAtIon
Once a packet is detected and a peak-to-average 
ratio of the matched fi lter output exceeds a pre-
defi ned threshold, synchronization and demodu-
lation of the received packet extract the symbols 
(Fig. 1). The receiver functions (Fig. 3) are used to 
obtain the constellation that serves as the input 
to the decoder. Frequency synchronization com-
pensates for carrier frequency off sets that occur 
either due to mismatch between TX and RX local 
oscillator frequencies or Doppler shift, which 
could aff ect the orthogonality between subcarri-
ers. Channel estimation and equalization reverse 
channel effects acting on the signal that other-
wise would degrade the accuracy of the constel-
lation points. Residual phase off sets are corrected 
through phase compensation.

WiFi Synchronization and Demodulation:
WiFi synchronization steps include coarse and 
fi ne frequency off set compensation, timing detec-
tion and correction, channel estimation and phase 
noise correction [12].

If frequency off sets are not corrected, each FFT 
output symbol represents not only the orientation 
and magnitude of a single subcarrier, but also con-
tains trace information from all other carriers.

Timing error is a type of linear distortion that 
occurs because the receiver does not know the 
perfect sampling instant, creating a timing offset 
in the Analog-to-Digital Converter (ADC). Fortu-
nately, the correlation result described earlier can 
be used to obtain the timing reference, where we 
cross correlate the sample stream with a local copy 
of the LTF.

Channel estimation determines the impact of 
the multipath channel on the frequency response 
of the received signal. Since the long training sym-
bols’ subcarrier orientation is known, it can be 
compared to the received subcarriers (FFT outputs) 
of the long training symbols.

LTE Synchronization and Demodulation: LTE 
specifi cation defi nes diff erent (but similar) synchro-
nization and demodulation steps compared to 
WiFi: timing correction, frequency off set compen-

FIGURE 3. Major signal processing stages in a receiver chain: frequency/timing synchronization, demodulation, channel estimation 
and phase compensation [12–14]. For WiFi and LTE, demodulation was performed using FFTs of size 64 and 2048, respectively. 
For ZigBee, a 2048 FFT size was used for demodulation, and a zero-crossing timing error detector was used for timing synchroniza-
tion. The frequency domain Least Square (LS) and minimum mean squared error (MMSE) channel equalizations were used for WiFi 
and LTE, respectively.
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sation, channel estimation, and phase drift correc-
tion [13].

Any frequency off set must be removed prior to 
OFDM demodulation, and is estimated by means 
of correlation of the cyclic prefi x.

The LTE specifi cations defi ne a channel estima-
tion method using pilot symbols within reference 
signals such as Cell Reference Signal (CellRS). 
Pilot symbols in CellRS in OFDM symbol 0 and 4 
of each time slot are used instead of the PSS and 
SSS. An MMSE method is used for equalization as 
shown Fig. 3.

ZigBee Synchronization and Demodulation: 
Similar to WiFi and LTE, ZigBee also requires syn-
chronization before demodulation, and these steps 
include coarse/fi ne frequency off set compensation 
and timing synchronization [14].

Transmitting a signal at a high modulation 
rate in a narrow band increases the likelihood 
of Inter-Symbol Interference (ISI). Pulse shaping 
changes the transmitted pulses by limiting the eff ec-
tive bandwidth using a pulse fi lter. This process is 
essential for making signals fi t within a frequency 
band. In ZigBee, the 2.4 GHz OQPSK PHY uses 
half-sine pulses, therefore a half-sine receive fi lter 
is required. This filter also improves the signal-to-
noise ratio (SNR).

For ZigBee, a coarse frequency off set compen-
sator employs an FFT-based method that squares 
the received OQPSK signal to reveal two spec-
tral peaks. The coarse frequency off set is obtained 
by averaging and halving the frequencies of these 
two spectral peaks. To obtain a more accurate 
estimate of the frequency off set, a fi ne frequency 
offset compensator is used, which uses a closed-
loop phase-locked loop (PLL) approach to reduce 
frequency off set and phase rotation.

Synchronized symbols are demodulated using 
OQPSK to convert [–1 1] to [0 1]. The result 
of preamble detection is used to obtain Start of 
Packet Delimiter (SPD) and PHY header posi-
tions. Each 32-chip pseudo-noise (PN) sequence 
is then mapped to a data symbol by finding the 
chip sequence that is the most similar to the one 
received. For symbol to bit mapping, each data 
symbol is mapped sequentially to 4 bits (despread-
ing) to form the MAC protocol data unit (MPDU).

threshold selectIon
A signal that is detected that is not received is a 
false alarm; a signal that is present but not detect-
ed is a missed detection. If more than one signal 

is detected simultaneously, we report this as a 
collision to the MAC layer for decision-making.

False alarm rate and missed detection rate 
depend on the threshold value. We assume that 
any noise (including interference from undesired 
signals) is a Gaussian random process. Since the 
power of the received signals depends on the sce-
nario, a fixed threshold is not a good choice to 
decide the presence of a synchronization signal. 
The threshold should be adaptive; the approach 
we adopt is based on the power of the matched 
filter’s output compared to the signal that is 
being received. We scale the output power of 
the matched fi lter, and compare it to the average 
power of the received signal using a power scal-
ing ratio c. The appropriate power scaling ratio c 
varies depending on the signal sample lengths and 
the power of the synchronization signals for dif-
ferent protocols. Figure 4 visualizes the relation-
ship between the power scaling ratio and the false 
alarm rate.

The higher the threshold (i.e., power scaling 
ratio), the lower will be the false alarm rate. On the 
other hand, a higher threshold will result in a higher 
missed detection rate. For diff erent protocols and 
users, the requirements are different to balance 
the false alarm and missed detection rates. For this 
reason, the adjustable power scaling ratio value 
can be selected by the user, such that it can be 
changed to meet diff erent requirements. We used 
power scaling ratios of 0.04 for LTE, 0.16 for WiFi, 
and 0.03 for ZigBee, which balanced the missed 
detection rates and false alarm rates well during 
the experiments. Situations such as multiple posi-
tive decisions are detected as collisions, and can 
be reported to the MAC layer when the method is 
employed in a complete system. 

eXperImentAl setup And results
We utilized the MATLAB WLAN, LTE, and Com-
munications toolboxes to generate WiFi, LTE, and 
ZigBee transmit signals. This was done by execut-
ing toolbox functions on binary data to be trans-
mitted. These functions perform data scrambling, 
encoding, interleaving, bit-to-symbol mapping 
and modulation to create the transmit side com-
plex baseband signals that are up-converted to 
the RF frequency by the AD9361 prior to trans-
mission. As an example, we created a sequence 
consisting of the generated signals in a random 
order to produce a sequence of WiFi, LTE, and 
ZigBee signals separated by zeros between them. 
For the results presented here, the signal starts 
with 5000 zeros followed by an LTE packet, 5000 
zeros, a ZigBee packet, 5000 zeros, and a WiFi 
packet. The WiFi and LTE packets are both QPSK 
modulated, and the ZigBee packet is O-QPSK 
modulated. Furthermore, 16QAM modulation 
was utilized for WiFi and LTE packets to test this 
approach with an exemplary higher modulation 
scheme. Other higher-order QAM formats can 
also be accommodated and decoded with suffi-
cient EVM accuracy provided that the received 
SNR is acceptably high, and that the distance 
between the transmitter and receiver is suffi  cient-
ly short. This sequence is then transmitted and 
received using the experimental setup shown in 
Fig. 5d, consisting of two AD9361 FMCOMMS3 
transceiver modules, one used as a transmitter 
and the other as a receiver with a 12-bit resolu-

FIGURE 4. False alarm rate estimation example.

Transmitting a signal 
at a high modulation 
rate in a narrow band 
increases the likeli-
hood of Inter-Symbol 
Interference (ISI). Pulse 
shaping changes the 
transmitted pulses by 
limiting the eff ective 
bandwidth using a 
pulse fi lter. Th is process 
is essential for making 
signals fi t within a 
frequency band.
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tion - ADC (one antenna for each). Addition-
al TX and RX antenna ports of the SDR can be 
leveraged to support transmit/receive diversity, 
and hence can be used to accommodate multiple 
modes. The RF sampling rate for the transmitter 
and receiver are 30.72 MHz with an 20 MHz RF 
bandwidth. Both TX and RX local oscillators were 
configured to operate at 2.4 GHz. The experi-
ments were performed in a mixed-use lab and 
office environment, where interference signals 
were present from two nearby WiFi routers locat-
ed at ∼10 m and ∼20 m from the setup, as well 
as from 8 to 12 people using devices with WiFi 
and Bluetooth of varying activity throughout the 
experiments.

pAcket detectIon results
For WiFi detection, cross-correlation between the 
received sequence and oversampled WiFi pream-
ble is calculated with a window size equal to the 
length of the oversampled WiFi preamble. The 
matched fi lter output result is shown in Fig. 5a1, 
where the peaks are present toward the end in 
the dotted green rectangle. Fig. 5a2 shows the 
same matched filter output within the dashed 
green section to clearly show three correlation 
peaks, which show the position of the guard inter-
val as well as the first and second long training 
symbols, indicating a successful detection of a 
WiFi packet in the received sequence.

Similar to WiFi detection, LTE detection 
involves cross-correlation between the received 
sequence and the three PSS matched fi lter coef-
fi cients: CellID = 0, 1, and 2. However, since the 

PSS is present within the smallest LTE bandwidth 
(1.4 MHz) corresponding to a sample rate of 1.92 
MHz, a downsample operation is required before 
detection. The received sequence is sampled 
at 30.72 MHz and then downsampled by 16 in 
order to achieve a sample rate of 1.92 MHz. After 
downsampling, the calculation of all three correla-
tion outputs is required since the receiver has no 
prior knowledge of which primary sequence has 
been transmitted out of the three possible alter-
natives. The cross-correlation outputs of the three 
coeffi  cients (see Fig. 5b) reveal the correlation out-
put with CellID = 1 containing two clear peaks indi-
cating the positions of the two PSSs in the received 
signal.

For ZigBee detection, the received sequence 
is cross-correlated with the oversampled preamble 
with a window size equal to the oversampled pre-
amble length. The matched filter output (Fig. 5c) 
has a clear peak in the middle to indicate that a 
ZigBee packet is present.

demodulAtIon And sYnchronIZAtIon results
During WiFi synchronization, the following oper-
ations are executed: coarse and fine frequency 
offset compensation, timing error detection and 
correction, channel estimation and equaliza-
tion, and phase drift correction. These steps are 
required in order to minimize bit errors and max-
imize demodulation accuracy. After synchroni-
zation, the signal is demodulated by applying a 
64 point FFT on the baseband IQ data to extract 
QPSK and 16QAM symbols as exemplifi ed in Fig. 
1 (top).

FIGURE 5. a) WiFi matched fi lter output when cross-correlated with the WiFi, LTE, and ZigBee sequence for: a.1) all samples, a.2) sam-
ples in the region containing the WiFi signal between 9.71 x 105 and 9.76 x 105; b) LTE matched fi lter output; c) ZigBee matched 
fi lter output; d) experimental setup. 
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Similar to WiFi, synchronization steps includ-
ing frequency offset estimation and correction, 
demodulation (using a 2048-point FFT), channel 
estimation, phase correction, frame synchroniza-
tion, cell identification, bandwidth determination, 
and channel decoding are performed for LTE. After 
synchronization, the decoded OFDM symbols of 
the Physical Downlink Shared Channel (PDSCH) 
for both QPSK and 16QAM modulations are plot-
ted (see Fig. 1 (middle)).

Similar to WiFi and LTE, ZigBee synchronization 
and demodulation is performed if the peak-to-av-
erage ratio from detection is exceeded. The steps 
include half-sine pulse filtering, frequency offset 
compensation, and timing recovery to produce 
the OQPSK synchronized symbols shown in Fig. 1 
(bottom). Despreading of the demodulated sym-
bols is used to output the MAC Protocol Data 
Unit (MPDU) bits that are used for Bit Error Rate 
(BER) calculations. The Symbol Error Rate (SER) 
was calculated in comparison to the transmitted 
symbols for all the protocols, and an SER of zero 
was achieved in all cases. To gain further insights, 
an experiment was performed using WiFi and LTE 
with 16QAM modulation as an example. While 
maintaining the same distance between the trans-
mitter and receiver, the following BER results 
were obtained for WiFi with different transmitter 
attenuations of 0 dB, 10 dB, 15 dB, and 20 dB: 
0, 5.57·10–4, 5.72·10–4, and 6.03·10–4 (respec-
tively). Similarly for LTE, transmitter attenuation 
values of 0 dB, 20 dB, 22 dB, 24 dB, 27 dB, and 
30 dB resulted in the following BER: 0, 5.61·10–5, 
1.68·10–4, 8.03·10–4, 7·10–3, and 0.007 (respec-
tively). In this experiment, we only emulate the 
effect of changing the distance by changing the 
attenuation. In reality, the multipath structure 
depends on changing obstacles as the distance 
varies, which affects BER measurements.

To evaluate the effects of interference between 
two concurrent protocols transmitted with the 
same carrier frequency without idle periods, we 
performed an experiment where LTE and WiFi are 
transmitted simultaneously on the same channel 
with varying power levels for WiFi. The signal-to-in-
terference-plus-noise ratio (SINR) between LTE and 
WiFi was used as a metric to determine the mini-
mum power levels at which LTE and WiFi can be 
detected under the test conditions. Note that this 
co-channel interference with varying SINR was cre-
ated in addition to the environmental interference 
described above. For SINR values of 34 dB, 26 dB, 
14 dB, 8 dB, and 2 dB, the obtained BER values 
are as follows: 0, 3.55·10–4, 0.0581, 0.107, and 
0.158, respectively. WiFi packets were detectable 
for SINR values down to 8 dB, and LTE packets 
were detectable for SINR values of 2 dB and high-
er. These results demonstrate the ability to detect 
WiFi and LTE during concurrent transmissions. They 
also show that the lower the SINR is, the higher 
will be the BER as expected with increased inter-
ference.

Conclusion
We have demonstrated the ability to differenti-
ate among, detect, synchronize, and demodulate 
WiFi, LTE, and ZigBee signals using the same RF 
front-end in the 2.4 GHz ISM band tested over 
the air in a lab environment that is susceptible 
to interference. Cross-correlation windows are 

used in parallel for detection of the listed proto-
cols with a window length equal to the preamble/
PSS length. The original WiFi and ZigBee matched 
filters are oversampled to 30.72 MHz in order to 
avoid data sample conversion before matched 
filtering. Rather than continuous resampling of 
the received signal, the WiFi and ZigBee matched 
filters are resampled only once.

In the future, this approach will be extended 
to support more protocols such as Bluetooth Low  
Energy (BLE) and further applications in the ISM 
band. Current wireless devices like smartphones 
use multiple hardware resources to support WiFi 
and LTE. Spectrum sharing is likely to continue into 
the future [15], for which efficient spectrum coexis-
tence between LTE and 5G-NR is under discussion. 
Implementing our method in real time minimiz-
es hardware complexity and power consumption. 
Furthermore, this technique is complementary to 
coexistence methods like traffic scheduling while 
demonstrating spectrum efficiency and low latency.
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