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a b s t r a c t 

This study reviews Internet of Things (IoT) research in supply chain management (SCM) 

and logistics. A thorough review and bibliometric analysis were conducted to analytically 

and objectively unearth the knowledge development in IoT research within the context 

of SCM and logistics. The analysis started with the selection of 807 journal articles pub- 

lished over a two-decade period. Then, the articles were analyzed according to bibliomet- 

ric parameters such as year of publication, sources, authors, and institutions. A keyword 

co-occurrence network was used to cluster the pertinent literature. Results of the review 

and bibliometric analysis reveal that IoT research has attracted significant attention from 

the SCM and logistics community. Three leading journals published widely on IoT and the 

fifteen most productive authors are identified. Based on the keyword co-occurrence clus- 

tering, the IoT literature in SCM and logistics is focalized on RFID technology, Industry 4.0 

technologies, reverse logistics, and additionally covers various industries, such as the food, 

retailing, construction, and the pharmaceutical sector. The study provides researchers with 

a better understanding of IoT research in SCM and logistics and existing knowledge gaps 

for further research. Practitioners may benefit from the review to keep abreast of the cur- 

rent discussions and applications of IoT in diverse industrial sectors. To the best of the 

authors’ knowledge, the current review is one of the few attempts to investigate IoT re- 

search in SCM and logistics using a comprehensive set of articles published during the 

past two decades. 
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1. Introduction 

In recent years, supply chain management (SCM) and logistics have witnessed tremendous paradigm shifts [123] . The 

increasing interest in SCM and logistics has been driven by competitive pressure and has led to its eventual elevation to

turn into a critical part of company operations and strategy [147] . The role of these organizational functions has, under-

standably, become more pronounced, and companies need to efficiently manage their supply chain and logistics activities 

to sustain their competitive position in an increasingly dynamic business environment [138 , 144 , 146] . Organizations have to

continuously upgrade their SCM and logistics systems in order to deliver the right product to the right customer at the

right time [146] . Traditionally, logistics has been considered an expensive but necessary cost driver for businesses rather 

than a strategic source for competitive advantage [103] . However, with the emergence of new technologies, organizations 

have been able to seize novel opportunities and achieve competitive advantages [24] . The integration of new technologies 

has the potential to improve the exchange of information and to facilitate the monitoring of physical goods throughout the 

supply chain [127 , 149 , 151] . 

Developments in information technology (IT) have played a key role in enhancing the planning, implementing, and con- 

trol of the flows and storage of goods, services, and information from the point of origin to the point of consumption for

the purpose of increasing customer satisfaction [41] . The pace of change brought by new technologies has transformed the 

way in which businesses create and deliver value for consumers. For example, the advent of Industry 4.0 has proven a

critical success factor for providing several business benefits including the optimization of business operations and value 

chain activities [142] . In this context, Industry 4.0 is a term coined by the German economic development agency (GTAI)

that refers to the emergence, advancement and convergence of various technologies that ensure an almost real-time con- 

nection between the physical and digital world [121] . Accordingly, technology has been, and continues to be, an essential

enabler for effective SCM. It plays a critical role in coordinating the players through improving communication, acquiring 

and transmitting data, thereby enabling effective decision-making and enhancing supply chain performance [119 , 133] . In- 

ternet of Things (IoT) is one of the latest IT developments in SCM that can provide more accurate information for more

effective decision-making. 

As supply chains have become smarter, more technology-driven, and intertwined, research on IoT has rapidly grown with 

a surge of studies addressing innovative applications in SCM and logistics. Some researchers have begun using bibliometric 

techniques to study IoT. For example, Nobre and Tavares [118] have recently conducted a bibliometric review to investigate 

the literature on big data and IoT applications in the context of the circular economy. Although their review was based

on 30,557 and 32,550 documents related to the circular economy and big data/IoT, respectively, their study was generally 

beyond the scope of SCM and logistics. Sakhnini et al. [135] carried out a bibliometric survey to explore security aspects of

IoT-aided smart grids. Bouzembrak et al. [33] conducted a review and bibliometric analysis to investigate the use of IoT in

food safety. They found that IoT represents a relatively new approach to ensure food safety, and that the technology is used

mainly to monitor temperature, humidity, and location. Even though the authors employed some bibliometric techniques, 

their study was purely focused on the food industry. 

More recently, Kamran et al. [82] conducted a bibliometric analysis of articles in the blockchain and IoT domain, including 

papers from leading journals and conference proceedings. However, a focus on IoT in the context of SCM and logistics is

missing in their study. To reduce this knowledge gap, the present study aims to contribute to the ongoing debate on IoT. As

research activity in general has a cyclical nature [50] , scholars often take a step back and analyze existing research to get

new insights. The motivation of our study draws on the study of Portugal Ferreira [130] , who notes that when research fields

become increasingly intricate and mature, scholars should try to occasionally generate insights from the knowledge obtained 

in order to make new contributions, analyze current trends and research traditions, and identify potential research gaps for 

further investigation. By examining the knowledge structure of IoT research in SCM and logistics, we thus fill an important 

research gap in the literature and help to extend the academic debate on the evolutionary pattern of this technology. We

believe that by investigating IoT research, we provide an in-depth understanding of its future potential and accelerate the 

conceptual development of this unceasingly evolving research area. More specifically, our work builds on prior literature and 

uses bibliometric methods to answer the following research questions: 

• How has IoT literature within SCM and logistics grown since its emergence? 

• What are the main countries contributing to academic IoT literature in SCM and logistics? 

• Which researchers and articles are most influential in IoT literature in SCM and logistics? 

• What are the current trends of IoT literature in the SCM and logistics field? 

• What are hot research topics and discussions in the reviewed literature? 

The organization of the study is as follows. Section 2 presents the literature review on the role of IoT in SCM and is

followed by the research methodology in Section 3 . Section 4 provides the results of the analysis. Section 5 discusses the

findings of the study, the research implications and concludes the paper with a summary of the study contributions and its

limitations. 
2 
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2. The role of IoT in SCM 

There are many definitions of IoT available in the literature. According to Mehl [111] , IoT is a technological concept in

which multiple devices are connected that have the possibility of switching on and off the web in order to use software and

automation processes for smart applications. Communication can be established, for example, with RFID tags that are con- 

nected to a network to transmit identification information [164] . In the context of SCM, IoT has been defined as a network

of physical objects that are digitally connected to sense, monitor and interact within a company and between a company 

and its supply chain enabling agility, visibility, tracking and information sharing to facilitate timely planning, control and co- 

ordination of supply chain processes [22] . As a pathway to operational excellence, IoT has assumed a critical role in several

aspects of SCM [47] . IoT is conceptualized as a worldwide network wherein objects and sensors are interconnected, con- 

trolled, and optimized through wired links, wireless channels, or hybrid systems [18 , 65] . The concept of IoT can be classified

into three essential components: internet-oriented (middleware), things-oriented (devices, sensors), and semantic-oriented 

(knowledge) [18] . The internet-oriented part comprises the technologies and protocols necessary to ensure the ad-hoc net- 

working of physical objects and their reachability on the internet [18] . The things-oriented part includes devices and smart 

objects (e.g., sensors, actuators, radio frequency identification (RFID) that can be connected to the internet [136] ) and the

semantic-oriented part deals with issues of data management, which arise due to the massive information shared by smart 

objects, and the connection of resources which are accessible through a web interface [3] . Since the advent of wireless tech-

nology, IoT has gained increased popularity [10] and attracted the attention of the SCM community [22 , 37 , 81 , 132] . IoT has

significantly contributed to industrial automation and allowed the integration and fusing of industrial sensor networks, RFID 

network for logistics management, and networks for plant control and enterprise information management [42] . 

Moreover, IoT has provided means for firms to improve their operational efficiencies, ensure convenience of their ac- 

tivities, and sustain their competitive advantage [28 , 126] . Through the use of IoT, firms have the potential to streamline

information flows [156] , offer substantial efficiency gains across all the stages of the supply chain [56] , and facilitate inter-

and intra-organizational communication and integration [105 , 166] . For example, based on IoT, the global fashion retailer 

Zara has succeeded in maintaining high planning flexibility, robust replenishment solutions, shorter lead times, and fewer 

product variations [131] . The importance of IoT within the industrial environment has become more pronounced, as a recent 

report from Markets and Markets has forecasted that the industrial IoT market will increase from USD 77.3 billion in 2020 to

USD 110.6 billion by 2025, at a CAGR of 7.4% during the forecast period [109] . Likewise, the report ‘State of the IoT & Short

Term Outlook 2018’ by IoT Analytics outlines that there will be 9.9 billion IoT devices in 2020 and 21.5 billion by 2025. In

terms of value, the world IoT market is projected to reach USD 1567 billion by 2025 (IoT [77] ). 

There are several reasons for firms to consider applying IoT in their business and supply chain models. In this regard,

the extant literature has established that IoT can be useful in product tracking [3 , 53 , 108] in order to locate products, ma-

terials, and assets, and to know their current status and environmental conditions [104] . For example, several scholars have

investigated the potentials of RFID for supply chain traceability, stating that RFID provides increased visibility, tracking and 

enhanced communication throughout the supply chain [2 , 16 , 54 , 73 , 78 , 98 , 115 , 125] . In the food industry, increasing the trace-

ability capability of the firm is crucial for successfully responding to consumer demands for quality and safe food products 

[108] . Beyond reducing operational costs, IoT can also lead to more customized, responsive, agile, and innovative customer 

service [14] . As such, the use of IoT in information sharing helps firms to better understand the needs of their customers

and to collaborate with them for better demand planning and customer service [156] . IoT helps to close the information

gap in modern supply chains by capturing fine-grained information among organizational entities, processes, and people in 

real-time [80] . It has the potential to improve the cost and time efficiency as well as the effectiveness of several functions

in SCM and logistics, ranging from inbound logistics to outbound operations [129] . However, the integration of IoT in SCM

and logistics is not without challenges. According to previous studies, the adoption of IoT in the supply chain is still in its

nascent stage [80 , 113] , and it has been plagued by multiple and complex issues as various as security concerns [10 , 37 , 154] ,

privacy issues [25] , and organizational reluctance towards investing in IoT [20 , 39 , 137] . 

3. Research methodology 

As the primary goal of this study is to evaluate the current knowledge structure of IoT research in SCM and logistics, we

employed a bibliometric analysis. This type of analysis constitutes a systematic analytical technique that helps to determine 

the most influential scholars, their affiliations, the keywords they choose, and, even more important, how academic works 

are related to one another [158] . The bibliometric approach is appropriate when evaluating the current status of a particular

discipline using different indicators such as highly cited publications, scholars, journals, academic institutions, and countries. 

With the use of bibliometrics, researchers are also able to assess research collaboration among scholars, institutions, and 

countries. This approach offers a transparent, static, and systematic representation of research [13] . Similarly, bibliometric 

analysis is a well-established form of meta-analytical research [60] and a statistical method that identifies the qualitative 

and quantitative changes in a specific research topic [11] . This research method has been widely used in the prior literature

to analyze vast amounts of publications in fields and domains as diverse as sustainability [48 , 110] , green SCM [55] , and

supply chain risk management [88] . Therefore, this study draws on bibliometric analysis as the ideal method to examine the

current knowledge base on which IoT is founded in SCM and logistics. 
3 



A. Rejeb, S. Simske, K. Rejeb et al. Internet of Things 12 (2020) 100318 

Fig. 1. Year-wise distribution of IoT research in the field of SCM and logistics. 

 

 

 

 

 

 

 

 

 

 

3.1. Data collection 

For our bibliometric analysis, data from the Scopus database was extracted. Scopus is a world-leading scientific database 

widely known for its extensive, reliable content, and the large number of publications it contains, including journals pub- 

lished by international publishers like Elsevier, Springer, Taylor and Francis, EmeraldInsight, and IEEE ( [61 ; 107] ). The search

string used was the following: ("internet of things" OR IoT OR RFID OR WSN OR "wireless sensor network ∗" OR GPS OR actuator ∗

OR sensor ∗) AND ("supply chain ∗" OR logistic ∗). The search was performed in the title, abstract and keywords fields. To en-

sure the high quality and academic nature of the literature, only peer-reviewed journal articles in English were considered. 

The subject area was limited to business and management. Initially, the search query returned 986 documents. The authors 

screened the titles and abstracts of these articles for relevance, filtering out publications with missing bibliometric data 

(e.g., abstract, keywords). This resulted in 807 documents that were extracted in CSV format for the final analysis using the

bibliometric tool VOSviewer. This is an open-source computer program that was developed for generating, visualizing, and 

analyzing term maps as well as to generate a keyword co-occurrence network [52] . 

4. Results of the descriptive analysis and discussion 

In the upcoming sections, we will present and discuss the main results from the bibliometric analysis. 

4.1. Descriptive statistics 

To answer the first research question pertaining to the growth of IoT literature in SCM and logistics, we traced the

evolution of IoT research in the field of SCM and logistics. Fig. 1 depicts the annual distribution of journal articles, showing

an inconsistently growing trend since 20 0 0. About two decades ago, the topic of IoT exhibited a gradual increase. In the

first decade (20 0 0–2010), the number of articles increased markedly, with the number of articles peaking in 2010 with 71

papers, illustrating the fresh and developing status of IoT research in SCM and logistics. However, in the second decade 

(2010–2020), the number of publications followed an unstable trend, with ups and downs, but with an apparent increase 

in the last three years. As of the time of writing (August 2020), the number of publications was the highest, and there

are strong indications that the scholarly production will roughly double by the end of 2020. This indicates the resurgence 

of interest in IoT applications in SCM and logistics. The revival of interest in IoT research is comparable to that of cloud

computing, where Ardito et al. [12] , argue that this technology has been rising due to the emergence of modern high-speed

networks, which allows rapid access to remote data. 

Table 1 illustrates the top 15 journals publishing articles on IoT. In total, these journals published 342 articles, repre- 

senting 42% of the 807 articles that were contained in our sample. The International Journal of RF Technologies: Research 

and Applications tops the list with 56 published papers. Following closely, the International Journal of Production Research 

published 53 articles, the International Journal of Production Economics 50 articles, and Industrial Management and Data Sys- 

tems 26 articles. The journal distribution of the scientific output suggests that IoT research was published in top journals 

that have previously enriched the field with foundational concepts, knowledge, theories, techniques, and tools. The scope of 

these journals spans several areas and topics in SCM and logistics, including technology applications, production and man- 

ufacturing, operations management, and sustainability. Therefore, articles published in these journals reflect the richness, 

diversity, and interdisciplinarity of IoT research in SCM and logistics. 
4 
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Table 1 

Top 15 most relevant journals. 

Journal Number of articles 

International Journal of RF Technologies: Research and Applications 56 

International Journal of Production Research 53 

International Journal of Production Economics 50 

Industrial Management and Data Systems 26 

Journal of Cleaner Production 21 

International Journal of Supply Chain Management 19 

Journal of Theoretical and Applied Electronic Commerce Research 15 

Production and Operations Management 14 

Supply Chain Management 13 

Decision Support Systems 13 

Business Process Management Journal 13 

Production Planning and Control 13 

Logistics Journal 13 

International Journal of Manufacturing Technology and Management 12 

International Journal of Logistics Systems and Management 11 

Table 2 

Top 15 most productive scholars. 

Authors Number of articles 

Bottani E. 14 

Choy K.L. 14 

Volpi A. 13 

Piramuthu S. 13 

Rizzi A. 10 

Huang G.Q. 10 

Reyes P.M. 10 

Thiesse F. 10 

Wang X. 10 

Bertolini M. 10 

Angeles R. 10 

Zhou W. 9 

Ngai E.W.T. 8 

Kumar S. 8 

Gunasekaran A. 8 

Table 3 

Institutions with more than 10 publications on IoT research in SCM and logistics. 

Institution No. of publications 

Hong Kong Polytechnic University 35 

University of Parma 21 

University of Hong Kong 17 

University of Florida 16 

RMIT University 11 

California State University 10 

University of St. Gallen 10 

University of Bremen 10 

University of New Brunswick Fredericton 10 

 

 

 

4.2. Statistics of the influential authors, institutions, and countries 

Table 2 shows the 15 most productive scholars in IoT and SCM research as found in the Scopus database and ranked

according to their output in top journals. 

Table 3 presents the top 10 academic institutions contributing the most to IoT research in the context of SCM and logis-

tics. The affiliation with the highest number of published papers is Hong Kong Polytechnic University with 35 publications, 

followed by the University of Parma with 21 publications and the University of Hong Kong with 17 publications. Overall, the

list of the top ten productive institutions does not include institutions in developing countries. Even though the research 

activity on IoT and SCM and logistics disperses globally, the low productivity of academic institutions situated in developing 

countries may partially be explained by the weak collaboration between countries, particularly between authors of devel- 

oping and developed countries. The deficiency of IoT infrastructure and lack of connectivity may be another reason for the 

digital divide between these countries. 
5 
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Table 4 

Top 15 contributing countries. 

Countries Number of articles Percentage (%) 

USA 238 29% 

China 85 10% 

Germany 72 9% 

UK 60 7% 

Italy 56 7% 

Hong Kong 55 7% 

India 55 7% 

Canada 42 5% 

Australia 39 5% 

Taiwan 30 4% 

France 24 3% 

South Korea 22 3% 

Sweden 21 3% 

Switzerland 18 2% 

Finland 18 2% 

Top 15 countries 835 100% 

Table 5 

Top 20 frequent keywords in the IoT research. 

Keyword Occurrence 

RFID 427 

SCM 252 

IoT 133 

logistics 44 

industry 4.0 34 

simulation 26 

IT 20 

big data 19 

tracking 19 

EPC 18 

innovation 18 

case study 17 

identification 17 

technology 17 

blockchain 16 

RL 16 

information systems 14 

inventory management 14 

retailing 14 

traceability 14 

 

 

 

 

 

 

 

 

 

Table 4 depicts the respective countries’ scientific output as published in Scopus. As can be seen, highest number of 

papers (238) originated in the USA, followed by China (85), Germany (72), the UK (60), and Italy (56). Summarizing, IoT

research within the field of SCM and logistics has been conducted worldwide, albeit there is a high concentration of aca-

demic research output in developed countries. North America and Europe made more contributions than Asia, while African 

nations are not included in the list. While this may call for the strengthening of scientific collaboration, it should be noted

that only publications in English language were considered for this study. 

4.3. Statistics of keywords and citations 

Table 5 presents the 20 most frequent keywords. It shows that "RFID" is the keyword that is used most often, high-

lighting the importance of this technology for IoT in SCM and logistics. According to several scholars, RFID is considered 

a breakthrough in SCM, and its integration in SCM and logistics can improve internal efficiencies, process visibility, and 

automation [5 , 16 , 71 , 81 , 83 , 92 , 99] . The second and third most frequently used keywords are "SCM" and "IoT", respectively.

In recent years, supply chains have witnessed tremendous change, shifting from being a purely operational function to an 

independent SCM function [17] . As they have become smarter [36] and more complex to manage [59] , organizations tend

to use a variety of technologies, of which IoT is just an example, to respond quickly to changes, support logistics activities,

operate more effectively and efficiently [22 , 162] . The keywords "Industry 4.0 ′′ , "simulation", "big data", and "blockchain"

also appear frequently in the researched literature, revealing that IoT is the backbone of industry 4.0, a strategic initiative 

recently developed by Germany to support manufacturing industries with high cutting edge and competitive manufacturing 

technologies [79] . The concept of IoT is closely related to simulation since the real-time visibility enabled by IoT can ad-

vance simulation applications, assist in identifying trends and devising proactive measures for numerous SCM and logistics 
6 
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Table 6 

Top 15 most globally cited articles. 

Articles Global citations 

[100] 1434 

[161] 1346 

[84] 661 

[160] 650 

[99] 581 

[163] 564 

[145] 509 

[87] 456 

[76] 442 

[49] 431 

[38] 422 

[176] 421 

[51] 383 

[32] 377 

[6] 144 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

activities [7] . Moreover, big data can be used to collect and process data generated from IoT devices in the supply chain,

enabling firms to locate process flaws and to mitigate costly manufacturing mistakes [4] . Furthermore, IoT can be combined

with blockchain technology [132] to improve retailing communication and transparency [156] , ensure granular tracking of 

product characteristics [89] , and achieve end-to-end supply chain visibility [171] . Therefore, all these keywords indicate the 

far-reaching potentials of IoT for SCM and logistics. 

The top fifteen articles based on the number of citations are shown in Table 6 . Based on Google Scholar citations, Lee

and Lee [100] receive the highest citation number among all papers (1434), followed by the article from Weber [161] with

1346 citations. These two studies are seminal as they diffused quickly among the SCM and logistics community, setting the 

theoretical foundation and explanation for IoT research in this field. Another key observation from our analysis is that these 

studies received many citations and broad dissemination among scholars due to the renewed interest in IoT. The third rank 

is held by Kärkkäinen [84] , with 661 total citations in Google Scholar. This study revolves around the potential of RFID in

a supply chain with short life-cycle products. The article by Wang et al. [160] received 650 citations and the one from Lee

and Özer [99] 581. A closer look at these papers as well as the remaining ones on the list reveals that a primary focus of

previous research was on RFID applications in SCM and logistics. 

5. Results of network analysis and discussion 

5.1. Analysis of keyword co-occurrence network 

Keyword co-occurrences constitute a relational bibliometric indicator that is related to scientific knowledge itself 

[139 , 172] . This scientometric tool helps to generate clusters that enable a broader view of divergent research foci in a spe-

cific scientific field [29] . To analyze the network, we started with the extraction of all keywords from each paper. Then we

preprocessed and refined the keywords to ensure consistency. For example, keywords written in full length (e.g., internet 

of things, radio frequency identification, supply chain management) were replaced with acronyms. Two keywords tend to 

be close if they appear in the same papers more frequently. The analysis of the keyword co-occurrence network allows 

researchers to reveal the core content of the literature and to describe the structure of a field. Therefore, to generate the

network, the data were inputted in VOSviewer, and the density-based spatial clustering using full counting method was em- 

ployed [91] . As the appropriate number of keywords in the network should range between 200 and 500 [58] , the frequency

of keywords appearing in the map was set to be 3. As a result, six clusters with different colors were obtained, as shown in

Fig. 2 . A node represents a keyword, and the size of the node is proportional to the co-occurrence frequency of the keyword.

The distance between two nodes in the figure is determined by density, and the larger this density, the closer is the distance

between two nodes. 

To enhance the analysis, we considered the ten most frequent keywords in each cluster (see Table 7 ). Each cluster was

labeled on the basis its most salient characteristics and the themes emerging from its keywords. 

5.2. Discussion of research foci 

5.2.1. RFID for better SCM and logistics 

Table 7 reveals that cluster 1 is centered on the applications of RFID and its value in SCM and logistics, and thus we la-

beled it as RFID for better SCM and logistics. The most relevant keywords in this cluster are "RFID", "SCM", "simulation" and

"tracking". RFID is a system that can automatically identify and capture data, allowing an electronic device (reader) to use 

radio waves to identify a tagged object [54] . As an improvement to barcoding, an RFID system consists of small tags storing

electronic product code (EPC) data [95] . RFID is a key component of IoT [171] , and it paves the way for several innovative
7 
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Fig. 2. Keyword co-occurrence network. 

Table 7 

Top ten keywords based on keyword co-occurrence clustering. 

No. 

Cluster 1 (RFID for better 

SCM and logistics) 

Cluster 2 (IoT and 

Industry 4.0 

technologies) 

Cluster 3 (IoT support 

for innovation and 

collaboration in SCM 

and logistics) 

Cluster 4 (IoT for the 

food supply chain) 

Cluster 5 (IoT for 

reverse logistics) 

Cluster 6 (IoT for retail 

and other industrial 

sectors) 

1 RFID IoT Logistics Food industry RL Auto-ID 

2 SCM Industry 4.0 IT 3PL Logistic regression Sensors 

3 Simulation Big data Innovation ICT CLSC Barcodes 

4 Tracking Blockchain Case study DSS ML Supply chain visibility 

5 EPC Traceability Technology Warehouse 

management 

Decision tree GPS 

6 Identification Food supply chain Information systems Framework Food safety Retail industry 

7 Inventory management Sustainability China AHP Neural networks BIM 

8 Retailing Healthcare Implementation CBR Data mining Cold chain 

9 Privacy WSN Collaboration Operations 

management 

Production planning Pharmaceutical supply 

chain 

10 Technology adoption Cloud computing Benchmarking Performance 

measurement 

Remanufacturing Retail supply chain 

 

 

 

 

 

 

 

 

applications in SCM and logistics [86] . For instance, organizations can use RFID to improve performance [2] , operational ef-

ficiencies, inventory management [27 , 85 , 93 , 96] , and traceability [16] . For material handling and physical distribution design,

the value of RFID is evident because firms can use the technology to increase automation and significantly reduce manual 

tasks and errors [97] . The advantages of RFID have been commonly recognized by several industries including retail [115] .

manufacturing, healthcare, agriculture [16] , transportation [120] , apparel [69] , minerals and mining [94] , and construction 

[170] . Data acquired from RFID systems can serve as the basis for successful simulation modeling because the sensing capa-

bilities of the technology provide ample amounts of data that are useful to build accurate simulation models for monitoring 

throughput and process efficiencies [7] . However, the benefits of RFID do not come without challenges. Several studies note 

that the adoption of the technology might be hindered by cost, privacy and security problems, and other technical issues 

[5 , 97 , 140] . While the literature on the potentials and challenges of RFID in SCM and logistics is abundant, there is still a

need to understand the strategic value that RFID can provide for all supply chain actors. The investigation of the long-term

impact of RFID systems in closed-loop supply chains and reverse logistics [155] is another interesting avenue for future re-

search. As a core IoT element, researchers should draw upon the field’s wealth of existing knowledge to clarify how RFID

can be an enabler for green and environmentally responsive supply chains. 
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5.2.2. IoT and industry 4.0 technologies 

Cluster 2 includes the technologies that drive digital transformation and facilitate the successful transition toward Indus- 

try 4.0. To make this a reality, all supply chain and logistics processes need to be digitized and automated [148] . Keywords

such as "IoT", "Industry 4.0 ′′ , "big data", and "blockchain" are therefore included in this cluster. The implementation of IoT

has generated big data streams that firms can use for analytical purposes, thereby ensuring high data accuracy and clarity, 

actionable insights, and evidence-based decisions across the supply chain [14] . The literature also reinforces the argument 

that the combination of IoT and blockchain is highly promising for SCM and logistics [132] . The use of these technologies

enables supply chain partners to exchange information more reliably and to improve the traceability of their shipments 

[112] . In this regard, blockchain has great potential to increase supply chain visibility [17] , trust and collaboration [57] , oper-

ational efficiencies [21] , and sustainability [47 , [134] . The integration of blockchain and IoT can consolidate SCM and logistics

activities, enabling organizations to achieve competitive advantages. Furthermore, blockchain is a key enabling technology 

in several sectors such as the food and healthcare industries. The technology can overcome the inability of organizations to 

make effective use of data captured by IoT systems [30] . 

It is surprising to notice that, in this cluster, the term “cloud computing” is only ranked in the tenth position. This can

potentially be explained by the fact that IoT research is more inclined toward blockchain for the storage of IoT data, rather

than cloud servers. From the discussions of this cluster, it emerged that there is still ample room for examining the value

of IoT when merged with Industry 4.0 technologies. To date, for example, few business cases exist to showcase the ap-

plication of IoT for big data analytics initiatives in the logistics industry [74] . The lack of practical cases blurs the vision

of organizations and makes them unable to make well-informed decisions regarding IoT adoption in SCM and logistics. A 

contribution opportunity from future studies would be to explain how IoT and big data converge, improve the integration 

of supply chain processes, and drive logistics innovations and new business opportunities. In spite of the growing impor- 

tance of blockchain technology, there is a paucity of studies that identify and characterize the contextual settings that are 

relevant for tailoring the right blockchain configuration [150] . Therefore, the investigation of the business context and sit- 

uational factors that influence the combined usage of blockchain and IoT is another promising research direction. As such, 

the understanding of the organizational goals, processes, and environment can aid practitioners in determining the appro- 

priate business context in which IoT and other Industry 4.0 technologies can be applied together. Further discussion is also 

needed on whether blockchain will replace cloud-based data storage and outperform cloud computing technology in terms 

of security, compatibility with current organizational practices, and compliance with core business values, goals, and needs. 

5.2.3. IoT support for innovation and collaboration in SCM and logistics 

Another research topic is related to the technology’s potential for innovation and collaboration, which constitutes cluster 

3, labeled as IoT support for innovation and collaboration in SCM and logistics. Big data generated and recorded through IoT

networks can encourage organizations to explore innovation opportunities and devise data-driven solutions and strategies 

to enhance their competitiveness [102] . In order to sustain their market position, logistics companies can use the knowl- 

edge obtained from IoT to become advanced innovation-based logistics service providers [152] . For example, Öztay ̧s i et al.

[122] argue that customer data collected through RFID systems can be used for service innovation, supporting brand differ- 

entiation, competitiveness, and loyalty. IoT technologies enable higher levels of real-time visibility and coordination between 

marketing and manufacturing activities and thus contribute to the growth of innovation capabilities of the organization [23] . 

Moreover, organizations can use IoT to improve their supply chain processes, satisfy customer demands, and pursue innova- 

tion [66] . 

With more stakeholders involved in increasingly complex value networks, IoT facilitates the development of more intelli- 

gent supply chains and stronger collaborations among exchange partners [128] . The complexity of the business environment 

often causes operational waste throughout the supply chain [175] . Moreover, IoT can also be used as a means of opera-

tional excellence to improve collaboration and collaborative processes. In their recent study, Cui et al. [47] find that IoT can

enhance information transparency, strengthen the integration of management information systems, and increase the data 

processing capabilities of an organization, all of which are all necessary to improve supply chain collaboration. The impor- 

tance of an empirical approach is evident in this cluster, as researchers have favored the use of case studies to gain real

practical insights into the effectiveness of IoT in SCM and logistics [26 , 96 , 117 , 153] . As recommended by Yin [167] , case stud-

ies are valuable in the first stages of theory development, especially when they are aimed at examining phenomena with 

little or theoretical background. However, the rapid growth in IoT also implies that scholars apply more empirical methods 

such as surveys, interviews, and experiments to investigate how IoT is perceived and can help organizations to establish 

successful collaborative relationships in the supply chain. More studies on the role of IoT to drive business model innova- 

tion, promote change, and accelerate product development are therefore needed. This is crucial as managers may apply the 

technology to develop dynamic capabilities, inculcate creativity within their organizations, and foster innovation in SCM and 

logistics. 

5.2.4. IoT for the food supply chain 

Cluster 4 revolves around the applications of IoT in the food industry. Several complexities and intricacies characterize 

food supply chains, such as fragmentation, perishability, as well as quality and safety issues [1] . Food organizations also

encounter other challenges, including supply interruptions, food waste, and non-sustainable practices [114] . As a result, food 
9 
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supply chains constitute an integral component of every economy, and there is a compelling need for organizations to con- 

sider the adoption of IoT to reduce food waste, increase food safety, and optimize operational efficiencies throughout the 

entire food chain [22] . The digitalization process by means of IoT solutions can assist in the management of food supply

chains, embed more efficient practices, and help to monitor product history and origin tracking [46] . Similarly, the use of

IoT sensors facilitates the implementation of policies for the management of fresh products (e.g., First-In First-Out (FIFO)), 

thus helping organizations to generate substantial cost savings [23] . For example, Bottani et al. [31] posit that the integra-

tion of RFID in the food organization can provide a quantitative assessment of critical issues of perishable food management, 

including on-shelf availability, stockouts, shelf management, and product freshness. Feng et al. [57] suggest that the capabil- 

ities of IoT-based food traceability systems can be empowered by the use of blockchain because the technology can secure 

ambient data (e.g., temperature, humidity, O 2 , CO 2 ), which is collected and automatically transmitted by IoT sensors. 

Through the use of IoT, food suppliers can rely on the sensing capacities of the technology to effectively and efficiently

manage their procedures pertaining to food safety thereby increasing consumer trust in food products [19] . In this cluster, 

studies have also advocated the use of decision support systems (DSS) to develop smart logistics systems for controlling in- 

dustrial food processes, ensuring real-time product traceability [169] , and maintaining accurate prediction of shelf life [70] . 

Additionally, case-based reasoning (CBR) has been applied along with IoT tools to handle the global concerns facing the 

management of food supply chains [96 , 168] . Using CBR, Tsang et al. [153] contend that effective storage of environmentally

sensitive products, such as food, can be established, thereby supporting third-party (3P) logistics entities to maintain good 

cargo monitoring in the cold chain context. Besides CBR, the analytical hierarchy process (AHP) is another artificial intelli- 

gence technique that has been leveraged as a decision-making tool to support the selection of the best 3P logistics service

providers in IoT-based agriculture supply chains [165] . The findings of this cluster suggest that researchers should explore 

how IoT can be used to synchronize information sharing among organizations and to develop a systematic and holistic ap- 

proach to tackle food quality and safety issues in the food industry. Empirical studies on the selection of capable IoT sensors

in the food supply chain are required to provide practitioners with insights into the specific technical features of IoT devices

necessary for the improvement of the overall performance of the food chain. 

5.2.5. IoT for reverse logistics 

Cluster 5 focuses on IoT and its relationship with reverse logistics (RL). Broadly, reverse logistics denotes the collection 

of returned products in collecting points and their flow from downstream to upstream within the supply chain [15] . The

main goal of reverse logistics is to foster sustainability in the supply chain by reducing negative environmental impacts 

[155] . To effectively handle returned or damaged products in the supply chain, the use of RFID and IoT sensors have the

potential to improve reverse logistics processes and the total recovered value of used products for manufacturing companies 

[44] . Likewise, IoT can streamline reverse logistics [ [8 , 116] ], optimize efficiencies [ [15] , [75] ], and improve the management of

reusable assets for the recycling of products [143] . IoT can also provide accurate and timely information regarding returned

products, thus laying the foundation for the successful management of reverse logistics [68] . Access to real-time information 

enables organizations to have more control over the distribution channels of their returned products. In this sense, Gu and 

Liu [68] argue that the integration of IoT in the reverse logistics system is conducive to a complete closed-loop logistics

system (CLSC) that ensures the effective operation of the whole system. Kongar et al. [90] note that the use of RFID, as a

prominent IoT component, represents an effective solution to some longstanding problems that hamper the development of 

reverse logistics, including the tracking of returned products as well as the assessment of the value of the remaining usable

content and the overall cost. Another finding from this cluster is that numerous studies use logistics regression and neural 

networks to develop predictive models for equipment failure risks [43 , 173] , RFID adoption decisions [9] , and for creating

flexible and intelligent transportation systems [35] . 

Artificial intelligence techniques such as machine learning (ML) have been used with IoT, specifically RFID, to assist orga- 

nizations in optimizing their remanufacturing processes, gain insightful knowledge relating to the market, and to establish 

adequate manufacturing strategies [174] . Data mining can also be used in IoT-based reverse logistics systems to uncover 

hidden patterns in IoT data and generate more accurate predictions about backflow data, thereby boosting reverse logistics 

initiatives [68] . The inclusion of "food safety" in this cluster indicates that reverse logistics can benefit from IoT to enhance

the forecasting precision and inventory management of food products due to transparency and reduced uncertainties related 

to customer returns and recalls [155] . However, the literature discussing this topic is relatively scant, which illustrates the 

need to elucidate the potentials of IoT for food reverse logistics in more detail. In general, scholars should scrutinize the

possibilities of IoT in various reverse logistics activities like recycling, waste disposal, and redistribution of products. The 

drivers and barriers of IoT adoption in the context of reverse logistics need to be examined so that managers can formulate

effective policies and strategies for the smooth implementation of IoT in their reverse logistics designs and operations. 

5.2.6. IoT for retail and other industrial sectors 

The last cluster is labeled as IoT for the retail supply chain and other industrial sectors. It details how IoT functions as a

catalyst involving different technologies for empowering the retail industry, as well as other industrial sectors such as con- 

struction and the pharmaceutical industry. The retail sector is at the forefront of picking up IoT to mitigate the issues posed

by its current business practices [157] . The literature highlighting the enablers of IoT in this industry is well-established. For

example, Shin and Eksioglu [141] and Shin and Eksioglu [140] claim that two main implications of RFID technology in the

retail industry are operational efficiency and cost savings. Gawankar et al. [64] assert that IoT is one of the major drivers
10 
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of developing retail 4.0 supply chains, which are data-driven and have the ability to provide superior products and enhance 

the consumer shopping experience. For instance, the incorporation of RFID technology increases operational performance 

and flexibility in retailing activities because RFID tags offer higher data storage capacity, resiliency, and durability than bar- 

codes in a harsh retail environment [63] . Moreover, the additional benefits of IoT adoption in retail supply chains include

visibility, adaption, and reduced operational risks and costs [81] . Retail businesses can further be enriched with GPS devices

to support the modern concept of IoT [22] and optimize intra- and inter-organizational processes [62] . 

Apart from retailing, IoT benefits the construction industry in that it enables the tracking of materials and equipment 

and reduce construction waste [53] . In this context, Li et al. [101] suggest IoT-enabled multidimensional building informa- 

tion modeling (BIM) using RFID to leverage timely captured data from smart construction objects to make well-informed 

decisions. Wang et al. [159] argue that IoT-based real-time shop floor material management can be useful for solving is- 

sues encountered during the development of panelized construction such as data inconsistency, information delays, and 

lack of accurate process waste measurements, thus helping to advance the smart construction management approach. For 

the pharmaceutical industry, IoT can be used to avoid loss of high-value shipments [72] , spot counterfeit items [8] , increase

the visibility of drug flows [34 , 106] , and ensure the proper handling of drugs [45] , [67] , [124] . Although several studies have

already been devoted to investigating the role of IoT in these industries, there is still a lack of research on the specific

opportunities in the service industry. Empirical evidence of the impact of IoT on customer satisfaction in the service in- 

dustry is urgently required in light of the increasing servitization of world economies [40] . Turning attention back to the

retail industry, researchers should demonstrate how advances in IoT can influence the familiarity and expertise of retail- 

ers and consumers during the technology adoption process. In the context of inter- and intra-organizational adoption of 

IoT, clarifying this impact is crucial in order for organizations to reap operational gains and increase customer satisfaction. 

The structural changes induced by IoT implementations in firm-supplier relationships should therefore be examined as IoT 

helps firms to create in-house capabilities, thus reducing their dependence on suppliers. By analogy, some of these research 

directions apply equally well to the other industries, notably, pharmaceuticals and construction. 

6. Conclusions, research implications, limitations 

6.1. Summary of findings 

The main goal of this paper is to provide a holistic view and structured review of IoT research in the field of SCM and

logistics. To attain our aim, we carried out a bibliometric analysis of IoT-related publications retrieved from the Scopus 

database. A total of 807 journal articles were selected for the final review. The findings from the analysis can be helpful to

scholars engaged in this research field and willing to start new projects on IoT applications in SCM and logistics. Although

the recent literature has led to some relevant insights by analyzing the possibilities of IoT in the supply chain context, there

is still a lack of thorough and objective bibliometric reviews that uncover the knowledge structure of this field as well as its

progress for SCM and logistics. 

Several key insights can be drawn from this study. First, the number of publications has rapidly increased during the 

first decade of the 20 0 0s. In the second decade, publication has experienced inconsistent growth, yet the upward trend is

likely to be continued in the near future. The journal-wise distribution of the selected articles yielded that most papers have

been published in the International Journal of RF Technologies: Research and Applications , the International Journal of Production 

Research, and the International Journal of Production Economics . This illustrates the role of these leading outlets to significantly 

advance IoT research and make it a strong tradition in the literature of SCM and logistics. In terms of productivity Bottani

E., Choy K.L., Volpi A. and Piramuthu S. were the most productive ones. In terms of institutional contributions, the Hong

Kong Polytechnic University is the most productive institution. All highly productive academic institutions are located in 

developed countries. These findings indicate that language barriers prevent researchers from non-English-speaking nations 

from publishing in leading anglophone journals. In terms of national contributions, we noticed a high concentration of 

publications from developed Western countries, such as the USA, Germany, and the UK, where research is advanced by 

established and reputable universities. Meanwhile, Asian countries are represented by China and India. Finally, our analysis 

of the core content uncovers six major research clusters for IoT in the context of SCM and logistics. 

6.2. Research implications 

For researchers seeking to gain a better understanding of IoT within SCM and logistics, the core content of IoT literature

was identified using the approach of keyword frequency. The main findings as gained from applying the bibliometric method 

are the in-depth analysis of RFID technology, its potentials, and challenges in SCM and logistics. More recently, however, 

researchers turn their attention to Industry 4.0, big data, and blockchain technology. The merge of these technologies with 

IoT is expected to create more value for organizations and improve their operational processes, such as tracking, product 

identification, and traceability. To grasp a better understanding of IoT research in SCM and logistics, researchers can refer to 

the most influential papers in the pertinent literature, which are listed in this paper. Being conscious of the seminal articles

and their authors will help initiate further developments, encourage co-authorship collaborations, and enhance the overall 

quality of future research work. In addition, the analysis of the keyword co-occurrence network helps to reveal the structure 

of topics and themes discussed in IoT research within SCM and logistics. Similarly, it helps to unearth the core content of
11 
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IoT research and identify several research gaps. The research focuses are primarily centered on three main themes: (1) the 

application of RFID in SCM and logistics, (2) the convergence of IoT with Industry 4.0 technologies, and (3) IoT support

for logistics collaboration and innovation. The applications of IoT benefit various industrial sectors; nevertheless, in the 

reviewed literature, a significant focus is on the food, retail, construction, and pharmaceutical industries. The findings from 

the keyword co-occurrence network analysis indicate that IoT can facilitate real-time data capture, optimize organizational 

processes, and foster supply chain sustainability. The positive impact of the technology on SCM and logistics can be become 

increasingly ascertained if IoT is used in conjunction with blockchain, big data, and artificial intelligence techniques, such 

as machine learning, neural networks, and data mining. However, the benefits of the IoT do not come without technical, 

security and privacy, organizational, and regulatory challenges. In this respect, researchers and practitioners should closely 

work together to improve the technical aspects of IoT devices, devise policies and strategies for implementing IoT, and 

carefully plan their investments in IoT technologies to develop more robust data-driven supply chains and smart logistics. 

In short, the current study uses a rigorous, objective, and meaningful method to systematize related research topics and 

identify several avenues for future research. To the best of our knowledge, this is the first attempt to analyze the knowledge

structure of IoT in SCM and logistics using a large sample of journal articles published over two decades. Our findings will

be helpful for SCM and logistics scholars and practitioners to gain a broader view of the current status of IoT research, and

our recommendations for future research will inform them on the topics that need more attention. 

6.3. Limitations and future research directions 

The analysis of IoT research in SCM and logistics reveals many novel insights and makes an important contribution to 

the literature, outlining the evolution of scholarly production, the key journals, productive authors, major institutions, and 

contributing nations. Nevertheless, several shortcomings are noteworthy in this research. While our sample from the Scopus 

database is inclusive, it is not exhaustive, and the sample might be biased by the choice of the selection criteria. As is

usually done in academic literature reviews, our focus was on academic journal articles that were published in English 

language, which excludes potentially interesting and groundbreaking research being published in other outlets or languages. 

Furthermore, it is important to note that our research covers academic findings and the categorization by affiliation or region 

does not allow to draw conclusions regarding the current state of IoT applications in the industry or the development status

of a particular country. 

Building on the results of this review, future studies should extend the context of this study and enhance its findings by

gathering more data from other renowned scientific databases such as Web of Science and EBSCOhost. Future bibliometric 

reviews may consider other equally vital sources of knowledge such as conference papers, books, and book chapters to 

generate further insights. The clustering of research themes based on bibliographic coupling or article co-citation can be 

another useful approach in future bibliometric studies. Future studies should also explore non-English IoT research and 

underline its contribution to this research domain. We argue that there are more critical and emerging research topics 

to look at, which are also closely connected to the IoT research field. However, the outcomes of our bibliometric analysis

shed light on this increasingly vibrant and compelling research area. Even though academics and practitioners have already 

devoted huge attention to IoT in recent years, the integration of IoT in the supply chain is still in its infancy. Therefore, we

hope this paper motivates academics to encourage the SCM and logistics community to devote more effort to this evolving 

area of interest and to keep abreast of this trendsetting field of IoT research. 
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