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Abstract

We introduce threshold growth in the classical threshold contagion model, or equivalently a
network of Cramér-Lundberg processes in which nodes have downward jumps when there is a
failure of a neighboring node. Choosing the configuration model as underlying graph, we prove
fluid limits for the baseline model, as well as extensions to the directed case, state-dependent inter-
arrival times and the case of growth driven by upward jumps. We obtain explicit ruin probabilities
for the nodes according to their characteristics: initial threshold and in- (and out-) degree. We
then allow nodes to choose their connectivity by trading off link benefits and contagion risk. We
define a rational equilibrium concept in which nodes choose their connectivity according to an
expected failure probability of any given link, and then impose condition that the expected failure
probability coincides with the actual failure probability under the optimal connectivity. We show
existence of an asymptotic equilibrium as well as convergence of the sequence of equilibria on the
finite networks. In particular, our results show that systems with higher overall growth may have
higher failure probability in equilibrium.
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1 Introduction

The random graph approach is a tool for systemic risk modeling when uncertainty stems from
missing information on linkages. Such is the case for financial networks, see e.g. [12, 36, 40].
Instead of who is connected to whom, only aggregated information at the level of each node (agent)
is available. One can think of these as node characteristics, and examples include capital, asset or
liability size, degree of connectivity. Under some degree (distribution) regularity conditions, the
random graph approach allows one to establish a limit (when the size of the network is large) of
the fraction of agents that fail after an exogenous shock. The assumption is that one can categorize
nodes according to some of their characteristics, and within each category, nodes are exchangeable.
Along this direction, [6] assume that connectivity of each node is known and that the underlying
graph is the configuration model, chosen uniformly over all graphs with the prescribed degree
sequence. Their exchangeability assumptions on the linkage weights ensure that a limit exists for
the fraction of nodes with an initial threshold to contagion. The final fraction of affected nodes is
given in closed form for all values of degrees and initial thresholds.

Using random graphs models requires some caution in the real world application. For instance,
networks must be sufficiently large in order for the asymptotic analysis to be relevant. In financial
and risk networks, this is true at the level of a large economic zone. Real-world networks may have
small cycles, while most existing literature on sparse random graphs (nongeometric models with
finite average degree distribution) feature a locally tree-like property when the size of network goes
to infinity, e.g., Erdos-Rényi random graph, configuration model, inhomogeneous random graphs,
preferential attachment model [56]. However, recent literature shows that the basic configuration
model can be extended to incorporate clustering; see e.g., [31, 53, 54, 57]. In light of its tractability
and interpretability, as well as its potential to be enriched with clustering, in this paper we use
the configuration model as our base model. Moreover, in the case of financial networks, closed
form interpretable results based on random graphs can serve as a mandate for regulators to collect
data on that specific network and assess contagion via more intensive computational methods.
Without such mandate, data collection is only at aggregate level and existing methods for filling
in the gaps are entropy methods, likely to understate contagion, or bayesian methods, which are
computationally intensive even to generate one network compatible with the aggregated values.

Our main contribution in this paper is to extend the independent threshold contagion on the
configuration model to the case when nodes’ thresholds receive growth from the linkages. Threshold
models of cascades in social network have been used primarily to study the spread of influence,
see e.g., [44, 47, 50, 59] and references therein.Because losses from the linkages and growth are
intertwined, we call this the recovery feature of the threshold. We are motivated by the application
to financial and insurance-reinsurance networks. Indeed, in financial networks thresholds represent
—depending on the context — either capital or liquidity. An initial set of nodes fail exogenously and
affect the nodes connected to them as they default on financial obligations. If those nodes’ capital
or liquidity is insufficient to absorb the losses, they will fail in turn. In other terms, if the number
of failed neighbors reaches a node’s threshold, then this node will fail as well, and so on. Since
contagion takes time, there is the potential for the capital to recover before the next failure. It is
therefore important to introduce a notion of growth.

Networks of insurers and reinsurers are the closest example of what we model here, for several
reasons. First, as the recent literature [21, 46, 48] emphasizes, network effects are critical in
insurance-reinsurance networks, where reinsurers insure the primary insurers and other reinsurers.
Contagion proceeds as failed reinsurers cannot honor contracts to other institutions, and such
failures can propagate via chains of reinsurance contracts. Such networks contain several thousand
nodes with infrequent reporting, and consequently uncertainty about the reinsurance links, [52].



Therefore asymptotic results on the scope of contagion on a random graph model are appealing.
Second, the growth model is particularly adequate, as both primary insurers and reinsurers receive
premiums rather deterministically between instances of large losses.

The model we consider in this paper can be seen as a set of Cramér-Lundberg processes living
on the nodes of a graph and which interact through the graph links. The capital grows linearly over
time. In contrast to the Cramér-Lundberg process, losses do not arrive according to an exogenous
Poisson process. Nodes have downward jumps when there is a failure of a neighboring node. When
a node’s capital or liquidity reaches zero, the node fails and it leads to downward jumps to its own
neighbors. The notion of time is also important. Calendar time governs the growth of capital. On
the other hand, jumps are governed by the interaction between nodes (specifically between a failed
one and one of its neighbors, chosen according to a probability law dictated by the random graph
model). There is a natural notion of interaction time and the link revealing filtration. Consequently,
jump arrival times have to be translated from interaction time to calendar time. We assume that
inter-arrival times are exponentials with mean inversely proportional to the size of the network.

We assume that in each time unit, nodes’ growth is proportional to nodes’ number of linkages.
The linear growth as in the Cramér-Lundberg is also consistent with models in the wider network
literature that attribute a fixed reward (respectively cost in some models) to each link as a tradeoff
to more contagion risk (respectively network rewards), see [22] and references therein.

Our model allows us to study a connectivity game in which agents choose their degrees. More
connectivity leads to more benefits from the links, but also to more exposure to contagion risk.
Although stylized, this tradeoff is highly relevant to the last two global crises. In the financial crisis,
it was the banks and other financial institutions that became highly interconnected and posed what
is now well known as systemic risk, a risk that the financial system collapses and imposes extreme
losses in the overall economy. In the current Covid-19 crisis, it is individuals’ choices to connect
(or rather socially disconnect) to their peers that drives the path of the epidemic.

We provide several extensions and applications of the baseline model.

e First, we propose how to apply this model to an epidemic, whose course is determined by the
overall social distancing decision of the agents.

e Second, we allow nodes’ in- and out-degrees to differ. Further, we allow the inter-arrival times
of interactions to depend on the state of the system, and in particular on the number of failed
links (out-going links of failed nodes). This essentially provides a self-exciting process for the
interactions on the network: the more failed linkages in the system, the higher the intensity with
which counterparties are affected.

e Third, we consider the case when the intensity of the growth process can be prescribed and we
provide fluid limits for the number of surviving agents.

e The relation to the Cramér-Lundberg networked risk processes is discussed in Section 5.4. In the
classical model, a firm’s (insurer’s) capital is modeled as

Np(t)
Clty=a+at— > Ly, (1)
k=1

where z denotes the initial capital, Ly are i.i.d. non-negative random variable and Ng(t) is a
Poisson process with intensity S independent of Lg. The ruin time for the insurer is defined by
7, := inf{t | C(t) < 0}, (with the convention that inf) = co) and the central question is to



find the ruin probability ¢(x) = P(7; < c0). In our threshold model with linear growth, there
is capital growth a on every link. Most importantly, losses are not driven by an independent
Poisson process, but by the ruin times of the neighbours. When those losses are constant but
their arrival is driven by the neighbours’ ruin, our model can be seen as the networked version

of (1).

Relation to prior literature. For the Cramér-Lundberg process, many extensions have been
proposed and there is an extensive machinery for a variety of first passage problems. However
the multi-dimensional case is considerably harder. In [28], authors provide Pollaczek-Khinchine
type formula for the transform of ruin probabilities in the two-dimensional case. A risk network
with a central branch has been proposed recently in [14]. A particular dependence that allows for
tractability is when one of the processes models a central branch and another one a subsidiary,
and the jumps form the central branch are driven by bailouts of the subsidiary. This particular
two-dimensional case allows for approximations via a reduction to the one-dimensional case. Other
explicit computations for the two dimensional case are provided in [15-17]. Recent work in insurance
mathematics [20] finds ruin probabilities for risk processes living on bipartite networks, on one side
the firms and on the other side the insured objects. Losses are associated to the objects and
are divided among firms according to the bipartite network. In contrast to our paper, there is
no contagion among firms. In the case of two-dimensional coupled Levy queues, two-dimensional
Laplace transform for the ”or” ruin probability is given in [26]. Our coupling of the individual risk
processes is by the random graph given by the configuration model. This allows us to give explicit
results which are asymptotic and thus quite different in nature.

Limiting systemic risk requires new analytical and computational tools. Several previous works
point to the link between network structure and financial stability, see e.g., [1-3, 9, 11, 19, 30, 34,
35, 38, 39, 43]. In particular, [6] study financial contagion on configuration model and derive a
criterion for the resilience of a financial network to insolvency contagion, based on connectivity and
the structure of contagious links (i.e., those exposures of a bank larger than its capital). The model
extends the results on bootstrap percolation model (when the thresholds are fixed) in configuration
model studied in [4, 5, 18]. Further, [7, 8] studied bootstrap percolation in inhomogeneous random
graphs and show that when the degree distribution has infinite variance, then a sublinear number
of initially infected vertices is enough to spread the infection over a linear fraction of the vertices of
the random graph, with high probability. [32] apply and extend the techniques developed in [7, 8]
to determine minimal capital requirements for financial institutions sufficient to make the network
resilient to small shocks in the context of inhomogeneous random graphs.

Parallel to the development of network models for systemic risk, a recent series of works [27,
37, 41, 42, 42] introduced a reduced form approach to systemic risk analysis, based on mean field
interaction models. Two works on interacting diffusions stand out as highly relevant to our work
[49, 51]. The first one, [51] is closest in spirit. They study diffusions that live on the nodes of an
infinite (directed, weighted) and complete graph, with weights that depend on the end nodes’ types.
There is an underlying stochastic kernel on the type set, and which encodes the networks structure
of the model. Nodes impact each other via upward and downward jumps prescribed by the kernel
when the processes hit certain barriers. Their network, while deterministic, is connected to the
inhomogeneous random graph in [24]. Consistently with past results on contagion in inhomogeneous
random graphs [7-9], the interacting particle system exhibits large macroscopic jumps (that we can
interpret as cascades) that are linked to the largest eigenvalue of a matrix related to the type kernel.
The type kernel can be controlled by the agents via a mean-field game. While close in spirit, the
interactions in our model live on a random graph that is a finite configuration model. We study



the scaling limit, when the size of this random graph tends to infinity. The process that lives on
the graph nodes is not a diffusion, but a Cramér-Lundberg process, with downward jumps at the
failure times. Note that our model also features types, namely the initial thresholds, and can be
extended to have more categorization, e.g. by having different in- and out-degrees. Agents control
here the connectivity in a rational expectations equilibrium for which we prove convergence as the
number of agents tends to infinity.

In [49], the authors study the scaling limit of interacting diffusions, where infractions do occur
according to a random graph. While remarkably comprehensive, their model is not intended for
cascades and there is no mechanism by which ”small” jumps can add to macroscopic effects and
our results on the size of a dynamic process on the network could not be obtained using their
methodology. Indeed, we could not study the (scaled) limit of the stopping time of the contagion
by analyzing the graph within a finite number of hops from a root. Indeed, as the size of the graph
grows, so does the stopping time of the cascade.

Outline. The paper is organized as follows. In section 2 we give the main results on the scaled
limit of failures when the model allows for recovery. We introduce the problem of choosing connec-
tivity optimally in Section 3 and we give the equilibrium solution in the limit, the convergence of
the equilibrium in the finite network as well as a numerical analysis of the equilibrium. Proofs of
the main result are provided in Section 4. Finally, in Section 5, we give further results on different
extensions.

Notations. We let N be the set of non-negative integers. For non-negative sequences z,, and y,,
we write z, = O(y,) if there exist N € N and C' > 0 such that z,, < Cy, for all n > N, and
Ty, = 0(yn), if Tp/yn — 0, as n — oo.

Let {X,}nen be a sequence of real-valued random variables on a probability space (2,P). If
¢ € R is a constant, we write X,, — ¢ to denote that X,, converges in probability to c. That is, for
any € > 0, we have P(|X,, —¢| >¢) - 0 as n — oo.

Let {an}nen be a sequence of real numbers that tends to infinity as n — co. We write X,, =
op(an), if | Xy |/an converges to 0 in probability. Additionally, we write X,, = O,(ay), to denote that
for any positive sequence w(n) — oo, we have P(|X,|/a, > w(n)) = o(1). If &, is a measurable
subset of Q, for any n € N, we say that the sequence {&, }nen occurs with high probability (w.h.p.)
if P(E(™) =1—0(1), as n — oc.

Bin(k, p) denotes a binomial distribution corresponding to the number of successes of a sequence
of k independent Bernoulli trials each having probability of success p.

2 Model and results

2.1 A dynamic threshold model of cascades

We consider a system of n nodes (agents) [n] = {1,2,...,n} endowed with a sequence of initial
thresholds (6;);c[,). To simplify the analysis, we assume that in-degree equals out-degree for each
node i € [n], i.e., /\ZTF = A, = A;. In Section 5.2, we state our main theorem for the case when in-
and out-degree are allowed to differ. Given a connectivity A;, ¢ € [n], nodes form links according
to the random matching from the configuration model. In the (directed) configuration model with
given degree sequence \;, i € [n], each node i is assigned \; in-coming half edges and \; outgoing
half edges. The (multi)graph results from uniform matching of the in-coming half edges and the



outgoing half edges [23, 55]. Although self-loops may occur, these become rare as n — oo (under
the assumption that the maximum degree is o(n), see e.g. [55]).
This graph is denoted by G and we write (i,j) €G (") for the event that there’s a link between

i and j. We let ug\ng be the fraction of nodes with degree A and threshold 6,

m) _ #lich]]0; =0, \i =)}
[yg = - )

(2)
We assume the following regularity conditions on the degree sequence and thresholds:

(C1) For every A, 0 € N and for some distribution y : N> — [0, 1], as n — oo,
(n) 3
Hxg = Hx0- (3)
(C9) We also assume that the average connectivity converges to a finite limit, as n — oo

A= Z )\ug\ffg — Z Mixg =: A € (0,00). (4)
W W)

We let the fraction of nodes with threshold 6 be defined as

ny” =D Hy.
A

Remark 1. We state our results for the random multigraph G constructed by configuration
model. However, they could be transferred by conditioning on the multigraph being a simple graph

(without loops and multiple edges). The resulting random graph, denoted by gi”), will be uniformly
distributed among all directed graphs with the same degree sequence. In order to transfer the results,
we would need to assume that the degree distribution has a finite second moment and (as n — o)

Z Z >‘2MECL.9) — Z Z )\2/-1/)\,9 € (07 OO),

A=0 6=0 A=06=0

which from  [29, 45] implies that the probability of G™ being simple is bounded away from zero
as n — oo. This means that, under the above second moment condition, any property that holds
with high probability on the configuration model, also holds with high probability conditional on
this random graph being simple (for the random graph Q,En)). Indeed, under the above assump-
tion,  [29, 45] show that liminf, ., P (Q(”) simple) > 0 for the undirected and respectively di-
rected configuration model. Consequently, for any sequence of properties (events) {5(”)} such that

lim oo P (G € EM) =1, then also limy oo P (67 € £M)) =1 since

P (G ¢ £M)
P (g (n) simple)

P (gi") ¢ 5(")) =P <Q(") ¢ eM | g simple) < — 0 (asn — ).

However, we conjecture that all results hold for the uniformly chosen random graph g£") even
without the second moment assumption. Indeed, [25] have recently shown results for the size of
the giant component from the multigraph case without using the second moment assumption; they
prove that even with the (exponentially) small probability that the multigraph is simple, the error
probabilities are even smaller.



This network is subject to contagion risk. After the network is formed, a shock occurs. We
let Dy represent an exogenous set of failed nodes. This initial set of failed nodes triggers a failure
cascade, as failed nodes affect the nodes connected to them. Whenever a node’s threshold is smaller
than the number of failed (in-coming) links, i.e., linkages starting from failed nodes, then it fails
due to contagion.

Recovery feature. During the cascade processes, there is a growth feature in the whole
system. This feature is captured by introducing the global growth rate (per unit time) a - n for the
system with n nodes, where 0 < a < 1. We think of « - n is the rate of growth per unit time of the
entire capital. We assume this global growth is distributed proportionally to the node’s number of
links. That is, the threshold of nodes with connectivity A will grow with rate (per unit time)

A al

n- = =—,
Sas Mg A
(n)

where ) A0 My T = n\, gives the total number of links in the system.

[o

A very important feature is that only surviving nodes can grow.

We now introduce the dynamic model of contagion. At time 0 nodes in set the Dy fail ex-
ogenously. Each failed link, defined as a link between any node and a failed node, represents an
interaction and the number of interactions is always lower than the total number of linkages in the
network G, In the dynamic model, we introduce the calendar time and relate it to interaction
time. We will study the scaling limit of contagion size and we assume that the total (calendar)
time for all interactions is independent of n. Since the number of links scales linearly with n (see
(4)) then the average time between interactions must scale with % For a system with n nodes, we

define T,En) the calendar time of the k' interaction and we refer to k as the interaction time.
We assume that the duration in calendar time between the two successive interactions is given

by a random variable A,(Cn) follows an exponential distribution of parameter n, i.e.,
AM =1 7" < Exp(n).

This reward mechanism in the dynamic case allows the threshold to grow ;\(—i‘) Aé”) between the
two interactions. Further extensions will be discussed in Section 5.

The dynamics of interactions is as follows: links that belong to failed nodes are revealed one by
one (initially all such links are unrevealed). At each interaction time, a link belonging to a failed
node is revealed! and the survival condition of the counterparty node is checked according to its
current threshold. If the number of failed links of the counterparty exceeds its current threshold,
the node fails and its links become unrevealed failed links. The cascade progresses until there are
no more unrevealed failed links. Therefore it stops at most after nA\(™ interactions.

Formally, we let S/(\?g!(k) be the number of surviving nodes with initial threshold 6, A outgoing
links and ¢ failed (incoming) links at time Tk(n). We have that S (k) = (Sine)g(k:))

s A,0<0<N,0<0<A
is a Markov chain and its transitions are given in Section 4.1.
Remark 2 (Threshold at k-th interaction). It is easy to see that any (surviving) node with X
outgoing links and initial threshold 6 will have a threshold

A

A p(n)
0 + aj\(n) T,

at the k-th interaction.

'The choice is uniform among all unrevealed links belonging to failed nodes.



The number of failed nodes among those with connectivity A and initial threshold 6 is then

DY) (k) = nus'y — 3 S (k).

A ()
0<t< [0+ RO) T, 1

Contagion stops at a time when all failed links have been revealed

Ko =min{k =0,1,...,nA" . S"AD) (k) = k}.
A0

We let D;n) the set of failed nodes at the end of the contagion process. The number of failed nodes
at the end of the contagion process is thus given by

1D =" DIk,
A0

2.2 Limit theorem in the case without growth

In the case without recovery feature, i.e. a = 0, the asymptotic fraction of failed nodes is charac-
terized by the following theorem:

Theorem 3 ([6]). Consider the above threshold contagion process without growth (v = 0) on
random graph G satisfying Conditions (C1) — (Cy). Let ™ be the smallest fized point of the map

J in [0, 1], where
A
J(m) =Y SR By (),
0

and,

=6 ¢

(i) If m* =1, i.e., if J(m) > for all m € [0, 1), then asymptotically (as n — oo) almost all nodes
fail during the cascade.

A
Byg(m) :=P(Bin(\,m) > 6) = <A> (1 — 7t

(il) If 7™ < 1 and 7* is a stable fized point of J, i.e., J'(7*) < 1, then the final fraction of failed
nodes converges in probability to

| D)

n

5> pagBao(m). (5)
A0
Furthermore, the asymptotic fraction of surviving nodes with degree A and initial threshold 0
converges in probability (as n — o)
S (hSiop)
’TSOP 5 iag (1= Brg(m)).

Theorem 3 states that in the asymptotic limit the fraction of failed nodes can be described by
means of the binomial distribution (which governs the solution on the infinite Galton-Watson tree):
given the probability 7* that a link failed, then the probability of failure of a node with connectivity
A and threshold 6 is approximated by B) ¢(7*), the probability of failure as if the links failure events
were independent. For this reason we will refer to 7* as the global failure probability, which is the
probability that a link chosen at random leads to a failed node at the end of the cascade process,
in the limit when n — oco. The fraction of failed nodes is given by (49). Note that a fixed point as
in theorem always exists as we check that J(0) > 0 and J(1) < 1 and the function J is continuous.



2.3 Scaled limit of contagion with recovery features

We can now extend Theorem 3 to the case where the global growth rate is @ > 0. We will prove
that a similar convergence result also holds in this case. The proof is more involved because the
threshold at any point in time is no longer constant and equal to 6, but grows at a rate «. Nodes
that fail during the contagion process will not benefit from the recovery feature, only surviving
nodes can grow at any given time. This presents challenges in the description and the analysis of
the system.

In the case without growth, it was sufficient at any time to keep track of the number of failed
linkages since failure happens when the number of failed linkages reaches the initial threshold. In
contrast, here nodes fail at the first time when the number of failed links reaches the initial threshold
plus the growth up to that time, so it is insufficient to keep track only of the current number of
failed links. We need to keep track of cumulative failed links process (which is an increasing jump
process with jump size one). If this process has ever crossed the threshold (with linear growth),
then the node has failed, so the failure of a node is a first passage problem.

Remarkably, one can give a heuristic to compute the probability that a node fails based on a
notion of average growth and the notion of global failure probability. The rigorous proof is given
below as proof to Theorem 5.

Heuristic of node failure probability computation. We introduce BY ,(7*) as the failure
probability of a node with degree A, threshold # when the growth rate is « and the global failure
probability is 7*. We also introduce 3%, ,(7*) as the probability that the nodes with connectivity A,
initial threshold # and under the growthjthreshold rate « survive when the global failure probability
is 7 and have £ failed links at the end of cascade. The quantity BY, (7*) can be calculated by:

A

BYg(m —1—25,\02

By Remark 2 the threshold at the end of the cascade is (approximately)

(n)
A kstop
9 + @W .

As we will see, side result of the proof to Theorem 5 is that

_stop p 71'*.
A

The global failure probability 7* can also be thought of as the duration of the contagion in calendar
time: the higher the global failure probability, the longer the contagion lasts. In turn, if the cascade
lasts for longer then nodes that survive have also recovered for longer. Heuristically, the final
threshold 6 4+ aA7* is the initial threshold plus the growth. A (necessary) condition for the node
to survive is that the number of failed links ¢ does not exceed the final threshold. Hence,

Broe(m*) =0 for £> [0+ alr™].

Note that B (7*) = 1. This follows by definition, since ) o¢(7*) = 0. Moreover, we can check
that BY 4(0) = 0 for 6 > 0 (all not initially failed nodes survive). This is due to the following:

(i) If £ =0, then 3%, ,(0) = (3)0°(1 — 0)* = 1;



(ii) If 0 < £ < 0, then B5,,(0) = (3)0°(1 — 0)*~* = 0;
In general, when 0 < 7 < &£, we have BSg4(m) =0 (see Theorem 5 (ii)).

We now proceed to give the heuristic for the computation of 5. For the case when the number of
failed links £ is smaller or equal than the initial threshold 6, then the survival probability 637975(77*)
is simply the binomial distribution (the probability to have ¢ failed links)

B oe(m*) = <2> ()1 =7 for £ <0,

since each link is exposed to failure probability 7*. For the case when ¢ is larger than the initial
threshold 6, the calculation of 3%, ,(7*) is more involved.

If the number of failed links is ¢ > 6, then the node is definitely failed if the growth cannot
cover £ — 0, i.e., if ar*\ < ¢ — 0, which gives

« =0 for 0<m<—".
BA,O,@(W) or ST S Y

In contrast, if 7 > % then we need to make sure that the node survives. Namely, it needs to

satisfy the survival condition at the end of contagion and also at each time before. This makes the
computation more involved. Remarkably, the solution has a combinatorial representation, that we
show in Figure 1. The key point is to identify the critical times when the threshold process could be
crossed by the cumulative failed links process. Let ¢ be the current time in the spread of contagion.
As we will show, the cascade will end at a time (step) k:g?o)p when all failed linkages have been
explored and is related to the global link failure probability 7* by a scaling constant: tsop ~ .
The longer the contagion lasts the larger the global link failure probability. We note that the
threshold process for a node with initial threshold # and connectivity A is 6 + a%t, t € [0, tstop)-
Recall that we are computing the survival probability of such a node, given that its final number
of failed linkages is ¢. For every u € [0 + 1, (] we let

u—0
by =1\ o = al

the scaled time (real time divided by average degree \) when the node’s threshold process is equal
to w and thus the node can withstand up to w failed links at this time. In order to ensure that the
node survives, we need to check that the number of failed links at time ¢, is lower than ¢. The first
case is when this number is r < 6. In this case, we are sure that the cumulative failed links process
has not crossed the threshold process at any time s € [0,t5 g ¢]. Therefore the survival probability
in this case is simply the probability that there are r failed linkages between 0 and ¢, times the
probability that there are ¢ —r failed linkages between the time ¢, and tsop. The proof of Theorem
5 suggests that the failure probability of a linkage in any time interval is proportional to the length
of that interval (with the scaling %)

The second case is when the number of failed links at time ¢, is 0+u,,, for some wu,, € [1,{—60—1].
Then we have a backward recursion by which we determine previous times when we need to check
that the crossing has not happened. The previous time when such crossing could have happened is
t9+u,,, since between tg.,, and ty, the threshold processes is definitely above 6 4 u,,. Thus we only
need to check that the number of failed links at time tg,,, is given by 6 + uy,—1 for um,—1 < Up,.
By the same reasoning, we need to check at time tg4,,, , the number of failed links is given by

10



0 + wpm—2 for a uy—2 < Upy—1 and so on, until at time tg4,, we need to check that the number of
failed links is 7 < #. Then the survival probability is the product of the probabilities that there
are r, 0 +up —r ..., Up_1 — Um—2, Um — Um—1 and £ — 6 — u,, in the respective time intervals
[0, totus s [Eotuss totus) - - s [E0+um 15 totum)s [to+um . te] and finally [t, tsop]. It is understood that
m is a discrete variable which takes values in [1,¢ — 1 — 6] (this is the number of times it would be
possible to cross the threshold process).

14
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Figure 1: Heuristic of node failure probability computation

It turns out that

Bgﬁ,ﬁ(ﬂ-) - i ! Z 14
(?)773(1 e ] e o o (0 +up — )l (ug —ur)! . (U, — U= 1)V (0 — 0 — upy,)!
( uy )T Ug — Uy O+uy—r u3 — Us uz2—u1 Upy — U1 Um —1—Um—2
a T alT a\T o a\T
(=6 —up\" (08 b=0—um .
QAT QAT
Let UT, U5, ..., U] be iid. uniform distribution on [0, 7] and the order statistics be

s T ™
U = U < = Up.
As the above heuristic arguments suggest, we expect to have

e for /=0,1,...,6:
A _
Baalm) = (371w
o for/=60+1,..., X
a A l A—C ™ ™ T
Broe(m) = )" (I—=m)"P (U(6+1) > tor1, Ugroy > tor2, - Uy > tﬁ) )

where t, =ty g, = S forallu =0 +1,..., A
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Let us denote by

Proe(m) =P (U(@H) > to11, Ulgaay > tos2, -, Uy > tz) ; (6)
ford=0+1,...,Xand Pyg(m)=1for £=0,1,...,0.

Remark 4. The density of UZ;H), U(ﬂ9+2)’ cee U&) 18 given by

0 (zg41)"
f(woq1, w40, ..., 20) = W1{0<ze+1<$9+2<-~<xg<7r}'

With the intuition behind the survival probability computation, we can now turn to finding the
global link failure probability 7*. Our theorem below shows that this quantity is the solution to
the fixed point equation © = J(7), where the function J* makes use of the survival probability
B*. To see that this fixed point represents the global link failure probability, let us multiply
both sides of the fixed point equation with nA, which represents the total number of links in the
network. Then on the lefthand side we have 7*n\ which represents the expected total number of
failed links present in the system at the end of the cascade. The number of failed links at the end
of the cascade can be also accounted as the sum of expected failed links across different nodes.
Indeed, Anuy g BS 4(7*) gives the expected number of failed links from nodes with threshold 6 and
connectivities A, since B{y(n*) represents the failure probability of node with threshold ¢ and
connectivities A while Anuy ¢ counts the total number of links belongs to such nodes. Summing
up over 6 and A we have that ), g Anuy ¢ BY o(7*) also gives the total number of failed links. The
fixed point equation 7* = J(7*) states that the second way to account for failed links reaches the
same value as the first one.

Theorem 5. Consider the above threshold contagion process with growth (o > 0) on random graph
G satisfying Conditions (C1) — (Cy). Let * be the relazed fired point of the map J defined as

7 :=min{r € [0,1] | J¥(7) < 7},

where

« AN 1o
Jo(m) =) = BRo(m),

20 A
and for fixed o, A\, 0,1,

min{[0+ain]—1,A}

Bawi=1- > ()= 0" P,

£=0
We have for all € > 0, w.h.p.,

| D)

n

> e BS(m) — e
W,

Moreover,

(1) if 7 =1, d.e., if J*(w) >« for all m € [0,1), then asymptotically (as n — oo) almost all
nodes fail during the cascade.

12



(ii) if ™ < 1 and 7 is a stable fized point of J, then the final fraction of failed nodes converges
in probability to
| D}

n

53 g B (). (7)
20

Furthermore, the asymptotic fraction of surviving nodes with degree A and initial threshold 0

converges in probability (as n — oc)

S (kiiop)

vTSOp AN [0 (1 _ Bie(ﬁ*)) ]

Note that when a = 0, we have BY ,(7) = B) () and we recover the result of Theorem 3.

Remark 6 (Existence and stability of a fixed point). The relazed fized point always exists, even
if J* is discontinuous, since J*(0) > 0 and J*(1) < 1. When the function J* is continuous on
[0,1), the relazed fixed point is the same as a standard fized point. We request that © is a stable
fized point, i.e., it is not a local minimum of the function J%(w) — w. The stability condition of
the fized point solution therefore implies that J(w) — 7w becomes negative after w*. As we will see,
J¥(m) — m is (asymptotically) the fraction of remaining failed links (for which interaction has not
yet taken place). Intuitively, contagion stops when there are no more failed linkages, so when m*
is a stable fived point, w.h.p contagion stops at time A\w* + o(1). On the other hand, if 7 is not a
stable fixed point, it cannot be guaranteed that there are no remaining failed links and more precise
error bounds around 7™ would be needed. This case remains an open question.

The main theorem is established by describing the contagion process using a Markov chain of
lower dimension than the initial system, in which we aggregate nodes according to their connectivity,
threshold, and number of failed counterparties. From the point of view of the evolution of the
cascade, the nodes in the same class are exchangeable. We use the standard machinery of Wormald’
differential equation method to prove that the rescaled Markov chain converges in probability to
a limit described by a system of ordinary differential equations. However, the application is quite
tricky, especially due to complications like the state space increasing with time. This readily gives
us the asymptotic fraction of surviving nodes (in each class of connectivity and threshold) at each
time of the cascade spread. The stopping time of the cascade kéfgp is the first time when there
are no more unexplored failed linkages. We can relate the stopping time of the cascade to the
global failure risk captured by 7* and in the sequel we will use this quantity to define the nodes’
performance criteria and define their connectivity optimization problem.

3 Agents’ optimal connectivity choice in equilibrium

In this section we introduce the problem of optimal connectivity choice. In choosing their con-
nectivity, agents (nodes) face the following tradeoff: as they add more connectivity, they increase
the risk of contagion. At the same time they derive more rewards from their linkages. In the
finance example, one can lend more and earn more interest, but with more connections comes
more counterparty default risk. In an epidemic example, that we push further in Section 5.1, more
connectivity can mean more social contacts or economic activity, and at the same time more local
and global infection risk.

Here we study this trade-off in the simplest form. Surviving agents with connectivity A receive
A (units of a numéraire) at the end of the cascade. They receive no reward (and later we will allow
for potential loss) if they fail. We define the agents’ reward as follows.

13



Definition 7 (Nodes’ asymptotic reward). We define the asymptotic reward for a node with degree
A and threshold 0 as the expected benefit of linkages, and it is given in the asymptotic limit by

)\(1 - B?,@(ﬂ-*))7
with ™ given in Theorem 5.

The timeline is as follows. At time 0, each node is given a certain positive threshold (its initial
capacity to absorb losses from potential counterparties). The distribution of thresholds is common
knowledge. Based on the reward function and its threshold each node chooses its connectivity. The
network is then formed according to the configuration model and is subject to an exogenous initial
shock. The contagion then ensues starting from the set of exogenous initial failures (chosen with
fixed probability among all nodes, for simplicity).

3.1 Asymptotic Nash equilibrium analysis

The global link failure probability 7#* depends on the connectivity choice of all agents. Therefore,
the optimal connectivity is an outcome of an equilibrium. In a large network of size n, nodes with
degree A and threshold 6 compute a reward
IRUVIGH

stop

A1 = A(1= Bo(n) + 0p(1)). (8)

n

We now proceed in two steps to determine this equilibrium with the asymptotic criterion. In
the first step, we let nodes choose their connectivity according to an expected failure probability 7
of a link, i.e., a node with threshold 6 chooses a connectivity A\j(m) which satisfies

Ap(m) € arg mAax)\(l — BSy(m)). 9)

In the second step, we will impose an equilibrium condition that the expected failure probability
of a link coincides with the actual failure probability of a link, under the optimal connectivity.

It is understood that all other nodes’ connectivities and nodes optimize the same asymptotic
criterion in all networks of size n. A finite optimizer exists, and as such it can be used to obtain
an equilibrium.

Proposition 8 (Existence). The optimization problem (43) admits a finite optimizer \j(r).
Proof. We define V() := A(1 — B, (7)) which is (upper) bounded by the following quantity:
UN =M > A (1 —m)* "t
: 0 :
(<6+arm

We recognize here that 1 — Bf () is bounded by an Incomplete beta function I1_(A — 0+ 1,6).
It follows that
UAN =A1_z(A—0 —adm,0 +adm+1).

We next recall the following estimates: if k < nm, then

(mr—k)2> |

2™

ILix(n—Fk,k+1) <exp (—

14



Since a < 1, there exist Ag such that when A > Ay, we have 0 + aAr < Aw. This gives

T — 60— a\r)? —a)? — 2
V(A) <UA) < Aexp <—()\ gﬂ)\ AT) >:/\exp <—(1 5 ) AT+ ( 5 )0_29)\7r>

The righthand side tends to 0 when A — 4-00. Thus the maximizer exists and is finite. O

Remark 9. The quantity U gives the value function for the same optimization problem for a
modified system in which we allow failed nodes to receive rewards from their linkages and even
recover, so it is intuitive that V(X)) < U(X). We formally check that V(X) < U(X) by using the
inequality B g ,(m) < (i)) (1 —m)*trt.

We now impose the equilibrium condition that the anticipated global failure probability co-

incides with the global failure probability given by Theorem 5 when nodes are at their optimal
connectivity.

Definition 10 (Equilibrium). We call (7r*, ()\5)0>0> a rational expectations equilibrium if
e given ",

A € arg m:;ix/\(l — B y(n")), for each 0; (10)

o 7% is the smallest solution of the fixed point equation :

* )‘ZMQ
T = E —>——B% 4(7"). 11
- ZG )‘;MG )\9,0( ) ( )

The fixed point equation in the equilibrium definition is derived from the fixed point equation in
Theorem 5, where the connectivity is set to A\j and we let pg = A5.0- Combining the two conditions
above, we see that in equilibrium the failure probability of a link 7* is the smallest fixed point of
the map

_ oMo q
)= ZH: SN (M B3 (m),0(m)s (12)
where A\j(7) is defined in (43).
Now we study the existence of the equilibrium.

Proposition 11 (Existence of equilibrium). When \j(m) is continuous in w € [0,1), the function
J admits at least one fized point 7. When Nj() is not continuous in 7, the map J admits a
relazed fixed point ™ defined as

7 == min{7 € [0,1) | J¥(7) < 7}.
For both cases, we let \j = \j(m*).

Proof. The proof is immediate: when Aj(m) is continuous in 7 € [0,1) then the function J¢ is
continuous on [0, 1). It thus admits at least one fixed point since

Ap(m)
m I ) < _
lim Z”H >, \: e

and limy, 0 J*(0) > 0. When Aj(7) is not continuous, the relaxed fixed point always exists since
J*0) >0 and J*(1) < 1. O
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Proposition 12. The continuity of the map m — Aj(m) holds under uniqueness of the optimal
connectivity \j().

Proof. Suppose uniqueness holds. For a fixed 0, if m; — 7, let

i = arg m/\ax)\(l — BY p(mi)).

We may assume \; < K for some constant K. Now suppose \* is an accumulation point of \;, that
is, A(jy = A over some subsequence. Since /\(1 — Bi‘e(m)) is continuous in A and 7;, we have

A= arg max A(1 = B y(m)).

In particular, any accumulation point of the sequence ; is an optimizer. Since the optimizer is
unique, the only accumulation point of the sequence \; is the optimizer A*. Thus we have proved
that any subsequence of \; has a further subsequence that converges to \*, which indicates \; — A*.
This gives A(m;) = A(7), so the map m — A\j(m) is continuous. O

Remark 13 (Asymptotic Nash equilibrium). We can relate the equilibrium of Definition 10 to
a Nash equilibrium of the following game. Any player with threshold 0y, given the connectivity
{No}o+0, of the other players, computes their optimal connectivity

Mg, () € arg m}z\ix)\(l — BSy, (),

under the constraint that

A
g BY =.
000 028,

We can rewrite the above constraint as m = J({\;}o26,,A) for some function J. Thus, the
optimization criterion can be rewritten as :

gy € argmax A (1= BS g, (J({A5} o205, M) -

In this sense, (\;,60 > 0) is a Nash equilibrium.

The following theorem establishes that the equilibrium in the network of size n converges to
the asymptotic equilibrium.

Theorem 14. For the network of size n, define a rational expectations equilibrium (T*(”), ()\;(n), 0> 0))
as follows:
o Given T*™
DYy (1)

)\;(n) € arg m)ffmx)\ 1———, foreach0; (13)
n

o T*(") s the smallest solution of the fized point equation :
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Suppose )\Z(n) is unique in (13). If we define 7" = %, then we have (as n — o0)
20Ag Han

™ s 7 and )\;(n) — Ap. (14)

Proof. Firstly we notice that if (T*(”), ()\;(n), 0> O)) is the standard equilibrium of (13), then 7*(")
is the fixed point of the map

(n) x(n)_y (n)
x(n), () Dl (Ag (T)pg nm
J(n) (7'() — Z )\0 (7T)/,L€ )\9( ),9 ( o o )

e — , form e 0,1]. (15)
6 Ea )\9( )(W)ME\,(; "

By the continuity of arg max, we have A;(n) (m) — Aj(m) as n — oo. By the uniform convergence
results (32), we obtain

(n) *(n) (n)
D)\;W,e (/\9 () g nw)

- = B ().
These give J (1) 2 J(x) as n — oo for 7 € [0,1]. Obviously we have |J™ ()| < 1 for each n.
If we furthermore assume the sequence {J(™},cy is equicontinuous, i.e. for each € > 0 there is a
0 > 0 such that

70 (1) = T (m2)| < € (16)

whenever |m; — 1| < & for all functions J™ in the sequence. Then by Arzela-Ascoli theorem,
the sequence {J(™},cy contains a uniformly convergent subsequence {J(")}.cn. Now suppose
{7}, en are the fixed points of the maps {J™) oy, ie. JT) (7()) = 0. Since {7(")},cn are

bounded in [0, 1], 7* is an accumulation point of 7(") | that is, WE?)'“) — 7" over some subsequence.

Taking limit of both sides on subsequence, since J(™ is continuous in m, we obtain J(7*) = 0.

In particular, any accumulation point of the sequence w((?)’“) is a zero point. Since the zero point

is unique, the only accumulation point of the sequence 7("%) is the optimizer 7*. Thus we have
proved that any subsequence of 7(") has a further subsequence that converge to 7*, which implies
m() 5 7%, O

3.2 Numerical analysis of equilibrium

While the equilibrium connectivity cannot be given in closed form, it can be efficiently investigated
numerically as it benefits of the simple closed form equations for the probability of survival and
the fixed point equation for the global link failure probability.

We first investigate for regular homogeneous networks how agents choose their connectivity
when they all have the same initial threshold 6. The initial failure probability is p(0) = 0.05.
Figure 2 shows that equilibrium connectivity is non decreasing with the initial threshold and the
growth parameter . However, the monotonicity of the failure probability does not hold neither
with 6 nor with «. This is a case of moral hazard: the individual agent chooses a higher connectivity
because it leads to a higher increase in utility. Then, the overall failure risk increases in the system.

We now assume that nodes’ initial thresholds 6 are randomly distributed over a given range
[0, Omax|. We keep the mean constant and we change the variance of this distribution. We assume
a conditional Gaussian distribution with mean 5 and standard deviation o € [1,5] (We then con-
dition on the interval [0,30] and take the integer part). As we vary o from 1 to 6 we have more
heterogeneity in the initial threshold.
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Figure 2: Failure probability and average connectivity in equilibrium with different initial threshold
6 for regular networks with initial failure probability p(0) = 0.05.
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Figure 3: Failure probability and final fraction of failed nodes in equilibrium with different standard
deviations and global growth rates. Here the thresholds are normally distributed with mean 5,
conditioned to be between 0 and 20. The initial failure probability is p(0) = 0.05.

19



Figure 3 shows that while most of the time, the average connectivity increases with the global
growth rate and with the standard deviation, the failure probability is a more irregular and complex
function of these variables.

We find that for both cases with medium growth (o ~ 0.4) and small growth (o ~ 0) the
link failure probability in equilibrium decreases as initial thresholds become more heterogeneous
(as modeled by larger standard deviation for the initial threshold distribution). As agents become
more dissimilar in terms of their thresholds, the system is more diversified and turns out more
robust. This is true even as larger standard deviation in the initial distribution of 8 gives raise to
larger average connectivities in equilibrium.

As we vary the growth rate a € [0, 0.4], we find that the link failure probability and final fraction
of failed nodes in equilibrium both increase as the growth rate increases. This unintuitive result can
be explained as follows. When growth increases, agents may engage in over-lending (the equilibrium
connectivity \j increases). Nodes with higher thresholds can act as stabilizers in the system when
they choose a lower connectivity, but this is no longer true if they increase their connectivity as it
happens when « increases. The growth effect on the thresholds can be outweighed (for « in small
and medium range) by the increase in connectivity throughout the system and especially for the
most connected nodes. In this case more instability can ensue as the growth rate increases. As
expected, when « is large enough (a € [0.4,1]), then the growth effect outweighs the effect of larger
connectivity.

4 Proofs and asymptotic results

In this section, we present the proof of Theorem 5. In [6], the authors extend the differential
equation method of [60] to show that as the network size increases, the rescaled Markov chains
that describe the contagion converge in probability to a limit described by a system of ordinary
differential equations. The case solved there corresponds to the zero growth case o = 0 of this
paper. Here, with non-zero growth, the size of the state space also increases with time as the
threshold increases. We show similar convergence results to a limit described by a more involved
system of ordinary differential equations for the case o > 0 and we obtain an analytical result on
the final fraction of failed nodes in the network. The convergence result is shown in section 4.3.

4.1 Markov chain transitions

The set of survived nodes in different states S,, (k) = (Sg\ne) e(k)> represents a Markov
s A0<O<N,0<0<A

chain whose transition probabilities are as in [6]. The key difference is that the number of possible
solvent states changes with time as nodes’ threshold grows, in particular it is possible the have
surviving nodes with ¢ failed links for 0 < £ < 6 + 525 - A~ T}".

Formally, we let A,in) be the difference operator: A,(Cn)S = SMW(k 4 1) — SM™ (k). We let ]:Ign)
the natural filtration of the Markov chain. We obtain the following equations for the expectation
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of S,,(k + 1), conditional on ]-',En), by averaging over the possible transitions:

n n n >\
E[AYSY g0 | FV) =~ (A(n)n_k> S\ (k);

n n n A—L+1 n A=Y n a n
E[ALY S (k) | F{V) = <5\(”>n—k> S804 1 (k) — (5\(”)n—k> S39.e(k), 0<€<9+W'>\'T1§ g
n n n A €+1 (0% n
E[Aé )Sg,e),z(k) | }‘,5 = <)\(”)n—k‘> Sge)z 1 (K), l=0+ W')“Té ),
(n) _ a (”)

s —o, 020+ 05 AT

The initial condition is
SV (0) = u{)nl (¢ = 0)1(0 < 6 < N).

The last two equations capture the feature that failed nodes will not benefit from the thresh-
old growth. Recall that the number of failed nodes among those with connectivity A and initial

threshold 6 is
DUk =mplly— > Sy,
0<e<[0+asiyy "™

and contagion stops at a time when all failed links have been revealed

Ko =mf{k=0,1,...,0A0 : S"ADY) (k) = k}. (17)

Indeed, the number of (alive) outgoing half-edges belonging to failed nodes at time k is

Dl = Z DY) (k)

and k( ") is the first time that D(n)

stop out
process is thus given by

0. The number of failed nodes at the end of the contagion

’ D(n ‘ - ZD stop

We introduce (for fixed A\, 6,¢ < \)

VP inf{k:éﬁ(&—ki)\-T,g”))}A)\ (18)

n

as the first interaction time when a node starting with threshold 6 has accumulated enough growth
to withstand £ < X failed links. Clearly, for ¢ < 6, the node can withstand the failed links using

only the initial threshold, so we have kg 9) =0 for £ < 6.
The above transition probabilities equatlons can be rewritten as following

B8 0 | A = = (5 ) Sipolh).
E[AS), | F] = () S0 () — (i) SS0,(k) for k> &), (SDE)
Sype(k) =0 for k < k'),

with initial condition
S (0) = pSInl (e = 0)1(0 < 6 < N).

)
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4.2 Fluid limit

We show that the Markov chain admits a fluid limit, namely that rescaled by the size of the network
n it is close to the solution of the ordinary differential equations stated below.
We define the following set of differential equations:

d

(1) = —($27)sr0.0(t),

d R

L) = (A5 ) sng,0-1(t) — (325 )sap.e(t)  for t > iy, (DE)
sx0.e(t) =0 for t <ty

with initial conditions
$2,0,(0) = pr (£ =0)1(0 < < N),
where for 6 < £ < A,
. (L—0)\
o= —7—
and tA,\ﬁ,g =0for0</ <.
Lemma 15. The system of ordinary differential equations (DE) admits the unique solution

s(t) = (sx0.(t)\ 0<o<r0<0<r

i the interval 0 < t < S\,with

o for{=0,1,...,0:

sx0.0(t) = pxe (2) (;)Z <1 - ;)Aé- (20)

A £\ " A\t R . R
sx0.0(t) =pixg <£> <)\> <1 - )\) P (U(tgﬂ) > 130,041, U(t9+2) > 130,042, U(tz) > t>\,9,€> ;

where U(tl) < U(tQ) <o < U(te) denotes the order statistics of ¢ i.i.d. uniformly distributed

o ford=04+1,... \:

random variables on [0, t].

The solution of the corresponding DE without growth is given by [6, Lemma 5.8]. Here the
solution is significantly more involved, and we have to proceed piecewise and setting the initial
condition at successive times A0,0+k (the first time when the threshold has grown from 6 to 6 + k).

Proof. Let 7 = 7(t) = —In(A—t). Then 7(0) = —In(\), 7 is strictly increasing and so is the inverse
function ¢ = ¢(7). We write the system of differential equations (DE) with respect to 7:

$%.0.0(T) == Asx0,0(7),
S/A,@,Z(T) :()\ — € + 1)8)\791,1(7') — (/\ — 6)8)\,974(7') fOI‘ T Z 72)\,9,@,
8)\’9’[(7') =0 for 7 < 7A'>\’97g,
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where for 0 4+ 1 < £ < ),

Tr00 = —1n <5\ — (E;f)>‘> ,
and 7y 90 = 7(0) = —In(A) for 0 < ¢ < 6. Then we have (for £ > 1)
(00O 5y 7)) = (A= POy gy (U > B g0). (21)
(i) For the case 0 < ¢ < 0, similar to [6, Lemma 5.8], by induction we find
1y o
sralr) = 0TS (320) (1= spantro). (2

By going back to ¢, we have

st = (1) Tomao (370 (1)

r=0

Then, by using the initial conditions, we find (for 6 > 0)

sx0,0(t) = pxe (2) (;)K <1 — ;)A_Z-

(ii) Consider the case £ = 0 + k for k > 1. We proceed the proof by induction on k. For k = 1,
when ¢ = 0 + 1, by Equation 21, we have

d

dr

For 7 > 7y 9,0+1, by setting 7y g g+1 as the initial time, we have (similar to Equation 22)

0

. A — . L—r

sx0,041(7) = e”ATITDI0000) Y <£ - :) (1 - e‘(T‘“v”)> 520, (TA0.60+1)-
r=0

(6()‘7971)(777(0))8,\,0,9+1(7')) =\ -0 - 1)6(%971)(777(0))8)\,9,0(7)1(7 > T2,0,0+1)-

By going back to ¢, we find for £ =6 + 1 and tA,\,M <t< A,
sx0.(t) = <

>/\—£29:<)\—7‘> <t_tm>£—rs -
A=t 0. — £—r \N—t \0,7(tX0.0

YT () () () () Ay
— 5\ — tA)\ 0.0 p— £ —r 5\ o f)\ﬂ’é /-‘L)\,Q r /—\ /_\

¢ At , 6
t t 1 € ~ {—r o
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Suppose now that the statement is true up to £ = 6 + k. We now proceed with the proof for
f=0+k+1. Let us denote by

Proe(t) =P (U(tg+1) > tx06011 Ulgyay > trpora, -, Uy > fw,e) ; (23)

for t=0+1,..., and Pyg,(t) =1for £=0,1,...,6.
Lemma 16. For all { > 0 + 1, the following recursive identity holds:

-1
1 y4 . =7 A .
Pyg(t) = m Z <r> (t—ixoe)  ErgePror(tre).
r=0

Proof. Let U}, US, ..., U} be i.i.d. uniformly distributed random variables on [0,¢]. Then P(U} <

fA@g) = U% We write Py g,(t) by conditioning on the number of points in [0, f?>\797g]. Let A, be
the event that there are exactly r points in [0,%) g¢]. Then we have (for r =0,...,¢ — 1)

- () () (5

Moreover, since ) g is increasing in £ and (U} | Uf < #54,) is uniformly distributed on [0,%5 ],
given there are r points in [0,y g ¢] we have

P (U(tg_H) > 1x0.0+1,Ulgra) > Droosas- - Ul >taee | -’47‘) = Pror(tro0)-
Thus we obtain the recursive equation

/—1 6 t { l—r 'E r
—troe A0 -
Pty =3 (D) (F=224)  (224) py,
\0,0(t) <r> < " > < " > Mo (Ex0.0),

r=0
as desired. O

Using the above lemma and by following the same steps as the case £ = 6 + 1, we obtain for
(=0+k+1andtyg, <t<A,

N A—C 0+k ~ l—r
A—t A—r t—1Txror ~
)= ———— —_— r t
$x,0,6(t) <)\—U,9,£) ; <€—r) ( - ) 52,0, (tr,0,0)
A
=HX0 i

¢ PNAE Otk R )
) <1 — )\> I Z <r> (t—txroe)  BhorPror(trge)
r=0

o 0) (5) (1-5) " Pt

which completes the proof.

>l ~+
-

O]

A key idea to prove Theorem 5 is to approximate, following [60], the Markov chain by the
solution of a system of differential equations in the large network limit. We summarize here the
main result of [60].

For a set of variables Y7, ...,Y; and for D C RP*!, define the stopping time

Tp = Tp(V,..., Yy) = inf{t > 1, (t/n; Yi(t)/n, ..., Yo(t)/n) ¢ D}.
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Lemma 17 ([58, 60]). Given integers b,n > 1, a bounded domain D C R**1, functions (FL)1<0<p
with fr: D — R, and o-fields Fp o C Fn1 C ..., suppose that the random variables (Yg(n) (t))1<e<b

are JFy ¢-measurable for t > 0. Furthermore, assume that, for all 0 <t < Tp and 1 < ¢ < b, the
following conditions hold

(1) (Boundedness). maxj<s<p ]YE(R) (t+1)— Ye(n) )] <8,

(ii) (Trend-Lipschitz). [E[Y,™ (t+1) — Y, ()| Fndl — folt/n, YO (6) fn, ..., Y™ (£)/n)] < 6, where
the function (fy) is L-Lipschitz-continuous on D,

and that the following condition holds initially:
(117) (Initial condition). maxj<<y ]YE(R)(O) —gen| < an, for some (0,91,...,79p) € D.

Then there are R = R(D,L) € [l,00) and C = C(D) € (0,00) such that, whenever o >
S min{C, L~} + R/n, with probability at least 1 — 2be="*"/BC5) ye have

Y™ (1) — ot < 3eCL
oax max |V, T(t) — ye(t/n)n| < 3e~an,

where (Ye(t))<p<p 18 the unique solution to the system of differential equations

dye(t)
dt

= ff(tayla ---ayb) with yﬁ(o) = Yo, fOT’ = 1, "'abv

and 0 = o(j1,...,4) € [0,C] is any choice of o > 0 with the property that (t,y1(t),...,ys(t)) has
(>®-distance at least 3e"Ca from the boundary of D for all t € [0,0).

In the next section, we apply Lemma 17 to the contagion model described in Section 4.1. Let
us define, for 0 <t < A

ono(t) == pxg _ZSA,Q,E(t)a
;
§7(t) = > Ae(t)—t, and
)

5(t) = > bap(t),
A6

with sy g ¢ given in Lemma 15. Hence, we have

A\ /)" " t
Mhol(t) = 7 (1— = 1—= Pw(t)): ol 1=BSy(5) ), (24)
A0 X0 ZZ:<£> <)\> ( )\> \,0.0 MAO( 2.0 by >
- toot
o (t) = Aorg(t) —t=X(JY=)— =], and, (25)
LY (-5)
3(r) = Y maBie(5). (26)
A0
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4.3 Proof of Theorem 5
DT e,)

S

We now proceed to the proof of Theorem 5 whose aim is to approximate the value —— =~ as
n — oo. We build on the techniques used in [6, Theorem 3.8]. In contrast to [6], the number
of states of the Markov chain grows with time. We first prove the convergence for the rescaled
number of nodes that have ¢ < 8 failed neighbors, i.e. which are guaranteed to survive. This part
of the proof follows from [6, Theorem 3.8]. Next we consider ¢ > # and partition the time interval
according to the possibility that growth is sufficient for survival. For every £ > 6 there is a minimal

time lf)\,g,g such that a node with initial threshold € can survive after LS\,M. As the induction initial

(

step we have convergence on the entire time interval [0, 1] of the rescaled vector S ,\T,Le),e for ¢ < 6.
As induction step, we show that convergence on the interval [tA/\ﬂj, 1] of Sy,bg)’z for ¢ < ¢ implies
convergence on the interval [f/\ﬁj_,_l, 1] of Sg:z)yﬁ for £ < 7 +1.

Let k = yA™n + o(n) for some v € [0,1]. We first show that T,g") 25 4. Since

k k

B(r") =Y BE -1 =Y = (27)
i=1 i=1
and
() _ % () gy N~ 1k 1
Var(T,) = ZV&r(Ti -T.7) = Z 2o O(ﬁ)a (28)
i=1 i=1
we have by Chebysev’s inequality, as n — oo, in probability
T,E") P, ’y;\.
This gives us that (for fixed A, 0,¢ <))
Ko
# =troe+ Op(1>. (29)

We also need to bound the contribution of higher order terms in the infinite sums (25) and (26).
Fix € > 0. By regularity conditions on the degree sequence, we know

A
A= ZZAM}VG S (0, OO)

A 0=0
Then, there exists an integer K., such that

Z Z/\,LL)\,Q < €.
[

A> K,
It follows that for all 0 < ¢ < ),

Z ZMA,H(t) = Z ZAMM (1 — BYy(

A>K. 0 A>K. 0

)) <€ (30)

>l

The number of vertices with degree A and initial threshold 0 is n,ug\ne). Again, by regularity condi-

tions,

Z)\ugfg — A€ (0,00).
0
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Therefore, for n large enough,

A>Ke 6
which implies for all 0 < k < nS\(”),
ST STADU (k) /n < e (31)
A>Ke 0

For K > 1, we denote by

sE(t) := (S)Mg’g(t)))\SK’ 0<E.0<A and

— (g™
Sy (k) := (S,(\,e,f(k)>>\<[< 0<e,0<N

both of dimension b(K).
We now show by induction that

sup ‘SnK(k:)/n—sK(k:/n)! < Ce+o0p(1), (32)

0<t<on
where 0 = A — e. As the induction first step, we consider the subvector with ¢ < 6.
For K > 1, we denote this subvector where ¢ < 6 by

K,0
st = (8)\’97[(t))/\§K7 0<t<O<A and

SK = (810,(k))

where the superscript § marks the upper bound on ¢. For an arbitrary constant ¢ > 0, we define
the domain DY as

ASK, 0<0<0<N

Dez{(T,sK)ERK‘%I D —e<T<A—€, —€<sygu <1}

and we verify the conditions of Lemma 17 which shows that the fluid limit holds on the domain
DY. We obtain that for a sufficiently large constant C

sup  [SKV(k)/n — 50k /n)| < Ce+0,(1)

0<k<on

with o0 = \ — €.

For /¢ > @ we denote the subvector (sK’g , skt

oy )ASK,GS/\,OSKE with index ¢ < Zby

K0
8= (5/\,975(15)),\31(,95,\,0§£<2 and

Ki._ (gn) )
Sn (S’\v”(k) A<K,0<N,0<0<i

Now consider on the domain

Df = {(t,sK) cREHL . _cct<ch—c , —€<sxge <1}
We prove by induction on £ that the fluid limit holds on the domain Df

sup  |SEL(k)/n — s5U(k/m)| < Cle+ 0p(1). (33)

0<k<on
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We have seen that the fluid limit holds for { <0 —1, so we use this as the initial induction step.
We now suppose that it holds for an ¢ > 8 — 1 and we need to show that it holds for £ + 1. We
consider the ODEs solution % := (5, (1) ek 0<r0<t<isr O the domain

Dfﬂ ={(¢, sK) e REGHDHL . ¢ <t<A—e€, —e<sygp <1},

~K, 0417 (n) K[
with initial condition §; (k:)\w_i_l/n) = (S ( AOZ—H

from the time k>\ 0.0t 1/ n. At this time it is guaranteed that Sy

Then from Lemma 17, we have

)/m,0); namely we start the same system

KE—I—I_O

sup )sfffﬂ(k;) /n — K, /n)‘ < Ce+o0p(1). (34)

(n)
k,\ 0 e+1§k§‘m

By the induction hypothesis, namely (33), we have

SIUE 7y /m = 8" 5,1 /)] < Cle+ 0, (1),

and using that gives

)gK’Z(’%Se),éﬂ/ n)— SK’K(’%i?e),zﬂ/ ”)‘ < et op(1). 92)

By definition
s/\797l7+1(t) =0fort< ot

Thus by continuity property of ODEs,

)§A,9,2+1(]%S?9),g+1/”) - 5)\,0,{7+1(l%f\1?9)7g+1/n)‘ < Ce+op(1).
Combining with (35) we obtain

Thus by the stability results of ODEs we have
sup ] KL (s /) —§K’Z+1(k/n)‘ < Che + 0,(1)
k(”) <k<on
X,0,04+1
Combined with (34) this gives
sup  [SEEL )/ — K (/)| < (Co + Che+0,(1) (36)
B <k<on

X\,0,641—

By definition

and
Sxoir1(t) =0for t <ty 7.,

Combining with (33), it gives
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sup (k)/n — sK’gﬂ(k/n) = 0. (37)

(n) }

nggmin{t/\ 00117 k)\ 841

7.(n)

Thus by the continuity of solution (SA,9,2+1(t))t>o between min{, 0,001 k)\ 0.0 1} and k)\ 0041

combining with (33), (36) and (37), we obtain

sup
0<k<on

SKLH () I — sK’ZH(k:/n)’ < (Cy + C)e + 0p(1).

Thus by mathematical induction, (32) holds.

When the solution reaches the boundary of D, it violates the first constraint, determined by
o = A — €. By convergence of A" to A, there is a value ng such that ¥n > ng, A > X — ¢, which
ensures that on < A™n. Using (30) and (31), we have, for 0 < k < on and n > ng:

DSk /m =8~ (k/m)| = 12 S MDY /n = ra(t/n)

A O\
< % \D&i‘g (8)/n — bxa(t/n)
A<
< 3 Y ADU @) /n = ralt/m)| + 2 (38)
A<K. <A
and
‘D(”)(l{)/n - 5(k/n)( < ¥y ’D k)/n — 6A9(k/n)’ + 2. (39)
A<K <)\
We then obtain by (32) that
sup | D) (k)/n — 5—(k;/n)( < 2Ce + 0,(1), and (40)
0<k<on
0<s;1<p )(k)/n—é(k/n)‘ < 2Ce+ op(1). (41)

We now study the stopping time k:éto) defined in (50) and the size of the default cascade D™ (ks(?o)p)

First assume J%(m) > 7 for all 7 € [O 1), i.e., 7 = 1. Then we have for all ¢t < o,

= Z)\(s)\,g(t) —t>0.

We have then that kéto)p/n =o0+0(e )—i—op( ) and from convergence (41), since d(c) =1 —O(e), we

obtain by tending € to 0 that | D™ (k stop)| = n — op(n). This proves the first part of the theorem.
Now consider the case 7* < 1, and furthermore 7* is a stable fixed point of J*(7). Then
by definition of 7* and by using the fact that J%(1) < 1, we have J%(w) < m for some interval
(7*,7* + 7). Then §~(t) is negative in an interval (t*,t* + 7), with t* = A7*.
Let € such that 2¢ < —infy 4+ 4«4 07 (¢) and denote & the first iteration at which it reaches the
minimum. Since 67 (6) < —2e it follows that with high probability Dguz(an) /n <0, so ké?o)p /n =
t* 4+ O(e) + 0p(1). The conclusion follows by taking the limit e — 0.
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5 Applications, extensions and open questions

In this section we propose several extensions to our baseline model and define some open questions.

5.1 Agents optimal connectivity choice during a pandemic

With the current Covid-19 health crisis underway, it becomes apparent that the control of the
epidemic hinges on the decisions of all individuals. The basic trade-off underlying the agents’
connectivity decision in Section 3 can be reinterpreted: more connectivity brings the benefits of
social interaction, and at the same time increase the infection risk. In recent work [10], we model
the benefit of social interaction as a fraction of the Value of Statistical Live Year (VSLY)Z2. If the
individual is infected, then they will face a loss. In the case of Covid-19 or a deadly infectious
disease, that loss can be modeled as the Value of Statistical Life (VSL). Of course, these values are
heterogeneous across the population, for example they clearly depend on age. In [10], we consider a
susceptible-infected-recovered (SIR) epidemic and the individual chooses a social distancing level.
The connectivity is fixed there and the social distancing level modifies the infection probability on
each link. In the following, we suggest how to extend our model of Section 3 in order to investigate
the optimal connectivity decision of agents during an epidemic.

Assume that the agents have heterogeneous loss in case they are infected. Let ¢; denote the
loss for agent ¢ in case he is infected by the end of the contagion process. For example, ¢; can
incorporate the death (or severe illness) rate given infection and VSL. The distribution of agents’
losses is denoted by Fy. We assume that the threshold distribution for an agent choosing degree A
follows p(0; \) for 6 = 0,1,...,A. In the SIR epidemic (or contact process) model, if we denote by
~ the infection probability over each link and 7 as the initial infection probability, we can easily
express

p(0; X) =70, p(6;X) = (1 —70)y(1 =)~ for 6=1,2,..., A

In this case, we can simply set the growth rate a = 0. We will nonetheless give the mathematical
formulation for all a.

We restrict our analysis by assuming that the threshold distribution is (stochastically) decreas-
ing in the connectivity A, i.e., higher connectivity gives higher payoff but comes along with increased
the risk of infection (failure). Equivalently, p(0; A\) +p(1;A) +--- 4+ p(6; A) is an increasing function
of A for all 8 € N. Note that for the contact process this assumption is always satisfied because

P(0; A) +p(150) + -+ p(B; A) = 70 + (1 —70) (1 = (1 = 7)%),
is increasing in 7y for all 6 = 0,1,..., A.

The infection probability for an individual choosing connectivity A (when neighbors are infected
independently with probability 7) is given by BY(m) := > 202, p(0; \) B »(7) for all 7 € [0,1] and
A € Nyg. We write the asymptotic reward for agent i with degree A as the expected benefit of
linkages (normalized to one for each link) minus the expected loss (in case the agent fails) by

A(1 = BR(n")) = LiBY (), (42)

with 7* is given in Theorem 5.
Note that the global failure probability of a link 7* depends on the connectivity choice of all
nodes. Therefore, the optimal connectivity is an outcome of the equilibrium, similarly defined as

*Value of Statistical Life (VSL) and Value of Statistical Life Year (VSLY) are estimated on the basis of how much
an individual would be willing to pay in order to decrease death risk by a small percentage point.
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in Section 3. We proceed again in two steps to determine this equilibrium with the asymptotic
criterion. Let 7, denote the expected infection probability via a randomly chosen link. So agent i
with loss ¢; computes a reward

A(1 - BS(n.)) — 65 (me).

In the first step, nodes choose their connectivity according to an expected infection probability 7
of a link, i.e., a node with threshold # and facing loss ¢ (in case infected) chooses a connectivity

N (m; 0) € arg max {A(1 = BY(r)) —¢B(m)} . (43)

In the second step, we impose an equilibrium condition that the expected infection probability via
a link coincides with the actual infection probability via a link, under the optimal connectivity.

A representative agent with loss ¢ prefers connectivity Ag over A; with Ay < A; for a given
infection probability 7 if and only if

(M — Xo) — (MBS, () — Ao B, ()
By, (m) — B, (7) '

>

For a given m € [0,1] and A € [0, Amax|, let us denote by Ay(m) the set of all loss values
¢ € RT such that A € [0, Amax] is the optimal connectivity for agent with loss ¢ and global infection
probability w. Considering the contact process with infection probability v and o = 0, Theorem 5
implies that

BY(m) =1~ (1 —70)(1 —ym)* (44)

and 7, is the smallest solution in [0, 1] to the equation

m=1-(1-70)Y m(m)(d—m)* (45)
A

Here the fraction of individuals who choose connectivity A (under infection probability ) is precisely
the fraction of individuals whose loss is in the set Ay (7) and has therefore the very simple form

pA(m) = Fy (Ax(m)) . (46)

5.2 Different in/out-degree distribution

So far we have considered the baseline case where nodes have the same in- and out-degree (that we
call connectivity) and where the relation between the interaction time and the calendar time is not
dependent on the state of the system. In this section we show that both these assumptions can be
relaxed to yield more realism to the model.

In the following, we consider the case when in- and out-degrees are allowed to differ. The in-
degree is a channel by which one node is impacted by its neighbors, whereas the out-degree is the
channel by which the node impacts others in the case of distress. Growth depends mainly on the
in-degree: the higher the in-degree, the more a bank is exposed to others and in return it receives
higher interest or fees. In particular, for a reinsurer its capital grows with the number of firms that
it provides reinsurance to, as they pay premiums. However, growth can also be a function of the
out-degree: banks’ leverage and growth depends on how much debt they issue; reinsurers’ business
growth depends on how many other firms reinsure them.
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We provide the asymptotic limit of the survival probability (under growth benefits). We leave
it for future research the analysis of an equilibrium in which both in- and out-degrees are bank
choices. Such equilibrium can be defined as in the baseline case, but with the additional constraint
that average in-degree matches average out-degree.

Let ,uf\? A0 be the fraction of nodes with in-degree A, out-degree A_ and threshold 6. Assume

the following regularity conditions ,uf\nf A9~ Hap -0, as n — oo, for some distribution p : N3 —

[0,1]. We also assume again that the average connectivity converges to a finite limit

A = Z /\+ug\n+)’)_79 = Z /\_Mgi))\—ﬁ — Z At a0 = A€ (0,00). (47)
A A0 A A0 A A0

Suppose that growth benefits arrive uniformly over time according to the “growth parameter“ o
and both the in- and out-degrees. Given a growth function g, g(a, A, A_), one can define similarly
to (19) the minimal time when the node could survive ¢ failed neighbors

(£ —0)A

t = 4
AT glo A A o

We let Py, ) () as in (23) but with the new definition of ¢.

Theorem 18. Let ©* be the relazed fized point of the map J* defined as

7 = min{r € [0,1] | J¥(7) < 7},

where N
o —HXL A0 o
Jm) = > % - BS, y_g(m),
A A0
and
min{[0+g(a, A+ )7 -1, 4+ } >\+
Bi-,)\—,@(ﬂ—) =1 Z ( 0 >7TE(1 — ﬂ'))‘_ép/\%)\_’g,g(ﬂ).
/=0
We have:

(i) If ™ =1, i.e., if J*(m) > m for all m € [0,1), then asymptotically (as n — o) almost all
nodes fail during the cascade.

(i1) If ™ < 1 and 7* is a stable fized point of J%, i.e., J¥(n*) < 1, then the final fraction of
failed nodes converges in probability to

S Y s B (). (49
A Ao,

Furthermore, the asymptotic fraction of surviving nodes with degree A and initial threshold 0
converges in probability (as n — oc)
SM,A,,e(kgo)p)

p *
- — Py A0 (1 —BS, x_o(m )) :
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Proof. We discuss the changes needed to adapt the proof of Theorem 5 for the case of different
in/out-degree distribution. In this case, the set of surviving nodes in different states is given by

Sn(k) = (Sg\?)\_ﬂ é(k))A+,/\,,0§9,£§>\+’ which represents a Markov chain whose transition probabil-

ities are
n n n )\+ n
E[A/(c )SQ,A,,@,O | Fr )] = <)\(n)n—k> S§+),A,,9,o(k)’

n n n )\—i- —L+1 n >\+ —£ n
E[A; )S§\+),)\,,9,£(k) ’ ‘Flg )] = < A — k ) S§\+),>\,,€,E—1(k) o ()\(”)n _ k) S§\+),)\,,0,Z(k)7

for 0 < £ <6+ 52 A T4 and
n) o(n n Ay —0+1 n
E[Af )S§+),A,,e,e(k) | A = <W> S§\+),>\,9 (k) =0+ 7 )A+T( n)
Sy er=0, (>0+ )\(n))urT( ")

The initial condition changes to
SU s 00(0) = i\ gnl(€=0)1(0 <0 < \y).
The number of failed nodes among those with connectivity (A, A_) and initial threshold @ is

DE\T,A,,Q(k) = ”M(Q,A,,e - Z S&?o),e(k)v

0<e<[0+a=tT(M]

x(n)

and contagion stops at a time when all failed links have been revealed

B _

stop

=inf{k=0,1,...,n2": 3" 2D, (k) =k}. (50)
Ay A0

The number of outgoing half-edges belonging to failed nodes at time k is

out_ Z /\D)ur,)\ Qk) k
A, A0

n

and k") is the first time that D(ut = 0. The number of failed nodes at the end of the contagion

stop o
process is thus given by
D= 30 DY g(kiay).
A0

The rest of the proof follows exactly as in the proof of Theorem 5. O

Note that in this case, in order to transfer the results to the uniformly chosen simple random
graph G&n), one needs to assume the second moment condition, which becomes now the convergence
of second moment for both in- and out-degrees. In addition, one needs to assume the convergence

of the covariance of the in and out degree (see [29, Theorem 3.6] and Remark 1).
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5.3 Calendar time between interactions

So far, we have analyzed systemic risk under the assumption that the duration in calendar time
between the two successive interactions follows an exponential distribution with parameter n.

In this subsection we consider the case when the calendar time between two interactions is an
exponential whose parameter depends on the state of the system. In particular, the exponential
time between interactions can depend on the current duration of the contagion process or on the
number of unrevealed outgoing links from the failed nodes. The larger the number of unrevealed
links, the higher the intensity with which we learn of affected counterparties. Growth is unlikely to
stabilize the system if it happens uniformly over time. On the other hand, if the number of initial
failures is small, then so is the intensity with which we learn the counterparties of failed linkages.
This will slow contagion as there is a threshold growth in the meanwhile for the counterparties,
and the system is likely to stabilize itself even without intervention.

In order to allow the growth intensity to vary over time, we can change the distribution of
inter-arrival times to an exponential of mean given by a general function of k£ and n. The higher
the mean, the more time nodes have to grow their thresholds before failed links are revealed. This
gives us the flexibility to control the different growth rates depending on the stage of the cascade.
For k/n smaller we are in the early stages of the cascade and for k/n ~ A" we are in the later
stages of the cascade.

In particular, our results extend to the case when

N A g}

where F,gn) satisfies

ol

FM™ =nf(=) +o(1)

n
for some (squared) integrable function 1/f on [0, A — ¢]. The proof of Theorem 5 follows through
as in Section 4.3. Indeed, we note that only two changes are necessary. Let k = AP 4 o(n) for

some 7 € [0,1]. First, we show that in this case T,gn) SLEN (;Y)‘ L ds. Indeed, (27)-(28) become

f(s)
k Eo. . by
(n)\ I 11— 1.1 N A |
E(Tk ) - ZZ; Fi(n) - ;(n n ) Fi(n) ~ 0 (S) ds + 0(1))
and,
k koo Y
n 1 1 -1 1 1 /M1 1 1
Var(T,g )) = Z Z:(i ! ) & — ——ds+o(=) =0(—).

K3
n

- (Fi(n))Q 75@,:1 n n <Fz(n)>2 nJo f2(s) n n

Thus (again) by using Chebysev’s inequality, we have as n — oo, in probability

43

n 1
Tk( LN ds.
0 (s)
Second, let Vi™, V¥, ..., V/ be ii.d. random variables on [0, wA] with density
1
g(s) = % for s€[0,7)]
Jo Ok



and the order statistics be
Vi sV ==V

In this case, we need to set
o for {=0,1,...,0:
A _
sl = (3 )ntt1 = mP.

o for/=0+1,... A\

A — T s ™
B0.0(m) :<€)7Te(1 — )P <V(9+1) > to+1, Vigao) > tora - Vi) > tA,e,e> ,

where

forallu=0+1,..., .
Using these changes, Theorem 5 will be still valid.

Remark 19 (Lender of last resort). Here we considered a fixed schedule f that drives the inter-
arrival times. Of course, it is desirable to have inter-arrival times as large as possible to allow for
mazimum growth and recovery. The natural case is when events happen faster in the beginning of
the cascade, then decrease in intensity towards the end. Decreasing the intensity of inter-arrival
times would come at a cost. We can envision an extension of this model where a lender of last
resort or government can intervene to decrease inter-arrival time intensity or alternatively increase
the growth intensity o.

We now consider a more concrete example where the intensity between the two successive
interactions depends on the number of unrevealed links in the system, i.e.

AW =1 "~ Exp(DE(F)),

out

where D(n)

out

k-th interaction time T,gn). As shown in Section 4, for k = yA\("n + o(n) and vy < 7%,

(k) denotes the number of unrevealed outgoing links belonging to failed agents at the

(n)
Dou k B\ o
7;() = A7) =)
In this case we conjecture all our results hold, since
E(T™) /7 ! ds + o(1)
~ ————ds+o
g o A(J(s) —s)

and the variance is negligible:

I B IV A SV
Var(T), )Nn/o XQ(JQ(S)—8)2d + (n) (n)

We leave this to a future work.
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5.4 Networked Cramér-Lundberg risk processes
In the Cramér-Lundberg model, or the classical compound Poisson risk process, the aggregate
capital of an agent (insurer) who starts with initial capital x is given by
Ni(t)
Ct)=z+at— > Ly, (51)
k=1

where L, are i.i.d. non-negative random variable following distribution F, mean L and N 5(t) is a
Poisson process with intensity 8 independent of L. The ruin time for the insurer is defined by

7, = inf{t | C(t) < 0},
(with the convention that inf ) = co) and the central question is to find the ruin probability
P(z) = P(15 < 00).
This can be computed exactly using the PollaczekKhinchine formula (see e.g. [13, 33]) as

o =(1-25) % (ﬁj)k (1- F*@), (52)

k=0

where
F(z) = I_f/o (1= F(u))du,

and f** denotes the k-fold convolution of any function f.

We now extend this setup to the case when the agents interact through a network. Namely, when
an agent j fails it will impose failure cost or write down on its neighbor 7, denoted by L;;. Similar
to the classical model, we assume that these losses are i.i.d. random variables with distribution F'
over all existing links. The aggregate capital for agent ¢ with initial surplus z; and capital growth
o; at time ¢ is given by

Ci(t) =z + oyt — Lji, t<m, (53)
jeD(t)

where D(t) is the set of failed (ruined) agents at time ¢ and 7; denotes the ruin time of agent i, i.e.,
T, = inf{t | Cz(t) < 0} (54)

The (initial) threshold distribution for an agent with connectivity A and initial capital x follows

6—1 %
px(O;A):IP<ZLk<x§ZLk>, 0=0,1,...,\, (55)
k=1 k=1

where {L;}7°, are i.i.d. distributed random variables with distribution . Remark that = incorpo-
rates any exogenous macroeconomic shock in the stress scenario, and therefore x might be negative.
The initial set of defaults is exogenous and determined by .

It would be interesting to extend Theorem 5 to this setup, find the analogous of (52) and give
the ruin probability for an agent with connectivity A and initial capital x in the case of networked
Cramér-Lundberg risk processes. This seems to be more involved due to the inter-dependence of the
inter-arrival times of losses and the loss distribution. For this we need to generalize our approach,
allowing for random threshold times ¢ 10,0 depending on loss distribution. While the general case
remains open, Theorem 5 can be seen as a first step toward this direction for deterministic loss
function L;; = El{i_}j}. These and some other related issues are left to a future work.
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Conclusions

We investigated the fluid limit for a network of Cramér-Lundberg processes interacting through a
random graph. Nodes receive growth benefits and suffer downward jumps occurring on exponential
clocks after the failure of a neighbor. Using the limiting solution for the probability of failure, we
define a game in which nodes choose their connectivity under the tradeoff that linkages provide
income, and at the same time they bear the risk of contagion. In equilibrium, the risk of contagion
depends on the choices of all nodes in the system. Our notion of equilibrium is similar to a mean
field game: players take as given a mean-field, namely the conjectured failure probability of a link
(which also gives the proportion of failed nodes at the end of a potential contagion process). They
then decide on their own connectivity. This leads to an actual failure probability in the network and
we check that a fixed point holds: the actual link failure probability is the same as the conjectured
link failure probability.

Our results show that a higher heterogeneity in the initial distribution of the threshold (as
captured by its standard deviation) implies a lower default probability in equilibrium even as
it leads to a larger average connectivity in equilibrium. More importantly, systems with higher
growth /recovery rates can have equilibria with higher failure probability as well as higher final
fraction of failed agents. The fact that bailouts lead to moral hazard problems is a known fact.
Our results point to the fact that even in systems where threshold growth happens over time (as
opposed to equity or liquidity infusions) strategic agents will adapt and potentially take more risks
in equilibrium as captured by increased connectivity. This result is surprising. In anticipation
of future growth agents take higher exposure to systemic risk and therefore the growth effect is
hindered by higher exposures. To counteract this effect, the most interconnected agents should
have higher thresholds in proportion to their interconnectedness, and this proportion should be
even higher in environments with large growth. The effect of threshold growth over time would
then allow them to play a role as shock absorbers in the system.
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