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ABSTRACT

There are currently over one billion people living with some form
of disability worldwide. The continuous increase in new technolo-
gies in today’s society comes with an increased risk in security. A
fundamental knowledge of cybersecurity should be a basic right
available to all users of technology. A review of literature in the
fields of cybersecurity, STEM, and computer science (CS) has re-
vealed existent gaps regarding educational methods for teaching
cybersecurity to students with disabilities (SWD’s). To date, SWD’s
are largely left without equitable access to cybersecurity education.
Our goal is to identify current educational methods being used to
teach SWD’s concepts of cybersecurity, evaluate these methods,
and classify the observed trends.
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1 BACKGROUND

Four disabilities were chosen for review based on their impact to
cybersecurity concepts. The historic lack of curriculum as well as
integrative assistive tools has posed problems for visually impaired
or blind (VIB) individuals in learning concepts of cybersecurity [2].
Traits of intellectual disabilities (ID) can include deficits in reason-
ing abilities and abstraction, which impact the maintenance of a
solid security posture [1]. Dyslexia can pose textual comprehen-
sion issues and difficulties decoding words, which affect password
creation and authentication skills [4]. While autistic characteristics
can lead to an increased susceptibility to social engineering attacks,
other traits make neurodivergent individuals well suited for careers
in cybersecurity, underlining the need for inclusivity [3].

2 RESEARCH METHOD AND KEY FINDINGS

Finding minimal research specific to the field of cybersecurity ed-
ucation, the initial review phase was broad in scope and included
literature from the fields of STEM and CS, as certain topics in these
fields aligned contextually with key cybersecurity concepts. A fo-
cused review directly tied to cybersecurity education was then con-
ducted with attention paid to identified emerging patterns. Upon
analysis, two main patterns surfaced. The first was related to the
integration of materials into the curriculum with methods falling
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either into a short or long term model. Short term models involved
the delivery of methods in the form of camps/workshops that were
short in temporal duration. Long term integration models included
amendments to current curriculum, creations of guidelines aimed
at inclusivity, or adaptations to traditional teaching methods. The
second identified pattern was related to the implementation of ma-
terials into the curriculum with prior work largely delivering these
methods via the use of programming/coding or the use of tools.
Research in the field of cybersecurity has focused primarily on
VIB individuals involving the use of tools delivered through short
term integration models. [2]. One instance was identified related to
autism involving a longer term model for increasing the presence
of neurodiverse individuals in the cybersecurity field [3]. Research
has been done in STEM and CS in the use of robotics for teaching
SWD’s with positive results and stands as an area from which to
draw in creating a framework within the field of cybersecurity that
can serve as a response to some of the current deficits in the field.

3 CONCLUSION AND FUTURE WORK

The recent rise in virtual learning requires an increase in the breadth
of disabilities for which educational methods are being developed
to decrease the observed lack of inclusivity for SWD’s in cybersecu-
rity. Examining the successes in related fields with gamification and
robotics, there exists an opportunity to explore similar approaches
within cybersecurity. Past educational models have created a cul-
ture within cybersecurity that has both failed in providing proper
accessibility to SWD’s as well as in offering the same level of equity
as non SWD'’s. A long term integration model that ensures conti-
nuity in cybersecurity education for SWD’s will not only address
this lack of equity but will aid in creating a more inclusive culture
within the field of cybersecurity and a more secure and inclusive
society as a whole.
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