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Abstract—In the coded caching literature, the notion of privacy
is considered only against demands. On the motivation that
multi-round transmissions almost appear everywhere in real
communication systems, this paper formulates the coded caching
problem with private demands and caches. Only one existing
private caching scheme, which is based on introducing virtual
users, can preserve the privacy of demands and caches simulta-
neously, but at the cost of an extremely large subpacketization
exponential in the product of the number of users (K) and files
(N ) in the system. In order to reduce the subpacketization while
satisfying the privacy constraints, we propose a novel approach
which constructs private coded caching schemes through private
information retrieval (PIR). Based on this approach, we propose
novel schemes with private demands and caches which have a
subpacketization level in the order exponential with K instead of
NK in the virtual user scheme. As a by-product, for the coded
caching problem with private demands, a private coded caching
scheme could be obtained from the proposed approach, which
generally improves the memory-load tradeoff of the private coded
caching scheme by Yan and Tuninetti.

Index Terms—Coded caching, private demands and caches,
private information retrieval

I. INTRODUCTION

The seminal work of Maddah-Ali and Niesen on coded
caching (MAN) [1], brought up a new method to leverage
from the local memories available on end users’ devices to
reduce the network load significantly. Two phases, placement
and delivery, are included in a coded caching scheme. Let
the library have N files. In the placement phase, each of
the K users in the system stores M files in size in its
cache without knowledge of future demands. In the delivery
phase, the demands of all the users are revealed to the server,
and the server sends multiple multicast messages to users to
ensure each user can recover its demand. The objective is to
minimize the transmission load from the server. The literature
on coded caching includes decentralized coded caching [2],
online coded caching [3], coded caching with random demands
[4], D2D coded caching [5], hierarchical coded caching [6],
coded caching with nonuniform demands [7], etc.

The coded caching problem with private demands was
considered in [8], [18]. Two coded caching schemes were
proposed in [8], from which each user cannot obtain any
information about other users’ demands from the transmission
of the server. The first method introduces K(N − 1) virtual
users to the system so that each file is requested by exactly K
users in total. In this way, from the viewpoint of each real
user, the multicast messages will be symmetrical and thus
the demands are hidden. To reduce the subpacketization of

the virtual user scheme (which is exponential in NK), an
MDS precoding was proposed to make the multicast messages
symmetric. An alternative scheme based on the virtual user
strategy was proposed in [9], which is also with the subpack-
etization exponential in NK. Another strategy to preserve the
demand privacy was introduced in [10], by storing some keys
at the users’ caches which are unknown to the other users. The
main advantage of the scheme in [10] is its subpacketization
which is the same as the original MAN caching scheme (which
is exponential in K). Other papers on demand privacy include
[11]–[14], which we leave them to the readers.

In a PIR setting, there is a user who is willing to retrieve
a message from multiple databases. The objective is that the
databases should not gain any information about the user’s
demand from the query and answer on that database and at
the same time to keep the communication load minimum. In
[16], the capacity of PIR has been characterized. For other
works on PIR, one can refer to [17], [20], and [21].

In this paper, we are focusing on the privacy of the users’
demands and caches simultaneously. The motivation stems
from the fact that, in practice, users make sequential demands
in a multi-round fashion (e.g., in video streaming, each video
chunk is a “demand”). So our goal is to make it possible for
multi-round caching to remain private in demand, which only
happens when cache privacy is also preserved. Till now, the
privacy issue of users’ caches has not been considered in the
literature. Besides the novel problem formulation, our main
contributions are as follows.
• We first show that the virtual user scheme in [9] is private

in terms of users’ demands and caches.
• To reduce the subpacketziation of the virtual user scheme

in [9], we propose a novel approach which constructs
coded caching schemes with private demands and caches
through PIR; that is, given any PIR scheme satisfy-
ing some conditions, we can construct a private coded
caching scheme. For the case that the number of files is
no more than 4, we obtain coded caching schemes with
private demands and caches with a significantly reduced
subpacketization compared to the scheme in [9]. We also
propose a scheme for general N , which leads to lower
subpacketization than the scheme in [9].

• As a by-product, for the coded caching problem with
private demands, using the optimal PIR scheme in [16]
into our approach results in a coded caching scheme with
only the demand privacy requirement, which generally
improves the memory-load tradeoff of the scheme in [10].
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II. SYSTEM MODEL AND RELATED RESULTS

We consider a shared-link coded caching system with a
server connected to K cache-aided users. The server has
access to a library of N independent files, denoted by
W1,W2, . . . ,WN , each of which has F bits. We denote the
library by W[N ]. The caching system operates in two phases.

Placement Phase. Each user fills its cache without knowl-
edge of later demands. The cached content of user k ∈ [K]
is

Zk = φk(W1, . . . ,WN ,Mk), (1)

where Mk represents the metadata/composition of the bits in
Zk. Mk is a random variable over Ck, representing all types of
cache placements of user k. The realization of Mk is given to
the server and not to other users. The memory size constraint
is expressed by

H(Zk) ≤MF, ∀k ∈ [K]. (2)

As in [8], we assume that the length of Mk is negligible
compared to the file size.

Delivery Phase. During the delivery phase, each user re-
quests one file Wdk , where dk is distributed uniformly i.i.d.
over [n]. Given the demand vector d = (d1, . . . , dK), the
server broadcasts to all users the message

Xd = ψ(d,W1, . . . ,WN , {Mj : j ∈ [K]}), (3)

Note that we have

H(W[N ],M1, . . . ,MK ,d) = NF +H(M1, . . . ,MK)

+
∑
k∈[K]

H(dk). (4)

Decoding. User k ∈ [K] decodes its desired file Wdk from(
dk, Zk, Xd

)
, i.e.,

H
(
Wdk |dk, Zk, Xd

)
= 0. (5)

Privacy. We want to preserve the privacy of each user’s
demand against other users as in [8], i.e.,

I(d;Xd|dk, Zk) = 0, ∀k ∈ [K]. (6)

In addition to (6), we want to preserve the privacy of the
metadata of each user’s cache against other users, i.e.,

I
(
(M1, . . . ,MK);Xd|dk, Zk

)
= 0, ∀k ∈ [K]. (7)

Objective. We say that the load R is achievable if there exist
cache placement functions φk(.), encoding function ψ(.), and
decoding functions θk(.) such that

Wdk = θk(dk, Zk, Xd), ∀k ∈ [K], (8)
where H(Xd) ≤ RF. (9)

Our objective is to find the minimum achievable load R?

for given system parameters M,N,K,1 i.e.,

R? = min
φk,ψ,θk:k∈[K]

R. (10)

1Note that the transmitted loads for different demands should be the same,
by the constraint of private demands.

A. Preliminary Result

Theorem 1 (Upper bound on load). The load defined in (10)
for a private caching system is upper bounded by the load of
the virtual user scheme in [9], i.e.

R? ≤ Rp(N,K,M) :=

(
NK

KM+1

)
−
(
NK−N
KM+1

)(
NK
KM

) . (11)

Proof. To prove this theorem, we need to show that the virtual
user scheme in [9] satisfies also the cache privacy constraint
in (7), since the demand privacy constraint was already proved
to be satisfied in [9]. Note that in this virtual user scheme, user
k acts as user

(
(k−1)N+Sk

)
in the (N,NK,M) non-private

scheme in [15]. Hence, since the variable (k−1)N+Sk reveals
the cache content of user k, it is clear that the metadata of
cache defined in our scheme for the k-th user is Mk = Sk in
which Sk ∼ Unif[N ]. So the left handside of (7) will be equal
to I

(
(S1, . . . , SK);Xd|dk, Sk, Zk

)
which equals 0 since the

variables S1, . . . , SK are independent of Xd.

B. Brief Review on the PIR Model

In the following, we briefly review the setting of the PIR
problem in [16]. A user is willing to retrieve a file among N
messages with B bits each (denoted by W ′1, . . . ,W

′
N ) from L

servers, each of which has access to all the N files. Assuming
the desired file is W ′n, where n is uniformly distributed on
[N ],2 the user sends a query Q

[n]
` ∈ Q` where ` ∈ [L] to

servers `. According to the received query, server ` sends back
the answer A[n]

` as a function of the query and the messages
W ′1, . . . ,W

′
N , to the user; i.e.,

A
[n]
` = γ`(Q

[n]
` ,W ′1, . . . ,W

′
N ), (12)

where γ` represents the encoding function of server `. Note
that the query Q[n]

` and the answer A[n]
` are not given to the

servers in [L] \ {`}. In the decoding phase, the user should
recover W ′n from the received answers, i.e.,

H
(
W ′n|A

[n]
1 , . . . , A

[n]
L , Q

[n]
1 , . . . , Q

[n]
L

)
= 0. (13)

For the sake of privacy, each server cannot get any information
about which message is demanded by the user, i.e.,

I(n;Q
[n]
` |W

′
1, . . . ,W

′
N ) = 0, ∀` ∈ [L]. (14)

Note that from (14), we have H(A
[1]
` ) = · · · = H(A

[N ]
` ) :=

H(A`), where H(A`)/L is defined as the transmission load
of server `. The transmission rate of a PIR scheme is defined
as B∑

`∈[L]H(A`)
. Finally, we introduce an additional constraint

on PIR which defines a new family of PIR schemes.

Definition 1. For a 2-server PIR scheme, if the demand is
uniformly distributed over [N ] and

I(Q
[n]
1 ;Q

[n]
2 |W ′1, . . . ,W ′N ) = 0, ∀n ∈ [N ], (15)

then the PIR scheme is a 2-server PIR scheme with uniform
demand and independent queries.

2Note that in [16], uniformity of the distributuion is not necessary, but it
is needed in the caching problem.
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III. PROPOSED APPROACH

Theorem 2. Given any 2-server N -message PIR scheme with
uniform demand and independent queries whose transmission
rate is r, there exists an (N,K) coded caching scheme (N
files and K users) with private demands and caches whose
achieved memory-load tradeoff is the lower convex envelope
of (0, N),

(M,R) =

(
Nt

K
+
(
1− t

K

) 1

2r
,

1

2r

K − t
t+ 1

)
, ∀t ∈ [0 : K − 1],

(16)

and (N, 0). Assume the needed subpacketization of the given
PIR scheme is F ′, then the needed subpacketization for each
point in (16) with t ∈ [0 : K − 1] is

(
K
t

)
F ′.

Intuitively, inspired by the coded caching scheme with
private demands in [10], our proposed approach for Theorem 2
is based on the MAN coded caching scheme, and lets each
user additionally cache some keys which are constructed by
the answer of server 1 of the given PIR scheme. In the delivery
phase, we transmit the messages on coded subfiles, which are
encoded by the answer of server 2 of the given PIR scheme.
It will be explained later that, the scheme in [10] can be seen
as a special construction through our proposed approach.

Proof. We are given a 2-server PIR scheme in which the
queries sent to the two servers are conditionally independent
variables according to (15). Assume that the set of possible
queries sent to the two servers are Q1 and Q2, respectively.
Without loss of generality, we assume that the transmission
loads of the two servers are the same; otherwise, a time-sharing
step could be used.

Placement. For each t ∈ [0 : K − 1], same as the MAN
scheme, each file is splitted to

(
K
t

)
nonoverlapping subfiles of

equal length, i.e. for file Wn, n ∈ [N ],

Wn = (Wn,τ : τ ⊂ [K], |τ | = t),

where each subfile contains F/
(
K
t

)
bits. For every n ∈ [N ],

Wn,τ is placed in the cache of user k ∈ [K] if k ∈ τ . Besides,
for each user k ∈ [K], we use the 2-server PIR scheme
independently to randomly select a query Q1,k ∈ Q1. Then
we let each user store φ1(Q1,k,W1,τ , . . . ,WN,τ ) in its cache
for each τ ⊆ [K]\{k} where |τ | = t. Since the PIR scheme is
symmetric on the transmission rates of the two servers, it can
be seen that φ1(Q1,k,W1,τ , . . . ,WN,τ ) contains F

2r(K
t )

bits.
So in total user k caches

Zk = {Wn,τ : n ∈ [N ], τ ⊂ [K], |τ | = t, k ∈ τ}⋃
{φ1(Q1,k,W1,τ , . . . ,WN,τ ) : τ ⊆ [K] \ {k}, |τ | = t},

totally containing
N(K−1

t−1 )
(K

t )
F +

(K−1
t )

2r(K
t )
F =

(
Nt
K + K−t

2rK

)
F =

MF , satisfying the memory size constraint.
Delivery. Recall that in the delivery phase of the MAN

coded caching scheme for (N,K, t), for each subset S ⊂ [K]
of cardinality |S| = t+1, the server transmits ⊕s∈SWds,S\{s},
where ⊕ stands for bitwise XOR.

In the delivery phase, for each subset S ⊆ [K] where |S| =
t+ 1, the server transmits

YS = Σk∈Sφ2
(
Q

(dk)
2,k ,W1,S\{k}, . . . ,WN,S\{k}

)
. (17)

Note that Q(dk)
2,k is the query sent to server 2 in the PIR

scheme, where the query (Q1,k, Q
(dk)
2,k ) corresponds to the

(dk)th message in the PIR problem. For each user k ∈ S ,
since it can compute φ2

(
Q

(dk1
)

2,k1
,W1,S\{k1}, . . . ,WN,S\{k1}

)
for each k1 ∈ S \ {k}, it can recover
φ2
(
Q

(dk)
2,k ,W1,S\{k}, . . . ,WN,S\{k}

)
. Then additionally

with the cache content φ1(Q1,k,W1,S\{k}, . . . ,WN,S\{k}),
user k can recover Wdk,S\{k}. Hence, by considering all
subsets S ⊆ [K] where |S| = t+ 1, each user can recover its
desired file. In the delivery phase, the server totally transmits
( K
t+1)

2r(K
t )
F = K−t

2r(t+1)F , coinciding with (16).
The demand privacy is directly satisfied from the PIR

scheme. More precisely, for each k ∈ [K] we have

I(d; (YS : S ⊆ [K], |S| = t+ 1)|dk, Zk)

≤ I(d; (YS : S ⊆ [K], |S| = t+ 1)|dk, Zk,W[N ]) (18a)

≤ I(d;Q
(d1)
2,1 , . . . , Q

(dK)
2,K |dk, Zk,W[N ]) (18b)

=
∑

k1∈[K]\{k}

I(dk1 ;Q
(dk1

)

2,k1
|W[N ]) = 0 (18c)

where (18a) comes from (4), (18b) comes from that (YS :

S ⊆ [K], |S| = t + 1) is a function of (Q
(d1)
2,1 , . . . , Q

(dK)
2,K )

and W[N ], (18c) comes from that each (di, Q1,i, Q
(di)
2,i ) where

i ∈ [K] is independent of (dj , Q1,j , Q
(dj)
2,j ) where j ∈ [K]\{i}

given W[N ] by our construction, and (18c) comes from (14).
Similarly, for the cache privacy constraint in (7), for each

k ∈ [K] we have

I
(
(M1, . . . ,MK); (YS : S ⊆ [K], |S| = t+ 1)|dk, Zk

)
≤ I
(
(M1, . . . ,MK); (YS : S ⊆ [K], |S| = t+ 1)

|dk, Zk,W[N ]

)
(19a)

≤ I
(
Q1,1, . . . , Q1,K ;Q

(d1)
2,1 , . . . , Q

(dK)
2,K |dk, Zk,W[N ]

)
(19b)

=
∑

k1∈[K]\{k}

I
(
Q1,k1 ;Q

(dk1
)

2,k1
|W[N ]

)
= 0 (19c)

where again (19a) comes from (4), (19b) comes from that
Mk = Q1,k, k ∈ [K] and that (YS : S ⊆ [K], |S| = t +

1) is a function of (Q
(d1)
2,1 , . . . , Q

(dK)
2,K ) and W[N ], and (19c)

comes from that in the given PIR scheme each server has no
information about the query of the other server.

Remark 1 (Subpacketization of the caching scheme for Theo-
rem 2). If the needed subpacketization of the given PIR scheme
for Theorem 2 is F ′, then the resulting coded caching scheme
for Theorem 2 is

(
K
t

)
F ′, where t = KM

N ∈ [0 : K].

As a by-product of Theorem 2, given any 2-server PIR
scheme for the original PIR problem as described in Sec-
tion II-B, we can use the proposed approach to obtain a coded
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caching scheme with private demands. For a demand and cache
private caching scheme, (15) should hold additionally.

Theorem 3. Given any 2-server PIR scheme with N files and
transmission rate r, there exists an (N,K) coded caching
scheme with private demands whose achieved memory-load
tradeoff is the lower convex envelope of (0, N), (N, 0), and
the points in (16).

Note that the PIR scheme in [17] achieves the optimal PIR
rate, which is r? := 1

1+1/2+(1/2)2+···+(1/2)N−1 , and needs the
subpacketization equal to 1. Hence, by using the PIR scheme
in [17] into Theorem 3, we have the following scheme.

Corollary 1. For the (N,K) coded caching problem with
private demands in [8], there exists a private-demand caching
scheme whose achieved memory-load tradeoff is the lower
convex envelope of (0, N),

(M,R) =

(
Nt

K
+
(
1− t

K

) 1

2r?
,

1

2r?
K − t
t+ 1

)
, ∀t ∈ [0 : K − 1],

(20)

and (N, 0). The needed subpacketization for each point in (20)
with t ∈ [0 : K − 1] is

(
K
t

)
.

In addition, the coded caching scheme with private demands
in [10] can be seen as a special case of Theorem 3. More
precisely, by using the PIR scheme in [19] with transmission
rate 1/2 into Theorem 3, we obtain the scheme in [10].
Compared to the scheme in [10], since r? > 1/2, the proposed
scheme in Corollary 1 has a strictly better performance on the
memory-load tradeoff. In addition, the needed subpacketiza-
tion of the two schemes are the same, equal to

(
K
t

)
for each

t ∈ [0 : K − 1]. A simple explicit example illustrating our
construction in Theorem 2 can be found in [22].

IV. 2-SERVER PIR SCHEMES FOR THEOREM 2

From our proposed approach in Theorem 2, to design coded
caching schemes with private demands and caches, we only
need to propose 2-server PIR schemes satisfying the query
independence condition in (15); which we do in this section
for different N . All the proposed 2-server PIR schemes have
subpacketization level of F ′ = 1, which result in coded
caching schemes with subpacketization of

(
K
t

)
F ′ =

(
K
t

)
that

is exponential in K, while the subpacketization of the virtual
user scheme in [9] is exponential in NK. For N = 2, refer to
[22], where we use the PIR scheme in Section III.A of [17].

A. N = 3

Let the file library be (A,B,C) with uniform demand
distribution, and generate a random key T that is uniformly
i.i.d. over the key set {0, 1, 2}. The proposed PIR scheme for
different values of T and demands n is depicted in Table I.

Assume that Qi(Y ) represent the query sent to server i to
ask for the answer Y . Note that the queries in the proposed
scheme are independent of file realization, so we can remove
the terms in the condition from the constraints in (14) and (15).

Server 1 Server 2
n = A n = B n = C

T = 0 A+B B A C
T = 1 A+ C C B A
T = 2 B + C A C B

TABLE I: Proposed PIR scheme for N = 3.

The query to server 1 is clearly independent of the demand.
For the query sent to server 2 denoted by Q2, we have

Pr(Q
[n]
2 = Q2(A)) = Pr(T = 0, n = B) + Pr(T = 1, n = C)

+ Pr(T = 2, n = A) = 1/3.

In addition, we can compute Pr(Q
[n]
2 = Q2(A)|n = A) =

Pr(T = 2|n = A) = 1/3. Hence, we have Pr(Q
[n]
2 =

Q2(A)) = Pr(Q
[n]
2 = Q2(A)|n = A). Similarly, we can

prove that P (Q
[n]
2 ) = P (Q

[n]
2 |n); thus the query to server

2 is independent of the demand. Hence, (14) holds. For the
constraint in (15), we have

Pr(Q
[n]
2 = Q2(A)|Q[n]

1 = Q1(A+B))

= Pr(Q
[n]
2 = Q2(A)|T = 0) = 1/3 = Pr(Q

[n]
2 = Q2(A)).

Similarly, we can prove P (Q
[n]
2 |Q

[n]
1 ) = P (Q

[n]
2 ); thus (15)

holds. The achieved transmission rate of this PIR scheme
is r = 1

2 and the subpacketization is F ′ = 1.
For the example of the coded caching with private demands

and caches with parameters N = 3,K = 2,M = 2, using this
PIR scheme in Theorem 2 with N = 3 and t = 1, we get
the achieved load of 1

2 and subpacketization level of 2. In this
example, the achieved load by the virtual user scheme in [9]
is 2

5 and the needed subpacketization level is 15.

B. N = 4

Let the file library be (A,B,C,D) with uniform demand
distribution. Generate a random key T that is uniformly i.i.d.
over the key set {0, 1, 2, 3}. The proposed PIR scheme for
different values of T and demands n is depicted in Table II.

The query to server 1 is clearly independent of the demand.
For the query sent to server 2 denoted by Q2, we have

Pr
(
Q

[n]
2 = Q2(−A+B + C +D)

)
= Pr(T = 0, n = A) + Pr(T = 1, n = B)

+ Pr(T = 2, n = C) + Pr(T = 2, n = D) = 1/4.

In addition, we can compute Pr
(
Q

[n]
2 = Q2(−A+ B + C +

D)|n = A
)

= Pr(T = 0|n = A) = 1/4. Hence, we have
Pr
(
Q

[n]
2 = Q2(−A+B + C +D)

)
= Pr

(
Q

[n]
2 = Q2(−A+

B+C+D)|n = A
)
. Similarly, we can prove that P (Q

[n]
2 ) =

P (Q
[n]
2 |n); thus the query to server 2 is independent of the

demand. Hence, (14) holds. For the constraint in (15), we have

Pr
(
Q

[n]
2 =Q2(−A+B + C +D)

|Q[n]
1 = Q1(A+B + C +D)

)
= Pr(Q

[n]
2 = Q2(−A+B + C +D)|T = 0)

= 1/4 = Pr(Q
[n]
2 = Q2(−A+B + C +D)).
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Server 1 Server 2
n = A n = B n = C n = D

T = 0 A+B + C +D −A+B + C +D A−B + C +D A+B − C +D A+B + C −D
T = 1 −A−B + C +D A−B + C +D −A+B + C +D A+B + C −D A+B − C +D
T = 2 −A+B − C +D A+B − C +D A+B + C −D −A+B + C +D A−B + C +D
T = 3 −A+B + C −D A+B + C −D A+B − C +D A−B + C +D −A+B + C +D

TABLE II: Proposed PIR scheme for N = 4.

Server 1 Server 2
n = A n = B n = C n = D n = E

T = 0
B + E

A E D C B
C +D

T = 1
A+B

B A E D C
C + E

T = 2
A+ C

C B A E D
D + E

T = 3
A+D

D C B A E
B + C

T = 4
A+ E

E D C B A
B +D

TABLE III: Proposed PIR scheme for N = 5.

Similarly, we can prove P (Q
[n]
2 |Q

[n]
1 ) = P (Q

[n]
2 ); thus (15)

holds. The achieved transmission rate of this PIR scheme
is r = 1

2 and the subpacketization is F ′ = 1.
For the example of the coded caching with private demands

and caches with parameters N = 4,K = 2,M = 5
2 , using

this PIR scheme in Theorem 2 with N = 4 and t = 1, we get
the achieved load of 1

2 and subpacketization level of 2. In this
example, the achieved load by the virtual user scheme in [9]
is 1

2 and the needed subpacketization level is 56.

C. General N

We will first illustrate our scheme with the example of N =
5. Let the file library be (A,B,C,D,E) with uniform demand
distribution. Generate a random key T that is uniformly i.i.d.
over the key set {0, 1, 2, 3, 4}. The proposed PIR scheme for
different values of T and demands n is depicted in Table III.

For the general case of N , key T is uniformly distributed
on {0, 1, . . . , N − 1}. The answer of server 1 is comprised
of multiple 2-sums of the files in library, i.e. {Wi +Wj , 1 ≤
i < j ≤ N}. The total number of 2-sums is

(
N
2

)
and they are

distributed among the N answers. So on average every answer
of server 1 contains N−1

2 2-sums. The set of answers of server
2 include 1-sums, i.e. {W1, . . . ,WN}. To design the answer of
server 1 and 2 for each T and n, we do reverse engineering as
following. Consider in the first column for server 2 in the PIR
table that corresponds to n = 1 as in Table III, we have the
vector (W1;W2; . . . ;WN ) as the N answers for the N values
of T . So for instance, in case of T = 0 and n = 1, server
2 sends W1, for T = 1 and n = 1 it sends W2, etc. For the
next column that corresponds to n = 2, we shift the answer
vector one unit downwards, i.e. (WN ;W1; . . . ;WN−1). We
continue this procedure and fill out all the columns of server
2. Now based on the answer of server 2 and the demand of the
column n, we can design what is needed to be stored as the
answer of server 1 for each T . For example, for T = 0 and

n = 1, server 2 sends W1 which is the demand, so nothing
needs to be stored in this case. For T = 0 and n = 2, server 2
sends WN but the user demands W2. So, the 2-sum W2+WN

should be in the answer of server 1 for T = 0. Continuing this
process for each T and n, we fill out the answers of server 1
for different values of T .

The query to server 1 is clearly independent of the demand.
For the query sent to server 2 denoted by Q2, we have

Pr(Q
[n]
2 = Q2(W1)) = Pr(T = 0, n = 1) + Pr(T = 1, n = 2)

+ · · ·+ Pr(T = N − 1, n = N) = 1/N.

In addition, we have Pr(Q
[n]
2 = Q2(W1)|n = 1) = Pr(T =

0|n = 1) = 1/N. Hence, we have Pr(Q
[n]
2 = Q2(W1)) =

Pr(Q
[n]
2 = Q2(W1)|n = 1). Similarly, we can prove that

P (Q
[n]
2 ) = P (Q

[n]
2 |n); thus the query to server 2 is inde-

pendent of the demand. Hence, (14) holds. For the constraint
in (15), for any y ∈ Q1 we have

Pr
(
Q

[n]
2 = Q2(W1)|Q[n]

1 = Q1(y)
)

= Pr(Q
[n]
2 = Q2(W1)|some unique T ) = 1/N

= Pr(Q
[n]
2 = Q2(W1)).

Similarly, we can prove P (Q
[n]
2 |Q

[n]
1 ) = P (Q

[n]
2 ); thus (15)

holds. The achieved transmission rate of this PIR scheme
is r = 2

N+1 and the subpacketization is F ′ = 1.

Remark 2. The resulting private coded caching scheme from
the proposed PIR scheme in Section IV-C has a significant
advantage on the subpacketization (with the order 2KH(M/N),
where H(p) represents binary entropy function), compared to
the private caching scheme in Theorem 1 (with the order
2NKH(M/N)). However, the achieved load of the proposed
caching scheme is linear with N . It is one of the on-going
works to design schemes which achieves more flexible tradeoff
between subpacketization and load.
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