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Abstract—This Innovative Practice Work-in-Progress paper presents a virtual, proactive, and collaborative learning paradigm that can engage learners with different backgrounds and enable effective retention and transfer of the multidisciplinary AI-cybersecurity knowledge. While progress has been made to better understand the trustworthiness and security of artificial intelligence (AI) techniques, little has been done to translate this knowledge to education and training. There is a critical need to foster a qualified cybersecurity workforce that understands the usefulness, limitations, and best practices of AI technologies in the cybersecurity domain. To address this import issue, in our proposed learning paradigm, we leverage multidisciplinary expertise in cybersecurity, AI, and statistics to systematically investigate two cohesive research and education goals. First, we develop an immersive learning environment that motivates the students to explore AI/machine learning (ML) development in the context of real-world cybersecurity scenarios by constructing learning models with tangible objects. Second, we design a proactive education paradigm with the use of hackathon activities based on game-based learning, lifelong learning, and social constructivism. The proposed paradigm will benefit a wide range of learners, especially underrepresented students. It will also help the general public understand the security implications of AI. In this paper, we describe our proposed learning paradigm and present our current progress of this ongoing research work. In the current stage, we focus on the first research and education goal and have been leveraging cost-effective Minecraft platform to develop an immersive learning environment where the learners are able to investigate the insights of the emerging AI/ML concepts by constructing related learning modules via interacting with tangible AI/ML building blocks.

Index Terms—Artificial intelligence, machine learning, cybersecurity, education

I. INTRODUCTION

The phenomenal growth of AI techniques, especially ML, impacts every aspect of human life, including autonomous and semi-autonomous security systems that are demonstrating impressive promises for increasing awareness, reacting in real time, and improving the overall effectiveness [1]–[3]. According to VynZ Research, the global AI in cybersecurity market reached USD 12 billion in 2020 and will grow to USD 30.5 billion in 2025 [4]. However, increasing evidence shows that AI techniques can be manipulated, evaded, and misled, which results in new and profound security implications [5], [6]. While prominent research progress has been made in understanding the trust and security of AI techniques [7], there is an education and training gap to foster the qualified cyber-workforce that understands the usefulness, limitations, and best practices of AI technologies in cybersecurity domain. Recent reports also indicate that this education gap will throttle aspirations in the advance of AI and intensify the shortage problem in cybersecurity workforce [8]–[10].

Efforts have been made to incorporate a comprehensive curriculum to meet the demand. However, there still remain essential challenges for effectively educating students on the interaction of AI and cybersecurity including: (1) due to the emerging and growing features of AI technologies and zero-day exploits, the integration of AI and cybersecurity technologies are rapidly and dynamically evolving; (2) students can have very diverse knowledge background, ranging from conventional information technology to data science, and thus may have varied needs for inspiring skill and interaction engagement; and (3) while significant studies have been developed in understanding AI/ML-specific threats, most of the existing research focuses on computer vision domain and very limited efforts have been made in the cybersecurity domain that is complex and rife with adversaries. To address these challenges, in this research, we aim to educate and train a qualified cyber-workforce in this new era where security breaches, privacy violations, and artificial intelligence have become commonplace.

The rest of the paper is organized as follows. Section II introduces background and related work. The proposed learning paradigm and the current progress of our research work are elaborated in details in Section III. The paper is concluded in Section IV with future work highlighted.

II. BACKGROUND AND RELATED WORK

Statistical ML algorithms have been extensively used in the field of cybersecurity, such as spam detection [11], malware detection [12], and network intrusion detection [13]. The rise of deep learning (DL) approaches offers a promising direction...
in discovering sophisticated and unseen attack patterns [14]. While the benefits of DL is immense, the black-box nature of DL casts doubts in the decision making process. More importantly, when this new intelligent component is applied to an existing cybersecurity system, it increases the attack surface and is subjected to additional attacks. A typical machine learning workflow starts from data collection, followed by data pre-processing to clean up the noises, normalize the scales and manage the missing data. Feature selection and feature engineering are often needed before feeding the training data to various machine learning algorithms. Since there is no single model fits all, inference models are evaluated on the validation data and the best model will be selected to predict unseen new data. When the performance deteriorates, model update will be triggered to retrain the model. Every step of the machine learning process is subjected to attacks, as detailed in the next paragraph.

Recently, adversarial attacks on machine learning techniques, especially the deep learning systems, received a lot of attentions from both the AI community and the security community [5], [15], [16]. To attack data acquisition and data prepossessing, various attacks were proposed to mislead the classifier using data poisoning attacks [17], [18]. Likewise, feature selections could be reduced to impair the accuracy of machine learning algorithms [19]. A significant portion of the work in adversarial attacks was targeting the machine learning algorithms themselves. Adversarial perturbations were generated in the direction of the gradient to attack the models, e.g., FGSM [20] and JSMA [21]. Attacks could also be launched to degrade the confidence scores of the classifiers, such as the ZOO attack presented in [22]. Decisions could also be confused if the attackers feed the system with adversarial examples crafted with Generative Adversarial Network (GAN) techniques [23]. The above described attacks are well discussed in the context of computer vision and natural language processing. More studies are needed to understand how these attacks impact the security of a system. Given that cybersecurity problems are often manifested in the form of binary classifiers, attacks on AI/ML driven security system will be even more dangerous because attacks on one model can be easily transferred to another model in the case of binary classifications [24].

From education perspective, new technologies are increasingly adopted to innovate teaching and learning. Recent developments in visualization and virtual reality (VR) possess great potentials in education and training [25], [26]. Various studies have been developed to apply VR technologies to develop immersive learning environment in different fields, including medicine, engineering, and construction. All of them demonstrated valuable practices of applying VR in education [27], [28]. However, the established work mainly focused on teaching procedural, practical knowledge, and declarative knowledge that can be benefited from realistic surrounding function of VR. In contrast, the AI-cybersecurity conjecture has many abstract concepts and theories. Additionally, existing work in VR often overlooked collaborative learning and social connectivism, which are essential for staying current in rapidly evolving information ecology [29].

In summary, the current research trend on AI and cybersecurity usually focuses on two different themes: the trustworthiness of the AI systems and the application of AI in the cybersecurity domain. While it is wise for the researchers to have their own concentrations, it will be ill-advised to treat AI and cybersecurity as two distinct subjects to educate the next generation scholars. In addition, existing curriculum on integrating AI and cybersecurity are often reactive in nature: lectures and labs are created in response to known attacks. A transformative approach is needed to educate the learners to become proactive thinkers and practitioners. Although innovative technologies, have been adopted in the education domain, it is not yet clear how complex, dynamic and abstract disciplines can benefit from this innovative pedagogy.

III. PROPOSED PROACTIVE AND COLLABORATIVE LEARNING PARADIGM AND CURRENT PROGRESS

The overview of our proposed virtual, proactive and collaborative learning paradigm, which enables the innovative integrated cybersecurity and AI/ML curriculum, is illustrated in Fig. 1. As shown in Fig. 1, our proposed paradigm mainly consists of two main components: (1) a cost-effective immersive learning environment that motivates the students to explore AI/ML development in the context of real-world cybersecurity scenarios by constructing learning models with tangible objects; and (2) a game-based proactive education paradigm with the use of hackathon activities that engages students with diverse background to collaboratively formulate AI/ML-specific threats and develop trustworthy and robust AI/ML solutions in cybersecurity domain.

In the current stage of research, we have been leveraging cost-effective Minecraft platform to develop an immersive learning environment where the learners are able to investigate the insights of the emerging AI/ML concepts by constructing related learning modules via interacting with tangible AI/ML building blocks. The building blocks are developed to represent primitive units with different degrees of granularity. The interaction between the building blocks throughout the AI/ML workflow is also virtualized to the learners for their individual or collaborative investigation. In our current version of the immersive learning environment, the individual and interactive investigation is supported and the learning modules include...
logistic regression, fully-connected neural network, convolutional neural network, recurrent neural network, autoencoder, and generative adversarial networks.

1) Logistic Regression: As illustrated in Fig. 2, in our immersive learning environment that is developed by leveraging MCPI API [30] and PythonTool Mod [31], the learners are able to select a dataset from the multiple available datasets and develop a logistic regression model with tangible building blocks by customizing the hyperparameters of the building blocks and the settings of the learning procedure via the interactive text-based user interface. The selected dataset can be visualized in our proposed learning environment. Additionally, the critical parameters of the logistic regression model during training and testing procedures, such as weights and bias, are also visualized via color scale. Further, to enhance the transparency of the training and testing procedure, the decision boundary during the training and testing can also be visualized in real time. By using the decision boundary visualization, the learners are able to achieve more insights about the impact of different parameters and hyperparameters on the performance of the realized learning model.

Fig. 2. Screenshot of immersive learning environment for developing logistic regression model and explanations.

2) Fully-Connected Neural network (FCNN): As illustrated in Fig. 3, while integrating the development of FCNN model in our learning environment, we also explore another type of user interface where the learners are able to customize building blocks and ML procedure by setting the switches on a control panel instead of typing any text. While enabling the development of FCNN, we noticed that the immersive learning platform has limitations on supporting multiple learners for collaborative investigation and on supporting the development of ML modules with high complexity and scalability. To address the limitations, we explore alternative strategy to realize immersive learning environment by leveraging flask server, Bukkit server, and Spigot API. The two screenshots of the immersive learning environment using this new strategy with different angles are shown in Fig. 4. In this environment, there are tangible building blocks whose concepts are provided via the associated colors and tags. For example, a building block can be used for realizing a dense layer with sigmoid or softmax activation functions. In this environment, the learners are able to: (1) select the tangible building blocks based on the colors and the tags associated with the available building blocks; (2) interact with the selected tangible building blocks with different granularities; and (3) develop the ML models by stacking the building blocks.

3) Convolutional Neural Network (CNN): As shown in Fig. 5, the representation of immersive learning environment for developing CNN model is very similar to the screenshot in Fig. 4. The main difference is that we integrate the additional visualization mechanism for enhancing the learners’ experience on CNN development. The additional visualization mechanism includes visualizing the kernel weights and feature maps associated with the convolutional layers. Figure 6 shows

Fig. 4. Screenshots of immersive learning environment with new strategy for developing FCNN model via two different angles.

Fig. 5. Screenshot of immersive learning environment for developing CNN model with the outputs of visualization mechanism on the top.
a screenshot by zooming in the outputs of the visualization mechanism in Fig. 5.

Fig. 6. Screenshot of the outputs of the visualization mechanism of developing CNN for a classification task: Left: visualization of feature maps after given epochs, and Right: visualization of kernel weights after given epochs.

4) Autoencoder: The screenshot of the immersive learning environment for developing autoencoder model is shown in Fig. 7. The outputs of the visualization mechanism, as shown in Fig. 7, include the reconstructed data with different hyperparameters and parameters.

Fig. 7. Screenshot of immersive learning environment for developing an autoencoder model with the outputs of visualization mechanism on the top.

5) Generative Adversarial Network (GAN): The screenshot of the immersive learning environment for developing GAN model is shown in Fig. 8. As shown in Fig. 8, the GAN model consists of generator associated with the pink glass block and discriminator associated with the blue glass block. The training of GAN is realized by triggering generator and discriminator blocks interactively. As shown in Fig. 9, the outputs of the visualization mechanism include the generated data with different hyperparameters and parameters.

Fig. 8. Screenshot of immersive learning environment for developing GAN model.

Fig. 9. Screenshot of immersive learning environment for developing GAN model with another angle, where the outputs of the visualization mechanism are shown on the top.

IV. CONCLUSIONS AND FUTURE WORK

The overarching goal of our research is to address a critical need to foster a qualified cybersecurity workforce that understands the usefulness, limitations, and best practices of AI technologies in the cybersecurity domain. To achieve this goal, we leverage multidisciplinary expertise in cybersecurity, AI, and statistics to design and implement a virtual, proactive, and collaborative learning paradigm that can engage learners with different backgrounds and enable effective retention and transfer of the multidisciplinary AI-cybersecurity knowledge. At the current research stage, we have been leveraging Minecraft to develop an immersive learning environment where the learners are able to investigate the insights of the emerging AI/ML concepts by constructing related learning modules via interacting with tangible AI/ML building blocks.

For our future work, we will continue to work on completing the cost-effective immersive learning environment that motivates the students to explore AI/ML development in the context of real-world cybersecurity scenarios by constructing learning models with tangible objects. In addition to add more deep learning models in the learning environment, data representing cyberattacks will be loaded to the environment for learners to investigate and explore. We will also develop a game-based proactive education paradigm with the use of hackathon activities to engage students with diverse background to collaboratively formulate AI/ML-specific threats and develop trustworthy and robust AI/ML solutions in cybersecurity domain.
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