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Abstract—IoT devices usually work under power-constrained
scenarios like outdoor environmental monitoring. Considering the
cost and sustainability, in the long run, energy-harvesting tech-
nology is preferable for powering IoT devices. Since harvesting
power is intrinsically weak and transient, the connection between
IoT devices not only cannot be maintained constantly but is also
extremely difficult to be established. In order to communicate,
those devices should have a synchronized timeline so that both
transmitter and receiver can start connection simultaneously.
Yet due to the transient nature of ambient energy, volatile
time data can be easily tampered with by the unstable power
supply or corrupted completely by frequent power outages. As a
result, unsynchronized IoT devices require significant efforts in
time and energy to reconnect and communicate, which further
escalates the performance degradation of the edge network. To
adapt to ubiquitous self-powered scenarios on the IoT edge,
we propose ELIXIR, an expedient connection paradigm, to
synchronize swiftly and autonomously in a joint effort for self-
powered IoT devices. The lightweight and highly efficient natures
enable ELIXIR to be integrated into low-power IoT devices easily
and efficiently. The experimental results show that the proposed
ELIXIR can avoid a connection loop and help speed up the
connection 2.83X and 1.84X faster than baseline methods.

Index Terms—Transient Power, Energy Harvesting, Commu-
nication, Embedded Systems, IoT

I. INTRODUCTION

Self-powered IoT devices that operate without batteries are
increasingly appealing due to their low maintenance cost, sus-
tainability, and eco-friendliness. Powered by energy harvested
from ambient sources such as light, vibrations, and radio
frequency [1], those devices enable a new generation of ap-
plications where batteries are inconvenient for replacement or
recharging. Although the benefits of implementing the energy
harvesting system are promising for IoT devices, harvesting
power is intrinsically weak and intermittent. A typical self-
powered IoT device is usually connected with a small capacitor
to buffer sufficient energy for progress preservation during
power failure time [2]. When there is no power, the device
is put to sleep mode or turned off which will be waken up
when power comes back on again.

The intermittent nature of ambient energy supply can fre-
quently interrupt the task execution resulting in progress loss
and inconsistency errors. To address those problems, extensive
solutions have been proposed to preserve the computation
progress without errors [3], [4]. Besides the computation
progress, volatile time data can also be easily tampered by
the unstable power supply or corrupted completely by fre-
quent power outages. As a result, the time of IoT devices
will become asynchronized while a synchronized timeline is

required so that both transmitter and receiver can turn on their
radio simultaneously for communication. After losing time
synchronization, two devices require huge efforts in time and
energy to build a wireless connection for transmitting data.

Self-powered devices need to communicate with each other
with the aim of passing messages, collaborative data process-
ing, and the flexibility of the network architecture. However,
wireless communications between self-powered devices have
rarely been studied. Most existing work optimistically assumes
that when a self-powered device needs to communicate with
another one, the other one is active and ready for communi-
cation [5] which is unrealistic in energy harvesting scenarios.
Unlike battery-powered devices, self-powered devices are in-
active most of the time. For example, a self-powered device
may need to stay inactive and harvest energy for 10 seconds
for sustaining active radio for 1 second or even less when the
harvesting power is ultra-low.

To establish a connection, two devices need to have an
overlapping period of active radio. However, due to the un-
predictability of the duty cycle caused by the unstable power
supply, it takes a long time, or even forever for two devices to
discover each other to establish the connection. What’s even
worse is that the attempt to establish the connection is not a
one-time endeavor. After the two devices discover each other,
they will try to synchronize their timeline for communication.
However, their track of time will be gradually lost when there
is no harvesting power even with the persistent time-keeping
solutions [6]. As a result, two self-powered devices have to
repeatedly reconnect while each attempt of connection costs
enormous time and energy overhead.

The connection problem poses a grand challenge for future
applications where direct radio communication is required
between self-powered devices: how can two asynchronous
self-powered devices that work intermittently establish a con-
nection without prior knowledge of their timeline and external
assistance? This challenge is fundamental to all self-powered
networks regardless of the communication protocols. There is
limited research on intermittent transmission for self-powered
devices. One potential approach to address this challenge
is based on neighbor discovery protocol. In [7], random
waiting delays are introduced before turning on the radio
to discover the neighbor node. Despite better performance
than without introducing any random delay, all the energy
and time are wasted for random waiting. Besides, there is
no pure randomness. It might take forever for the devices to
discover each other. [8] proposed to discover neighbour for
asynchronous connection based on Chinese Reminder theory.
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Neighbor discovery protocols have also been proposed for
battery-powered wireless networks [8]–[10]. Those protocols
let the devices wake up according to a schedule in order to
maximize the lifetime of the battery. However, none of them
are applicable to self-powered networks because they require
the nodes to wake up at arbitrary points in time without taking
the intermittent power supply into account [7].

To address this challenge, this paper proposes ELIXIR, an
expedient connection paradigm that enables self-powered IoT
devices to establish connections swiftly and autonomously
even under frequent power failure conditions. In ELIXIR,
each self-powered IoT device has two roles: transmitter and
receiver. Before the deployment of the devices, two sets of
different prime numbers that are co-prime to each other are
locally stored on each device corresponding to the two roles.
Specifically, ELIXIR works by letting the transmitter/receiver
select the smallest prime number from the transmitter/receiver
prime number set that meets the connection latency require-
ment with the current harvesting power. The two unsynchro-
nized devices then wake up their radio after every prime
number of time units. The duty cycle of each device is
determined based on the harvesting power. To adapt to the
varying availability of ambient energy, each device adaptively
changes the prime numbers to ensure an expedient connection.

ELIXIR features a lightweight design that’s greatly compat-
ible and friendly to existing communication protocols. As far
as we know, the proposed ELIXIR is the first-ever paradigm
that can efficiently and expediently help establish connections
for synchronization. It offers great flexibility for applications
since each device can independently select its duty cycles
while ensuring a successful connection. In a nutshell, the major
contributions of this work are summarized as follows:

• Comprehensive system modeling and analysis are con-
ducted, which serve as the theoretical foundations for the
proposed techniques in ELIXIR.

• An expedient connection paradigm, known as ELIXIR,
is proposed to repair connection anomalies swiftly and
autonomously in a joint effort for self-powered IoT
devices.

• Extensive experimental evaluations under various energy
harvesting scenarios are conducted to demonstrate the
energy-efficient, robust, and lightweight features of the
proposed ELIXIR paradigm.

The remainder of this paper is organized as follows. First,
Section II illustrates the motivation of this work with one
example. Then, Section III provides system modeling and
analysis, which provides a theoretic basis for the proposed
ELIXIR. After that, Section IV proposes ELIXIR to repair
connection anomaly expediently and autonomously. Following
that, Section V conducts experiments to demonstrate the
performance of ELIXIR. Finally, Section VI discusses related
work and Section VIII concludes this work.

II. MOTIVATION

This section uses an example to demonstrate the difficulty
of establishing a connection after self-powered IoT devices
lose track of time after a power outage.

Time (s)

En
er
gy
 st
or
ag
e 
le
ve
l

100 20 30 40 50 60 70 80 90

100 20 30 40 0 10 20 30 40

100 20 30 40 0 10 20 30 40

Device a

Device b
Communication Out of Sync.

No Energy

No energy

No 
Energy

0

Fig. 1. IoT devices lose track of time after a power outage.

A. Connection Odyssey

The example in Figure 1 shows that the power interruption
could disrupt the on-chip time module resulting in communi-
cation partners being unsynchronized with each other. Under
such circumstances, establishing a connection between the
unsynchronized IoT devices can be an odyssey, which requires
huge efforts both in time and energy.

In this figure, the energy level of two devices a and b
changes with time. Each device has a local timer for time
tracking. At time 0, the two devices are synchronized and
start harvesting energy. At time 40, both devices harvest
enough energy and turn on their radio for communication,
which is successfully completed at time 45. Nevertheless,
a power outage happens after their communication, which
resets the timer module of both a and b as highlighted in red
numbers. Whenever the power recovers, a and b become out of
synchronization. If a and b follow their previous timeline: turn
on the radio to establish a connection after harvesting energy
for the 40s, the attempt to connect will fail since devices a
and b have no overlapping period of active radio. They will
end up never being able to establish a successful connection
if they follow this duty cycle. Such a situation will deteriorate
the performance of self-powered IoT devices.

One way to address this problem is by “shifting” the time
that the self-powered IoT device turns on its radio so that
a and b could eventually end up having a time overlap with
each other when their radios are both active. One existing
solution [11] is to wait for a random delay before turning on
the radio to connect with an appropriate duty cycle to save
energy while making sure the connection can be established
promptly. Take this figure for example, if device a waits
for 5s at time 40s (red), device a will turn on the radio
at approximately the same time as device b. As a result,
the connection will be successful. However, in the energy
harvesting system, such a procedure is not effective mainly
for three reasons.

First, waiting for a random delay can not guarantee a
successful connection. It might take a long time or even forever
establish a connection. Second, it’s a waste of time and energy
to keep the device in the waiting state after harvesting suffi-
cient energy. The capacitor has been charged to the maximum
capacity, and thus the harvested energy during the waiting time
is wasted. Third, as the communication power is far beyond
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Fig. 2. Node a and b are Isolated from the Main Edge Network.

the energy harvesting power, the upper bound of the average
duty cycle is determined by the ambient environment other
than being deliberately manipulated. These reasons render the
“randomized” connection procedure ineffective in the connec-
tion establishment of self-powered IoT devices. Therefore,
in this paper, we propose a novel connection strategy by
scheduling the self-powered IoT device to turn on its radio
in a pattern without having to wait for a random time latency
while considering the availability of ambient energy, which
can guarantee the expedient establishment of the connection.

B. Isolated Islands
The second example, in Figure 2, explains a problem that

even if the IoT device a and b have connected successfully,
they may not likely synchronize to the rest of the network,
which makes them isolated islands for external communica-
tion. Hence, the data they collected becomes meaningless as
it cannot reach the upper layer of IoT.

As we can see from Figure 2, although a and b are
connected, they are isolated from the rest of the edge network
where x and y are one-hop neighbors of a, x and z are
one-hop neighbors of b, and x, y, and z are unaware of the
situation of a and b. In this situation, even if a and b have
recovered their connection, They are isolated from the rest
of the networks rendering their communication data useless.
One way to help isolated pairs break out of such difficulty is
for each member of the network to be aware that everyone
including itself is subject to a power outage. So if an extra
energy budget is available, it should be voluntarily contributed
to help its neighbors, which may likely be out of sync with the
rest of the network, for connection. Reciprocally, neighbors
can help it get synchronized with its extra energy budget
whenever it is possible. Such voluntary procedure (Section IV)
can effectively solve the problem of isolated islands.

From the examples, we can see that both connection odyssey
and isolated islands are major obstacles for unsynchronized
self-powered IoT devices to recover communication. Regard-
ing the problem, a comprehensive theoretic analysis will be
given in Section III.

III. MODELING AND ANALYSIS

This section models the connection process of self-powered
IoT devices. Based on the modeling, a series of comprehensive
analyses is conducted which leads to the findings of how to
guarantee a successful connection and how to further expedite
such a connection. Those conclusions further shed light on the
design of ELIXIR.

A. Connection Modeling

Since the connection needs to succeed as soon as possible,
immediately after being charged up, devices will wake up and
start to connect. Here, we define the duty cycles of node a
and b as δa and δb respectively, and their time gaps between
two adjacent wakeups as Ta and Tb. We define X as the very
first connection event of node a at t = x. During X , node a
will turn its radio on and resume its previous communication
operation (listening or sending) continuously during the active
period (Taδa). Respectively, we define Y as the very first
connection event of node b at t = y. For both a or b, after
the first connection events, their following connection events
happen repetitively with time periods of Ta for a and Tb for
b until the connection is established. This means, any event
after the first connection event can be considered as definite,
which can always be able to trace back to their first connection
events. Therefore, we use fX(x) and fY (y) to denote the
probability density functions (PDFs) of event X and Y
respectively. Although fX(x) and fY (y) are environment-
specific, they don’t affect the following deduction. We further
define the first joint connection event as XY . As X and Y are
independent to each other, the corresponding PDF fXY can
be formulated as in Eq. (1)

fXY (x, y) = fxXY + fyXY + fX(x)fY (y)

fxXY = Σ
Ny−1
n=0 fX(x)fY (y − nTb)

fyXY = ΣNx−1
n=0 fX(x− nTa)fY (y)

Nx = ⌊x/Ta⌋, Ny = ⌊y/Tb⌋, x ≥ 0, y ≥ 0

(1)

To evaluate whether the connection can be established, we
only consider the joint first connection event XY where X
only pairs with its adjacent Y . Specifically, we consider the
scenario where both node a and b have started the connection
attempt after accumulating enough energy. Given the periods
of a and b, we can infer that during the first joint connection
event XY , compared with the starting time of b, node a should
start to connect no earlier than Ta and no later than Tb. Hence
we can narrow down the joint sample space of XY as in
Eq. (2)

Ω = {XY | − Ta < x− y < Tb, x ≥ 0, y ≥ 0} (2)

Further, the first joint connection event XY with successful
connection for a and b should belong to subspace S0 as shown
in Eq. (3)

S0 = {XY |σ−Taδa ≤ x−y ≤ Tbδb−σ, (x, y) ∈ Ω} (3)

where σ is a small time overlap required for a and b to
establish the connection when they are active simultaneously.
The rationale for introducing σ is that, in order to connect, both
nodes a and b should have time overlaps to each other to send
preamble and sync packets including handshaking beacons
such as RTS and CTS when they are active simultaneously.
Therefore, σ should also be larger than the active cycles Taδa
and Tbδb of node a and b respectively. With that, for the event
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XY bounded by Ω, the probability of a successful connection
can be formulated as in eq. (4)

Pr0 = Pr{(x, y) ∈ S0|(x, y) ∈ Ω} =
∫∫

S0∩Ω
fXY (x, y) dx dy∫∫

Ω
fXY (x, y) dx dy

(4)
For the nth joint connection event bounded by Ω, event
XnxY ny should belong to subspace Sn as shown in Eq. (5)

Sn = {XnxY ny |σ − Taδa ≤ xnx − yny ≤ Tbδb − σ}
(xnx , yny ) ∈ Ω

(5)

As Xnx and Y ny are determined by x and y, given time t for
event observation, we have Eq. (6)

Xnx = x+ nxTa

Y ny = y + nyTb

nx = ⌊(t− x)/Ta⌋, ny = ⌊(t− y)/Tb⌋
(6)

With Eq. (6), Eq. (5) can be further transformed into Eq. (7)
which is represented by (x, y).

Sn = {XY |σ − Taδa −∆ ≤ x− y ≤ Tbδb − σ −∆}
n = nx + ny, ∆ = nxTa − nyTb
(x, y) ∈ Ω

(7)

Further, the probability that the connection is only succeeded
during the nth joint connection event can be formulated as in
eq. (8)

Prn = Pr{(x, y) ∈ Sn|(x, y) ∈ Ψn}Πn−1
k=0(1− Pr

k)

=

∫∫
Sn∩Ψn fXY (x, y) dx dy,∫∫

Ψn fXY (x, y) dx dy,
Πn−1

k=0(1− Pr
k)

Ψn = Ω− Σn−1
k=0S

k

(8)
Here, Ψn represents the subspace of Ω that is complementary
to the union space of all previous Sk|0<k<n. In other words,
the Prn represents the probability that the connection only
succeeded during the nth connection events while all previous
connections failed. With Prn, the expected time Ex[ta] and
Ex[tb] for a and b to establish the connection after their first
joint connection event can be formulated as in Eq. (9)

Ex[ta] = Σχ
n=0nxTaPr

n +H(1− Σχ
n=0Pr

n)

Ex[tb] = Σχ
n=0nyTbPr

n +H(1− Σχ
n=0Pr

n)

H →∞, χ→∞
(9)

Eq. (9) shows that if all Sn together cannot cover the entire
sample space Ω, then Σ∞

n=0Pr
n < 1. This means that a

and b may never be able to connect successfully, thus the
expected connection time Ex[t] → ∞ and the maximum
connection time Max[t] = H →∞. Therefore, it is necessary
to ensure Σ∞

n=0Pr
n = 1. In the following sub-sections, we

will first conduct a comprehensive analysis of how to ensure
a successful connection. Then, we further discuss the methods
to improve the chance of a successful connection and minimize
the maximum connection time (Max[t]).

B. Condition for a Guaranteed Connection

According to Eq. (8) and Eq. (9), Ex[t], aside from fXY ,
is also determined by the time values of (x, y)which is further
determined by Sn. Thus, we first need to confine the boundary
of Ex[t], thus ensuring Max[t] < ∞, so that the connection
can guarantee to be successful. Given Ta as the period for
node a, Tb as the period for node b, G = GCF (Ta, Tb) as the
greatest common factor, and M = LCM(Ta, Tb) as the least
common multiple of Ta and Tb, Theorem 1 provides solution
to address this concern.

Theorem 1. Given the duty cycles of nodes a and b as δa and
δb respectively, when Taδa + Tbδb − 2σ ≥ G is satisfied, the
connection of a and b are guaranteed to be successful where
the maximum connection time Max[t] is no greater than M
(Max[t] ≤M ).

Proof. First, let υ(t) represents the time distance between the
events Xnx and Y ny in the nth joint connection event, which
is formulated as in Eq. (10)

υ(t) = Xnx − Y ny (10)

Based on Eq. (5), (6), and (7), the Eq. (10) can be further
simplified as Eq. (11)

υ(t) = mod(t− y, Tb)−mod(t− x, Ta) (11)

Where the function mod(J, k) represents the modulo operation
to calculate the remainder of the Euclidean division of J by k.
Given M = LCM(Ta, Tb), we know that υ(t) should satisfy
Eq. (12)

υ(t) = υ(t+ kM) k ∈ N0 (12)

Further, for t ∈ [τ, τ +M), the number of joint connection
events can be calculated as in Eq. (13)

N∆ =
M

Ta
× M

Tb
(13)

Therefore, for any (x, y) pair, there are only N∆ corresponding
υ(t). Therefore, we define a set Υ to store the value of υ(t),
which is formulated in Eq. (14)

Υ|x,y = {υ0, υ1, ..., υN∆−1} (14)

Where each individual υ is sorted in ascending order with υ0
as the minimum and υN∆−1 as the maximum. Given G =
GCF (Ta, Tb), we further know that the difference between
any two adjacent elements is G. In this case, Υ can be further
formulated in Eq. (15)

Υ|x,y = {υ0, υ0 +G, ..., υ0 + (N∆ − 1)G} (15)

Since, ∀t ∈ [τ, τ +M) with τ ≥ min(x, y), ∃t+ and t− that
satisfy Eq. (16){

mod(t+ − x, Ta) = 0, mod(t+ − y, Tb) ≥ 0

mod(t− − y, Tb) = 0, mod(t− − x, Ta) ≥ 0
(16)

In this case, ∀(x, y) ∈ Ω, we have{
υ0 ≤ 0

υ0 + (N∆ − 1)G ≥ 0
(17)
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With Eq. (11), the condition in Eq. (7) can be further trans-
formed into Eq. (18)

σ − Taδa ≤ υ∗ ≤ Tbδb − σ (18)

Therefore, if ∃υ∗ ∈ Υ that satisfies the above condition, the
connection can be established. Since σ−Taδa < 0 and Tbδb−
σ > 0, according to Eq. (17), either υ0 = 0 or υ0 + (N∆ −
1)G = 0 can surely satisfy Eq. (18). For the rest of the cases
in Eq. (19)

υ0 < 0

υ0 + (N∆ − 1)G > 0
(19)

We can always find υk ≤ 0 and υk+1 ≥ 0. Since their distance
is G, as long as Eq. (20) is satisfied, at least one of them (υk

and υk+1) should satisfy the condition in Eq. (18)

Tbδb − σ−(σ − Taδa) ≥ G
⇓

Tbδb+Taδa − 2σ ≥ G
(20)

Therefore, ∀(x, y) ∈ Ω, as long as Eq. (20) is satisfied, within
time M node a and b can surely connect to each other. This
completes the proof of Theorem 1.

C. Facilitation of the Condition

Notice that Theorem 1 provides the condition to guarantee a
successful connection. Further, Corollary 1.1 provides insight
on how to maximize the chance to satisfy the condition.

Corollary 1.1. When F = Taδa+Tbδb−2σ ≥ G, in order to
maximize the chance for a successful connection, Ta and Tb
should be co-prime to each other.

Proof. According to Theorem 1, to maximize the chance for a
successful connection, we can either maximize F or minimize
G. However, by increasing F , the duration for connection will
be further increased. Therefore, we focus on minimizing G.
Since G = GCF (Ta, Tb), we have minimum Gmin(Ta, Tb) =
1 in which Ta and Tb are co-prime to each other.

D. Expedition of the Connection

Corollary 1.2 further paves a path on how to reduce the
connection time.

Corollary 1.2. For all the combinations of (Ta, Tb) that
are co-prime to each other and can guarantee a successful
connection, a lower M = LCM(Ta, Tb) results in a faster
connection.

Proof. From Theorem 1, we know that the maximum con-
nection time Max[t] is no greater than M = LCM(Ta, Tb).
However, the significance of M = LCM(Ta, Tb) is beyond
that. Specifically, since nodes a and b can start to reconnect at
any moment, according to Eq. (13) and (15), the reconnection
can be successful in any of the following timestamps shown
in Eq. (21) after both nodes a and b attempt to connect.

T = 0, G, 2G, ..., (TaTb − 1)G (21)

Therefore, on average the reconnection time is (TaTb−1)/2 =
(M − 1)/2. Hence, a lower M results in a faster connection.

The experiments show that by minimizing Max[t], the
Ex[t] can also be reduced significantly as well. Theorem 1
along with Corollary 1.1 and 1.2 provides a comprehensive
theoretic basis for the proposed ELIXIR in Section IV to
establish an expedient connection between self-powered IoT
devices.

IV. ELIXIR

ELIXIR acts as a mutual transient communication recovery
agreement between any two devices. Whenever their connec-
tion has been compromised due to the power outage, ELIXIR
will act as a mutually agreed contingency plan, so that even
though an IoT device has no knowledge of its communication
partner, the connection can still be established expediently.

A. Design Flow

The design flow of ELIXIR is based on the theoretic
analysis in Section III. First, according to Corollary 1.1, the
periods of any communication pairs will be configured to be
co-prime to each other. In this way, the condition required for
a successful connection can be satisfied much easily. Then,
according to Corollary 1.2, among all pairs of co-prime periods
that satisfy the condition in Theorem 1, the smaller the least
common multiple M is, the faster the connection will be. So
ELIXIR will try its best to speed up the connection accordingly
given the constraint of energy.

B. Paradigm Overview

The overview of the proposed ELIXIR is shown in Fig-
ure IV-B. The ELIXIR guides a self-powered IoT device to es-
tablish a connection. Initially, ELIXIR will check the runtime
event, if the IoT device is Idle or conducting communication,
TTC (Algorithm IV.1) will be triggered to initiate an attempt
to connect. Specifically, if the IoT device fails to connect
during the communication event or has extra energy during
the Idle event, the core function Gearbox (Algorithm IV.2)

Update Gearbox 
Periodically

Start
Check System 

Status Flag
Communication?Idle?

Call Gearbox to 
Connect

Assign as 
Volunteer

Fail to Connect?

Connected?

End

Y

N N

Y

Y

N

Y Extra Energy?

End

N

YTTC

Gearbox

GearUP

OS

End

ELIXIR

Fig. 3. Overview of ELIXIR with Submodules including TTC, Gearbox, and
Gearup to Ensure Fast Wireless Reconnection after Losing Synchronizations.
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TABLE I
LIST OF NOTATIONS

Symbol Description
σ time overlap required for node a and b to estab-

lish the connection
Gt, Gr , and
Gv

The prime period pool for the transmitter, re-
ceiver, and volunteer respectively

R The device’s runtime role
Υ The role-associated period pool
κ The number of primes in Υ
Θ The struct that holds all the prime periods in Υ

and corresponding power thresholds
Ψ The struct that holds candidate periods and cor-

responding votes for selection.
T The duration of current period
∆t Parameter updating period
Pc The average charging power within ∆t

Ec The residual energy in capacitor

will be triggered. For the IoT device, Gearbox is responsible
to help repair the connection anomaly of itself or acting as a
volunteer to assist its possible neighbors with connection in a
timely manner. To keep time and energy efficient for Gearbox
to operate, its parameters will be updated by GearUP (Algo-
rithm IV.3). In the following, TTC, Gearbox, and GearUP
will be explained in detail.

C. Tentative Transient Connection
The purpose of Tentative Transient Connection (TTC)

is to help unsynchronized IoT devices detect and repair a
connection anomaly in two parallel directions, known as “self-
healing” (line 8-20) and “voluntary rescue” (line 21-25).

Whenever TTC is triggered, it first identifies the role of
an IoT device. If the role is Transmitter/Receiver as shown
from line 9-14, it initiates attempts to connect to its CP by
sending/listening beacon signals during their arranged time
window for communication. If attempts fail, the connection
anomaly is detected. If the role is Volunteer, the device
has an extra energy budget. In this case, from line 21-24,
Volunteer further specifies its role as Transmitter or Receiver
opportunistically, depending on how frequent its transmitting
and receiving jobs are.

Once the connection anomaly has been identified or the
Volunteer role has been further specified, TTC assigns the
role-associated period pool (Υ) to the IoT device. Specifically,
Transmitter is assigned with Υ = Gt, the Receiver is assigned
with Υ = Gr, and Volunteer is assigned with Υ = Gv . In
line 20 and 25 Υ will be further used in Algorithm IV.2
(Gearbox) for the devices to repair connection anomaly with
proper selection of periods. Here Gt, Gr, and Gv are mutual
disjoint sets of prime numbers. This means whenever the
devices with different roles try to connect with each other,
their periods are co-prime to each other. Such a setting is
followed by the conclusion of Corollary 1.1, which facilitates
the condition required for a successful connection.

D. Co-prime Gearbox

The purpose of Gearbox is to select an appropriate prime
period according to the harvesting power for connection.

Algorithm IV.1: Tentative Transient Connection
(TTC)

Input: σ
1 Ω← a set of N prime numbers in ascending order;
2 Gv ← a set of k prime numbers from Ω in ascending order;
3 G = Ω−Gv;
4 Gt = {G(2i)|i = 0, 1, .., ⌊N/2⌋};
5 Gr = {G(2i+ 1)|i = 0, 1, .., ⌊N/2⌋};
6 Pw ← working power for communication;
7 switch R do
8 case Transmitter or Receiver do
9 while within the arranged time window for

communication do
10 CXN = false;
11 attempt to connect;
12 if connected successfully then
13 CXN = true;
14 break;

15 if CXN=false then
16 if R=Transmitter then
17 Υ = Gt;

18 else
19 Υ = Gr;

20 Gearbox(Υ, σ, Pw); /* Algorithm IV.2 */

21 case Volunteer do
22 η ← ratio between number of TX and RX;
23 R = V olunteer.Rand(TX,RX, η);
24 Υ = Gv;
25 Gearbox(Υ, σ, Pw); /* Algorithm IV.2 */

Gearbox is the key module of ELIXIR which is called by
TTC in Algorithm IV.1 when a connection is unsuccessful.
Given the input parameters of a prime exclusive set of periods
(Υ), the time required to establish the connection (σ), and the
working power of the communication (Pw), Algorithm IV.2
presents the details of Gearbox.

The function of Gearbox is self-explanatory, which acts as
a gearbox for IoT devices to select appropriate gears (periods)
so that the connection among IoT devices of different roles
can be established. Since the periods for transmitters and
receivers belong to mutually-disjoint and prime-exclusive sets
Υ, whenever IoT devices with different roles select their own
periods to connect each other, their periods are co-prime to
each other. Based on Corollary 1.1, the communication pairs
only need to satisfy Taδa + Tbδb − 2σ ≥ 1. This significantly
facilitates the condition for a guaranteed connection.

At the beginning, Gearbox initiates required parameters
(line 1-3). Here, κ represents the number of primes in Υ;
Θ is a struct that holds all the prime periods of Υ with
corresponding power thresholds; Ψ is another struct that holds
periods candidates with corresponding votes for election. After
parameter initialization, as shown from line 4-6, Gearbox first
passes all elements (periods) from Υ into Θ. For each period
Θ[i].T , based on Theorem 1, Gearbox calculates the mini-
mum average harvesting power threshold Θ[i].pth required for
a guaranteed connection. The rationale behind the calculation
is that, to satisfy Theorem 1, both pairs for connecting need
to contribute (Taδa+Tbδb ≥ 1+2σ) and Gearbox arbitrarily
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Algorithm IV.2: Co-Prime Gearbox
Input: Υ, σ, and Pw

1 κ← the number of primes in Υ;
2 Θ← holds prime periods and corresponding power

thresholds
3 Ψ← holds period candidates and corresponding votes
4 for i from 0 to κ− 1 do
5 Θ[i].T = Υ[κ− 1− i];
6 Θ[i].P th = Pw(1+2σ)

2Θ[i].T ;

7 while connection hasn’t been established do
8 GearUP (κ,Θ,Ψ); /* Algorithm IV.3 */
9 ψ0

id = Ψ[0].id;
10 keep tracking of t and Ec;
11 switch State do
12 case Sleep do
13 if t%T > T − 1+2σ

2 or γ > Θ[ψ0
id − 1].T then

14 γ = 0;
15 T = Θ[ψ0

id].T ;

16 if t%T = T − Ec/Pw then
17 γ = γ + 1;
18 State = Active;
19 wake up the system for connecting;

20 case Active do
21 if t%T = 0 then
22 State = Sleep;
23 set the system into low-power mode;

requires them to contribute evenly (line 6).
While the connection hasn’t been established, from line 8-

10, Gearbox calls GearUP (Algorithm IV.3) to update the
aforementioned parameters, providing the ID (Ψ0

id) of the
most preferable period (Θ[Ψ0

id].T ) in struct Θ (line 9), and
keeps tracking of time (t) and charged energy (Ec). When
the device is in sleep mode, first, from line 14-15 depending
on the quality of harvesting power, T needs to be updated
for better performance and along with the update, γ will
be reset to 0. Here, γ represents the number of continuous
periods without updating on T . The rationale behind the
update is that when the harvesting power is weaker than
expected (t > T − 1+2σ

2 ), T will be updated with a possible
longer preferable period so that condition in Theorem 1 can be
satisfied. When the harvesting power is better than expected
(γ > Θ[ψ0

id +1].T ), T will also be updated but for a possible
shorter preferable period, which follows Corollary 1.2 to speed
up the connection. Next, if charging period and working period
(EC/Pw) together equals to T , Gearbox set γ = γ + 1 and
wakes up the systems for connecting until the next charging
period (t%T ), by then, Gearbox will put the system into low-
power mode for charging (line 23).

E. Gearbox Update

The purpose of GearUp is to update the selection of prefer-
able periods based on the level of the harvesting power, so that

Algorithm IV.3: Gearbox Update (GearUP)
Input: κ,Θ, and Ψ

1 if t%∆t = 0 then
2 Pc ← the average charging power within ∆t;
3 if Pc ≥ Θ[n− 1].P th then
4 id = n− 1;

5 else if Pc < Θ[0].P th then
6 halt until Pc ≥ Θ[0].P th;

7 else
8 for i from 1 to κ− 1 do
9 if Θ[i].P th > Pc ≥ Θ[i− 1].P th then

10 id = i− 1;

11 n← the number of entries in set Ψ
12 for i from 0 to n− 1 do
13 Ψ[i].votes = Ψ[i].votes− 1;
14 if Ψ[i].id = id then
15 Ψ[i].votes = Ψ[i].votes+ 2;
16 remove all entries from Ψ[i+ 1] to Ψ[n− 1];

17 if i = n− 1 and Ψ[i].id ̸= id then
18 ψ0

id = Ψ[0].id;
19 ψn−1

id = Ψ[n− 1].id
20 if Θ[id].P th < Θ[ψ0

id].P
th then

21 remove all entries from Ψ[0] to Ψ[n− 1];
22 set Ψ[0].id = id and Ψ[0].votes = 1;
23 break;

24 else if Θ[id].P th > Θ[ψn−1
id ].P th then

25 set Ψ[n].id = id and Ψ[n].votes = 1;
26 break;

27 else
28 for j from 1 to n− 1 do
29 ψj−1

id = Ψ[j − 1].id;
30 ψj

id = Ψ[j].id
31 if

Θ[ψj
id].P

th > Θ[id].P th > Θ[ψj−1
id ].P th

then
32 remove all entries from Ψ[j] to

Ψ[n− 1];
33 set Ψ[j].id = id and Ψ[j].votes = 1;
34 break;

35 if Ψ[i].votes = 0 then
36 remove the entry Ψ[i];

Gearbox in Algorithm IV.2 can select the appropriate periods
participating in connection to address the synchronization
problem. Given Υ, σ, and Pw as inputs, GearUp is detailed
in Algorithm IV.3.

Whenever GearUP is called, it first checks whether it is
time for an update (t%∆t = 0). Here ∆t is a customized
time interval, which can be adjusted to balance between
performance and energy consumption. During the interval ∆t,
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GearUP measures the average charging power (Pc) which
will be further compared with every entries of Θ to find out
the ID (id) of the shortest period that can satisfy Theorem 1,
which is shown from line 3-10. Then, GearUP start to search
all entries in Ψ from very first to the last to find out whether
id has already been saved. Here each Ψi

id = Ψ[i].id is used
to indicate a entry Θ[Ψi

id] in Θ.
In the first case, if id has already been stored in Ψ[i].id,

form line 14-16, the selection of Ψ[i] will be enhanced with
Ψ[i].votes + 1 and all rest of the entries ({Ψ[j]|i < j < n})
that hasn’t been searched will be removed. The reason for
such removal is that compared with Ψ[i].id, Ψ[j].id leads
to a smaller period which cannot satisfy the condition in
Theorem 1 given measured Pc. In the second case, if id is
new to Ψ or has been removed before, from line 17-34, id
will be reinserted which allows Psi to be sorted in ascending
order of the corresponding Θ[Ψi

id].p
th. Once Ψ[j].id = id has

been inserted, it needs to be enhanced as Ψ[j].votes = 1. In
the end, whenever Ψ[i].votes = 0, Ψ[i] will be removed.

From the above operation, Ψ is sorted automatically in
ascending order of the corresponding Θ[Ψi

id].p
th. Since we

know that from Algorithm IV.2, Gearbox always selects the
ID (Ψ0

id) from the very first entry Ψ[0].id to indicate the the
most preferable period (Θ[Ψ0

id].T ), the Θ[Ψ0
id].T will be the

longest among all the other candidates. On the one hand, when
Pc becomes stronger, Θ[Ψ0

id].T will be gradually replaced by
a short period to create a safe and smooth transition to help
IoT devices to achieve a faster connection. On the other hand,
when Pc becomes weaker, Θ[Ψ0

id].T will be quickly replaced
by a longer period to satisfy the condition in Theorem 1 for
a guaranteed connection.

V. EXPERIMENTAL EVALUATION

A. Experiment Setup
The proposed ELIXIR is a prototype design to facilitate

existing communication protocol working under intermittent-
powered conditions. In this paper, we take the very first step
to set up a hardware platform for implementing and evaluating
the performance of ELIXIR. The detailed hardware description
and parameter configuration are shown as follows:

1) Hardware Platform: We implemented ELIXIR on TI’s
ultra-low-power evaluation board, MSP430FR6989 which con-
sists of a 16-bit MCU, a 12-bit ADC, a 2KB volatile
SRAM, a 128KB nonvolatile FRAM memory. Though
SPI, MSP430FR6989 can control the external low-power
transceiver CC1101 for communication. Figure 4 shows the
detailed connection between CC1101 and MSP430FR6989
for a pair of communication nodes. The evaluation board
is connected with a two-stage voltage regulator Bq25570 +
LTC3459EDC which can supply a constant voltage of 3.3V
to power the edge device and a maximum voltage of 4.2V
to charge up a 470µF capacitor. During the experiments,
1MHz clock is configured internally to keep track of local
time. We used a multimeter to measure the currents of both
continuous transmission and receiving on the motherboard
MSP430FR6989 with 3.3v input voltage. The measured cur-
rents are 10.2 mA and 8.0 mA respectively. Hence the trans-
mission power is 33.7 mW and receiving power is 26.4 mW.

In order to synchronize successfully, during the overlapping
active time σ, the preamble and sync word should be picked
up successfully by the receiver. Therefore, by configuring with
250K baud rate, the σ = 0.025ms is employed for ELIXIR
to conduct proper calculation and selection of periods.

2) Time Tracking Mechanism: To keep track of time
during reconnection cycles, we use the real-time clock (RTC)
module to generate time. Based on the level of the harvest-
ing power, the ELIXIR will guide the MCU to choose the
appropriate duty cycle switching between working and low-
power mode (LPM). Under the LPM, the RTC with such a
low frequency consumes negligible power of about 1.25µW .
The RTC module will keep functioning as long as the input
voltage of the MSP430FR6989 is above the Brown Out Reset
(BOR) threshold which is 1.8V . When the harvesting power is
recovered, BOR is less likely to happen as the duty cycle for
reconnection is determined by the intensity of the harvesting
power based on ELIXIR. However, in case the harvesting
power is unable to support LPM such as when the solar
panels are in the evening and vibration stop on piezoelectric
generators (PEG), the voltage on the capacitor will gradually
deplete. Once the voltage on the capacitor becomes too low
for the power regulator to maintain a stable supply voltage
for the MSP430FR6989, the supply voltage will quickly drop
down below the BOR threshold resulting in a loss of time.

3) Energy Tracking Mechanism: We use RTC to trigger
periodical ADC sampling in both LPM and working modes.
To minimize the energy consumption, we activate the ADC
interrupt so that once the ADC produces a result to the register,
the corresponding interrupt will be triggered for further simple
yet critical decision-making. To balance between accuracy
and energy conservation, we set the sampling frequency of
2Sa/s. After deployment, the monitoring of voltage on the
capacitor can help track the residual energy Ec and calculate
the average charging power Pc of MSP430FR6989 to update
the appropriate prime periods by ELIXIR. Regarding the
parametric update of charging periods in Algorithm IV.3, the
updating periods ∆t is a customized value to balance between
the performance and energy consumption. This experiment
selects 5s as an updating interval. Although we cannot track
the detailed power consumption of ELIXIR during runtime,
based on the connection speed, we can conclude that the
energy overhead of ELIXIR has been well paid off by the
improved performance for reconnection by comparison.

Fig. 4. MSP430FR6989 (MCU) + CC1101(Transceiver).
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4) Power Trace: In total, eight power traces are generated
using a signal generator. Without loss of generality, eight traces
are categorized into two types. In Figure 5, the first four traces
(1-4) are with stable voltages and the other four traces (5-
8) are with unstable voltage, which are shown in Figure 6.
The eight power traces with different power magnitudes are
recorded from oscilloscope at the sample rate of 240KSa/s.
The maximum power that the regulator can provide under each
power trace is also given in both figures. As we can see, the
harvesting power is far less than the working power of edge
devices.

5) Co-Prime Pools: Co-prime pools are essential to
ELIXIR. It is necessary to ensure that the periods picked by the
transmitter, receiver, and volunteers will always be co-prime to
each other while maintaining a similar distribution for the sake
of time fairness. To this end, for the first 100 prime numbers
sorted in ascending order, we first select 20 prime numbers
evenly across these 100 numbers for the volunteer pool; then
the rest of the prime numbers are distributed into two co-prime
pools where the odd positions are assigned to the transmitter
and even positions are assigned to the receiver.

6) Baseline Methods: In the following set of experiments,
Two baselines are used for comparison. The FIND [7] is
a stochastic asynchronous connection method and similar
methods have been adapted by industrial low-power solution
such as CC3220SF from TI. The DISCO [8] is a research
method that has been used to save energy for asynchronous
connection based on Chinese Reminder theory.

B. Experimental Evaluation
In the following set of experiments, we target on a pair of

asynchronous nodes (transmitter and receiver). First we show
the statistic of connection time under different power traces.
Then we analyze the time and energy overhead for them to
establish the connection autonomously with proposed ELIXIR
and baseline methods. Finally, we discuss the influence of the
time unit to the overall performance.

1) Connection Time: For each power trace given in sub-
section V-A4, more than 500 sets of connection time mea-
surements are logged for each comparison method through
serial port. First, we evaluate the performance of ELIXIR
when the harvesting power is stable which also can prove
the effectiveness of the proposed Theorem 1. Then, we further
evaluate the robustness of ELIXIR under the dynamic harvest-
ing power scenarios. The following histograms in Figure 7
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Fig. 5. Static Energy Harvesting Power Traces.

shows the comparison statistical results of connection time
under different power traces.

In Figure 7, the results of the baseline methods FIND and
DISCO are represented with red and yellow colors, and the
proposed ELIXIR is represented with blue color. We observe
that, when the harvesting power is stable, ELIXIR reveals its
superiority to deliver a faster connection over the baselines.
What’s even more appealing is that with a limited amount of
prime values of periods for selection, when the power is stable,
ELIXIR presents a salient upper boundary of connection time
which is in accordance with theorem 1. Notice that DISCO
also demonstrates a similar upper boundary as ELIXIR but
with a far longer connection time. This is because DISCO only
wakes up the device for a single cycle with one connection
attempt in each prime period. Since ELIXIR fully utilizes the
harvested energy to remain active for requesting and listening
during the entire active period of Tδ, it increases the chance
of overlapping wake-up events. For FIND, due to the innate
random behavior, it requires a much longer connection time.

2) Influence of Static Power: We can observe under with
static power (trace 1-4) that when the harvesting power is
extremely weak such as shown in Trace 1, 2, and 3 (Figure 5),
the ELIXIR tends to select a larger period for connection
to satisfy the condition for a guaranteed connection which
is given in Theorem 1. When the harvesting power is good
such as the power trace 4, ELIXIR will pick smaller periods
to speed up the connection based on Corollary 1.2. Clearly,
ELIXIR demonstrates a significant performance improvement
over baseline methods. Specifically, within 10s, when harvest-
ing power is weak (trace 1, 2, and 3), on average, ELIXIR has
a 55.77% chance to connect successfully, while the chances
for baseline FIND and DISCO to connect successfully are
8.33% and 0.11% respective. When harvesting power is good
(trace 4), on average, ELIXIR has a 96.73% chance to connect
successfully, while the chances for baseline FIND and DISCO
to connect successfully are 34.29% and 1.42% respectively.

3) Influence of Dynamic Power: After evaluating ELIXIR
with static power. We further evaluate the robustness of
ELIXIR with dynamic power. From Figure 6, we can observe
that even when the harvesting power is unstable, ELIXIR
still delivers a much faster connection time compared with
the baselines. The rationale behind such superiority is that
even if power fluctuation happens very often, especially in
a more realistic scenario, such fluctuation will not affect the
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Theorem 1, Corollary 1.1, and 1.2 to take effect. The reasons
are bi-fold, first, the edge device never uses the harvesting
power directly when harvesting power is weak and unstable.
It always charges the energy reservoir such as a supercapacitor
first. And then the energy from the reservoir will be further
harnessed by a power regulator to power edge devices with
stable voltage. Second, in the long run, the harvesting power is
relatively stable, and such fluctuation will be cushioned by the
energy reservoir. These two facts create a friendly environment
for ELIXIR to take effect.

4) Average Connection Time&Energy: From Figure 8, we
can observe that compared with baselines, ELIXIR demon-
strates a significant advantage to connect each other in an
expedited way. Overall, ELIXIR shows magnitudes of im-
provements in speeding up the connection compared with
baselines. Specifically, ELIXIR help establish the connection
2.83X and 1.84X faster than FIND and DISCO respectively.
Since under each comparison, ELIXIR, FIND, and DISCO are
with the same power traces, the corresponding improvement in
energy efficiency is the same as the improvement of connection
time.
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5) Neighbor’s Help: Previous methods consider the perfor-
mance of ELIXIR with only communication partners involved.
In the following, the performance of ELIXIR is further evalu-
ated with the participation of neighbors for help. Here we add
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the third MSP430FR6989 with CC1101 acting as a volunteer,
which creates a scenario where each communication pair has
one neighbor who can spare 50% of its time volunteering
randomly as transmitters and receivers. Under such settings,
we evaluate the performance of ELIXIR in terms of time and
energy consumption for connection, and results are demon-
strated in Figure 9 and 10 respectively. Figure 9 compares the
expected connection time. We can observe that with the extra
effort of all neighbors, the communication pairs’ connection
and synchronization to the main edge network are slightly
faster. Specifically, the connection can further speed up 18.4%
on average when the harvesting power is static (trace 1-4).
While in a more realistic scenario with dynamic harvesting
power (trace 5-8), the connection can further speed up by
12.1% on average. Figure 10 shows the comparison of the
expected energy overhead. As we can observe that compared
with the improvement of time efficiency, the participation
of neighbors requires more effort in energy. Specifically, the
connection consumes an extra 20.6% overall energy when
the harvesting power is static (trace 1-4). While in a more
realistic scenario with dynamic harvesting power (trace 5-
8), the connection consumes an extra 35.1% overall energy
on average. Considering the large extra energy cost, there is
only a slight improvement in synchronization time. However,
the neighbors’ participation is very significant to prevent the
victim CPs from isolating the rest of the IoT edge network
when their synchronized timeline has deviated from the others.
Such sacrifice of time and energy is totally worthwhile to
improve the stability and efficiency of the entire self-powered
IoT edge network as a whole.

VI. RELATED WORKS

This section discusses related works on guaranteeing for-
ward progress of computation and I/O tasks in standalone
self-powered devices, and how to continue communication
and re-connection of those devices when interrupted by power
failures.

A. Self-powered Devices

Although energy harvesting is very promising for next-
generation IoT devices, the harvested energy [12], [13] is
weak and transient that impedes its wide adoption in IoT
devices.
1) Checkpointing Computation Tasks: To guarantee forward
progress of computation tasks, researchers have proposed to
save intermediate results into NVM upon power failures [14]–
[17] by leveraging the non-volatility of non-volatile memory
(NVM). In addition, several studies [18]–[25] reported a
novel non-volatile processor design with ferroelectric non-
volatile registers that have the access efficiency close to that
of SRAM [26] with superior endurance. Such non-volatile
processors can more efficiently store the intermediate run-time
states [27].
2) Checkpoinging I/O Tasks: To address the issues of frequent
state loss of volatile I/O modules and repeated identical
operations under power failures, [28] presents the concept of
autonomous I/O which can accumulatively and transparently

complete I/O operations regardless of intermittent power sup-
ply. Besides, [29] presents a checkpointing system that safely
supports peripheral operations. This system correctly runs
user-annotated peripheral functions by selectively disabling
checkpoints and undo-logging.

Besides guaranteeing forward progress, researchers have
addressed data inconsistency issues between volatile and non-
volatile memory across power failures [30]–[32]. Specifically,
the proposed checkpointing system in [29] can avoid in-
consistency between peripheral and program state. There is
little research on intermittent networks of multiple nodes.
[33] leveraged existing data copies inherently created in the
network to mitigate data unavailability and inconsistency due
to intermittency.

B. Communication between Self-powered Devices.

Communication modules of self-powered devices are the
most energy-consuming on self-powered devices. On-going
communication between two devices may be interrupted which
will cost tremendous effort to rebuild the connection once
there is a power outage on one device. While communication
between self-powered devices is significant in developing self-
powered IoT networks, there is limited research on inter-
mittent transmission with energy harvesting power supply.
The research can be grouped into three categories including
timekeeper schemes, back-scatter, and neighbour discovery.
1) Timekeeper: One category of solutions tries to synchronize
the transmission time of two devices by designing timekeeper
schemes. [6], [34] proposed a timekeeper that tried to keep
track of time even when the device is depleted of energy.
the time elapsed between two reboots was estimated by
discharging a small capacitor over a large resistor during
execution and off-time and measuring the voltage. However,
the resolution decreases as measured time increases and the
timekeeper is hardly to have a longevity of multiple seconds.
CHRT [35] cascaded those RC circuits together to improve
resolution. Those methods require extra hardware to address
the synchronization problem which will be expensive for
industrial implementation.
2) Backscattering: The second category of intermittent com-
munication research works integrates backscattering tags into
the self-powered devices to learn the energy state of other
devices. In this way, transmitters can prevent packet losses
to unavailable receivers due to power failures. [36] proposed
an intermittent communication protocol using a backscatter
radio circuit to propagate each node’s energy state, where
transmitters can always be updated about the receiving nodes’
availability. [37] proposed to equip each self-powered device
with multiple radios including a backscattering tag and devised
a smart mechanism to dynamically select the matched radio for
communication-based on the energy state of devices. Despite
the appealing features, backscatter is limited by the require-
ment of a centralized high radio frequency (RF) power source
and short communication distance. RF power attenuation is
extremely high if devices are far away from the power source.
3) Neighbour Discovery: Popular industrial low-power IoT
solutions such as CC3220SF [11] from Texas Instrument
provides alternative software way for connection. To save
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energy for low-power operation, CC3220SF randomly wakes
up and attempts to connect instead of keeping the radio on
until connected. Yet, such a random connection approach,
although can end the “never-ending connecting” problem as
mentioned in Section II, has unpredictable performance, which
is uncontrollable to developers and always has a chance to
have a very long connection time. Similarly, [7] proposed a
neighbor discovery protocol for the self-powered wireless net-
work. In this protocol, random waiting delays are introduced
before turning on the radio. Despite better performance than
without introducing any random delay, all the energy and time
are wasted during the random waiting time. [8] proposed a
neighbor discovery protocol to save energy for asynchronous
connection based on Chinese Reminder theory. [38] used
greedy communication policies to guarantee bounded worst-
case communication latency for two self-powered devices by
encoding types of energy-harvesting traces.

The proposed ELIXIR in this paper is designed to be flexible
with maneuverable upper bounds of connection time to address
the disrupted communication problem. ELIXIR is built upon a
comprehensive theoretic basis to repair connection anomalies
by conducting synchronization jointly and efficiently in an
expedient way, which can be simply integrated into the existing
communication framework to support transient communication
under energy harvesting scenarios. This work also lays a
foundation for building future self-powered IoT networks.

VII. FURTHER DISCUSSION

ELIXIR can enable fast self-healing of communication
for the next-generation IoT network. This section discusses
several considerations before properly integrating ELIXIR into
existing self-powered IoT systems including the influence of
ELIXIR on the original runtime operation, the necessity of
checkpointing, and how to address potential data package
collision when the network is scaled up.
A. Influence to Runtime Operation

During the reconnection stage when the power recovers,
runtime tasks such as data forwarding, routine sensing, and
in-situ data analysis need to be conducted. For implementation
purposes, the harvested energy Ec should be partially budgeted
for other runtime task execution and the remaining can be
used for reconnection. In particular, we need to consider
the communication task where a healthy node can also be
a transmitter/receiver for multiple other nodes. Aside from
exerting energy for ELIXIR after discovering its neighbor that
loses synchronization, it also needs to fulfill the communi-
cation duty for other devices. To this end, we can properly
adjust the algorithm parameter Pw by taking the energy
consumption and the routine schedules of other runtime tasks
into consideration. Besides, to address the time conflict, proper
scheduling needs to be conducted among all tasks but prioritize
the ELIXIR for fast reconnection. This is because, without a
successful connection, the information is useless regardless of
how accurate or critical it is.
B. Necessity of Checkpointing

As one of the standard modules of intermittent systems,
checkpointing techniques such as compiler-level checkpoint

insertion, periodical checkpointing, and voltage-triggered on-
demand checkpointing have been widely used to maintain the
runtime volatile state to accumulate the forwarding progress
of computation and I/O tasks against power failures. Different
from those tasks, ELIXIR program itself does not needs check-
pointing. Specifically, the temporary variables of ELIXIR are
the current selection of prime periods which, according to
ELIXIR, are correlated to the level of the harvesting power.
So even if we checkpoint the period, after power comes back,
the current power intensity will definitely be much better than
before the BOR happens. Thus, checkpointing the previous
selection of period is unnecessary. In other words, if the
execution of ELIXIR algorithm is interrupted by a power
failure, nothing needs to the checkpointed. ELIXIR just needs
to be restarted when power comes back.

C. Network Scalability

ELIXIR is designed with a good scalability potential for
implementation into a large network enabling multiple self-
powered IoT devices to synchronize automatically in a joint
effort. Under the context of ELIXIR, any healthy node with
good synchronization to the network (gateway) can become a
volunteer, which is crucial for solving the isolated islanders’
problem described in Section II. In particular, if nodes are
within communication range and share a channel, ELIXIR can
consequently maximize its effectiveness as, probabilistically
speaking, more synchronized nodes will be available during
their idle time in assisting with potential isolated islander
problems. Single-channel architecture (SCA) remains useful
today due to its low cost and simplicity of implementation,
especially in environmental monitoring systems that utilize
energy-harvesting sensors. These systems typically have lim-
ited data transfer requirements, making SCA-based communi-
cation modules a suitable choice as communications are less
prone to heavy data collisions, ensuring efficient data transfer.

Yet, multi-channel architecture (MCA) is more widely used
in scenarios where the potential frame collision problems of
SCA can be easily addressed. This can be done by assign-
ing nodes to different pass-band channels using frequency
division multiplexing (FDM) or by employing state-of-the-art
techniques such as orthogonal frequency division modulation
(OFDM) or chirp spread spectrum modulation. These mod-
ulation techniques are widely used in various modern MAC
protocols. Therefore, any device after network initialization
will only operate on a dedicated channel. In this case, when
volunteering or reconnecting, the node will also operate on the
assigned channel. Nodes sharing the same channel can still
fulfill the volunteer’s role. However, it should be noted that
compared to SCA, MCA-based applications generally require
higher data rates and consume more power, such as home
Wi-Fi and cellular networks. Besides, nodes within the radio
range are highly unlikely to be assigned to the same channel.
Therefore, the volunteering mechanism of ELIXIR may not be
effective in MCA scenarios. Regarding collision avoidance,
nodes that are under the same channel, regardless of SCA
and MCA, typically use the CSMA/CA mechanism, which
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is embedded in most MAC protocol stacks, to automatically
avoid data collisions.

VIII. CONCLUSION

This paper proposes ELIXIR, an expedient connec-
tion paradigm, to conduct synchronization swiftly and au-
tonomously in a joint effort for self-powered IoT devices.
ELIXIR is built with a strict and comprehensive theoretic basis
to solve the synchronization problem expediently in a software
approach. The significance of this work is that the lightweight
design fashion and highly efficient feature makes ELIXIR
especially appealing for existing communication frameworks
to adapt to ubiquitous energy harvesting scenarios. Extensive
experiments under diversified power traces show that ELIXIR
outperforms baseline methods 2.83X and 1.84X in terms of
connection time.
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