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Abstract
Online harassment refers to a wide range of harmful behaviors, including hate speech, insults, doxxing, and non-consensual
image sharing. Social media platforms have developed complex processes to try to detect and manage content that may
violate community guidelines; however, less work has examined the types of harms associated with online harassment or
preferred remedies to that harassment. We conducted three online surveys with US adult Internet users measuring perceived
harms and preferred remedies associated with online harassment. Study 1 found greater perceived harm associated with
non-consensual photo sharing, doxxing, and reputational damage compared to other types of harassment. Study 2 found
greater perceived harm with repeated harassment compared to one-time harassment, but no difference between individual
and group harassment. Study 3 found variance in remedy preferences by harassment type; for example, banning users is
rated highly in general, but is rated lower for non-consensual photo sharing and doxxing compared to harassing family and
friends and damaging reputation. Our findings highlight that remedies should be responsive to harassment type and potential
for harm. Remedies are also not necessarily correlated with harassment severity—expanding remedies may allow for more
contextually appropriate and effective responses to harassment.
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Introduction

Online harassment refers to a range of online behaviors
from insults to hate speech to threatening physical violence
(Duggan, 2017; Pater et al., 2016). Social media platforms
rely on a set of predetermined rules for determining what
kinds of content violates community guidelines or not,
which are then used to govern millions or billions of posts
per day across platforms. These rules are enacted by a pro-
cess called content moderation that relies on human workers
who manually label content in combination with computa-
tional techniques that detect and enforce rules algorithmi-
cally (Gillespie, 2018; Roberts, 2019). If content is found to
violate guidelines, the violating content may be removed,
and the person who posted it may be warned or banned
(Gillespie, 2018; Pater et al., 2016; Roberts, 2019).

Despite advances in content moderation, social media
platforms have struggled to effectively moderate online
behavior (Goldberg, 2019; Stevenson, 2018; York, 2021).
Users engage in hate speech, insults, threats, embarrassment,
non-consensual sharing of images, and doxxing, and many
of these behaviors elude moderation system filters. Some
problems are challenges with context—decisions about

individual pieces of content applied in one context may fail
if applied to different contexts, languages, cultures, and so on
(Douek, 2020; York, 2021). Other problems are with scale—
content moderation relies on human workers who are typi-
cally paid low wages to review large amounts of content
quickly, some of which is traumatizing to view (e.g., child
abuse photos) (Roberts, 2019). Removing content also raises
concerns about censorship—social media platforms have tre-
mendous power to determine what billions of users can or
cannot say on their platforms with little oversight or account-
ability for that power (Citron, 2017; Kaye, 2019; York,
2021). Finally, harassing behaviors are nuanced and contex-
tualized; they may be private via direct message or public on
news feeds or streams. They may also be one-on-one, in
groups, or networked—where coordinated attacks are
orchestrated against an individual or community (Gray,
2020; Marwick, 2021).
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While a substantial body of work has examined the work
of paid content moderators, volunteer moderators, and of
governance policies, there has been less work focused on
mapping perceived harms associated with online harassment
and remedies for those harms. The current article expands
recent work assessing the severity of harmful content online
but which does not focus specifically on online harassment
(Jiang et al., 2021; Scheuerman et al., 2021). It also builds on
work focused on expanding remedies but which does not dis-
ambiguate preferences based on types of online harassment
(Bridy, 2018; Goldman, 2021; Schoenebeck et al., 2020).

We conducted three online studies to measure perceptions
of harm and preferences for remedies. The first study exam-
ined perceived sexual, physical, and psychological harm
associated with 11 diverse types of online harassment.
Drawing on results from Study 1, we selected four types of
online harassment for use in Studies 2 and 3. Study 2 exam-
ined the perceived harms associated with repeated versus
one-time harassment and with individual versus group
harassment for four harassment types. Study 3 examined pre-
ferred remedies associated with four harassment types,
including both existing responses and potential new ones
derived from prior work and theory. We discuss contextually
sensitive remedies for online harassment, which consider the
nature of the harassment and the potential for harm. We
advise that an expanded suite of possible remedies can shift
platforms’ dependence on banning and removal when other
responses may be more effective or appropriate approaches
to governance.

Related Work

Types of Online Harassment

Online harassment is experienced in most regions of the
world: just under half of Internet users have experienced
online abuse in some form across 22 countries globally,
although prevalence by country ranges from about 20% in
Japan to 72% in Kenya (“SoK: Hate, Harassment, and the
Changing Landscape of Online Abuse,” 2021). In the United
States, about 40%–50% of adult internet users report experi-
encing harassment (Duggan, 2017; Lenhart et al., 2016).
Online harassment is a broad term that covers many online
experiences and there is no commonly agreed on term for the
range of behaviors it might encompass. Duggan (2017)
defined six types of harassment in their report: offensive
name-calling, purposeful embarrassment, physical threats,
sustained harassment, stalking, and sexual harassment.
Lenhart et al. (2016) defined three major types of harassment
in theirs: direct harassment, experienced by 36% of their
sample, was defined as “things that people do directly to one
another” and included offensive name-calling, physical
threats, purposeful embarrassment, sexual harassment, sus-
tained harassment, identify theft, spreading rumors and
stalking, among a few others. In psychology and counseling
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literature, the term “cyberbullying” has been commonly
used, though it is often discussed in the context of harass-
ment that occurs between young people (Kowalski et al.,
2014; Slonje & Smith, 2008). In that literature, there has
been a long-standing debate about how to define the term
“cyberbullying” and definitions often include behaviors like
victimization, offending, and nontraditional peer aggression
(Hinduja & Patchin, 2010; Langos, 2015).

Women are more likely to be victims of gender-based
harassment, though men can be victims as well (Aziz, 2015;
Citron, 2022; Goldberg, 2019; UNESCO, 2021). People
who are non-binary or other gender minorities are likely to
be victims as well, though less studied currently. Gender-
based harassment can include intimate partner violence
(IPV), non-consensual image sharing, digital dating abuse,
and misogynoir, among many other types (Bailey, 2021;
Dragiewicz et al., 2018; Reed et al., 2017; Rocha-Silva
et al., 2021; Tseng et al., 2020). Although these types of
harassment differ in their characteristics, they share a desire
to control, surveil, and monitor a person. Gendered harass-
ment is difficult to address technically because it often
occurs in private interpersonal interactions (e.g., direct mes-
sages) and can be easily reproduced across sites (e.g., web-
sites specifically designed for sharing “revenge porn”). It is
also hard to address socially or legally because of deep-
seated global societal inequities that may not to see gender-
based violence as a first-order concern (Heise, 1994; World
Health Organization, 2021).

Other definitions of online harassment consider power
differentials and persistence (Kazerooni et al., 2018). Cheng
et al. (2017) use the broad behavior of trolling to define what
they call “antisocial behaviors” and operationalize trolling
by the emotional valence of the response (Cheng et al.,
2017). Cheng et al. (2015) similarly define antisocial behav-
ior based on the outcomes of a message, rather than the mes-
sage itself, including writing quality over time, community
responses, and similar features (Cheng et al., 2015).
Blackwell et al. (2018) describe harassment as a broad set of
behaviors, which includes flaming (i.e., posting insults),
doxxing (i.e., posting personal information like home address
with the intent of inducing harm), impersonation (i.e., creat-
ing a fake profile pretending to be someone else) and public
shaming (Blackwell et al., 2018). Across the definitions and
types of online harassment, harmful behaviors are character-
ized by aggression, intentionality, and harm (Blackwell et al.,
2017; Duggan, 2017; Langos, 2015; Lenhart et al., 2016).

For the current study, we created a list of 11 harassment
types using an iterative and qualitative approach based on
prior literature. To do this, we started with the harassment
types used by Duggan, 2017 and Lenhart et al. (2016),
including physical threats, stalking, sustained harassment,
sexual harassment, offensive name-calling, and purposeful
embarrassment (Duggan, 2017; Lenhart et al., 2016). We
then listed harassment types from other scholarship cited
above and used whiteboards, notepads, and shared digital
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documents to list a wide range of harassment types then dis-
cussed them among the coauthors. We used two predominant
criteria to reduce the list of harassment types down for Study
1. The first criterion we used was prevalence in prior work—
we focused on types of harassment, which were widely
reported and observed in prior literature and case studies.
The second criterion we used was diversity of harassment
experiences—we wanted to capture a range of experiences
that might yield different perceived harms and preferred
remedies. We also discussed the types with colleagues who
have expertise in online harassment and social media for fur-
ther feedback and refinement. Our process of developing a
set of types of harm resulted in 11 final types for Study 1.

Harm and Online Harassment

Harm has diverse meanings that vary with use and context.
In legal contexts, harm refers to loss or damage to a person’s
right, property, or physical or mental well-being. Some
harms are small and reparable, such as theft of a bicycle; oth-
ers, such as loss of reputation or health, are irreparable and
cannot be adequately compensated. Harms associated with
technology have ranged from data harms to privacy harms to
gendered harms (Citron, 2022; Scheuerman et al., 2021;
Schoenebeck & Blackwell, 2021; Solove & Citron, 2017).

Social media platforms can enable intentional harms (e.g.,
doxxing a journalist because she wrote something a perpetra-
tor did not like) or unintentional (e.g., using language on
Twitter that may be exclusive of disabled people). Harm is
also distinct from the act that causes the harm. An act may be
perceived as minor for the perpetrator but particularly harm-
ful to its recipient (e.g., reading a tweet that triggers retrau-
matization)—and vice versa. In addition, a single harmful
experience can be differentially traumatic to different types
of people. Different experiences can be differentially trau-
matic to different types of people (Bloom, 1999; Harms,
2015), but common characteristics include a sense of loss of
control, negative emotional reactions, and critical assess-
ments of self. These experiences can subsequently cause
mood disorders, anxiety disorders, eating disorders, social
phobias, trouble sleeping, dysthymia and a range of other
negative psychological and physical experiences (Bloom,
1999; Harms, 2015).

Jiang et al. (2021) developed a taxonomy of online topics
that cause harm that range from self-harm to regulated goods.
Scheuerman et al. (2021) propose four types of harm in their
work categorizing harmful online behaviors broadly—physi-
cal, emotional, relational, and financial. Citron (2022) has
proposed a right to intimate privacy to protect against sur-
veillance and misuse of private intimate and sexual data,
including sexual content that is used to harass victims online.
Aligned with our focus on interpersonal harms, we drew
from the three types of harm prominently used by the World
Health Organization (2021), Centers for Disease Control
(2021), and myriad clinical studies and human rights work:
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physical, sexual, and psychological harms. Physical harm
involves bodily injury or changes in environments that can
relate to bodily safety such as lack of access to housing.
Sexual harm relates to sexual abuse, including rape.
Psychological harm involves mental and emotional states,
and is likely co-occur with the other two categories. Two of
these types overlap with Scheuerman et al.—physical harm
and emotional/psychological harm—while sexual harm
introduces a different dimension documented by Citron and
others. There are other types of harm, including financial,
economic, and reproductive harms that we did not focus on.
Our first research question is as follows:

RQ1. What are the perceived harms associated with dif-
ferent types of online harassment?

While perceived harms may vary by harassment type,
they can also vary based on the nature of the harassment.
Online harassment may be especially severe in harms if it is
repeated—many victims of online harassment, especially
women, have documented the ongoing, repeated harassment
they have experienced as part of being online (Goldberg,
2019; Gray, 2012; Massanari, 2017; UNESCO, 2021; Usher
et al., 2018). Harassment can also be perpetuated by groups
of people, either by relatively uncoordinated crowds where
people act independently but en masse or through deliberate
brigading where multiple people consciously coordinate to
harass a target (Blackwell et al., 2017; Kazerooni et al., 2018;
Marwick, 2021; Marwick et al., 2019; Stroud, 2016). Given
the severity of prior experiences of harassment that are
repeated or perpetuated by a group, we hypothesize that
these may be more harmful than one-time or individual
harassment. Here, we propose two hypotheses:

H1a. Perceived harm is greater when online harassment is
repeated compared to when it is one-time.

H1b. Perceived harm is greater when online harassment is
perpetuated by a group rather than an individual.

Harassment is experienced differently by different types
of people. As Duggan (2017) shows, people 18–29 in the
United States are much more likely than older people to
experience online harassment, which could be correlated
with a higher likelihood to participate in online activities.
Lenhart et al. (2016) find multiple differences in how demo-
graphics changed the frequency of harassment, in addition to
the effects of age described. They find that Black people
were more likely to receive multiple types of harassment.
Lenhart et al. (2016) found that over half of victims of harass-
ment reported being worried, scared, angry and/or annoyed
by their experience, and that these experiences made them
hesitant to engage further. They found 27% of people overall
reported that they do not post because of this fear, but 41% of
women aged 15–29 reported this effect.
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Scholar Moya Bailey (2021) created the term “misogy-
noir” to describe anti-Black misogyny that is often perpetu-
ated in online spaces (Gray, 2012, 2020) In gaming, women
of color experience griefing (i.e., persistent harassment to
decrease game enjoyment), flaming, and hate speech (Gray,
2012). Online racism includes hate crimes and discrimina-
tion, and can also include behaviors such as micro-insults,
invalidation of experiences of people of color, sharing texts
and videos describing violence against people of color, and
appropriation as types of online aggression (Stewart et al.,
2019). Lenhart et al. (2016) also find that lesbian, gay, and
bisexual (LGB) people are more likely to experience multi-
ple forms of harassment, including offensive name-calling,
sexual harassment, stalking, and more. LGB respondents
reported being twice as likely (57% vs 26%) as heterosexual
respondents to not post due to a fear of harassment. As men-
tioned above, numerous studies in the United States and
globally show that women in many parts of the world experi-
ence severe online harassment, with associated stigma, fam-
ily shame, violence, and other negative outcomes (Aziz,
2015; Lirri, 2015; Online Violence & Internet Harassment of
Women, 2015; Pskowski, 2017; UNESCO, 2021). Studies
also suggest that people with disabilities can experience
online harassment and cyberbullying based on their identi-
ties (Alhaboby et al., 2016). Given these prior reports, we
anticipate that perceived harms associated with online
harassment may vary by identity. Thus, our second research
question is as follows:

RQ2. How does perceived harm associated with types of
online harassment vary by identity?

Online Harassment Remedies

Content removal and user sanctions or bans are the predomi-
nant mechanisms for sanctioning inappropriate content in
many social media platforms; however, they offer a limited
set of remedies for a wide range of social problems
(Goldman, 2021). Removing content or banning users can
be a quick fix to a harassment problem, but it may fail to
remediate underlying behaviors—offenders have no oppor-
tunity for accountability while victims have no opportunity
to experience justice or repair. Drawing on the concept of
remedies from legal scholarship (Goldman, 2021), this proj-
ect expands recent work by Schoenebeck et al. (2020) exam-
ining preferred responses to online harassment. The current
study refines the set of remedies proposed in Schoenebeck
et al. and explores whether those remedies vary by harass-
ment type.

Some research suggests that removing harmful content
and the users who post it can improve the overall quality of a
platform, though efficacy is difficult to measure due to the
technical challenges of tracking users across communities
and platforms (Chandrasekharan et al., 2017). Despite sub-
stantial advances in content moderation, approaches to
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governance have remained somewhat narrowly focused on
perpetrators of bad behavior and how to respond to that
behavior (Bradford et al., 2019; Chandrasekharan et al.,
2018; Goldman, 2021; Jhaver et al., 2019; Matias, 2019;
Pater et al., 2016; Perez, n.d.).

When people are the targets of online harassment, they
are often given little opportunity to be heard or to experi-
ence repair (Blackwell et al., 2017; Schoenebeck et al.,
2020). They may receive a message that the content did or
did not violate community guidelines, but they are given
little ability to have a voice in their experience beyond that.
In addition, banning users and removing content may effec-
tively removing harmful behaviors and people but it is not
clear if there is any motivation for them to change or improve
their behavior or if there is justice for victims (Bobo &
Thompson, 2006; Chandrasekharan et al., 2017; Cole, 1999;
Schoenebeck et al., 2020). Schoenebeck et al. (2021) note
that a public apology can be important parts of a justice pro-
cedure, although apologies may be harmful if delivered
poorly (Battistella, 2014; Mingus, 2019). Offender lists are
rated highly as a potential response to harassment
(Schoenebeck et al., 2020), but are noted as a kind of public
shaming, which has been generally discarded in legal and
moral thought as a violation of human rights and dignity
(Klonick, 2015; Nussbaum, 2009).

We also consider a remedy from Goldman (2021) that was
not included in Schoenebeck et al.: labeling content. Labeling
a violation of a community’s rules can be an important part
of educating a community and setting norms about what is
appropriate behavior or not (Matias, 2019, n.d.). It can also
be an important part of validating the experiences of harass-
ment targets—knowing that a social media site labeled con-
tent as violating their guidelines can help targets feel heard
and supported (Blackwell et al., 2017). Schoenebeck et al.
find that participants are favorable toward content removal,
user bans, and apologies (and are unfavorable toward other
remedies like mediation that are described in their study).
However, they do not assess whether preferences for reme-
dies vary by online harassment type, which is important for
selecting remedies appropriate to harassment contexts. Thus,
our third research question asks the following:

RQ3.: What are the preferred remedies associated with
different types of online harassment?

Prior work suggests that preferences for remedies to
online harassment may vary by identity. For example, some
marginalized groups may not prefer apologies as remedies
because the apologies may be inauthentic (Schoenebeck
et al., 2020). However, it is not known whether these prefer-
ences vary by type of harassment. Thus, our last research
question is as follows:

RQ4. How do preferred remedies associated with types of
online harassment vary by identity?
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Table 1. Harassment Types Used in Study 1.
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Table 2. Remedies For Online Harassment Used In Study 3.

Harassment type

Hateful Names

Doxxing*

Spread Rumors

Share Sexual Photos*

Survey prompt

Called you hateful names on social
media based on your identity
Posted your home address on social
media and threatened you with
physical harm
Spread malicious rumors about you
on social media
Shared sexually explicit photos of
you on social media

Remedy

Content Removal
Flag
User Ban
Public List

Payment
Public Apology

Survey prompt

Removing the content from the site
Flagging the content as inappropriate
Banning the person from the site
Adding the person to an online public list
of offenders
Paying you and people who support you
Requiring a public apology from the person

Insult/Disrespect Insulted or disrespected you on
social media

Send Unsolicited Sent you unsolicited sexually explicit
Photos photos on social media
Embarrass Created a fake account pretending

to be you on social media and
posted embarrassing content

Damage Reputation* Created a fake account pretending
to be you on social media and
posted content that damaged your
reputation

Ban Account Reported your account to a social
media site that resulted in you being
banned from the site

Harass Family Friends* Harassed your friends and family on
social media as a way to hurt you

Harass Employer Harassed your employer on social
media as a way to hurt you

Types with * were used in Studies 2 and 3.

Methods

We conducted three online surveys with US adult partici-
pants. Study 1 addresses RQs 1 and 2. Study 2 addresses H1a
and H1b. Study 3 addresses RQs 3 and 4. We chose to con-
duct three separate surveys because the designs of Studies 2
and 3 relied on the results from Study 1, and because Study 2
used a between-subject design that would prime participants,
confounding results of Study 3 if they were combined.

Survey Design and Analysis

Study 1 measured perceived harms associated with 11
harassment types (see Table 1). For each harassment type,
we asked participants to respond to three questions to gauge
the degree of perceived physical harm, sexual harm, and
psychological harm associated with the type of harassment.
Participants indicated their response on a 7-point scale
ranging from “Not at all” to “Extremely.” Participants also
completed demographic questions. We report results from
Study 1 below. We also used results from Study 1 to narrow
the 11 types down to a subset of four types that were higher
in harm for use in Studies 2 and 3. The first three—Doxxing,
Share Sexual Photos, and Damage Reputation—were the
highest three in harm. The next two—Send Unsolicited

Photos and Embarrass—are similar to the first three, so we
used the sixth highest—Harass Friends Family—as the
fourth type for Studies 2 and 3.

Study 2 measured harm associated with group behaviors
and frequency of harassment for four types of harassment.
This was a between-subject study with two independent vari-
ables: group versus individual harassment, and repeated ver-
sus one-time harassment. Participants only saw one of the
four possible conditions via random assignment and rated
perceived physical, sexual, and psychological harms.

Study 3 measured remedy preferences. We conducted a
mixed between-within subject study to evaluate preferred
remedies associated with the four harassment types and the
two groups and frequency variables. The within-subject con-
ditions were the four harassment types and six possible rem-
edies to the harassment (see Table 2). The between subjects
were the group and frequency variables, similar to Study 2.
We randomly assigned participants to one of four between-
subject conditions. Participants were presented with the four
harassment types, one per page, and answered questions
about to what extent each of the six response options are
desirable, fair, and just based on measures used in the work
of Schoenebeck et al. (2020). The three dependent variables
correlated highly with one another, so we averaged them
together to create a single dependent variable of preference
for the remedy (a= .91). We conducted analyses using linear
mixed models to account for the nested nature of our data,
where each participant provided responses to multiple
harassment types. We report 95% confidence intervals (CIs)
in Studies 2 and 3.

Demographics: All three studies asked demographic
questions. The demographics questions asked about age,
gender identity, transgender identity, sexual orientation, race,
education, employment, disability, income, political views,
and location (city, state, and country). Studies 2 and 3 also
about social media experiences (four questions) and social
media use (one matrix question). The social media experi-
ences questions asked how often participants had been
harassed on social media, how often they had supported
someone else, how often they had harassed others, and an
open-ended question. The social media use question asked
about frequency of use of nine major social media platforms
on a 7-point scale of I do not use it to All or most of the day.
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Participant Recruitments and Demographics

We recruited participants from Prolific.co, an online plat-
form for recruiting participants for research studies. Study 1
was completed by 340 participants who received $3 as com-
pensation for their time. The survey took less than 5min to
complete on average. Study 2 was completed by 615 partici-
pants who were compensated US$1 and the survey took
approximately 1.5min to complete. Study 3 was completed
by 650 participants who received US$3 compensation and
the survey took approximately 7.5 min to complete. The
average compensation per hour based on survey average
completion time was roughly US$36/hr (Study 1), US$40/hr
(Study 2), and US$24/hr (Study 3). All participants were
located in the United States. The studies were approved by
our Institutional Review Board.

We aimed to sample participants from a range of identities
and backgrounds based on gender, political views, race, dis-
ability, and sexual orientation (Duggan, 2017; Gray, 2012;
Nakamura, 2013). We did this by conducting recruitment in
batches where we could oversample some groups each time:
for example, Study 1 was conducted in eight batches and we
oversampled by gender diversity, racial diversity, political
diversity, and so on. Demographics across the three studies
were similar to each other: the median age in each of the
studies ranged from 35 to 37 (SD=12–15). Participant gen-
ders across the studies were 49%–58% women; 35%–43%
men; and 7%–8% non-binary. Around 5% were transgender.
About 27%–31% identified as having a sexual orientation
other than heterosexual (e.g., bisexual). About 34%–36%
identified as people with a disability. Around 60%–70%
were employed full- or part-time, and their median incomes
were US$30,000–US$50,000. They were more liberal
(45%–51%) than conservative (24%–33%) or moderate
(22%–25%).

Results

Results are organized in two sections. The first section ana-
lyzes perceived harms associated with online harassment
(RQs 1, 2; H1a, H1b) and how perceptions vary by identity
(R2). The second section analyzes preferred remedies for
online harassment (RQ3) and how preferences vary by iden-
tity (RQ4).

Perceived Harm

Because each participant rated multiple types of harassment,
we performed linear mixed models to account for the nested
nature of the data, with harm as the dependent variable and
the types of harassment as the independent variable. Figure 1
illustrates individual harm levels by harassment type.

To address RQ1 (what are the perceived harms associ-
ated with online harassment), we first summed the ratings
of sexual harm, physical harm, and psychological harm

Social Media + Society

Figure 1. Perceived physical, sexual, and psychological harms by
11 harassment types, in descending order of average harm across
three types. Y-axis is measure of harm with 1=not at all and
7=extremely.

together to measure overall harm. Share Sexual Photos was
the highest in overall harm (M = 4.87, SD = 1.35), followed
by Doxxing (M = 4.56, SD = 1.36) and Damage Reputation
(M = 3.66, SD = 1.28). A Tukey honestly significant differ-
ence (HSD) comparison of means test shows that all three
were significantly different from each other and from the
other types of harassment. The lowest types of harm were
Insult/Disrespect (M = 2.4, SD = 1.16) and Ban Account
(M = 2.43, SD = 1.14), which were not significantly differ-
ent from each other but were significantly lower than all the
other types.

We then examined individual levels of harm. Doxxing
was rated higher in physical harm than other types (M=4.72,
SD=2.03). Sharing Sexual Photos (M =5.41, SD=1.98) and
Send Unsolicited Photos (M =4.49, SD=2.09) were highest
in sexual harm, followed by Doxxing (M =2.67, SD =1.94).
Doxxing (M =6.29, SD=1.2) and Share Sexual Photos
(M=6.31, SD=1.31) were highest in psychological harm.
On average, psychological harm was rated higher (i.e., more
harmful) across the 11 harassment types (M=5.21, SD=1.87),
while physical harm (M =2.5, SD=1.93) and sexual harm
(M=2.41, SD=1.96) were rated lower.

To address H1a and H1b (perceptions of harm associated
with frequency and group size), we turned to Study 2. Results
show that repeated online harassment is perceived as higher
in sexual harm (b= .243, p= .027, CI =0.289, .458) and psy-
chological harm (b= .176, p= .047, CI= .003, .350) than one-
time harassment, but not physical harm. There was no
significant difference in perceptions of harm between harass-
ment by one person versus a group of people.
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To address RQ2 (how do perceptions of harm vary by
identity), we investigate how perception of harm and pre-
ferred remedies varies by harassment type and demograph-
ics. We ran regression models with perception of harm or
preference for remedy as the dependent variables. We used
the stepAIC function in R to determine the model with the
best (lowest) Akaike information criterion (AIC) score and
present only this model. We ran 16 models to predict harm,
across four harassment types and four harm measures (the
three types of harm plus total or combined harm). Full model
outputs are in given the Appendix. The most frequently sig-
nificant predictor was age (13/16 models), where partici-
pants who are older report greater perceived harm of
harassment. Gender was the second most frequently signifi-
cant factor (12/16 models), with women perceiving greater
harm associated with harassment compared to men (non-
binary gender was present in one model). Participants who
were White perceived less sexual and physical harm to
Damage Reputation and Harass Family Friends compared to
participants who were not White. Prior experiences with
harassment and social media use showed up as predictors in
the models, but there were not consistent themes across mod-
els (see Appendix).

Preferred Remedies

To examine RQ3 (what remedy preferences are associated
with harassment types), we turn to Study 3. We first present
an overview of remedy preferences and then analyze them by
harassment type.

Overall, User Ban was the preferred remedy (M=17.82,
SD=4.14), followed by Content Removal (M=17.7,
SD=4.15), Public List (M=16.38, SD=5.07), Payment
(M=14.8, SD=5.46), Public Apology (M=14.18, SD=5.89),
and Flag (M=13.29, SD=6.12). A Tukey HSD comparison of
means test shows that the difference between all types of
responses was significant, except for between Content
Removal and User Ban that were rated similarly favorably.

Preferences were higher for some remedies when the
harassment type was Harass Family Friends or Damage
Reputation but lower when the harassment was Share Sexual
Photos or Doxxing (the harassment types that were highest
in harm). This difference was statistically significant for
Payment, User Ban, and Public Apology but not for the
other remedies (see Figure 2). More generally, participants
reported lower preferences for remedies in response to
harassment types rated higher in physical harm (b=–.121,
p< .001, CI=–.174, .069) and sexual harm (b=–.046, p = .03,
CI =–.087, .004). There was no significant relationship
(b= .054, p = .256, CI = .039, .146) between psychological
harm and preferences for remedies.

For predicting satisfaction with remedies by identity, we
ran 24 models across four harassment types and six type of
responses. Gender (woman) was the most frequently signifi-
cant predictor in 12 of 24 models. Specifically, women
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Figure 2. Preferences for six remedies by four harassment
types, in descending order of average preference across six
types. Y-axis is an averaged measure of preference from 1 (lowest
preference) to 7 (highest preference).

reported lower satisfaction than men with the payment rem-
edy for Doxxing and Damage Reputation. However, women
reported higher satisfaction with the responses of Removing
Content (all four harassment types), Banning Harassers
(three harassment types except Doxxing), and adding harass-
ers to public Online Lists (three harassment types except
Damage Reputation). Participants who were White were
more favorable toward Removing Content for Damage
Reputation and Harass Family Friends. Disability was in 5 of
the 24 models; for all 5, people who had a disability were less
favorable toward the remedy. For example, participants with
a disability were less favorable toward Banning for the
harassment types: Doxxing and Harass Family Friends.

Limitations and Considerations

Surveys have a number of known limitations. One major one
for this study is that participants’ expressed perceptions and
preferences may not align with their actual perceptions and
preferences. Without measuring real-time reactions to actual
harassment experiences, our surveys measure expressed atti-
tudes only. We decided to conduct three distinct surveys that
helped simplify the study designs of each; however, this pre-
cludes us from analyzing patterns across the studies. Relying
on a sample of prolific users will yield responses that are not
representative of the general population; we mitigated sam-
pling biases where possible with oversampling but not in a
way that addressed biases associated with Prolific itself.
Quantitative comparisons, like the ones we have used, should
always be taken with a grain of salt. It is likely that some of
the patterns might shift in another study or even rerunning the
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same study. We tried to focus on high level patterns and
themes in our reporting, especially of the regression analyses,
to focus on more robust patterns. Finally, relying on a U.S.
sample overlooks the majority of the world. To the extent we
care about what US participants say, we should also care
about what people in any other region of the world say.

Discussion

This section reflects on three prominent themes: the impor-
tance of disambiguating online harassment discussions into
specific types of harassment, the limitations of existing rem-
edies, and the need for victim-centered responses to repeated
harassment.

Accounting for Harassment Types and Harm in
Design and Policy

There were substantial differences in perceived harm based
on harassment type, with share sexual photos rated highest
(4.87 on a 7-point scale) and insult/disrespect lowest (2.4).
Results also indicated that perceptions of harm differ by
identity characteristics, including age, gender, and race. Of
particular note is that the groups who perceived higher
harm—women, older people, and people of color—are those
who are underrepresented and excluded from most tech pol-
icy and from positions of power more generally. As many
scholars have noted (e.g., Benjamin, 2019; Noble, 2018), if
companies want to improve their responses to treatments of
marginalized groups, they need to prioritize the voices of
those who experience harm in their policy making and orga-
nizations. Current social media governance practices focus
on the content that was posted and the user who posted it,
relying on punitive models used in criminal legal systems
(Schoenebeck & Blackwell, 2021). Though these systems
are needed in online contexts, an additional focus on harass-
ment experiences could draw from trauma-informed prac-
tice, care frameworks, affirmative consent (Chen et al., 2022;
Im et al., 2021; Tseng et al., 2022), or other principles, all of
which could be designed into social media experiences.

Currently, social media platforms may have categories
of content violations but they tend to be developed via top-
down policy rather than from bottom-up user studies
(Fisher, 2018). Understanding how users’ experiences of
harm vary by harassment type is important for developing
responses that appropriately address the harm they experi-
ence. Psychological harm was more strongly associated
with all harassment types, whereas physical and sexual
harms were only strongly associated with some types.
Currently, the law recognizes physical harms (e.g., bodily
harm) and sexual harm (e.g., rape) but is less consistent in
its recognition of psychological harm or in other types of
harm, which are not typically cognizable. Citron and
Solove (2022) note that the requirement of harm has
impeded the enforcement of law (in the context of privacy)
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and propose that developing a taxonomy of harms is
important for courts to tackle them in any meaningful way.
While this study was not developed with an explicit eye
toward regulatory implications, developing taxonomies of
harm could be important for platforms to better understand
how their policy and design choices may be meeting or
overlooking users’ needs.

Expanding Remedies for Reputational Harm

Results show that participants rated remedy preferences as
favorable for all harassment types and remedy types. That is,
they prefer any remedy over not having it. On average, they
preferred Content Removal, User Ban, and Public Lists,
which is consistent with prior work, though Public Apology
was rated less positively in our study than in a prior study
(Schoenebeck et al., 2020). However, prior work has not dis-
entangled remedy preferences by harassment type.

Remedy preferences for Payment, User Banning, and
Apology were higher for two harassment types—Harass
Family Friends and Damage Reputation. Although reputa-
tional harm has been studied in the context of businesses
(Eccles et al., 2007) and in the context of reputation-based
systems like Yelp (Reagle, 2015), how to recover from per-
sonal reputational harm, especially outside of legal contexts
(e.g., defamation) and on unbounded social media platforms,
is not well understood. We included relational and reputa-
tional types of harassment because they are not typically pro-
tected by law or policy even though they can contribute to
severe, negative experiences online. These types of relational
and reputational harm are also not well-studied in online
harassment literature, which has tended to focus on harass-
ment experienced by the individual (e.g., hate speech, sexual
harassment). Reputational harm can be especially important
in cultures and regions where honor is a prominent value; in
those cases, harassment victims can be shamed or even mur-
dered for a perceived transgression online (Maher, 2020).

Remedy Preferences May not Correspond with
Severity of Harassment

Remedy preferences were lower for Payment, User Ban, and
Public Apology when the harassment type was Share Sexual
Photos or Doxxing. These two harassment types are higher in
overall harm, suggesting that there may be a bimodal (or
some other) relationship rather than a linear relationship
between harm and remedy—that is, remedy preferences may
increase as harm increases, but after a certain level they may
decrease again. We interpret this possible relationship from
our data as an indicator that even highly rated remedies may
fail to effectively address and remediate harm to users. This
may be because such approaches overlook or diminish the
harms associated with harassment, or because users who are
banned can often create new accounts or engaged in net-
worked harassment via other users (Marwick, 2021).
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Both non-consensual sharing of sexual photos and doxxing
can be devastating experiences for victims, often requiring
substantial legal recourse, financial resources, appeals to com-
panies, and support from personal networks. Repeated harass-
ment can invoke retraumatization, or secondary trauma
(Bloom, 1999; Harms, 2015; Levenson, 2017), where a person
who has been harassed repeatedly may experience ongoing
retraumatization based on those experiences. The remedies
presented in this study likely are too insignificant and indi-
vidual to address those types of harm, which are rooted in
deep-seated societal injustices. After extensive advocacy
(Citron, 2022; Goldberg, 2019), non-consensual sharing of
intimate content is now recognized by courts in most states in
the United States, though access to that legal process requires
resources and know-how. There should be more attention to
how to design platforms that deter sharing of non-consensual
sharing of content and doxxing, and that support victims who
are targeted by those campaigns. For example, systems can be
designed to help users protect themselves from the most severe
types of harassment, including repeated harassment, through
elevated blocking mechanisms, facilitation of support seeking,
and automated reporting systems.

Conclusion

Currently, social media sites do little to distinguish between
types of harassment and their associated harms—most sites
rely on a small set of remedies to attend to a wide range of
behaviors. Furthermore, those remedies tend to focus on
sanctions to people who caused the harassment, while over-
looking how people who experience harassment might want
to experience redress. In addition, some harassment types are
more harmful than others, such as doxxing and non-sharing
of sexual photos, and remedies for those experiences may
fall short of actually remediating harm. Our article sheds
light on how individualistic and varied experience of online
harassment can be when it comes to perceptions of physical,
sexual, and psychological harms, as well as the relationship
between the type of harassment and the appropriate remedy
for them. Our findings demonstrate how the victim’s identity,
such as their minority status, can further complicate these
perceptions of harms and preferences for appropriate reme-
dies. Social media platforms should consider harm when
deciding how to respond to harassment, and should differen-
tiate between harassment experiences and associated harms
to determine how to sanction offenders and support victims.
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