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Abstract—Millimeter wave (mmWave) sensing has recently
gained attention for its robustness in challenging environments.
When visual sensors such as cameras fail to perform, mmWave
radars can be used to provide reliable performance. However,
the poor scattering performance and lack of texture in millimeter
waves can make it difficult for radars to identify objects in some
situations precisely. In this paper, we take insight from camera
fiducials which are very easily identifiable by a camera, and
present R-fiducial tags, which smartly augment the current in-
frastructure to enable myriad applications with mmwave radars.
R-fiducial acts as fiducials for mmwave sensing, similar to camera
fiducials, and can be reliably identified by a mmwave radar.
We identify a set of requirements for millimeter wave fiducials
and show how R-fiducial meets them all. R-fiducial uses a novel
spread-spectrum modulation technique to provide low latency
with high reliability. Our evaluations show that R-fiducial can
be reliably detected with a 100% detection rate up to 25 meters
with a 120-degree field of view and a few milliseconds of latency.
We also conduct experiments and case studies in adverse and low
visibility conditions to demonstrate the potential of R-fiducial in
a variety of applications.

Index Terms—Automotive Radar, Backscatter, Millimeter wave

I. INTRODUCTION

A critical aspect of vehicle autonomy is to be aware of the
traffic situation and infrastructure at all times. A significant
part of this awareness roots from the proper detection of
roadside indicators like stop signs. Apart from the dynamic
objects in a scene, a fully autonomous car needs to sense
the traffic-related signage, irrespective of the environmental
conditions. Conventionally used visual sensors (cameras) en-
tirely rely on color (RGB) signatures to detect things like stop
signs. This dependence limits the functionality of cameras only
to well-lit environments. Poor lighting situations and glare
due to retro-reflective coatings are everyday occurrences that
pose difficulties for a camera to perform detection reliably.
[1] shows how a small modification could easily fool object
detection algorithms, proving that such a fragile technology
will not be enough for advanced applications like autonomous
driving. Similarly, self-driving vehicles also rely on high-
definition maps to obtain information about the static envi-
ronment. However, due to the inefficiency of self-localization
in the map, critical information regarding roadside signs can
not be reliably obtained from maps.

Recently, radars have started getting much attention in the
autonomous industry, given their robust all-weather operation.
Radars can actively sense the scene by illuminating it with EM
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Fig. 1: a) Retro-reflective tags are attached to traffic signage, and each
R-fiducial uniquely modulates the incident radar signal to distinguish
itself from other objects. b) Radar detecting the deployed R-fiducial
on a STOP sign and localizing it w.r.t. to radar’s location

waves, specifically millimeter waves. With specialized Fre-
quency Modulated Continuous Wave (FMCW) signals, radars
can accurately localize objects with high reliability. However,
the radar reflections lack useful information regarding color
and texture, limiting their applicability to certain tasks. The
natural question is, if radars are necessary for all-weather
perception, how can we enhance their sensing capabilities
without relying on texture or color information? In this work,
we answer this question by presenting a design of low-cost
radar backscatter tags (R-fiducial) that can be ubiquitously
deployed to extend the current traffic infrastructure (Fig 1)
and enable myriad perception tasks like stop sign detection
to self-localization just by using radar. Next, we present the
design requirements of such a radar fiducial, followed by a
summary of the related works.

A. Fiducial Requirements

1) Large field of view: A radar fiducial needs to be easily
detectable from various angles and distances. When using
mmwave radar on a vehicle, the radar signal should be strong
enough when reflected back to the same direction. To achieve
this, the fiducial should have a wide field of view

2) Reliable identification: A radar fiducial must also be
uniquely identifiable by radar systems. This is important
because in a real-world deployment, a radar mounted on a
vehicle would receive reflections from many different objects
in the scene. All of these signals would act as clutter for the
signal reflecting back from the fiducial. Therefore, the fiducial
must be designed in such a way that it can be distinguished
from other objects in the scene. They also should have an ID
to identify them uniquely in the presence of other tags.



Radar Type Range of operation (m) | Sensing latency (ms) Doppler performance
RoS [2] Custom <25 Depends on car speed | Precise self-tracking required
Millimetro [3] Digital BF only >25 64 Doppler correction required
Omniscatter [4] Digital BF only 14 ~84 Not Robust to high doppler
R-fiducial Analog/Digital BF 6 - 25+ ~0.5 - 38 Robust against doppler

TABLE I: Comparison of R-fiducial with the past approaches based on different design requirements, BF: Beamforming

3) Low Latency and Long Range: In addition to accurate
detection and localization, radar fiducials must have low
latency to be effective in life-critical applications. For instance,
if a driver needs to stop a car moving at 30 mph, it requires
at least 25 meters of stopping distance after being alerted [5].
Therefore, the detection latency of a stop sign by the radar
fiducials needs to be in the order of milliseconds to ensure a
safe stopping distance..

4) Compatibility with existing radars: Radar fiducials must
be compatible with existing radar systems to ensure wide
applicability. This requires them to be detectable without any
hardware changes to current widely-used mmwave radars.
Additionally, they should support both digital and analog
beamforming modes of operation.

5) Accurate Localization: Accurately identifying and locat-
ing radar fiducials is crucial for detecting traffic signage. The
fiducials must have a unique identity, recognizable by radar,
and should be detectable using traditional radar processing
techniques for localization. This enables the radar to identify
and locate the fiducials, which in turn enables accurate detec-
tion of traffic signage.

B. Related Work

Backscatter tags [3], [6], [7] based on van Atta array archi-
tecture [8], [9] have been proposed for transportation systems,
but existing designs have the following limitations. Vitaz et
al. [6], [7] developed a millimeter wave tag for object tracking,
but it uses power-hungry PIN diode switches and is read by
a pulsed radar, which is not commonly used in automotive
applications. Mazaheri et al. [10] and RoS [2], attempt to
isolate the tag’s scattering by changing the polarization of
the backscattered signal, but this is not sufficient to separate
the tag’s scattering from surrounding reflections because the
scattering of a vertically polarized wave from any object
generally contains both vertical and horizontal polarizations.
Moreover, these are incompatible with automotive radars as
automotive radars utilize antennas with a single polarization.

Some other works [3], [4], [11] use a low-frequency modu-
lation signal to isolate the tag’s scattering from the surround-
ings. However, REITS [11] only conducts simulations using
millimeter wave tags for transportation systems and lacks real-
world testing. Millimetro [3] uses sinc template matching in
the Doppler domain to detect tags but becomes unreliable
in cases of Doppler shift due to tag or vehicle movement.
Similarly, OmniScatter [4] uses a low switching frequency
modulation and takes a large point FFT to separate the tags
from background objects. Still, this approach is based on the
assumption that there is no significant movement between
the tag and radar during the measurement duration, which is
not always the case. In contrast, our proposed approach uses

pseudo-random code sequences to modulate the backscatter
signal, which spreads the signal across the entire range-
doppler spectrum and provides resilience against high relative
movement between radar and the tag. Furthermore, using
pseudo-random sequences allows for detection and localization
within a single chirp duration, making it suitable for beam-
scanning radars. A comparison of the proposed approach with
the prior works is shown in Table I.

II. PROPOSED METHOD

We first briefly explain the functioning of an FMCW radar
and how it measures an object’s distance to the radar. It
transmits a chirp signal of bandwidth B and duration T,
receives the scattered signals from the objects and dechirps
them by mixing with the transmitted chirp. The reflections
from an object at a distance d reach the radar after being
delayed by time 7 = % where c is the speed of light. The
time delay between the received chirp and the transmitted
chirp at the radar results in a dechirped signal of frequency
A= T% X Q—Cd which is a function of radar-to-object distance.
The dechirped signal is sampled by an Analog to Digital
Converter (ADC) to find its frequency and compute the radar-
to-object distance. Next we describe our tag design and how
it works as a radar fiducial.

A. Tag architecture

To ensure reliable detection of objects using radar, it is
crucial to receive a sufficient amount of reflected power from
the object. This reflective strength is quantified by the Radar
Cross Section (RCS), which is the ratio of the reflected
power to the incident power. However, RCS is direction-
dependent. When an electromagnetic wave is incident on a
metal plate, most of the power is reflected away in specular
reflection direction, resulting in little reflection back in the
same direction. To overcome this, a Van Atta array can be
employed, which consists of a linear array of N antennas.
The first and Nth antennas, second and (N — 1) antennas,
and so on, are interconnected with transmission lines that
provide the same phase shift. This interconnection results in
the interchanging of phases on the connected antenna pairs
and ensures that the reflected wavefront leaves in the same
direction as the incident wavefront, as shown in Figure 1.

Modulation of Van atta tags: To impart an identity to
retro-reflective Van Atta array tags, a modulation signal m(¢)
is applied to the tag. The modulation is achieved by switching
the tag between the ON and OFF states using an RF switch.
The antenna pairs are connected in the ON state, resulting
in a high Radar Cross Section (RCS). In the OFF state, the
retro-reflectivity is reduced, providing lower RCS. AN On-
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Fig. 2: (a) Code multiplication with the incident radar chirp at the
tag (b) Spectrum of the backscattered signal contains copies of the
CDMA code spectrum centered at A frequency corresponding to the
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OFF modulating signal modulates the RCS of the tag and
provides a unique signature is provided to each tag.

B. R-fiducial’s novel Spreading Spectrum Modulation

We propose a tag modulation method to achieve unique
identifiability of radar fiducials, allowing for the simultaneous
operation of multiple tags while isolating their scattering
from surrounding objects. Inspired by Code Division Mul-
tiple Access (CDMA) communication, our method employs
orthogonal spreading codes associated with each tag, enabling
multi-tag operation in the presence of background objects. This
approach supports the detection of multiple tags in a single
chirp period.

Each spreading code is an N-bit sequence that takes values
in {+1,0}, with good auto-correlation and very low cross-
correlation with other spreading codes. These codes continu-
ously repeat on the tag and modulate the backscattered signal.
Each tag has a unique spreading code, which serves as its char-
acteristic property and helps isolate its backscatter signal from
other tags and objects in the surroundings. Suppose two tags
use spreading codes C1[n] and Cq[n]. Reflected chirps from
the tags contain codel Cj[n] and code2 Cs[n]| periodically
repeating on them, giving rise to [C1C}....C1] + [C2Cy....Co]
at the receiver. Upon cross-correlating, the received signal
with C1[n], the resulting correlation is dominated by codel
because Co[n] is very weakly correlated with C[n]. The cross-
correlation of the received signal with C' looks like a sequence
of k impulses where £ is the number of code repetitions
in a chirp duration. Similar observations can be made when
correlating with the code C5. The periodicity of these peaks
in the cross-correlation helps us identify the presence of a
particular code, and the codes help us to distinguish between
the multiple tags.

~ S 6[n—IN]+0 (1)

To apply a spreading code to the tag’s backscattered signal,
we utilize the N-bit spreading code to generate the modulation
signal m(t). Here, a binary value of 1 corresponds to an ON
to OFF transition with a period of f%’ while a binary value
of 0 corresponds to an OFF to ON transition with the same
period. Denote ¢(t) as the continuous time version of the code

sequence C'[n|. Now we concatenate the transitions for all N-
bits to obtain the waveform m(t), as illustrated in Figure 2a.
This process is equivalent to multiplying ¢(¢) with a square
wave of frequency f,,. Therefore, each bit has a duration of
Tyt = ﬁ, and c(t) occupies a bandwidth of % = 2fm.
By considering only the first-order harmonics in the Fourier
series decomposition of a square wave, we can express m(t)
in terms of ¢(t) and f,,, as shown in equation 2.

m(t) ~ c(t)%cos(%rfmt) ~ ?[eﬂﬁf’"t 4 e~ I2mImt] (2)

Choice of Modulation frequency: Here, we explain how
to choose the modulation frequency f,, in relation to the
ADC’s sampling frequency. From equation 2, it can be seen
that the modulation signal m(t) has 2 copies of ¢(t) cen-
tered at f,,, —f,. Each copy has a bandwidth of 2f,,, and
m(t) occupies a total bandwidth of 4f,,. The modulation
constraints arise because of the following conditions: (a) Each
backscattered chirp contains k repetitions of the code, and
(b) the radar’s Analog to Digital converter (ADC) has a finite
sampling rate of f,. To meet the first condition, the bit duration
in each code has to be adjusted to ensure k code repetitions in
a chirp duration 7. Recall that a code contains N-bits each of
duration ﬁ, so each code occupies a length of N/ f,,,. Hence
the chirp duration 7, must be greater than k code durations
leading to the timing constraint given by the inequality 3.

N N
> k— > k—
Tc_kfm = fm_ch 3)

Also, for the radar to capture the modulated signal, we have
to ensure the spectrum of the modulating signal lies within
the bandwidth of the ADC. Since the modulating signal m(t)
occupies 4 f,, bandwidth, it leads to bandwidth constraint as
given by inequality 4.

U < o = fu< i 4

So, for a given chirp duration and the radar’s sampling
frequency, the modulation frequency f,, has to be chosen to
satisfy both the timing and bandwidth constraints.

C. Detection and Localization of R-fiducial

In this section, we describe our algorithm (overview in
Figure 3) for identifying one or more tags and then localizing
them accurately, i.e., finding the distance and angle of the tag
w.r.t. the radar.

Identifying and ranging the tag using cross-correlation:
The chirps reflected from the tag contain the modulating
signal m(t) in the radar’s received signal. Upon dechirping
the received signal at the radar, the dechirped signal contains
the tag reflection D,,04(t) = m(t)cos[2mAt] where A is the
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Fig. 3: Radar Processing Overview: The received signal from the radar is preprocessed to remove doppler and static clutter. The next step
jointly solves for identifying the correct code and distance from the radar. The correlation values for the identified tags across multiple
receivers are used to estimate the angle of each tag, thus providing the locations.

frequency corresponding to the tag’s distance from the radar.
We decompose the tag reflection as shown in equation 5.

— (1) (icos[Qﬂ fmt]cos[ZwAt])
_ ()

2
+ ejzﬂ'(fm_A)t + e_jzﬂ'(fm_A)t)

Dmod(t)
5)

(ejQﬂ'(fmJ"A)t 4+ 6_j27r(f7n+A)t

In equation 5, it can be seen that the reflected signal of a tag
at a radar contains multiple copies of a code ¢(t) centered at
different frequencies f,, + A, fr,—A, —fn+4A, and — f,,, — A
and the tag’s backscattered signal spectrum is illustrated in
Figure 2b. Given the received samples at the radar D,,,q(1),
there are two unknowns for each tag: the distance of the tag,
which is captured in the term A, and the identity of the tag,
which is captured in the code c(t). Moreover, the received
signal also consists of multiple environmental reflections.

A joint solution is employed to solve for the tag-radar
separation and the tag’s identity. The codes modulated by the
tags are orthogonal, as described in section II-B, and there-
fore, cross-correlating the received samples with the correct
code reveals whether the code exists or not. Consequently,
we should observe high cross-correlation with periodically
repeating peaks when computing the cross-correlations of the
received samples with the correct code. However, a direct
cross-correlation of D,,,,q(t) with the correct code ¢(t) does
not result in a good correlation due to the presence of four
different copies of the code in D,,,04(t), each with a frequency
offset term that corrupts the correlation. It is important to note
that frequency offsets are unknown since we do not know the
tag-radar distance captured in the term A.

To eliminate the unknown frequency offsets, the joint esti-
mation of A and the code sequence in the backscatter signal is
performed by iterating over the possible range of values that
A can take and all the code sequences that can be present.
Prior to cross-correlation, filtering of the samples of D,;,q(t)
is applied to remove undesirable terms from Equation 5.
Figure 4 illustrates that the code copies centered at f,, + A
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Fig. 4: Correlation: The received backscattered signal from the tag
contains 4 copies of the code in the frequency domain due to aliasing.
The component at A + f,, is retrieved using bandpass filtering and
then converted to baseband. The time-domain version of the signal
is then correlated with all the codes in the codebook for identifying

the tag.
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and f,, — A have distinct frequency ranges. A bandpass filter
with a bandwidth of 2f,, is applied to the samples to preserve
the copies at f,,, + A and f,, — A and eliminate the copies
at —f,, + A and —f,,, — A. This filtering process is shown in
Equation 6.

Filtered Signal = ¢(t)[e/2"(fm+A)t 4 oi27(fm=R)t]  (g)

In the next step, we remove the frequency offset factors in the
filtered signal by shifting the code copy centered at f,,, + A
to zero frequency. This is achieved by multiplying the filtered
signal with e=727(fm+2)t 'Jeading to 2(t) in equation 7.

z(t) = c(t) + c(t)e??m (7280, (7)

After filtering out undesired frequency components, the
resulting signal x(¢) is correlated with all the code sequences.
The desired signal ¢(t) in x(¢) generates a periodic impulse
train in cross-correlation with correct code, while an additional
image signal c(t)e/2™(=22)t with a frequency offset of 2A
generates a smaller cross-correlation peak that decreases with
increasing tag-to-radar separation A. In Figure 5, we empir-
ically show that the cross-correlation contribution from the
image signal becomes smaller as A increases. We perform the
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Fig. 5: (a) Normalized cross-correlation for 2m tag to radar separa-
tion. (b) Peak value of cross-correlations as a function of tag-to-radar
distance. Image signal’s contribution to the cross-correlation reduces
gradually as tag-to-radar separation increases

cross-correlations of x(¢) with all possible codes over all the
range bins and store the correlation peaks in a 2D matrix. Then
we identify the highest value in the 2D matrix to determine
the code in the backscatter signal and its associated tag-to-
radar separation, enabling joint determination of the tag-to-
radar separation and code.

Performance in doppler: We analyze the impact of the
doppler effect caused by the moving vehicle on the joint de-
coding. The fast movement of a vehicle during a chirp duration
causes the received chirp to be slightly shifted in frequency
proportional to the carrier frequency and the vehicle’s velocity
(doppler effect). This shift in frequency manifests as a shift in
the code spectrum by a few bins in the range FFT. Since our
joint decoding algorithm iterates over all possible frequency
shifts, we can still identify the tag. Still, the shift in the
spectrum introduces the error in the estimated tag to radar
separation. However, when we simulate the doppler scenario
for up to 150kmph speeds (see evaluation Figure 9) we find
that the doppler results only in a maximum error of 2 meters.

Combining across multiple chirps: To improve the accu-
racy and range of tag detection using radar, it is necessary to
enhance the signal-to-noise ratio (SNR) of the received signal,
as the strength of the tag’s backscatter signal varies inversely
with the fourth power of the tag-to-radar separation (o< d—ﬂ).
This can make it difficult to detect periodic peaks in the cross-
correlation, as the reflected signal power can quickly drop to
the receiver noise floor. To address this issue, we combine
radar samples from multiple received chirps, allowing the
cross-correlation periodic peaks to stand out from the noise.
Typically, there is a gap time between consecutive chirps,
which we fill with zeros and append to the chirp samples.
Cross-correlation is then performed with the code sequence
to detect the peaks and identify the code present. Cross-
correlation on the appended samples is equivalent to averaging
over the noise samples, which reduces the noise power and
results in a processing gain. Combining L chirps reduces the
noise power by a factor of L and results in a processing gain
of 10log,y(L) dB. By setting a threshold based on the peak-
to-noise ratio, we can detect the presence of a particular code.
Any correlation value greater than the threshold is marked as
a positive detection.
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Fig. 6: (a) Detection Rate for different observation times. (b)
Detection rate for different angles of incidence showing a wide field
of view of our tags.

III. IMPLEMENTATION

In our study, we implemented and evaluated an end-to-end
detection system using the 24 GHz DEMORAD radar platform
from Analog Devices. The platform is a MIMO radar with 2
transmit and 4 receiver antennas, and we used one transmit and
4 receive chains to collect data and estimate the angle of arrival
for the tag’s angular location. To ensure good autocorrelation
and cross-correlation properties between codes, we used 31-
bit Gold code sequences [12], [13], which are widely used
in GPS [14] and CDMA [15] standards. The code sequence
was modulated at 250kHz modulation frequency to meet the
bandwidth constraint. We configured the radar with an upchirp
time of 496 us and a gap time of 104 us between two chirps,
but our implementation of R-fiducial is independent of these
timing parameters and could work with other choices. Longer
bit Gold sequences can also be used to support more tags.

Tag’s RF circuit: The tag’s RF circuitry is designed on

a printed circuit board (PCB) that includes Van Atta Array
antennas connected by transmission lines and RF switches
for modulating backscattered signals. The directional patch
antennas on the tag have a 50-ohm impedance over a frequency
range of 24GHz to 24.3GHz, offering a 14 dBi peak gain
and 100-degree horizontal field of view for long-range and
wide-field coverage. To minimize RF trace losses, we designed
the PCB on a 20 mil Rogers 4003C dielectric substrate. We
chose the MASW-011105 RF switch from MACOM for its
low insertion loss of 1.6 dB at 24GHz and low DC power
consumption of 5 uW [16].
Tag’s Control circuit: An onboard PSoC 6 MCU is used to
control the switch on the tag. We generate 31-bit Gold code
sequences using two Linear feedback shift registers (LFSR)
on the MCU, which are outputted from a GPIO pin as the
control signal. The LFSRs are configurable to use different
length codes, and in our implementation, we use 5-bit LESRs
to generate 31-bit codes.

IV. EVALUATIONS
A. R-fiducial’s performance for a single tag

Detection rate and Range of operation: R-fiducial is
designed to meet the low-latency requirements of the appli-
cation, as it can perform all its operations using a single
chirp’s data. However, it also allows for coherently processing
multiple chirps during runtime to extend the operating range
and improve reliability. In Figure 6a, we demonstrate the
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TABLE II: Area under curve for multi-tag experiment

AUC
Latency — | 24 ms | 9.6 ms | 38.4 ms
Config 1 0.985 0.998 | 0.999
Config 2 0.887 0.986 | 0.999
Config 3 0.627 0.937 | 0.999

detection performance of R-fiducial over a range of more
than 30 m for different observation times, with 100 frame
measurements taken at each distance. Note that the maximum
range of detection heavily depends on the antenna gain of the
tag [3] and the radar hardware. For instance, the maximum
EIRP allowed at the 24GHz band is 20dBm, at which the
detection range would extend to around 45(130) m for 1(64)
chirp combining.

Field of View: The wide Field of view is a crucial feature
of R-fiducial, and its detection rate for different angles of
incidence is evaluated to understand its performance. At a
distance of 5m from the tag, 100 frame measurements are
taken for each angle, and the detection rate is measured.
Figure 6b illustrates that R-fiducial can maintain its reliable
detection performance for more than 60 degrees of incidence
on each side, making it suitable for challenging scenarios such
as reading a stop sign on a curved road or an exit sign from
a long distance in a corridor.

Localization: We evaluate R-fiducial’s performance in esti-
mating the range and angle of a tag in an outdoor environment.
The results, shown in Figure 7a-b, indicate that the median
error in distance and angle estimation is 0.1m and 6 degrees,
respectively, based on 100 measurements taken at various
distances and angles. The error in distance estimation increases
with distance, and its standard deviation increases as the
signal-to-noise ratio (SNR) decreases.

B. R-fiducial’s scalability to multiple tags

The scalability of R-fiducial is crucial, and we evaluate
its ability to operate with multiple tags simultaneously. The
correlation-based detector correlates all codes in the codebook
with the received signal. To detect the tags, a detection
threshold must be set. This threshold determines the number
of detections made and the potential for false positives. We
use the Area Under the Curve (AUC) metric to evaluate the
detector’s performance with multiple tags. The AUC measures
the classifier’s ability to distinguish between classes by plot-
ting the true positive rate against the false-positive rate for
different threshold values.
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Fig. 8: ROC curves for multi-tag experiments for different chirp
combinations. More the curve towards the left, the better

Detection performance and latency: In this experiment,
we evaluate the performance of R-fiducial in detecting and
identifying multiple tags simultaneously. We place three tags
at different locations within a range of 10m from the radar,
covering different configurations of wide-angle separation
(config 1) to closely spaced tags (config 3). We capture 100
frames for each configuration and plot the true positive rate
against the false-positive rate to assess the performance. The
AUC values are calculated for different chirp combinations
and configurations, and the results are presented in Figure 8
and Table II. Combining many chirps provides almost perfect
AUC values, while a small number of chirps can yield good
AUC values for smaller distances. The latency of R-fiducial is
independent of the number of tags, as all codes in all distance
bins are checked for presence regardless of the number of
tags. This experiment demonstrates that R-fiducial can detect
and identify multiple tags simultaneously while maintaining
its high reliability.

C. R-fiducial in the field

We conduct experiments to demonstrate R-fiducial’s ability
to detect traffic infrastructure in low visibility conditions such
as fog, where other systems like cameras and LiDAR may
fail. Results (Figure 9a) show that R-fiducial could reliably
detect a stop sign at a distance of 10m, demonstrating its high
reliability in adverse weather conditions, which is essential for
both indoor and outdoor applications.
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Fig. 9: (a) R-fiducial in bad-weather (b) Experimental setup with
radar deployed on the car. (c) The detection rate of R-fiducial in
real-world experiments when the radar is mounted on a car that runs
at different speeds. (d) Simulation results of distance estimation error
in case of high doppler.

Mobility Experiments: To show the performance of R-
fiducial in more realistic settings, we perform the experiments
by mounting the radar on a car moving at varying speeds to
evaluate the detection performance of R-fiducial. Figure 9b
shows the deployment of radar on the car for mobility ex-
periments. Figure 9c shows that R-fiducial maintains its high
detection rate even under mobility scenarios. To further test
our system at higher dopplers, we simulate speeds up to 150
kmph and plot the distance estimation error in Figure 9d to
show that R-fiducial can detect the tag even in case of high
doppler and provide accurate distance estimation. R-fiducial’s
spread spectrum codes provide resiliency to doppler by design.
(section II-C).

D. Microbenchmark: Reliability of Code-based modulation

In this study, we compare the performance of our code-
based modulation (CDM) scheme with a frequency-based
modulation (FM) baseline called Millimetro [3] in terms of
detection rate. We use the same hardware for both schemes,
and the FM scheme uses five modulation frequencies between
200-600 Hz. The experiment involves moving the tag from
2m to 14m and measuring the time required for detection.
Our results (Figure 7d) show that the detection rate of the FM
scheme starts to decrease after 10m, while our CDM scheme
maintains reliable detection with low latency. We also note that
the Millimetro [3] uses high-gain narrow beamwidth antennas,
providing longer range but narrow azimuthal beamwidth,
which limit its practicality for many radar fiducial applications.
In contrast, our CDM scheme provides higher reliability,
maintains low detection latency, and allows longer observation
times for increased processing gain.

V. CONCLUSION

In conclusion, the R-fiducial technology presented in this
paper provides a reliable solution for identifying objects using
mmWave radars in challenging environments. By using a novel

spread-spectrum modulation technique, R-fiducial tags can be
detected with a 100% detection rate up to 25 meters and a
120-degree field of view. This technology has the potential
to enable a variety of new applications for mmWave sensing
and augment the current infrastructure. Experiments and case
studies in adverse conditions demonstrate the potential of R-
fiducial in real-world scenarios. The applicability of R-fiducial
also extends to indoor scenarios where it could be used for
tagging indoor infrastructure like Exit signs, Fire Extinguishers
in a building to identify them in adverse conditions during fire
hazards.
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