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Abstract— Distributed learning and multi-tier computing are
the key ingredients to ensure ultra-reliable and low-latency
communication (URLLC) in 6G networks. The distinct transition
from connected things in 5G URLLC networks to connected
intelligence in 6G URLLC networks requires ultra-secure com-
munication due to the massive amount of private data. How-
ever, it is a challenging task to ensure stringent 6G URLLC
requirements along with user privacy and data security in
distributed networks. In this paper, we devise a distributed
quantum computation protocol to perform a nonlocal controlled
unitary operation on a bipartite input state in concealed and
counterfactual manner and integrate it with anonymous quantum
communication networks. This distributed protocol allows Bob to
apply an arbitrary singlequbit unitary operator on Alice’s qubit
in a controlled and probabilistic fashion, without revealing the
operator to her and without transmitting any physical particle
over the quantum channel-called the counterfactual concealed
telecomputation (CCT). It is shown that the CCT protocol neither
requires the preshared entanglement nor depends on the bipartite
input state and that the single-qubit unitary teleportation is
a special case of CCT. The quantum circuit for CCT can be
implemented using the (chained) quantum Zeno gates. The proto-
col becomes deterministic with simplified circuit implementation
if the initial composite state of Alice and Bob is a Bell-type
state. Furthermore, we provide numerical examples of quantum
anonymous broadcast networks using the CCT protocol and show
their degrees of anonymity in the presence of malicious users.

Index Terms— 6G, blind quantum computation, counterfactual
quantum communication, distributed learning, quantum anony-
mous networks, ultra-reliable and low-latency communication.

I. INTRODUCTION

PROLIFERATION of time-, mission- and privacy-critical
applications comes with the vast demand of ultra-high

security and ultra-reliable and low-latency communication

Manuscript received 22 October 2022; revised 31 January 2023;
accepted 7 March 2023. Date of publication 29 May 2023; date of current
version 6 July 2023. The fundamental research described in this paper was
supported in part by the National Research Foundation of Korea (NRF) grant
funded by the Korean government (MSIT) (No. 2019R1A2C2007037 and
2022R1A4A3033401), by the MSIT (Ministry of Science and ICT), Korea,
under the ITRC (Information Technology Research Center) support program
(IITP-2021-0-02046) supervised by the IITP (Institute for Information &
Communications Technology Planning & Evaluation) and in part by the
National Science Foundation under Grant CCF-2153230. (Corresponding
author: Hyundong Shin.)

Fakhar Zaman is with the Department of Electronics and Information
Convergence Engineering, Kyung Hee University, Yongin 17104, South Korea,
and also with the Wireless Information and Network Sciences Laboratory,
Massachusetts Institute of Technology, Cambridge, MA 02139 USA.

Saw Nang Paing, Ahmad Farooq, and Hyundong Shin are with the Depart-
ment of Electronics and Information Convergence Engineering, Kyung Hee
University, Yongin 17104, South Korea (e-mail: hshin@khu.ac.kr).

Moe Z. Win is with the Laboratory for Information and Decision Systems,
Massachusetts Institute of Technology, Cambridge, MA 02139 USA (e-mail:
moewin@mit.edu).

Color versions of one or more figures in this article are available at
https://doi.org/10.1109/JSAC.2023.3280989.

Digital Object Identifier 10.1109/JSAC.2023.3280989

(URLLC) across 6G and beyond wireless networks. It is
envisioned that the data rate in 6G networks will be enhanced
up to 1 Terabit to meet 99.99999% (7 nines) reliability and
1-millisecond end-to-end latency requirements. In recent years,
deep learning, deep reinforcement learning, and distributed
learning have been demonstrated as key elements in the
achievability of stringent 6G URLLC requirements [1], [2],
[3]. Despite the advantages of deep learning and deep rein-
forcement learning in wireless communications, the curse of
dimensionality and the highly dynamic nature of emerging
networks significantly reduce the learning rate of the system,
which may violate stringent 6G URLLC requirements. Fur-
thermore, many network applications face resource-constraint
problems. In these scenarios, multi-tier computing (from cloud
to edge) and distributed learning can significantly enhance the
learning rate of the system.

The recent developments in multi-tier computing and dis-
tributed learning play a vital role in the achievability of the
6G URLLC. However, it makes the user identity and the data
security vulnerable to cyberattacks. Concealing the identity of
users and preserving the security of data are the fundamental
concerns in 6G networks. Recently, federated learning has
shown the potential to ensure the data security with an
enhanced learning rate [3], [4]. However, the computational
overhead limits the efficiency of algorithms. Furthermore,
the development of quantum computers imposes a threat to
classical cryptography systems. These limitations make it
challenging to ensure stringent 6G URLLC requirements along
with user privacy and data security.

Quantum communication and computation provide novel
ways of secure communication and private distributed learning
with no counterpart in classical networks. In particular, quan-
tum anonymous communication addresses the connectivity
issues such as the security of private data and the anonymity of
users in wireless networks [5], [6], [7], whereas, blind quantum
computation allows one party to use quantum computational
resources of a remote party without revealing input data,
computation, and output data [8], [9], [10], [11], [12]. Due to
the rising demand for secure 6G URLLC networks, quantum
anonymous communication paves the way towards ultra-secure
wireless networks while concealing the identities of the
sender and the receiver under unconditional security. Quantum
anonymity along with blind quantum computation provides an
additional layer of security and privacy in distributed learning
and wireless networking. In this paper, we propose a new
type of distributed quantum computation to perform a nonlocal
controlled unitary operation on a distinct party in a concealed
manner and integrate it with quantum anonymity for 6G
URLLC networks.
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Nonlocal controlled unitary operators are one of the funda-
mental building blocks in distributed quantum computing [13],
[14], [15] and quantum communications [16], [17], [18].
Recently, it has been shown that any bipartite nonlocal unitary
operation on a dA × dB dimensional quantum system can be
implemented using at most 4dB−5 nonlocal controlled unitary
operators, regardless of dA, where dA and dB denote the
dimensions of target and control quantum systems possessed
by the remote parties Alice and Bob, respectively [19].
In particular, a two-qubit nonlocal controlled unitary operator
plays an important role in distributed quantum computing as
any n-qubit nonlocal unitary operation can be decomposed into
a product of two-qubit nonlocal controlled unitary operators
and single-qubit local operations [19], [20].

In general, a two-qubit controlled unitary operator can be
represented as U c = I ⊗ |0⟩ ⟨0| + U ⊗ |1⟩ ⟨1|, where I is
the identity operator, U is an arbitrary single-qubit unitary
operator, and ⊗ denotes the Kronecker product. To devise
a two-qubit nonlocal controlled unitary operator, U c can be
further decomposed to [21], [22]

U c = (A1 ⊗ B1)
(∑

kl

eιklθ |kl⟩ ⟨kl|
)

(A2 ⊗ B2) , (1)

where ı =
√
−1; |k⟩ and |l⟩ denote the computational basis

of target and control qubits; and Ai and Bi respectively
are Alice’s and Bob’s single-qubit local unitary operators
that depend on U . The implementation of two-qubit non-
local controlled unitary operators has been accomplished
using entanglement-assisted local operations and classical
communication (LOCC) [21]. Such implementation requires:
i) the knowledge of U at both Alice and Bob; and
ii) a sufficient amount of preshared entanglement [21].
The goal of this paper is to demonstrate the implemen-
tation of a two-qubit nonlocal controlled unitary opera-
tion in a counterfactual manner without the aforementioned
requirements.

Counterfactual quantum communication [23], [24], [25],
[26], [27], [28] is a unique capability enabled by quantum
mechanics, which allows remote parties to communicate infor-
mation without transmitting any physical particle. To transmit
classical information, the sender controls the presence and
absence of an absorptive object (AO) in the interferometer in
a classical manner. In recent years, it has been shown that
the counterfactual communication is the application of the
quantum Cheshire Cat effect, which states that the properties
of the physical particle can be affected by external actions even
if the physical particle is not present there [28]. Furthermore,
since the measurement collapse the state of the quantum
system, it has been shown that the quantum Cheshire Cat
effect and the measurement frequency carry information in
counterfactual communication [27], [28].

In quantum mechanics, the quantum Zeno (QZ) and chained
QZ (CQZ) gates form a set of basic building blocks of
counterfactual quantum communication and computation [29],
[30], [31], [32], [33], [34], [35], [36], [37]. Although one
can transmit classical information by controlling an AO in
a classical manner, the communication achieved by using the

QZ gates is semi-counterfactual—that is, counterfactual for
the presence of the AO only, whereas CQZ gates ensure the
full counterfactuality of quantum protocols [28], [38], [39].
Recently, a full-duplex communication protocol has been
presented to exchange one-bit classical information in a coun-
terfactual manner by using a quantum AO and modified QZ
(MQZ) gates [40], [41]. The idea of counterfactual full-duplex
communication has been extended to transmit one-qubit
quantum information in each direction [41], [42], [43],
using the so-called counterfactual swap gate, which is a
special case of distributed quantum computing in a bipartite
system. In addition to quantum communication [41], [42],
[44], [45] and cryptography [46], [47], [48], [49], [50], [51],
the counterfactuality has been introduced in distributed com-
putation by using the counterfactual CNOT gate [52], [53].
However, these distributed computation protocols require the
knowledge of U at both Alice and Bob to perform a controlled
unitary operation, similar to the entanglement-assisted LOCC
algorithms.

We propose a new type of distributed quantum computation
protocols, which enables one party, say Bob, to apply two-
qubit controlled unitary operator U c on a two-qubit bipartite
state in a probabilistic, concealed, and counterfactual man-
ner without revealing the operator U to Alice and without
transmitting any physical particle over the quantum channel.
The main advantage of the proposed algorithms over the
existing techniques [52], [53] is the concealed behavior of
the unitary operation, which can play an important role in
cryptographic tasks. The proposed protocols are accomplished
by decomposing the two-qubit controlled unitary operator
corresponding to U into global controlled flipping operations
and single-qubit local operations at the remote parties. The
key features of this protocol are that i) the global controlled
flipping operations are implemented in a counterfactual way,
and ii) both the global operations and Alice’s local operations
are implemented in a way that U is concealed from Alice.
This protocol is called counterfactual concealed telecompu-
tation (CCT). The counterfactual implementation of global
controlled flipping is demonstrated by using the QZ and CQZ
gates where Alice’s qubit acts as a quantum AO to ensure
the counterfactuality of the protocol, whereas Bob’s qubit is
encoded in the polarization degree of the photon. It is shown
that the single-qubit unitary teleportation is a special case of
CCT and the protocol is accomplished independent of the
bipartite input state without using the preshared entanglement.
If the composite state of Alice and Bob is a Bell-type state,
the protocol becomes deterministic and the quantum circuit
for CCT can be simplified significantly.

The remaining sections are organized as follows.
Section II-B addresses secure intelligence and anonymity in
6G URLLC networks. Section III briefly introduces QZ, CQZ,
dual CQZ (D-CQZ), MQZ dual MQZ (D-MQZ), distributed
controlled flipping (DCF) and dual DCF (D-DCF) gates for
general input states. In Section IV, the CCT is proposed
to implement a two-qubit controlled unitary operator on an
arbitrary unknown input state using the D-DCF gates. The
deterministic CCT protocol is further proposed for Bell-type
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input states using the DCF gates. Finally, Section V gives
conclusions and future works.

II. 6G SECURITY

It is envisioned that 6G wireless networks will enable
emerging technologies such as autonomous driving, industry
automation, and three-dimensional mapping and localization.
These new technologies require ultra-high reliability, ultra-low
latency, and ultra-high security, which make it challenging to
realize 6G networks. This section briefly overview challenges
in 6G security followed by the quantum-secure intelligence
for URLLC networks.

A. Challenges

In wireless communication networks, ultra-high reliability is
required for life-threatening circumstances whereas ultra-low
latency ensures real-time functionality in time-critical applica-
tions [54], [55], [56]. In addition, communication security is a
pivotal issue in URLLC networks. Maintaining security under
the stringent URLLC constraints in networks is a challenging
task as it requires a delicate balance between eavesdrop-
ping detection capabilities and performances. Furthermore, the
ever-increasing number of participating nodes and the highly
dynamic nature of 6G networks make it even more challenging
to ensure security and stringent URLLC requirements at the
same time [57]. These constraints require scalable and efficient
algorithms and robust implementation of security mechanisms.

One of the major bottlenecks to ensuring stringent URLLC
requirements in secure wireless networks is the time required
to encrypt and decrypt secret information, which may violate
the stringent low latency requirements. Although physical
layer security can provide an alternate solution, the secrecy
metrics are not applicable to evaluate the performance in
6G networks due to the finite block-length requirement to
ensure URLLC [58], [59]. In this scenario, quantum commu-
nication provides novel ways of information-theoretic secure
communication with the capability of eavesdropping detection,
which has no counterpart in classical communication. This
unconditional security and robust communication rely on
fundamental laws of quantum physics such as the quantum
entanglement, nonlocality, and no-cloning theorem [60], [61],
[62], [63]. This article puts forth quantum telecomputation
protocols based on single-particle non-locality and simulates
the proposed algorithms for anonymous networks.

B. Quantum-Secure Intelligence and Anonymity

Private distributed learning studies the interplay between
user privacy, data security, and machine learning, which is
of crucial importance in data-intensive applications. Indeed in
many collaborative learning methodologies, such as federated
learning, it is highly desirable that the privacy and security
of the users and the data are preserved, respectively [3], [4].
However, ensuring the stringent URLLC requirements along
with user privacy and data security is one of the main
challenges in the development of 6G URLLC networks. In this

section, we briefly introduce the quantum anonymous com-
munication followed by quantum anonymity achieved by the
private information retrieval protocol for distributed networks.

In wireless communication systems, anonymity is defined
as the confidentiality of participating users, which allows both
the sender and receiver to transmit and receive information
without revealing their identities. The idea of anonymity has
been used in quantum as well as classical networks [6], [7].
Recently, the quantum anonymous private information retrieval
(QAPIR) protocol has been proposed by integrating anonymity
with quantum secure communication to ensure the security and
privacy of the transmitted data and participating users in the
network, respectively [5]. The quantum anonymous broadcast
network is one of the key ingredients to establishing the
QAPIR protocol, which allows any user s to broadcast classi-
cal information anonymously by using the shift operator U (s).
In addition, the QAPIR protocol relies on the quantum
anonymous entanglement generation and quantum anonymous
entanglement verification protocols. These protocols require
preshared (n+ 1)-partite d-dimensional Greenberger-Horne-
Zeilinger (GHZ) states, where n denotes the number of users
in the network. The security of quantum communication and
computation can be compromised by counterfactual attacks
such as the counterfactual man-in-the-middle attack. In this
scenario, counterfactual quantum communication and compu-
tation has the potential to ensure the security of private data
and meet the stringent URLLC requirements in 6G networks
in the following manners.

1) One of the bottlenecks in quantum anonymity and
blind quantum computation protocols is the hidden
assumption of a shared phase reference between par-
ticipating nodes, i.e.—the existence of common defini-
tions of quantum superposition states and non-diagonal
Hamiltonian evolution [64], [65]. The absence of this
shared phase reference introduces unwanted errors in
communication/computation tasks and may violate the
stringent ultra-reliability requirements of the 6G net-
works. In counterfactual quantum communication, as no
physical particle is transmitted over the quantum chan-
nel, only local operations are applied on qubits. Hence,
legitimate parties can perform the desired task in the
absence of the shared phase reference without any qubit
error with enhanced reliability.

2) It is already well known that quantum communication
provides unique ways of secure communication with
no counterpart in classical communication [60], [62],
[66], [67], [68], [69], [70]. However, it has been shown
that counterfactual attacks threaten conventional quan-
tum cryptography protocols and the eavesdropper may
access the secret information without being detected.
In this scenario, counterfactual quantum cryptography
has the potential to provide security against counterfac-
tual attacks [71].

The CCT protocol can play an important role in
quantum-enabled federated learning and quantum secure com-
munication systems. For instance (see Fig. 1), we demonstrate
the degree of anonymity for the quantum anonymous broadcast
network with the CCT protocol in Section IV-D.
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Fig. 1. An anonymous 6G URLLC network with the CCT protocol. The cloud server starts the protocol by preparing a GHZ state followed by the Edge
servers execute the counterfactual controlled unitary operation to anonymously broadcast their classical information.

III. COUNTERFACTUAL QUANTUM GATES

For the sake of completeness, we briefly introduce fun-
damental gates for general input states such as QZ, CQZ,
MQZ, DCF gates, and their dual forms in [41], which are
used in counterfactual quantum communication and computa-
tion. To perform communication and computation tasks in a
counterfactual manner, only the control terminal of these gates
interacts with a classical or quantum AO.

A. Quantum Gates

In classical computing, logic gates are building blocks of
digital circuits. Most of the logic gates are irreversible in clas-
sical mechanics. In contrast, quantum gates are reversible and
allow classical computing using reversible quantum gates. For
instance, all Boolean functions can be implemented by using
a reversible Toffoli gate at the cost of ancillary qubits. Table I
shows the most widely used gates in quantum mechanics with
their gate symbols and matrix representations. For instance,
the Pauli-x gate X is equivalent to the classical NOT gate
and transforms

|ψ⟩ = α

[
1
0

]
+ β

[
0
1

]
=

[
α
β

]
(2)

as α |1⟩ + β |0⟩ where |α|2 + |β|2 = 1. In general, the
quantum gates are represented by a unitary operator U =
exp (−ιHt/ℏ) and transform the state of a quantum system
as (governed in Schrodinger’s equation)

ıℏ
∂ |ψ⟩
∂t

= H |ψ⟩ , (3)

where ℏ is the Planck constant and H is the Hamiltonian
of the quantum gate. For a single qubit system, a unitary

operator U is a 2 × 2 matrix and can be decomposed into
the product of three rotation matrices as follows:

U = Rz (ϕ) Ry (θ) Rz (φ) , (4)

where ϕ, θ, and φ are the Euler angles and

Ry (θ) =
[
cos (θ/2) − sin (θ/2)
sin (θ/2) cos (θ/2)

]
, (5)

Rz (φ) =
[
e−ıφ/2 0

0 eıφ/2

]
. (6)

With b ∈ Z2 = {0, 1}, we use for convenience

Ry (θ; b) =

{
Ry (θ) , if b = 0,
Ry (−θ) , if b = 1.

(7)

B. QZ Effect

Zeno’s paradox is a philosophical problem presented by the
Greek philosopher Zeno of Elea, which states that the motion
of an object in a vanishingly small time interval approaches
zero. An effect is often paraphrased as—a watched kettle
never boils. Although Zeno’s paradox was solved in later
years by physicists with the invention of laws of motion,
quantum mechanics arises an entirely new paradox—called
the QZ effect. This effect—also known as Turing’s paradox—
describes the time evolution of a quantum system under
repeated measurements [72], [73], [74]. The Turing paradox
states that if the initial state of a system is prepared in the
eigenstate of an arbitrary observable and the measurements
are performed with frequency N , the probability that the state
of the system remains unchanged approaches one as N goes
to infinity. For instance, assume that the state of a closed
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TABLE I
ELEMENTARY QUANTUM GATES

quantum system at t = t0 is |ψ (t0)⟩ = |ψ0⟩ where |ψ0⟩ is
an eigenstate of an arbitrary observable. Then, the state of the
system undergoes a unitary evolution as follows:

|ψ (t)⟩ = U (t) |ψ0⟩
= e−ıHt/ℏ |ψ0⟩ (8)

with t0 = 0 where |ψ (t)⟩ denotes the state of the system at
time t > t0 and H is the Hamiltonian of the given system.
The probability that the system remains unchanged at time
instant t is given as [75]

p (t) = |⟨ψ0| e−ıHt/ℏ |ψ0⟩|2

≈ 1 − (∆H)2 t2, (9)

where

∆H =
√

⟨ψ0|H2 |ψ0⟩ − ⟨ψ0|H |ψ0⟩2. (10)

Now, if the measurement is performed with frequency N at
regular intervals t/N , the probability that the system remains
unchanged is given as [76]

p (t) ≈
(

1 − (∆H)2 t2

N2

)N

. (11)

As N → ∞, this probability goes to one. Hence, if the time
interval between the repeated measurements is vanishingly
small, it freezes the time evolution of the quantum system.

Fig. 2. EV-IFM. (a) In the absence of the AO, the detector D0 clicks with
certainty where MR stands for a mirror. (b) In the presence of the AO, unless
the photon is absorbed by the AO, the detectors D0 and D1 click with equal
probability.

In case no measurement is performed on the given quan-
tum system, the state of the system keeps evolving and the
state of the system transforms to |ψ (tN )⟩ = |ψN ⟩. This
phenomenon has been used in quantum mechanics to reduce
the decay rate of an unstable quantum system by performing
frequent measurements [29], [77], [78]. The decay rate of
the quantum state depends on the frequency of repeated
measurements. As the frequency of repeated measurements
increases, the decay rate approaches zero. Under the asymp-
totic limits, the unstable quantum state collapses back to the
initial state. Note that if the frequency of the measurements
is very low but positive, it can enhance the decay rate of an
unstable quantum system—known as the quantum anti-Zeno
effect [79], [80], [81].

C. Interaction-Free Measurement

Quantum entanglement, which allows two distinct parties to
instantaneously and deterministically know the state of each
other even if they are thousands of miles apart, has become
one of the intriguing aspects of quantum mechanics. Another
manifestation of non-locality, known as the interaction-free
measurement (IFM), allows determining the presence of an
object in a certain region without interacting with it. The basic
idea was first introduced in [82] and later extended in [83]
(EV-IFM). However, the efficiency of EV-IFM is limited by
50%. In [30] (KW-IFM), the idea is further modified for
making the fraction of IFM arbitrarily close to one.

1) EV-IFM: The EV-IFM is based on the Mach-Zenhander
interferometer [83], [84], which uses two balanced beam
splitters BS(π/4) and two detectors D0 and D1 (see Fig. 2).1

Assume that |0⟩ and |1⟩ denote the presence of a photon

1BS(θ) stands for a beam splitter with the transmissivity of sin2 θ and the
reflectivity of cos2 θ.
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Fig. 3. KW-IFM. (a) In the absence of the AO, the detector D0 clicks with certainty. (b) In the presence of the AO, the detector D1 clicks unless the photon
is absorbed by the AO with the probability µ0.

in the lower and upper paths, respectively. The protocol
starts by initializing the photon in the state |ψ0⟩ = |0⟩.
As illustrated in Fig. 2, when the photon reaches BS(π/4)

1 , the
corresponding unitary operation Ry (π/2) creates the balanced
spatial superposition as follows:

|ψ1⟩ = Ry (π/2) |ψ0⟩

=
1√
2

(|0⟩ + |1⟩) . (12)

To determine the existence of an object in the interferometer,
assume that the photon is absorbed by the AO if it interacts
with it. Let |0⟩AO and |1⟩AO denote the absence and presence
states of the AO in the path state |1⟩, respectively. Then, the
state transformation of the photon corresponding to the AO
state is given as follows.

• AO = |0⟩AO: In the absence of the AO, the split
components of the photon in path states |0⟩ and |1⟩
recombine at BS(π/4)

2 and transform as

|ψ2⟩ =
1
2
(
|0⟩ + |1⟩ − |0⟩ + |1⟩

)
= |1⟩ . (13)

This is due to the destructive interference and D0 clicks
with certainty.

• AO = |1⟩AO: In the presence of the AO, if the photon
is absorbed by the AO, no photon reaches to BS(π/4)

2 .
Unless it is absorbed, due to the constructive interference
after BS(π/4)

2 , the detectors D0 and D1 click with equal
probability. Since D0 can click in both the absence state
|0⟩AO and the presence state |1⟩AO, it gives no certain
information about the AO existence. In case D1 clicks,
it is inferred that the AO is present in the interferometer,
while the photon has not interacted with the AO. Note
that if the photon is not absorbed by the AO, it was not
in the path state |1⟩ at any stage of the protocol, which
forms the basis of counterfactual quantum protocols.

In the presence of the AO, the photon after BS(π/4)
1 is in an

unstable quantum state—either absorbed by the AO or arrive
at BS(π/4)

2 . The efficiency of the EV-IFM is limited by the
margin of 50% due to the very low frequency of measurements
performed on the unstable quantum state of the photon and the
balanced beam splitters.2

2) KW-IFM: As the measurement (AO presence) is per-
formed only once in the EV-IFM, the decay rate of the photon
(unstable quantum state) is 1/2 [83]. To reduce the decay
rate arbitrarily close to zero, the QZ IFM has been proposed
to perform repeated measurements on the unstable quantum
state of the photon [30]. Fig. 3 shows in principle the decay
rate for this IFM approaches zero under the asymptotic limits
with N unbalanced beam splitters BS(θN )

i , i = 1, 2, . . . , N ,
where θN = π/ (2N). To determine the AO existence in the
path state |1⟩, assume that the initial state of the photon is
|ψ0⟩ = |0⟩. As illustrated in Fig. 3, when the photon reaches
BS(θN )

1 , it creates the unbalanced spatial superposition under
the unitary operation Ry (2θN ) as follows:

|ψ1⟩ = Ry (2θN ) |ψ0⟩
= cos θN |0⟩ + sin θN |1⟩ . (14)

The state transformation of the photon corresponding to the
AO state is given as follows.

• AO = |0⟩AO: In the absence of the AO, each beam
splitter gives the rotation of angle θN . After the ith beam
splitter BS(θN )

i , the photon state is given by

|ψi⟩ = cos (iθN ) |0⟩ + sin (iθN ) |1⟩ . (15)

At the end of the protocol, the photon state transforms as
|ψN ⟩ = RN

y (2θN ) |ψ0⟩ = |1⟩ and the detector D0 clicks
with certainty.

2The AO presence is similar to performing a measurement on the photon
in computational basis.
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Fig. 4. An ℓ-QZN gate where |ab⟩AB → (−1)b⊕ℓ |a
(
ā · b̄+ a · ℓ

)
⟩
AB

with the probability µa
b⊕ℓ.

• AO = |1⟩AO: In the presence of the AO, there is a
nonzero probability that the photon is absorbed by the
AO in each cycle. Unless it is absorbed, after the ith
beam splitter BS(θN )

i , the photon state is given by

|ψi⟩ = cosi θN |0⟩ + sin θN cosi−1 θN |1⟩ . (16)

Since the photon component in the path state |1⟩ only
interacts with the AO, the probability that the photon is
absorbed by the AO in the ith cycle is

qi = sin2 θN cos2(i−1) θN . (17)

At the end of the protocol, the photon state collapses
back to the initial state and the detector D1 clicks with
the probability

µ0 = cos2N θN . (18)

Unless the protocol is discarded in the KW-IFM, we can ascer-
tain the absence or presence of the AO in the interferometer
with certainty since only Da clicks for AO = |a⟩AO, a ∈ Z2.
As N → ∞, the probability µ0 tends to one (the absorption
probability qi → 0), demonstrating the QZ effect.

D. QZ Gates

The QZ gates are the Michelson version of the KW-IFM to
ascertain the existence of a classical AO in the interferometer
by using two (i.e., polarization and path) degrees of freedom in
the photon with the combination of a switchable mirror (SM),
a polarization rotator (PR), a polarizing beam splitter (PBS),
an optical delay (OD), and optical circulators (OCs) [31], [41].
Let |a⟩A = |a⟩AO be the AO state of Alice and

|0⟩B = |H⟩p
|1⟩B = |V⟩p (19)

be horizontally and vertically polarized photons of Bob, where
the subscripts p, A, and B denote the photon polarization,
Alice, and Bob, respectively. The ℓ-QZN gate with N cycles
takes Bob’s |b⟩B polarized photon as input and Alice’s clas-
sical AO |a⟩A as control where b, ℓ ∈ Z2 (see [41, Fig. 1]).
When b = ℓ, this gate infers the absence |0⟩A of Alice’s AO by
Bob’s output |b̄⟩B or the presence |1⟩A by the output |b⟩B—
in particular counterfactually for |1⟩A (see [41, Sec. 2.1]).3

As shown in Fig. 4, the overall action of the QZ gate is

3For binary variables a, b ∈ Z2, we denote the bitwise OR, AND, XOR,
and NOT (bit flip) operations by a+ b, a · b, a⊕ b, and b̄, respectively.

generally as follows:

ℓ-QZN :

{
|ab⟩AB → (−1)b⊕ℓ |a

(
ā · b̄+ a · ℓ

)
⟩
AB

with the probability µa
b⊕ℓ,

(20)

where

µ1 = sin2 θN

(
1 − sin2 θN

)N−1
. (21)

Heretofore, we consider only the classical behavior of the
AO and the photon for QZ gates. In general, the quantum AO
(QAO) can be in the superposition of absence and presence
states such as an electron in the superposition state of the
up spin |↑⟩e and down spin |↓⟩e (see [41, Fig. 6(b)]). Since
µ1 tends to zero as N → ∞, we now consider a general
composite state of Alice’s QAO and Bob’s photon for the ℓ-
QZN gate as follows:

|qzℓ⟩AB = x |00⟩AB + y |01⟩AB + z |1ℓ⟩AB , (22)

where x, y, and z are complex coefficients with |x|2 + |y|2 +
|z|2 = 1 and

|0⟩A = |↑⟩e
|1⟩A = |↓⟩e . (23)

Unless the photon is absorbed, the ℓ-QZN gate transforms the
input state |qzℓ⟩AB as follows:

ℓ-QZN (|qzℓ⟩AB) = (−1)ℓ
x |01⟩AB

+ (−1)ℓ̄
y |00⟩AB + z |1ℓ⟩AB (24)

with the probability

λ1 =
(
1 − |z|2 sin2 θN

)N
(25)

tending to one as N → ∞. From (24), the QZN gate for the
input state |qzℓ⟩AB is configured as non-unitary transformation
such that

ℓ-QZN :

{
(−1)b⊕ℓ (|0⟩A⟨0| ⊗ X + |1⟩A⟨1| ⊗ |ℓ⟩B⟨ℓ|

)
with the probability λ1.

(26)

E. CQZ and D-CQZ Gates

1) CQZ Gates: The CQZ gates are the nested version of the
QZ gates to counterfactually ascertain both the absence and
presence of a classical AO in the interferometer [24], [33],
[41]. Taking again Bob’s photon |b⟩B as input and Alice’s AO
|a⟩A as control (see [41, Fig. 2]), the ℓ-CQZM,N gate with
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Fig. 5. An ℓ-CQZM,N gate where |ab⟩AB → (−1)b⊕ℓ |a
(
a · b̄+ ā · ℓ

)
⟩
AB

with the probability ζā
b⊕ℓζ

a
2 .

M outer and N inner cycles determines the absence |0⟩A of
Alice’s AO by Bob’s output |b⟩B or the presence |1⟩A by the
output |b̄⟩B in both counterfactually when b = ℓ (see [41,
Sec. 2.2]). As shown in Fig. 5, the overall map of the CQZ
gate is generally as follows:

ℓ-CQZM,N :

{
|ab⟩AB → (−1)b⊕ℓ |a

(
a · b̄+ ā · ℓ

)
⟩
AB

with the probability ζ ā
b⊕ℓζ

a
2 ,

(27)

where

ζ0 = f (1, 0) , (28)

ζ1 = sin2 θM

(
1 − sin2 θM

)M−1
, (29)

ζ2 = f (0, 1) , (30)

and with u, v ∈ [0, 1]

f (u, v) =
(
1 − u sin2 θM

)M

×
M∏
i=1

[
1 − v sin2 (iθM ) sin2 θN

]N
(31)

tending to one as M,N → ∞. Since ζ1 goes to zero as M →
∞, we also consider a general composite state of Alice and
Bob for the ℓ-CQZM,N gate as follows:

|cqzℓ⟩AB = x |0ℓ⟩AB + y |10⟩AB + z |11⟩AB . (32)

Unless the photon is absorbed, the ℓ-CQZM,N gate transforms
the input state |cqzℓ⟩AB as follows:

ℓ-CQZM,N (|cqzℓ⟩AB)

= x |0ℓ⟩AB + (−1)ℓ
y |11⟩AB + (−1)ℓ̄

z |10⟩AB (33)

with the probability

λ2 = f
(
|x|2, |y|2 + |z|2

)
(34)

tending to one as M,N → ∞. From (33), the CQZM,N

gate for the input state |cqzℓ⟩AB is configured as non-unitary
transformation such that

ℓ-CQZM,N :

{
(−1)b⊕ℓ (|0⟩A⟨0| ⊗ |ℓ⟩B⟨ℓ| + |1⟩A⟨1| ⊗ X

)
with the probability λ2.

(35)

2) D-CQZ Gates: The D-CQZ gate is the dual form of CQZ
gates where Bob’s ancilla qubit C carries the path information
of the photon (see [41, Fig. 12)]). The D-CQZM,N gate with
M outer and N inner cycles takes Bob’s |b⟩B polarized photon
in th path state |c⟩C as input and Alice’s AO |a⟩A as control
where c ∈ Z2. As shown in Fig. 6, the overall operation of
the D-CQZ gate is generally as follows:

D-CQZM,N :

{
|abc⟩ABC → (−1)b⊕c |a

(
a · b̄+ ā · c

)
c⟩

ABC

with the probability ζ ā
b⊕cζ

a
2 .

(36)

Unless the photon is absorbed, the D-CQZM,N gate transforms
the general input state

|dcqz⟩ABC = γ |cqz0⟩AB |0⟩C + δ |cqz1⟩AB |1⟩C (37)

as follows:

D-CQZM,N (|dcqz⟩ABC)
= γx |000⟩ABC + γy |110⟩ABC − γz |100⟩ABC

+ δx |011⟩ABC − δy |111⟩ABC + δz |101⟩ABC (38)

with the probability λ2 where |γ|2 + |δ|2 = 1.

F. MQZ and D-MQZ Gates

1) MQZ Gates: The MQZ gate is the modified form of
the QZ gate where its main advantage is obtained from the
quantum behavior of the AO (see [41, Fig. 7)]). Taking Bob’s
photon |b⟩B as input and Alice’s AO |a⟩A as control, the
overall operation of the ℓ-MQZN gate with N cycles is
generally as follows (see Fig. 7):

ℓ-MQZN :

{
|ab⟩AB → (−1)b⊕ℓ |aℓ⟩AB

with the probability µā⊕ℓ
b⊕ℓ∆a,b,ℓ,

(39)

where ∆a,b,ℓ = 0 if a ̸= b = ℓ, otherwise ∆a,b,ℓ = 1. Since
the photon is absorbed by the electron with certainty for a ̸=
b = ℓ (i.e., ∆a,b,ℓ = 0) and µ1 approaches zero as N → ∞,
we consider a composite input state of Alice and Bob for the
ℓ-MQZN gate as follows:

|mqzℓ⟩AB = (α0 |0⟩A + α1 |1⟩A) |ℓ⟩B , (40)

where |α0|2 + |α1|2 = 1. Unless the photon is absorbed
by the electron, the ℓ-MQZN gate transforms the input state
|mqzℓ⟩AB as follows:

ℓ-MQZN (|mqzℓ⟩AB) = |ℓℓ⟩AB (41)
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Fig. 6. A D-CQZM,N gate where |abc⟩ABC → (−1)b⊕c |a
(
a · b̄+ ā · c

)
c⟩

ABC
with the probability ζā

b⊕cζ
a
2 .

Fig. 7. An ℓ-MQZN gate where |ab⟩AB → (−1)b⊕ℓ |aℓ⟩AB with the probability µā⊕ℓ
b⊕ℓ ∆a,b,ℓ.

Fig. 8. A D-MQZN gate where |abc⟩ABC → (−1)b⊕c |acc⟩ABC with the probability µā⊕c
b⊕c ∆a,b,c.

with the probability λ3 = h
(
|αℓ|2

)
where

h (x) = x
(
1 − x sin2 θN

)N
. (42)

2) D-MQZ Gates: Similar to D-CQZ gates, the D-MQZ
gate is the dual form of MQZ gates (see [41, Fig. 11)]). The D-
MQZN gate with N cycles takes Bob’s |b⟩B polarized photon
in the path state |c⟩C as input and Alice’s AO |a⟩A as control.
As shown in Fig. 8, the overall operation of the D-MQZ gate
is generally as follows:

D-MQZN :

{
|abc⟩ABC → (−1)b⊕c |acc⟩ABC

with the probability µā⊕c
b⊕c∆a,b,c.

(43)

Unless the photon is absorbed, the D-MQZN gate transforms
the general input state

|dmqz⟩ABC = γ |mqz0⟩AB |0⟩C + δ |mqz1⟩AB |1⟩C (44)

as follows:

D-MQZN (|dmqz⟩ABC) = γ |000⟩ABC + δ |111⟩ABC (45)

with the probability λ4 = h
(
|γα0|2 + |δα1|2

)
.

G. DCF Gates

To devise the ℓ-DCFK,N gate, K ℓ-MQZN gates are
concatenated serially (see Fig. 9). Taking Bob’s photon |b⟩B
as control and Alice’s AO |a⟩A as a target, the controlled
flipping operation of the ℓ-DCFK,N gate is generally as
follows:

ℓ-DCFK,N :

{
|ab⟩AB → (−1)a+b+ℓ |(a⊕ b) b⟩AB

with the probability ζ b̄
3∆a,b⊕ℓ,ℓ,

(46)

where ζ3 = g (1) and

g (u) =
(
1 − u sin2 θK

)K

×
(
1 − u cos2 θK sin2 θN

)KN
(47)

tending to one as K,N → ∞. Since the photon is absorbed
by the electron with certainty when b = 0 and a ̸=
ℓ (i.e., ∆a,b⊕ℓ,ℓ = 0), we consider a general composite
input state of Alice and Bob for the ℓ-DCFK,N gate as
follows:

|dcfℓ⟩AB = x |ℓ0⟩AB + y |01⟩AB + z |11⟩AB . (48)
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Fig. 9. An ℓ-DCFK,N gate where |ab⟩AB → (−1)a+b+ℓ |(a⊕ b) b⟩AB with the probability ζ b̄
3∆a,b⊕ℓ,ℓ. Here, A = Ry (2θK), B = Xℓ, C = Z ℓ̄, and

K is the number of ℓ-MQZN gates.

1) Bob starts the ℓ-DCFK,N protocol by applying PBSV on
his photon, which allows the vertical photon component
|1⟩B to pass in the path state |0⟩C and detour the
horizontal component |0⟩B in the path state |1⟩C to
be recombined after K successive ℓ-MQZN operations.
Bob performs the B operator on his photon |0⟩B in the
path state |1⟩C to ensure the input |ℓ⟩B for the ℓ-MQZN

gate where B = Xℓ.
2) Alice performs the A operator on her qubit (electron)

where A = Ry (2θK). The rotation gate A transforms
|a⟩A as follows:

A |a⟩A = cos θK |a⟩A + (−1)a sin θK |ā⟩A . (49)

3) Alice and Bob input her qubit and his photon component
|ℓ⟩B in the path state |1⟩C to the ℓ-MQZN gate, respec-
tively. Unless the photon is absorbed by the electron,
the first ℓ-MQZN gate transforms the state |dcfℓ⟩AB as
follows:

|dcfℓ1⟩ABC = x |ℓℓ1⟩ABC

+ cos θK (y |0⟩A + z |1⟩A) |10⟩BC

+ sin θK (y |1⟩A − z |0⟩A) |10⟩BC . (50)

Whenever the photon is found in the quantum channel
between Alice and Bob, the electron absorbs it and the
protocol declares an erasure.

4) Alice and Bob repeat the second and third steps for
subsequent ℓ-MQZN gates. After K ℓ-MQZN gates,
unless the photon is absorbed by the electron, Bob
performs the B operator again on the photon component
in the path state |1⟩C to recombine the horizontal and

vertical components of the photon by PBSV. At the end
of the protocol, Bob performs the C operator on his qubit
to complete the ℓ-DCFK,N protocol where C = Z ℓ̄.
Then, the composite state of Alice and Bob transforms
as follows:

|dcfℓ2⟩AB = x |ℓ0⟩AB + (−1)ℓ̄
y |11⟩AB

+ (−1)ℓ
z |01⟩AB (51)

with the probability λ5 = g
(
|x|2

)
.

Unless the protocol is discarded, the DCFK,N gate for the
input state |dcfℓ⟩AB is configured as the controlled flipping
operation in (51) such that

ℓ-DCFK,N :

{
I ⊗ |0⟩B⟨0| + (−1)ℓ̄

XZ ⊗ |1⟩B⟨1|
with the probability λ5,

(52)

where the polarization state of Bob’s photon acts as a control
qubit and the QAO state of Alice’s electron acts as a target
qubit.

H. D-DCF Gates

Similar to the ℓ-DCFK,N operation, K D-MQZN gates are
concatenated serially to devise the D-DCFK,M gate, as shown
in Fig. 10. Taking Bob’s |b⟩B polarized photon in the path state
|c⟩C as control and Alice’s AO |a⟩A as a target, the controlled
flipping operation of the D-DCFK,N gate is generally as
follows:

D-DCFK,N :

{
|abc⟩ABC → (−1)a+b+c |(a⊕ b) bc⟩ABC

with the probability ζ b̄
3∆a,b⊕c,c.

(53)
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Fig. 10. A D-DCFK,N gate where |abc⟩ABC → (−1)a+b+c |(a⊕ b) bc⟩ABC with the probability ζ b̄
3∆a,b⊕c,c.

Since the photon is absorbed by the electron with certainty
when b = 0 and a ̸= c (i.e., ∆a,b⊕c,c = 0), we consider a
composite input state of Alice and Bob for the D-DCFK,N

gate as follows:

|ddcf⟩ABC = γ |dcf0⟩AB |0⟩C + δ |dcf1⟩AB |1⟩C . (54)

1) Bob starts the D-DCFK,N protocol by applying PBSH

in each path of the photon and recombines the respec-
tive photon components after K successive D-MQZN

operations. Bob performs the X and Z operators on
his photon components in path states |1⟩C and |2⟩C,
respectively.

2) Alice performs A = Ry (2θK) on her qubit and Bob
inputs his photon components in path states |0⟩C and
|1⟩C to the D-MQZN gate, respectively. Unless the
photon is absorbed by the electron, the first D-MQZN

gate transforms the input state |ddcf⟩ABC to

|ddcf1⟩ABC = γx |000⟩ABC + δx |111⟩ABC

− γ cos θK (y |0⟩A + z |1⟩A) |12⟩BC

− γ sin θK (y |1⟩A − z |0⟩A) |12⟩BC

+ δ cos θK (y |0⟩A + z |1⟩A) |13⟩BC

+ δ sin θK (y |1⟩A − z |0⟩A) |13⟩BC .
(55)

3) Alice and Bob repeat the second step for the subsequent
D-MQZN gates. After K D-MQZN gates, unless the
photon is absorbed, Bob performs the X operator on his
photon component in the path state |1⟩C and recombines
the respective photon components. The composite state

of Alice and Bob transforms as follows:

|ddcf2⟩ABC

= γ |dcf02⟩AB |0⟩C + δ |dcf12⟩AB |1⟩C
= γx |000⟩ABC − γy |110⟩ABC + γz |010⟩ABC

+ δx |101⟩ABC + δy |111⟩ABC − δz |011⟩ABC (56)

with the probability λ5.
Unless the protocol is discarded, the D-DCFK,N gate for the
input state |ddcf⟩ABC is configured as the controlled flipping
operation in (56) such that

D-DCFK,N :

{
Z ⊗ |0⟩B⟨0| ⊗ Z − XZ ⊗ |1⟩B⟨1| ⊗ Z

with the probability λ5,

(57)

where the polarization state of Bob’s photon acts as a control
qubit and the QAO state of Alice’s electron acts as a target
qubit.

IV. QUANTUM TELECOMPUTATION

In this section, we propose two quantum telecomputation
protocols: a stochastic CCT protocol for general input states
and a deterministic CCT protocol for Bell-type input states.
These counterfactual protocols allow Bob to perform an
arbitrary single-qubit unitary operation on Alice’s qubit in a
concealed, controlled, and counterfactual manner.

A. CCT Protocols

Let U be the single-qubit unitary operator in (4) and

Um = Rz (ϕ) Ry (θ;m) Rz (φ) (58)
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Fig. 11. A stochastic CCT protocol without preshared entanglement. Bob starts the protocol by entangling his qubit |ψ⟩B and ancilla |0⟩C with the local
CNOT operation. Alice and Bob apply a sequence of nonlocal controlled flipping operations T , Q1, Q2 and the local operations V 1 (U), V 2 (at Bob’s
side). At the end of the protocol, Bob applies the Hadamard gate H on the ancilla followed by measuring the ancilla in the computational basis. Alice and
Bob counterfactually apply the controlled-Zm operation on their composite state and transform it as |ψ6m⟩AB = γ |ψ⟩A |0⟩B + δ

(
Um |ψ⟩A

)
|1⟩B where

Um = Rz (ϕ)Ry (θ;m)Rz (φ).

denote its pair for two directions of y-rotation where m ∈ Z2.
The CCT protocol counterfactually performs the controlled-
Um operation on Alice’s qubit with

Pr [m = m] =


1
2
, for m = 0,

1
2
, for m = 1

(59)

without revealing Um to Alice as shown in Fig. 11. To demon-
strate the implementation of CCT, we consider arbitrary pure
input states of Alice’s target qubit |ψ⟩A and Bob’s control
qubit |ψ⟩B as follows:

|ψ⟩A = α |0⟩A + β |1⟩A , (60)
|ψ⟩B = γ |0⟩B + δ |1⟩B . (61)

Bob starts the protocol by performing the local CNOT
operation to entangle his qubit with the ancillary qutrit |0⟩C.
Then, Alice and Bob have the separable composite state
|ψ1⟩ABC as follows:

|ψ1⟩ABC = |ψ⟩A (γ |00⟩BC + δ |11⟩BC) . (62)

Alice and Bob counterfactually apply the Toffoli gate T with
Alice’s qubit and Bob’s ancillary qutrit as control and Bob’s
qubit as a target. To ensure the counterfactuality of the pro-
tocol, if any physical particle is transmitted over the quantum
channel, Alice’s QAO absorbs the particle and both parties
(Alice and Bob) discard the protocol. Unless the protocol
is discarded, it transforms the composite state |ψ1⟩ABC as
follows:

|ψ2⟩ABC = γ |ψ⟩A |00⟩BC

+ δ (α |01⟩AB + β |10⟩AB) |1⟩C . (63)

Bob applies the following local operation V 1 (U) on his
qubit and ancillary qutrit:

V 1 (U) = V 14V 13V 12V 11, (64)

where

V 11 = I ⊗ |0⟩C⟨0| + (Rz (φ) X) ⊗ |1⟩C⟨1| ,
+ I ⊗ |2⟩C⟨2| , (65)

V 12 = |0⟩B⟨0| ⊗ I + |10⟩BC⟨10| + |12⟩BC⟨11|
+ |11⟩BC⟨12| , (66)

V 13 = I ⊗ |0⟩C⟨0| + (Rz (ϕ) Ry (θ)) ⊗ |1⟩C⟨1|
+ (Rz (ϕ) Ry (θ)) ⊗ |2⟩C⟨2| , (67)

V 14 = I ⊗ (|0⟩C⟨0| + |2⟩C⟨2|) + X ⊗ |1⟩C⟨1| . (68)

Note that the dependence of V 1 on U is through V 11 and
V 13. As a controlled manner, this operation encodes U on
Bob’s qubit as follows:

V 1 |01⟩BC = (UX |0⟩B) |2⟩C , (69)
V 1 |11⟩BC = (XUX |1⟩B) |1⟩C . (70)

Since

U |b⟩B = e(−1)b̄ı(φ+ϕ)/2 cos (θ/2) |b⟩B
+ (−1)b

e(−1)b̄ı(φ−ϕ)/2 sin (θ/2) |b̄⟩B , (71)

it transforms the composite state |ψ2⟩ABC as follows:

|ψ3⟩ABC = γ |ψ⟩A |00⟩BC

+ δαe−ı(φ+ϕ)/2 cos (θ/2) |011⟩ABC

+ δαe−ı(φ−ϕ)/2 sin (θ/2) |001⟩ABC

+ δβe+ı(φ+ϕ)/2 cos (θ/2) |112⟩ABC

− δβe+ı(φ−ϕ)/2 sin (θ/2) |102⟩ABC . (72)

Now, Alice and Bob counterfactually apply the follow-
ing consecutive controlled flipping operations Q1 and Q2

where

Q1 = I ⊗
(
|00⟩BC⟨00| + |10⟩BC⟨10|

+ |11⟩BC⟨11| − |12⟩BC⟨12|
)

+ X ⊗ (|02⟩BC⟨02| − |01⟩BC⟨01|) , (73)
Q2 = |0⟩A⟨0| ⊗ I ⊗ (|0⟩C⟨0| + |1⟩C⟨1|)

+ |1⟩A⟨1| ⊗ I ⊗ (|0⟩C⟨0| − |2⟩C⟨2|)
− |1⟩A⟨1| ⊗ X ⊗ |1⟩C⟨1|
+ |0⟩A⟨0| ⊗ X ⊗ |2⟩C⟨2| . (74)
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Fig. 12. A CCT protocol for general input states using QZ and CQZ gates. Here B1 = Rz (φ)X , B2 = Rz (ϕ)Ry (θ), and B3 = XB2.

Unless the protocol is discarded, the global controlled flipping
operations transform the composite state |ψ3⟩ABC as follows:

|ψ4⟩ABC = γ |ψ⟩A |00⟩BC

+ δαe−ı(φ+ϕ)/2 cos (θ/2) |011⟩ABC

+ δαe−ı(φ−ϕ)/2 sin (θ/2) |111⟩ABC

+ δβe+ı(φ+ϕ)/2 cos (θ/2) |112⟩ABC

− δβe+ı(φ−ϕ)/2 sin (θ/2) |012⟩ABC . (75)

Bob applies the local operation V 2 on his qubit and ancillary
qutrit:

V 2 = |0⟩B⟨0| ⊗ I

+ |1⟩B⟨1| ⊗ (|0⟩C⟨1| + |1⟩C⟨2| + |2⟩C⟨0|) , (76)

followed by the Hadamard gate H on the ancillary qutrit to
disentangle the ancillary qutrit from Alice’s and Bob’s qubits.
At the end of the protocol, Bob performs the measurement on
the ancillary qubit in the computational basis. Let m = m be
Bob’s measurement outcome with equal probability. Then, the
composite state |ψ4⟩ABC collapses to

|ψ5m⟩AB = γ |ψ⟩A |0⟩B
+ δαe−ı(φ+ϕ)/2 cos (θ/2) |01⟩AB

+ δαe−ı(φ−ϕ)/2 sin (θ/2) |11⟩AB

+ (−1)m
δβe+ı(φ+ϕ)/2 cos (θ/2) |11⟩AB

+ (−1)m̄
δβe+ı(φ−ϕ)/2 sin (θ/2) |01⟩AB . (77)

Alice and Bob apply the controlled-Zm operation in a coun-
terfactual way to transform only

|11⟩AB → (−1)m |11⟩AB . (78)

To implement the set of global flipping operations T , Q1,
Q2, and controlled-Zm counterfactually, there is the nonzero
probability—called the abortion rate—that the physical parti-
cle is found in the quantum channel and the protocol fails
in counterfactuality. This abortion rate vanishes asymptoti-
cally as the cycle numbers of QZ and CQZ gates increase.
In case any physical particle is traveled over the quantum
channel, Alice and Bob discard the protocol to ensure the full

counterfactuality of CCT. Unless the protocol is discarded, the
composite state |ψ5m⟩AB ends up being the final state

|ψ6m⟩AB = γ |ψ⟩A |0⟩B
+ δαe−ı(φ+ϕ)/2 cos (θ/2) |01⟩AB

+ (−1)m
δαe−ı(φ−ϕ)/2 sin (θ/2) |11⟩AB (79)

+ δβe+ı(φ+ϕ)/2 cos (θ/2) |11⟩AB

+ (−1)m̄
δβe+ı(φ−ϕ)/2 sin (θ/2) |01⟩AB

= γ (I |ψ⟩A) ⊗ |0⟩B + δ (Um |ψ⟩A) ⊗ |1⟩B , (80)

which shows that Bob has successfully performed the CCT on
Alice’s qubit.

For the unitary teleportation as a special case of the CCT
protocol, Bob sets the initial state of his qubit to |ψ⟩B = |1⟩B
leading to

|ψ6m⟩AB = (Um |ψ⟩A) ⊗ |1⟩B . (81)

Note that (81) shows that at the end of the protocol, the
qubits of Alice and Bob are in a separable state, resulting
in the unitary transformation of the arbitrary input state |ψ⟩A
of Alice—also known as the quantum remote control.

B. Counterfactual Implementation

Alice and Bob prepare the target and control qubits in their
electron and photon. To devise the CCT, Alice and Bob take
the following steps (see Fig. 12).

1) Bob starts the protocol by throwing his photon towards
PBSH to entangle the polarization (control qubit) state
|ψ⟩B with the path state |0⟩C. Then, Alice and Bob have
the composite state |ψ1⟩ABC in (62).

2) Bob passes the horizontal component of the photon to
recombine it at the end of the protocol and detours the
vertical component of the photon to the 1-CQZM,N gate.
Unless the photon is absorbed, it transforms |ψ1⟩ABC to
|ψ2⟩ABC in (63) with the probability

p1 = f
(
|αδ|2, |βδ|2

)
. (82)

3) Bob applies the B1 = Rz (φ) X operation followed by
PBSH on the photon component in the path state |1⟩C.
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Fig. 13. A counterfactual controlled-Z operator using two 1-CQZM,N gates
concatenated serially.

4) Bob applies B2 = Rz (ϕ) Ry (θ) and B3 = XB2 oper-
ators on the photon components in the path states |1⟩C
and |2⟩C, respectively. Then, the composite state of
Alice and Bob transforms to |ψ3⟩ABC in (72).

5) To apply Q1 counterfactually, Bob inputs the pho-
ton components in path states |1⟩C and |2⟩C to the
D-DCFK,N gate. From (56), unless the photon is
absorbed by the electron in the D-DCFK,N gate, it trans-
forms |ψ3⟩ABC as follows:

|ψ31⟩ABC = γ (α |1⟩A − β |0⟩A) |00⟩BC

− δαe−ı(φ+ϕ)/2 cos (θ/2) |111⟩ABC

+ δαe−ı(φ−ϕ)/2 sin (θ/2) |001⟩ABC

− δβeı(φ+ϕ)/2 cos (θ/2) |012⟩ABC

− δβeı(φ−ϕ)/2 sin (θ/2) |102⟩ABC (83)

with the probability

p2 = g
(
|δ|2 sin2 (θ/2)

)
. (84)

Now, Alice applies ZX on her qubit and Bob performs
the Z operation on path states |1⟩C and |2⟩C to complete
the Q1 operation.

6) To apply Q2 counterfactually, Bob inputs the pho-
ton components in path states |1⟩C and |2⟩C to the
1-CQZM,N and 0-CQZM,N gates in the D-CQZM,N

gate, respectively. Unless the photon is discarded in the
D-CQZM,N gate, Bob locally applies the X operator on
the photon component in the path state |2⟩C to complete
the Q2 operation. From (38), the composite state of
Alice and Bob transforms to |ψ4⟩ABC in (75) with the
probability

p3 = f
(
|δα|2 cos2 (θ/2) + |δβ|2 sin2 (θ/2) ,

|δβ|2 cos2 (θ/2) + |δα|2 sin2 (θ/2)
)
. (85)

7) To disentangle the ancillary qutrit, Bob applies the local
operation V 2 followed by the Hadamard gate H on the
ancilla and performs the measurement on the ancilla in
the computational basis. It collapses the composite state
|ψ4⟩ABC to |ψ5m⟩AB in (77).

8) Alice and Bob perform the controlled-Zm operation
depending on the measurement result m. For m = 1,
Bob applies PBSH again and inputs the component of the
photon in the path state |1⟩C to 1-CQZM,N gates. Since

1-CQZM,N

(
1-CQZM,N (|cqz1⟩AB)

)
= CPHASE |cqz1⟩AB (86)

with the probability λ2
2, Alice and Bob apply two

1-CQZM,N gates in series to perform the controlled-Z
operation counterfactually as shown in Fig. 13. At the
end of the protocol, Bob recombines the horizontal and
vertical components of the photon, and the composite
state of Alice and Bob transforms to |ψ6m⟩AB in (79)
with the probability

pm
4 = f2m

(
|αγ|2, |βγ|2

)
. (87)

In the CCT protocol for general input states, the success
probability (i.e., the complement of the abortion rate) Pm is
given as

Pm = p1p2p3p
m
4 , (88)

which tends to one as M,N,K → ∞ (see Fig. 14). Here,
it is important to note that the success probability of the
CCT protocol increases as M,N, and K go to infinity.
However, it reduces the stability of the nested Mach-Zehender
interferometer. This problem may limit the success probability
of the CCT protocol and needs to be overcome in future work
towards effective CCT.

C. CCT Protocols for Bell-Type States

Let the entangled states

|Bab⟩AB = α |ab⟩AB + β |āb̄⟩AB (89)

be Bell-type states. Note that |B0ℓ⟩AB and its swapped state

|Bℓ0⟩AB = SWAP |B0ℓ⟩AB

= α |ℓ0⟩AB + β |ℓ̄1⟩AB (90)

are called the ℓ-class Bell-type states in the paper.
1) Protocol: Consider that the initial states of Alice and

Bob are ℓ-class Bell-type states

|ψ0⟩AB = |Bℓ0⟩AB (91)

and Bob knows the value of ℓ. Similar to the general input
state, Bob starts the protocol by entangling his qubit with the
ancillary qubit |0⟩C (see Fig. 15). Now, Bob directly applies

Ṽ 1 (U) = I ⊗ |0⟩C⟨0| +
(
XℓUXℓ

)
⊗ |1⟩C⟨1| (92)

for the ℓ-class states. Alice and Bob counterfactually apply

Q̃1 = I ⊗
(
|00⟩BC⟨00| + |10⟩BC⟨10|

+ (−1)ℓ |11⟩BC⟨11|
)

+ (−1)ℓ
X ⊗ |01⟩BC⟨01| , (93)

followed by

Q̃2 =
(
|0⟩A⟨0| + |1⟩A⟨1|

)
⊗ I ⊗ |0⟩C⟨0|

+ (−1)ℓ |1⟩A⟨1| ⊗ Xℓ ⊗ |1⟩C⟨1|
+ (−1)ℓ |0⟩A⟨0| ⊗ X ℓ̄ ⊗ |1⟩C⟨1| (94)

for the ℓ-class states. At the end of the protocol, Bob applies
the local CNOT operation at his qubits to disentangle the
ancillary qubit. Again, there exists the abortion rate that the
physical particle is transmitted over the quantum channel and
the protocol fails to implement the set of global flipping
operations Q̃1 and Q̃2 counterfactually—which tends to zero
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Fig. 14. (a) Success probability Pm as a function of M and N for general input states when K = M , θ = π/4, and |α|2 = |γ|2 = 1/2. Since the success
probability Pm is concave in M > 1, for any positive integer N , there exists the optimal value M that maximizes the success probability for a given N .
(b) Success probability Pm as a function of N and θ when M = arg maxPm for given N , K = M , and |α|2 = |γ|2 = 1/2.

Fig. 15. A deterministic CCT protocol for Bell-type states to counterfactually apply U on Alice’s qubit in a concealed and controlled fashion without
using additional preshared entanglement. Similar to the CCT protocol for general input states, Bob starts the protocol by entangling his qubit with ancilla
|0⟩C with the local CNOT operation. Alice and Bob apply a sequence of nonlocal controlled flipping operations Q̃1, Q̃2 and the local operation Ṽ 1 (U)
(at Bob’s side). At the end of the protocol, Bob applies the CNOT operation locally to disentangle the ancilla qubit and transforms the composite state as
|ψ⟩ABC =

(
I ⊗ |0⟩B⟨0| + U ⊗ |1⟩B⟨1|

)
|ψ0⟩AB ⊗ |0⟩C.

under the asymptotic limits. Unless the protocol is discarded,
the CCT protocol for Bell-type states transforms |ψ0⟩AB as
follows:

|ψ⟩ABC = |ψ1⟩AB ⊗ |0⟩C , (95)

where

|ψ1⟩AB =
(
I ⊗ |0⟩B⟨0| + U ⊗ |1⟩B⟨1|

)
|ψ0⟩AB . (96)

As the ancillary qubit is already in a separable state with qubits
A and B, Bob does not need to perform measurements on his
ancillary qubit.

2) Counterfactual Implementation: To demonstrate the
CCT implementation for Bell-type states, Alice and Bob
prepare the composite input state |ψ0⟩AB = |Bℓ0⟩AB in the
electron-photon pair. Similar to the general setup, Bob starts
the protocol by applying PBSH on his photon, as shown in
Fig. 16. The CCT protocol for ℓ-class Bell-type states takes
the following steps.

1) Bob applies B̃1 = XℓUXℓ on the component of the
photon in the path state |1⟩C for ℓ-class states.

2) To apply Q̃1 counterfactually, Bob inputs the photon
components in the path state |1⟩C to the ℓ̄-DCFK,N

gate for ℓ-class states. From (51), unless the photon
is absorbed in the ℓ̄-DCFK,N gate, it transforms the
composite state of Alice and Bob as follows:

|ψ01⟩ABC = (−1)ℓ
α |ℓ̄00⟩ABC

− β cos (θ/2) |ℓ11⟩ABC

+ (−1)ℓ̄
β sin (θ/2) |ℓ11⟩ABC (97)

with the probability

p5 = g
(
|β|2 sin2 (θ/2)

)
. (98)

Now, Alice applies ZX on her qubit to complete the
Q̃1 operation.

3) To apply Q̃2 counterfactually, Bob applies B̃2 = X ℓ̄Z
operation on the components of the photon in the
path state |1⟩C for ℓ-class states. Now, Bob inputs the
respective component of the photon to the 1-CQZM,N
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Fig. 16. A CCT protocol for ℓ-class Bell-type states using the ℓ̄-DCFK,N gate where B̃1 = XℓUXℓ and B̃2 = X ℓ̄Z for ℓ-class states.

Fig. 17. (a) Success probability P as a function of M and N for Bell-type input states when K = M , θ = π/4, and |α|2 = 1/2. Since the success
probability P is concave in M > 1, for any positive integer N , there exists the optimal value M that maximizes the success probability for a given N .
(b) Success probability P as a function of N and θ when M = arg maxP for given N , K = M , and |α|2 = 1/2.

gate to complete the Q̃2 operation. At the end of the
protocol, unless the photon is absorbed by the electron
in the 1-CQZM,N gate, Bob recombines the horizontal
and vertical components of the photon and the composite
state |ψ01⟩ABC transforms to |ψ1⟩ABC in (95) with the
probability

p6 = f
(
|β|2 cos2ℓ (θ/2) sin2ℓ̄ (θ/2) ,

|β|2 sin2ℓ (θ/2) cos2ℓ̄ (θ/2)
)

(99)

for ℓ-class states.
For the CCT protocol with Bell-type states, the success prob-
ability P is given by

P = p5p6 (100)

tending again to one as M,N,K → ∞ (see Fig. 17).

D. Numerical Examples

We exemplify the quantum anonymous broadcast network
using the CCT protocol. In contrast to the original anonymous
quantum protocol in [5], the cloud server locally prepares
an n-qubit GHZ state. To anonymously broadcast classical

information, the edge server i applies the unitary operation
U (i) on the ith qubit of the cloud server using the CCT
protocol in a counterfactual and concealed manner where
U (i) = I for all i ∈ {1, 2, · · · , n} and i ̸= s. For the
edge server s, the unitary operation U (s) carries classical
information to be broadcasted anonymously. At the end of
the protocol, the cloud server performs the measurement on
its respective qubits and broadcasts the decoded classical
information. From [5], the degree of anonymity DA for the
quantum anonymous broadcast network with the CCT protocol
is given as

DA = −Pm log2 (n− r)
log2 (n)

, (101)

where r denotes the number of dishonest servers. Note that
the dependence of DA on M,N, and K is from Pm. Fig. 18
shows DA for the quantum anonymous broadcast network with
the CCT protocol. It can be seen that due to the non-zero
abortion rate of the CCT protocol, DA is not equal to one
even if there are no dishonest edge servers in the network.
Here, it is important that Fig. 18 shows numerical results for
a qubit system. However, the CCT protocol can be employed
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Fig. 18. The degree of anonymity DA for the quantum anonymous broadcast
network using the CCT protocol as a function of M and the number of
dishonest servers r when K = M , N = 1000×M , and θ = π/4. The blue
solid line is the trajectory of DA as a function of r for M = 20, whereas
the left plot depicts DA as a function of M when r = 10. We also plot the
trajectory of (M, r) achieving the degree of anonymity of 0.8 (white dashed
line).

for a 2d dimensional qudit system where unitary operations
can be considered as d-qubit transformations which can be
decomposed into the multiplication of single-qubit and two-
qubit unitary operations.

V. CONCLUSION

We have devised a new protocol for distributed quantum
computing that allows Alice and Bob to apply a two-qubit
controlled unitary operator on any input state in a probabilistic
fashion without using preshared entanglement, without reveal-
ing the unitary operator to Alice, and without exchanging
physical particles between remote parties. As (i) any n-
qubit unitary operator can be decomposed into the product of
two-qubit unitary operators and single-qubit operators; and (ii)
the controlled flipping operators Q1 and Q2 are independent
of the input states, the CCT protocol can play an important
role in quantum-federated learning to achieve 6G URLLC
and ensure data security. Furthermore, the concealed nature of
the proposed protocol enables Bob to appeal quantum remote
control at a distinct party in a cryptographic manner in emerg-
ing wireless networks. As an example, we have simulated
CCT protocols for quantum anonymous networks. Future work
may consider suitable variations of the proposed protocols
for various other cryptographic tasks, such as quantum-secret
sharing in 6G networks.
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