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Abstract—Swift advancements in large language model (LLM) tech-
nologies lead to widespread research and applications, particularly in
integrating LLMs with auxiliary tools, known as tool-using LLM agents.
However, amid user interactions, the transmission of private information
to both LLMs and tools poses considerable privacy risks to users. In this
paper, we delve into current privacy-preserving solutions for LLMs and
outline three pivotal challenges for tool-using LLM agents: generalization
to both open-source and closed-source LLMs and tools, compliance with
privacy requirements, and applicability to unrestricted tasks.

To tackle these challenges, we present PrivacyAsst, the first privacy-
preserving framework tailored for tool-using LLM agents, encompassing
two solutions for different application scenarios. First, we incorporate
a homomorphic encryption scheme to ensure computational security
guarantees for users as a safeguard against both open-source and
closed-source LLMs and tools. Moreover, we propose a shuffling-based
solution to broaden the framework’s applicability to unrestricted tasks.
This solution employs an attribute-based forgery generative model and
an attribute shuffling mechanism to craft privacy-preserving requests,
effectively concealing individual inputs. Additionally, we introduce an
innovative privacy concept, t-closeness in image data, for privacy com-
pliance within this solution. Finally, we implement PrivacyAsst, accom-
panied by two case studies, demonstrating its effectiveness in advancing
privacy-preserving artificial intelligence. 1

Index Terms—Large language model (LLM), Tool-using LLM agent,
Privacy, Homomorphic encryption, t-Closeness.

1 INTRODUCTION

With the rapid advancement in the field of Natural Lan-
guage Processing (NLP), Large Language Models (LLMs)
have become a breakthrough force driving digital innova-
tion in a variety of fields [1]–[3]. Extensions and applications
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centered on these large language models are also evolving,
of particular note is Tool-using LLM agent [4]–[6]. Tool-using
LLM agent is a pioneering framework that uses the LLM as a
core controller, allowing the LLM to interact seamlessly with
a variety of tools and APIs. The framework greatly improves
the performance of the LLM itself by calling external tools
that can access to additional information missing from the
model weights. Moreover, the framework greatly stimulates
the potential capabilities of LLMs to plan, execute, and
accomplish complex tasks. Thus, tool-using LLM agents
are being widely studied and developed as a fundamental
framework for LLM applications.

Nevertheless, the fundamental framework of tool-using
LLM agents raises new privacy considerations. Specifically,
within the tool-using LLM agent usage process (refer to
Figure 1), the user initially submits a public query and
a private input to the LLM. Subsequently, the LLM or-
chestrates the task and invokes relevant tools to execute
it. After receiving privacy results from the tools, the LLM
generates and delivers the response to the user [7]. In this
process, the LLM possesses knowledge of the user’s private
input and inadvertently shares this information with the
corresponding tools during task execution. For instance,
when a user employs a tool-using LLM agent to describe
the content of an image, they provide a private image to
LLM, which subsequently shares that image with a third-
party model deployment platform. This interaction results
in the exposure of the user’s privacy to both the LLM and
the third-party tool provider platform.

To the best of our knowledge, there is currently no
solution for privacy issues under the tool-using LLM agent.
While privacy-preserving approaches under LLM (i.e., local
deployment [8], anonymous communication [9], and data
masking [10]) can be extended and applied to tool-using
LLM agents, these approaches have shortcomings under
both LLMs and tool-using LLM agents. (1) Local deployment
deploys the open-source large language model and uses
open-source tools that are also deployed locally to solve
problems [8]. This approach guarantees privacy by ensuring
that data does not leave the local execution environment.
However, this approach demands substantial user-side ex-
pertise and hardware resources to deploy the large language
model and tools. In addition, this approach is limited to
using only open-source large language models and tools;
many powerful closed-source large language models or
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LLMs and tools

Privacy input:

User request contains privacy
Public query: 
Could you please identify the eye 
color of the individual in the attached 
photograph? Additionally, I'd appreciate 
it if you could adjust the eye color of the 
subject to a natural blue hue, ensuring a 
smooth transition and authentic look.

Privacy leakage of privacy input

Hair color

Eye color

Skin color

Race

Response contains privacy:

Before Editing:
• Brown: 67.1%
• Blue: 26.7%
• Hazel: 4.1%
• Green: 2.2%

After Editing:
• Blue: 81.6%
• Green: 14.2%
• Hazel: 3.0%
• Brown: 1.2%

The eye color analysis is as follows. The subject's eye
color has been successfully adjusted from Brown to Blue.

Privacy leakage of privacy results
Eye color analysis for a specific user:

• Brown with score 67.1%
• Blue with score 26.7%

• Hazel with score 4.1%
• Green with score 2.2%

Privacy leakage to
LLMs and tools

Model vlit-b32-finetuned-vqa
for eye color analysis.

Model SC-FEGAN
for eye color adjustment.

Generalized to both open and 
closed-source LLM and tools
Privacy requirements

Tasks-agnostic

PrivacyAsst should satisfy:

Fig. 1. The whole process of tool-using LLM agent and the privacy leakage within the process.

closed-source tools are not available. (2) Anonymous com-
munication approaches do not require local deployment
and are not affected by the fact that the model or tool
is closed-source. This approach transmits information or
data in a way that hides the identity of the sender and
the receiver, making it difficult for third parties to trace
or identify the participants involved in the communication.
Users can use the Onion Router (i.e., Tor) [9] to communicate
anonymously with LLM so that LLM and the tools cannot
associate the user ID with the specific input. However,
this approach remains impractical for most users who lack
professional expertise in Tor deployments. In addition, there
is no privacy guarantee for anonymous communication.
Existing attacks illustrate that users’ real IP addresses can
still be traced even under Tor [11], [12]. (3) Data masking
achieves protection of sensitive information by replacing
original data values with fictitious, altered, or scrambled
values while preserving the overall structure and character-
istics of the data. For instance, PrivateGPT [10] identifies and
removes over 50 types of personally identifiable information
(i.e., PII) within the application before sending it through
to ChatGPT. However, this approach is task-bound, i.e. it
cannot be accomplished when the task itself requires the
input of private information.

Guided by the shortcomings of privacy-preserving solu-
tions within the LLM domain, we summarize three key chal-
lenges relevant to the development of a privacy-preserving
framework for tool-using LLM agents (refer to Figure 1):
First, how to achieve a high level of generality in the
framework. This includes ensuring that the framework is
not limited to specific types of LLMs and tools, whether they
are open-source or closed-source. Second, how to ensure
privacy guarantees within the framework, aligning with
existing privacy requirements. Third, how to enable the
framework to be adaptable and agnostic to a spectrum of
tasks, free from the constraints of specific tasks.

In the paper, we introduce PrivacyAsst, the first privacy-
preserving framework for tool-using LLM agents, address-
ing the aforementioned challenges. Distinguishing itself
from conventional data masking solutions, which cannot
operate on private input, our encryption-based solution
incorporates an encryption scheme. This solution enables

the framework to encompass tasks that can operate on en-
crypted inputs, including neural network-based classifica-
tion tasks. Employing the homomorphic encryption mech-
anism, the original input is encrypted and subsequently
distributed to third-party tools through the LLM, enabling
the acquisition of accurate encrypted outcomes. This ba-
sic solution requires that third-party tools be compatible
with encrypted data and provide encrypted counterparts
of their functionalities. To further enhance the framework’s
adaptability for more intricate tasks like generative models,
the framework also incorporates a shuffling-based solution.
This solution leverages a forgery generative model to gen-
erate a set of forgery inputs, subsequently employing an at-
tribute shuffling mechanism to construct privacy-preserving
requests from these forgery inputs, effectively concealing
individual inputs.

Specifically, we develop a privacy-preserving framework
that includes two solutions. The basic encryption-based
solution ensures computational security privacy protection
for both open and closed-source LLMs and tools, given
the availability of an encrypted tool variant. The solution
is suitable for a wide range of tasks that can operate on
encrypted inputs, including computations, classifications,
and counting tasks. In addition, the shuffling-based solution
provides t-closeness privacy protection for both open and
closed-source LLMs and tools, and it’s task-agnostic.

In summary, our contributions are as follows:

• We present PrivacyAsst for tool-using LLM agents, the
first privacy-preserving framework that is generalized
across open and closed-source LLMs/tools, adheres to
established privacy requirements, and offers applicabil-
ity across a diverse range of tasks.

• We design two innovative privacy-preserving solutions
within PrivacyAsst. The first, an encryption-based so-
lution, incorporates an encryption scheme into tool-
using LLM agents to ensure user privacy in compliance
with computational security standards. The second,
a shuffling-based solution, leverages attribute-based
forgery generative models and an attribute shuffling
mechanism to generate a set of privacy-preserving re-
quests. These requests effectively obfuscate the user’s
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private inputs while still adhering to the principles of
t-closeness.

• We implement PrivacyAsst and provide two examples
for each solution to evaluate its effectiveness. Extensive
experiments show that PrivacyAsst enables accurate
tool usage with LLMs and addresses three of the afore-
mentioned challenges.

2 BACKGROUND

2.1 Language Models

A language model (LM) is a probabilistic machine learning
model that estimates the probabilities of word sequences
based on its training text corpora. Given an input text, an
LM iteratively predicts the next token or word per the maxi-
mum probability. LMs play a fundamental role in numerous
natural language processing (NLP) tasks, encompassing text
classification [13] (e.g., sentiment analysis, news topic classi-
fication, email spam filtering), machine translation [14] (e.g.,
translating business content into different languages), and
natural language generation [15] (e.g., question-answering,
abstract summarization, report writing).

A large language model (LLM) is distinguished by its
huge number of model parameters and its extremely large-
scale training data. Such powerful LLMs, exemplified by
models like ChatGPT [1], LLaMA [2], [16], and Google
Gemini [17], signify a significant leap in AI capabilities [18].
These models not only outperform traditional LMs in con-
ventional NLP tasks, but also demonstrate high potential
in comprehending human intentions, automating intricate
processes, and generating coherent responses [19]. More-
over, prompt engineering techniques enable effective com-
munication with LLMs, enabling control over their behavior
to achieve desired outcomes without necessitating updates
to the model weights. This further enhances the LLM’s
language comprehension and generation abilities [20].

2.2 Tool-Using LLM Agents

Tool-using LLM agent [5], [6] is a new paradigm of today’s
LLM applications, addressing inherent limitations of the
LLM, such as limited multimodal skills, rudimentary mathe-
matical skills, and challenges in maintaining the up-to-date
information [21]. Tool-using LLM agents empower LLMs
to harness external tools (such as calculators [22], search
engines [23], and machine learning models [7]) without
necessitating changes to the underlying model parameters.

The landscape of tools that can be manipulated by in-
structions in conjunction with LLMs is increasingly diver-
sified, allowing the completion of complex tasks. And tool-
using LLM agents can be categorized into three interaction-
based genres from a user-centric perspective [5], ranging
from the most tangible to the least tangible:
Physical interaction-based agents [24] engage directly with
the physical world, interfacing with devices such as sensors,
wearables, cameras, and robots. Tools within these agents
possess the ability to sense physical environments, collect
data through devices, perform data analysis via programs,
and subsequently react to the next step in operations.
Graphical user interface (GUI)-based agents [25], [26] facil-
itate tool manipulation through GUIs, including graphical

icons, indicators, and menus found in websites, computer
games, and similar platforms. Tools within these agents do
not exert direct influence on the physical world but capture
and store users’ actions and preferences within the agents,
which are subsequently leveraged for data analysis and
further interactions.
Program-based agents [7], [22], [27] grant users access to
the innermost layers of tool source code, encompassing
diverse forms, such as programming libraries, software
development environments, and machine learning models.
These tools offer enhanced flexibility and customization,
allowing them to address complex challenges. Tools in these
agents require the user input for required parameters and
subsequently produce final results.

2.3 Sensitive Information Leakage in Tool-Using LLM
Agents

According to previous research [28]–[31], the leakage of sen-
sitive information poses a significant concern in the domain
of LLM, as well as tool-using LLM agents. On one hand,
LLMs are typically trained on extensive textual datasets,
which may potentially contain sensitive information such
as personally identifiable information (PII) (e.g., names, ad-
dresses, and email addresses), financial data, health records,
and location information [16]. In cases where LLMs ex-
cessively rely on specific sensitive data points, there is an
inadvertent risk of reproducing or exposing them, thereby
heightening the likelihood of data leakage [32], [33]. Delib-
erately crafted prompts by malicious users or inadequate
filtering of sensitive content during training may lead to
privacy breaches of the training data [34], [35]. On the other
hand, users may directly input documents or files con-
taining sensitive information into LLMs or tool-using LLM
agents. Such sensitive data is subsequently exposed to the
LLM and the tool provider [30]. Besides, as with sensitive
training data in the former scenario, where user-supplied
files encompassing sensitive data traverse into the LLM and
the tool provider’s domain, there is a risk of unauthorized
users accessing this content during generation.

This paper focuses on the latter aspect of sensitive infor-
mation leakage. Building upon the taxonomy in Section 2.2,
we discuss privacy leakage in different tool-using LLM
agents, as outlined in Table 1.
Physical interaction-based agents facilitate the collection
of real-world data through mechanisms such as image-
capturing cameras and audio-capturing microphones. Pre-
vious attacks have highlighted the potential severe leakage
of sensitive information when AI analysis is applied to
real-time real-world data. For instance, analysis conducted
in a coffee shop context [36] demonstrates that real-world
sensors can directly expose user facial and location details.
GUI-based agents have the capacity to directly capture
user inputs, preferences, and online activities on web and
Android interfaces. Due to the bridging nature of GUIs that
connect the physical and virtual realms, users often transmit
sensitive information, including bank account details and
social media account information, through GUIs. Existing
GUI attacks [37]–[39] have demonstrated that adversaries
can intercept GUI communications, gaining access to private
information without authorization.
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TABLE 1
Sensitive Information Leakage in Tool-Using LLM Agents

Agent taxonomy Agent example Application and task Content of privacy leaks Intercepting entities

Physical
interaction-based VoxPoser [24]

Language understanding,
Motion planning,
Code generation.

Sensitive information in
the physical world.

LLMs, devices that receive real-world data,
unauthorized users.

GUI-based
Voyager [25]

Prompt generation,
Motion planning,
Code generation.

Initial state of the
software/system.

LLMs, software that receives user interactions,
unauthorized users.

Mantella [26] Speech-to-text Speech content. LLMs, speech recognition system (e.g., Whisper),
game software, unauthorized users.

Program-based

Toolformer [22]
Question answering,

Wikipedia search,
Machine translation.

Sensitive information in
user-provided text. LLMs, third-party tools, unauthorized users.

HuggingGPT [7]
Object detection,

Image classification,
Image-to-text, etc.

Sensitive information in
user-provided images.

LLMs, AI community/ machine learning platform
(e.g., HuggingFace), unauthorized users.

Program-based agents possess access to source code and
its corresponding inputs, encompassing text, speech, and
images. The sensitive information of these inputs is directly
exposed to the source code provider.

In summary, the aforementioned sensitive information leakage
within the three types of agents can be interpreted as sensitive
information leakage within program-based agents. For instance,
in the case of physical interaction-based agents, data col-
lected from the physical world is transmitted to the internal
programs within these agents. Similarly, GUI-based agents
transmit data collected from graphical interfaces to the
internal programs within the agents. Therefore, establishing
a privacy-preserving framework for program-based agents
can directly extend the protection to address the privacy
concerns associated with both physical interaction-based
and GUI-based agents.

3 PROBLEM FORMULATION

3.1 System Model
The system comprises three entities: the user, the LLM
provider, and the tool provider (see Figure 2). We follow
a typical and widely used program-based agent, Hugging-
GPT [7], and consider OpenAI as the LLM provider to offer
ChatGPT [1] and Hugging Face [40] as the tool provider to
offer a wide range of AI models. The user has a request
Q = {q, x} containing a public query q and the private
input x, where the private information in x is p(x). The
user wants to know the answer to the request for input,
but the user lacks the computation source and professional
knowledge. So the user wants to employ the LLM to obtain
the answer while not leaking private information. The LLM
serves as a controller, which can plan tasks and select AI
models to suit different tasks. The tool provider can execute
AI models according to the input arguments.

There is a two-way communication channel between
the user and the LLM and between the LLM and the AI
models, respectively. The user sends the user request Q to
the LLM and wants to obtain the correct response. After
receiving the user request Q, the LLM leverages its ability
to parse the user request and decomposes the user request
into multiple tasks taski = {id,goal,agrs}. The LLM
plans the task order and dependency based on knowledge
and then generates the response template r according to all
tasks. The response template r is generated by inputting

pre-determined prompts into the LLM. The LLM distributes
the parsed tasks to AI models according to the model
description in Hugging Face. Each AI model executes the
assigned tasks on the input agrs and returns the prediction
result ci to the LLM. After receiving all results c{i∈[m]},
the LLM fills c{i∈[m]} into the template r to generate the
response R and returns it to the user.

User provide 
request

Tool (AI models)
execute task

Tasks taski
<latexit sha1_base64="9tc8rf4tM+AnemJXL+h3hAVGJ4g=">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</latexit>
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<latexit sha1_base64="UAYAh9sH64xaP94y8JYkr/5xorU=">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</latexit>

LLM as a 
core controller

2. Parse user request    as   

3. Generate a response template r<latexit sha1_base64="2tbdKpiMgy/URB6AmOq7tWOog80=">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</latexit> 4. Execute task
and return result 

taski
<latexit sha1_base64="9tc8rf4tM+AnemJXL+h3hAVGJ4g=">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</latexit>

ci
<latexit sha1_base64="d1AwmKmPP18gyyd8PK9GQ0dw2Qg=">AAACxnicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rLgpsuK9gG1lGQ6rUPTJEwmSimCP+BWP038A/0L74wpqEV0QpIz595zZu69fhyIRDnOa85aWFxaXsmvFtbWNza3its7zSRKJeMNFgWRbPtewgMR8oYSKuDtWHJv7Ae85Y/Odbx1y2UiovBKTWLeHXvDUAwE8xRRl6wnesWSU3bMsueBm4ESslWPii+4Rh8RGFKMwRFCEQ7gIaGnAxcOYuK6mBInCQkT57hHgbQpZXHK8Igd0XdIu07GhrTXnolRMzoloFeS0sYBaSLKk4T1abaJp8ZZs795T42nvtuE/n7mNSZW4YbYv3SzzP/qdC0KA5yZGgTVFBtGV8cyl9R0Rd/c/lKVIoeYOI37FJeEmVHO+mwbTWJq1731TPzNZGpW71mWm+Jd35IG7P4c5zxoVsruUblycVyqnmSjzmMP+zikeZ6iihrqaJD3EI94wrNVs0Irte4+U61cptnFt2U9fABes5A8</latexit>

5. Cocatenate    with results:r
<latexit sha1_base64="2tbdKpiMgy/URB6AmOq7tWOog80=">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</latexit>

R = {r, c{i2[m]}}
<latexit sha1_base64="wDJ0XQHPLCTh5IounLEiaYbx2Dg=">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</latexit>

6. Obtain responseR
<latexit sha1_base64="Y2nGB5m3tSCWiXvfu36brKV1zEE=">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</latexit>

ci
<latexit sha1_base64="d1AwmKmPP18gyyd8PK9GQ0dw2Qg=">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</latexit>

q
<latexit sha1_base64="11wnuYSa5ItuNGtMY3Aoz8DUy+Y=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rIgiMsW7AO0SDKd1qF5OZkIpegPuNVvE/9A/8I7YwpqEZ2Q5My595yZe6+fBCJVjvNasObmFxaXisulldW19Y3y5lY7jTPJeIvFQSy7vpfyQES8pYQKeDeR3Av9gHf80amOd+64TEUcXahxwnuhN4zEQDBPEdW8vS5XnKpjlj0L3BxUkK9GXH7BFfqIwZAhBEcERTiAh5SeS7hwkBDXw4Q4SUiYOMc9SqTNKItThkfsiL5D2l3mbER77ZkaNaNTAnolKW3skSamPElYn2abeGacNfub98R46ruN6e/nXiGxCjfE/qWbZv5Xp2tRGODE1CCopsQwujqWu2SmK/rm9peqFDkkxGncp7gkzIxy2mfbaFJTu+6tZ+JvJlOzes/y3Azv+pY0YPfnOGdBu1Z1D6q15mGlfpSPuogd7GKf5nmMOs7RQMt4P+IJz9aZFViplX2mWoVcs41vy3r4AFguj24=</latexit>

taski, i 2 [m]
<latexit sha1_base64="MLrQ4kZU21E2dLmmOjPBPL0h+kE=">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</latexit>

User LLM provider Tool provider

Fig. 2. The system model. The entire process involves 6 steps.

3.2 Threat Model
We assume both the LLM and AI models to be semi-
honest adversaries characterized as honest but curious. This
implies that they adhere to the protocol but have a moti-
vation to learn as much private information as possible.
Importantly, we assume there is no collusion between any entities,
including the LLM and AI models, as well as among different
AI models. Specifically, the LLM possesses knowledge of the
user ID and faithfully executes the user request Q, while also
exhibiting curiosity towards the content of x and attempting
to infer the private information p(x). On the other hand, AI
models remain unaware of the user ID and faithfully execute
the assigned task taski.

3.3 Design Goal
We aim to design a privacy-preserving framework for tool-
using LLM agents that can ensure accurate responses to
user requests and be applicable to both open-source and
closed-source LLMs and tools. In particular, we propose two
solutions that cater to different privacy requirements and
task ranges.

3.3.1 Design Goals of the Encryption-based Solution
• Correctness: The framework should guarantee the cor-

rectness of user requests, ensuring that the final re-
sponse remains unchanged compared to a scenario
without privacy safeguards.
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• Generalization: The framework should be compatible
with both open-source and closed-source large lan-
guage models and tools.

• (Privacy Requirement) Computational Security: The
entities involved, including the LLM and AI models,
should only possess knowledge of the ciphertext of the
private input x and the associated private information
p(x). It is important to note that there is no computa-
tionally feasible method to recover the ciphertext in a
reasonable timeframe.

3.3.2 Design Goals of the Shuffling-based Solution
In addition to the Correctness and Generalization goals
outlined in Section 3.3.1, the shuffling-based solution should
satisfy the following objectives:

• (Privacy Requirement) t-Closeness: The entities (i.e.,
LLMs and AI models) are aware that the private input
and private information of a particular user are part of
a set of private inputs and private information. Further-
more, the set of private inputs and private information
should satisfy t-closeness.

• Task-agnostic/ Independent of AI models: Given the
diverse range of challenges encompassing classifica-
tion, object detection, segmentation, generation, and
more, the framework should remain compatible with
any AI model, allowing for flexibility in task selection.

4 ENCRYPTION-BASED SOLUTION

In this section, we present a solution using homomor-
phic encryption to ensure computational security. The pro-
posed solution involves performing operations on cipher-
text throughout the process of tool-using LLM agents.

4.1 Homomorphic Encryption-based AI Inference
In this solution, we do not alter the training process of the AI
model - we train the AI model with plaintext samples. Rather, we
make modifications solely to the inference process. We employ
homomorphic encryption schemes to perform inference
on ciphertext and obtain accurate encrypted results. This
methodology enables computations on ciphertext without
prior decryption, thereby protecting the privacy of the input
data. To illustrate this approach, we provide an example of
a classification model, utilizing the TenSEAL library [41].
Homomorphic Encryption and Decryption. TenSEAL li-
brary encrypts and decrypts integers vectors using the
Brakerski/Fan-Vercauteren (BFV) scheme [42], [43] and real
numbers vectors using the Cheon-Kim-Kim-Song (CKKS)
scheme [44].
Homomorphic Operations. TenSEAL provides fundamen-
tal operations of homomorphic encryption schemes, includ-
ing element-wise addition, subtraction, and multiplication
for both encrypted-encrypted vectors and encrypted-plain
vectors. Additionally, essential operations in AI inference,
such as dot product and vector-matrix multiplication (e.g.,
2-D convolutions), are supported. By leveraging the sup-
ported operations in TenSEAL, we can perform inference on
ciphertext for AI models such as the Convolutional neural
network and Deep neural network.

It is worth noting that other encryption-based AI infer-
ence techniques are also applicable. Further advancements

in encryption techniques are expected to contribute to the
continued development of this solution.

4.2 System Design
The overview of the encryption-based solution is depicted
in Figure 3. The user first encrypts the private input x
using a homomorphic encryption scheme, such as leveled
homomorphic encryption [45]. The user sends the plaintext
query q and the encrypted input x∗ to the LLM. The LLM
parses the plaintext query q into multiple tasks taski =
{id,goal,agrs} and generates the response template r.
It is important to note that the request parsing and the re-
sponse template generating is similar to the original one, i.e.,
step 2 and step 3 in Figure 2, except for the task’s input is the
ciphertext, i.e., agrs = x∗. The LLM distributes the parsed
tasks to AI models. Each AI model executes the task on
the encrypted input data. Specifically, encrypted versions of
the private input are fed into the encrypted neural network.
The network performs the encrypted inference, combining
different encrypted computations on the ciphertext using
homomorphic operations (the detail can be referred to Sec-
tion 4.1). After the inference is completed, the AI model
returns the encrypted form of the final output of the neural
network c∗i to the LLM. The LLM fills the encrypted results
into the template r and obtains the response. Finally, the
user decrypts c∗i using the secret decryption key to reveal
the results and response.

Note that to ensure that the user’s input privacy is
preserved at all stages of the request and computation,
we assume that the user has knowledge of encryption and
decryption with a homomorphic encryption scheme.

LLMUser

AI models

1. User request 
= public query     + private input x

<latexit sha1_base64="z/uXGX9ZOy5sktlcMPA9QxsYPAs=">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</latexit>

q
<latexit sha1_base64="11wnuYSa5ItuNGtMY3Aoz8DUy+Y=">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</latexit>

Q
<latexit sha1_base64="UAYAh9sH64xaP94y8JYkr/5xorU=">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</latexit>

5. Generate a response template Q⇤ = {q, x⇤}
<latexit sha1_base64="L6K4GlCkjWFsJ+N0rGkT9MfId2U=">AAAC0HicjVHLSsNAFD2Nr1pfVZdugkWQIiWtom6EghuXrdgH9CFJOq2heTWZSEsp4tYfcKtfJf6B/oV3xhTUIjohyZlz7zkz917Dt62Qa9prQpmbX1hcSi6nVlbX1jfSm1vV0IsCk1VMz/aCuqGHzLZcVuEWt1ndD5juGDarGf1zEa/dsiC0PPeKj3zWcvSea3UtU+dEtcrt7FlzPDgYtrPNyXU6o+U0udRZkI9BBvEqeekXNNGBBxMRHDC44IRt6AjpaSAPDT5xLYyJCwhZMs4wQYq0EWUxytCJ7dO3R7tGzLq0F56hVJt0ik1vQEoVe6TxKC8gLE5TZTySzoL9zXssPcXdRvQ3Yi+HWI4bYv/STTP/qxO1cHRxKmuwqCZfMqI6M3aJZFfEzdUvVXFy8IkTuEPxgLApldM+q1ITytpFb3UZf5OZghV7M86N8C5uSQPO/xznLKgWcvnDXKF8lCkex6NOYge72Kd5nqCIC5RQIe8BHvGEZ+VSGSp3yv1nqpKINdv4tpSHD5Yfk9g=</latexit>

4. Parse user request    as:q
<latexit sha1_base64="11wnuYSa5ItuNGtMY3Aoz8DUy+Y=">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</latexit>

taski, i 2 [m]
<latexit sha1_base64="MLrQ4kZU21E2dLmmOjPBPL0h+kE=">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</latexit>

r
<latexit sha1_base64="2tbdKpiMgy/URB6AmOq7tWOog80=">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</latexit>

7. Concatenate    with encrypted 
results: R⇤ = {r, c⇤{i2[m]}}

<latexit sha1_base64="6BGQp/S5PgJCCMzx/oCWTh0sT5Y=">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</latexit>

r
<latexit sha1_base64="2tbdKpiMgy/URB6AmOq7tWOog80=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rIgiMsW7ANqkSSd1tDJg8lEKEV/wK1+m/gH+hfeGaegFtEJSc6ce8+Zuff6KQ8z6TivBWthcWl5pbhaWlvf2Nwqb++0syQXAWsFCU9E1/cyxsOYtWQoOeumgnmRz1nHH5+reOeOiSxM4is5SVk/8kZxOAwDTxLVFDflilN19LLngWtABWY1kvILrjFAggA5IjDEkIQ5PGT09ODCQUpcH1PiBKFQxxnuUSJtTlmMMjxix/Qd0a5n2Jj2yjPT6oBO4fQKUto4IE1CeYKwOs3W8Vw7K/Y376n2VHeb0N83XhGxErfE/qWbZf5Xp2qRGOJM1xBSTalmVHWBccl1V9TN7S9VSXJIiVN4QHFBONDKWZ9trcl07aq3no6/6UzFqn1gcnO8q1vSgN2f45wH7VrVParWmseV+okZdRF72MchzfMUdVyigZb2fsQTnq0Li1uZlX+mWgWj2cW3ZT18AFqOj28=</latexit>

c⇤i , i 2 [m]
<latexit sha1_base64="8MMDFIrFPjBGeRaFX7u9w51zL80=">AAAC0HicjVHLSsNAFD3GV31XXboJFkFESlpFXRbcuKxia6GNJZmOOjQvJxNRRMStP+BWv0r8A/0L74wp+EB0QpIz595zZu69fhKIVDnOy5A1PDI6Nl6YmJyanpmdK84vNNM4k4w3WBzEsuV7KQ9ExBtKqIC3Esm90A/4kd/f1fGjCy5TEUeH6irhbuidRuJEME8R5bKuOF5bFx0RtUO3Wyw5Zccs+yeo5KCEfNXj4jM66CEGQ4YQHBEU4QAeUnraqMBBQpyLa+IkIWHiHDeYJG1GWZwyPGL79D2lXTtnI9prz9SoGZ0S0CtJaWOFNDHlScL6NNvEM+Os2d+8r42nvtsV/f3cKyRW4YzYv3SDzP/qdC0KJ9gxNQiqKTGMro7lLpnpir65/akqRQ4JcRr3KC4JM6Mc9Nk2mtTUrnvrmfirydSs3rM8N8ObviUNuPJ9nD9Bs1qubJSr+5ul2lY+6gKWsIxVmuc2athDHQ3yPscDHvFkHViX1q1195FqDeWaRXxZ1v07KP6UFQ==</latexit>

8. Decrypt results

9. Concatenate response
R = {r, c{i2[m]}}

<latexit sha1_base64="wDJ0XQHPLCTh5IounLEiaYbx2Dg=">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</latexit>

i 2 [m]
<latexit sha1_base64="feTj7dYXzhGyj+Axab7at2FhUfM=">AAACynicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rLgxoWLCvYBbZFkOq1D82IyEUpx5w+41Q8T/0D/wjtjCmoRnZDkzLnn3Jl7r58EIlWO81qwFhaXlleKq6W19Y3NrfL2TiuNM8l4k8VBLDu+l/JARLyphAp4J5HcC/2At/3xuY6377hMRRxdq0nC+6E3isRQME8R1RY9EXXD/k254lQds+x54Oaggnw14vILehggBkOGEBwRFOEAHlJ6unDhICGujylxkpAwcY57lMibkYqTwiN2TN8R7bo5G9Fe50yNm9EpAb2SnDYOyBOTThLWp9kmnpnMmv0t99Tk1Heb0N/Pc4XEKtwS+5dvpvyvT9eiMMSZqUFQTYlhdHUsz5KZruib21+qUpQhIU7jAcUlYWacsz7bxpOa2nVvPRN/M0rN6j3LtRne9S1pwO7Pcc6DVq3qHlVrV8eV+kk+6iL2sI9Dmucp6rhAA01T5SOe8GxdWtKaWNNPqVXIPbv4tqyHD8F5kfo=</latexit>

taski,
<latexit sha1_base64="fZoKHxRBs6gB+0BcSUvgxEKQWLI=">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</latexit>

R⇤ = {r, c⇤i }
<latexit sha1_base64="CCSwJcteyVKbrj6PVfvGpoVPG3A=">AAAC1HicjVHLSsNAFD2Nr/ps1aWbYBGkSEmrqBuh4Malin2AfZCMow5NkzCZCFJdiVt/wK1+k/gH+hfeGVNQi+iEJGfOPefO3Hu9yBexcpzXjDU2PjE5lZ2emZ2bX8jlF5fqcZhIxmss9EPZ9NyY+yLgNSWUz5uR5G7f83nD6+3reOOKy1iEwYm6jni7714E4lwwVxHVzeeOO8W91kBusK7oFFu33XzBKTlm2aOgnIIC0nUY5l/QwhlCMCTogyOAIuzDRUzPKcpwEBHXxoA4SUiYOMctZsibkIqTwiW2R98L2p2mbEB7nTM2bkan+PRKctpYI09IOklYn2abeGIya/a33AOTU9/tmv5emqtPrMIlsX/5hsr/+nQtCufYNTUIqikyjK6OpVkS0xV9c/tLVYoyRMRpfEZxSZgZ57DPtvHEpnbdW9fE34xSs3rPUm2Cd31LGnD55zhHQb1SKm+WKkdbhep2OuosVrCKdZrnDqo4wCFqZuaPeMKzVbdurDvr/lNqZVLPMr4t6+EDK1KU0g==</latexit>

6. For               , execute task
and return encrypted results c⇤i

<latexit sha1_base64="moWyfUq+hD0R7ed+JIvko/VZ+PE=">AAACyHicjVHLSsNAFD2Nr1pfVZdugkUQFyVRUZcFN+KqgmkLtZZkOq1D8yKZKKW48Qfc6peJf6B/4Z0xBbWITkhy5tx7zsy914t9kUrLei0YM7Nz8wvFxdLS8srqWnl9o5FGWcK4wyI/Slqem3JfhNyRQvq8FSfcDTyfN73hqYo3b3mSiii8lKOYdwJ3EIq+YK4kymFdcb3XLVesqqWXOQ3sHFSQr3pUfsEVeojAkCEARwhJ2IeLlJ42bFiIietgTFxCSOg4xz1KpM0oi1OGS+yQvgPatXM2pL3yTLWa0Sk+vQkpTeyQJqK8hLA6zdTxTDsr9jfvsfZUdxvR38u9AmIlboj9SzfJ/K9O1SLRx4muQVBNsWZUdSx3yXRX1M3NL1VJcoiJU7hH8YQw08pJn02tSXXtqreujr/pTMWqPctzM7yrW9KA7Z/jnAaN/ap9UN2/OKzUjvJRF7GFbezSPI9RwxnqcMhb4BFPeDbOjdi4M0afqUYh12zi2zIePgDwAJDY</latexit>

taski
<latexit sha1_base64="9tc8rf4tM+AnemJXL+h3hAVGJ4g=">AAAC1HicjVHLSsNAFD2Nr1ofjbp0EyyCq5JUUZcFNy4r2Ae0pSTptA7Ni2QiltqVuPUH3Oo3iX+gf+GdMQW1iE5Icubcc+7MvdeJPJ4I03zNaQuLS8sr+dXC2vrGZlHf2m4kYRq7rO6GXhi3HDthHg9YXXDhsVYUM9t3PNZ0Rmcy3rxmccLD4FKMI9b17WHAB9y1BVE9vdgR7EYIMRF2Mpr2eE8vmWVTLWMeWBkoIVu1UH9BB32EcJHCB0MAQdiDjYSeNiyYiIjrYkJcTIirOMMUBfKmpGKksIkd0XdIu3bGBrSXORPldukUj96YnAb2yROSLiYsTzNUPFWZJftb7onKKe82pr+T5fKJFbgi9i/fTPlfn6xFYIBTVQOnmiLFyOrcLEuquiJvbnypSlCGiDiJ+xSPCbvKOeuzoTyJql321lbxN6WUrNy7mTbFu7wlDdj6Oc550KiUrcNy5eKoVD3ORp3HLvZwQPM8QRXnqKGuZv6IJzxrDe1Wu9PuP6VaLvPs4NvSHj4AhEiWNg==</latexit>

i 2 [m]
<latexit sha1_base64="feTj7dYXzhGyj+Axab7at2FhUfM=">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</latexit>

3. Encrypt the private input
x⇤ = Enc(sk, x)

<latexit sha1_base64="TG8ggsezGdgFA5HfkzsaKxciuYE=">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</latexit>

2. Generate secret key sk
<latexit sha1_base64="9V8HUMRy4EEX3Ar+FfiID6wHbXA=">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</latexit>

ci = Dec(sk, c⇤i )
<latexit sha1_base64="OjjzgThorMW2KM+Hc2O3JLGW0Nc=">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</latexit>

Fig. 3. An overview of the encryption-based solution, including 9 steps.

4.3 Security Analysis
The LLM receives the encrypted inputs from the user and
receives encrypted results from AI models. AI models re-
ceive the encrypted images from the LLM and obtain the
encrypted results after inference.

Theorem 1 (Computational Security). Let λ denote the se-
curity parameter in the homomorphic encryption scheme, then
any adversary attempting to recover the plaintext (x) from the
ciphertext (x∗) should undertake a computational effort of at least
Ω(2λ) bit operations [44]. In the encryption-based solution, both
LLM and AI models own x∗, which means that the solution
satisfies a λ-bit security level [46], [47].

5 SHUFFLING-BASED SOLUTION

In this section, we present a shuffling-based solution for
ensuring t-closeness. Our solution leverages a generative
model and an encryption mechanism to generate a set of en-
crypted forged inputs, while preserving the confidentiality
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of the input content within the LLM. We then employ an at-
tribute shuffling mechanism to generate privacy-preserving
queries that effectively obscure the user’s private input and
private information. We provide the preliminary knowledge
for our solution from Section 5.1 to Section 5.4, followed by
the detailed description of the solution in Section 5.5.

5.1 Text-to-Image Generative Model

Text-to-image models are a form of machine learning mod-
els that, based on natural language descriptions provided as
input, generate images that align with those descriptions.
These models typically comprise a language model and
a generative model. The language model transforms the
natural language input description into vectors in the latent
space, and subsequently, the generative model leverages the
textual vectors to produce the corresponding descriptive
image. Currently, state-of-the-art text-to-image models such
as DALL·E [48], Midjourney [49], and open-source Stable
Diffusion [50], enable users to enter simple prompts and
create visually realistic images.

5.2 Key Exchange Protocol

The Key Exchange Protocol plays a crucial role in facilitating
secure communications over insecure channels by allowing
two or more parties to securely establish a shared secret
key. The shared secret key can then be used to encrypt and
decrypt messages to ensure confidentiality, integrity, and
authenticity during communication. A widely used key ex-
change protocol is Diffie-Hellman (DH) key exchange [51],
which allows two parties to establish a shared secret key
without prior knowledge of each other. As depicted in
Figure 4, this protocol involves Alice and Bob, who aim
to derive a shared secret key, while the eavesdropper, Eve,
attempts to intercept the secret key. The protocol consists of
the following steps:

Party 1: Alice Party 2: Bob

Private key a<latexit sha1_base64="eFBMerTr2HHqhYDuC+18qMZ/6vg=">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</latexit> Private key b
<latexit sha1_base64="ZKlVb1dELVn5AWJvjnxOcYn6W5o=">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</latexit>

A
<latexit sha1_base64="zuk/9tV+GEyAvN9Xbsn8Afc0hWk=">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</latexit>

B<latexit sha1_base64="1tKh4zx/qW6Y4dHD+tdCKqKoicI=">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</latexit>
Shared
secret key 

s = Ba mod p

= ga⇥b mod p
<latexit sha1_base64="1GfSX1VktDP6AgUTkwUFDrO51lw=">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</latexit>

Shared
secret key 

s = Ab mode p

= ga⇥b mode p
<latexit sha1_base64="/PODVtwOvXYo2egieHZHh7oIXxQ=">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</latexit>

Public key A = ga mode p
<latexit sha1_base64="Skm3W4b2kRc1XbrzQ+utjL87hpA=">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</latexit>

Public key B = gb mode p
<latexit sha1_base64="s5w7X8aDsi3dDlJKM0yAbjfVsbU=">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</latexit>

Eavesdropper: 
Eve

Public key A
<latexit sha1_base64="zuk/9tV+GEyAvN9Xbsn8Afc0hWk=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVdLWxi4rgrhswT6gFknSaR2aF5OJUIr+gFv9NvEP9C+8M6agi6ITktw595wzc+91Y58n0rLec8bK6tr6Rn6zsLW9s7tX3D/oJlEqPNbxIj8SfddJmM9D1pFc+qwfC+YErs967vRS5XsPTCQ8Cm/kLGbDwJmEfMw9RxLUvrgrlqyyXbXtWs20ypZeKmg06vW6WcmQErLViopvuMUIETykCMAQQlLsw0FCzwAVWIgJG2JOmKCI6zzDIwqkTYnFiOEQOqXvhHaDDA1przwTrfboFJ9eQUoTJ6SJiCcoVqeZOp9qZ4Uu855rT3W3Gf3dzCsgVOKe0L90C+Z/daoWiTEaugZONcUaUdV5mUuqu6Jubv6oSpJDTJiKR5QXFHtaueizqTWJrl311tH5D81UqNp7GTfFp7olDXgxRXN50K2WK7VytX1WatrZqPM4wjFOaZ7naOIaLXS09zNe8GpcGb6RGOk31chlmkP8WsbTF2l7j3c=</latexit>

Public key B<latexit sha1_base64="1tKh4zx/qW6Y4dHD+tdCKqKoicI=">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</latexit>

Does not know the 
shared secret key s

<latexit sha1_base64="LJrnvTCaHjEqhuGwfBkiAvJTmjw=">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</latexit>

Public modulus p
<latexit sha1_base64="Ij2bEzyKDGHbv9KHDI/vAIE3+aw=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rIgiMsW7ANqkSSd1qGTB5mJUIr+gFv9NvEP9C+8M6agFtEJSc6ce8+Zuff6ieBSOc5rwVpYXFpeKa6W1tY3NrfK2zttGWdpwFpBLOK063uSCR6xluJKsG6SMi/0Bev443Md79yxVPI4ulKThPVDbxTxIQ88RVQzuSlXnKpjlj0P3BxUkK9GXH7BNQaIESBDCIYIirCAB0lPDy4cJMT1MSUuJcRNnOEeJdJmlMUowyN2TN8R7Xo5G9Fee0qjDugUQW9KShsHpIkpLyWsT7NNPDPOmv3Ne2o89d0m9Pdzr5BYhVti/9LNMv+r07UoDHFmauBUU2IYXV2Qu2SmK/rm9peqFDkkxGk8oHhKODDKWZ9to5Gmdt1bz8TfTKZm9T7IczO861vSgN2f45wH7VrVParWmseV+kk+6iL2sI9Dmucp6rhEAy3j/YgnPFsXlrCklX2mWoVcs4tvy3r4AFXOj20=</latexit>

Public base g
<latexit sha1_base64="tjUAH9vgksNXHaNF1nYPFa+PyMQ=">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</latexit>

Public modulus p
<latexit sha1_base64="Ij2bEzyKDGHbv9KHDI/vAIE3+aw=">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</latexit>

Public base g
<latexit sha1_base64="tjUAH9vgksNXHaNF1nYPFa+PyMQ=">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</latexit>

Public modulus p
<latexit sha1_base64="Ij2bEzyKDGHbv9KHDI/vAIE3+aw=">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</latexit>

Public base g
<latexit sha1_base64="tjUAH9vgksNXHaNF1nYPFa+PyMQ=">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</latexit>

Fig. 4. The process of Diffie-Hellman key exchange protocol [51].

1) Public Modulus and Base Agreement: Alice and Bob
agree to use a public modulus (p) and a public base (g).

2) Key Generation: Alice and Bob each select a private
key (a and b) and compute their respective public key
(A and B). The private keys are held confidential, while
the public keys are openly exchanged.

3) Key Exchange: Alice and Bob engage in the exchange
of their public keys (A and B).

4) Shared Secret Key Derivation: Following the key ex-
change, both Alice and Bob independently compute a
shared secret key (s) utilizing their private keys and the
received public key from the other party.

TABLE 2
Categories and examples of data record attributes stored in tables

Attributes categories Examples
Explicit identifiers Social Security Number, Address, and Name
Quasi-identifiers Skin color, Hair color, Age group, and Eye color
Sensitive features Gender and Race

5) Shared Secret Key Establishment: Finally, Alice and
Bob obtain the same shared secret key (s), which can be
used for secure communication employing symmetric
encryption algorithms.

The security of the Diffie-Hellman key exchange relies
on the difficulty of solving the discrete logarithm problem
in finite fields [51]. By exchanging only public keys, the
protocol ensures that even in the event of interception and
acquisition of the public keys by the eavesdropper, Eve, it
remains computationally infeasible for Eve to deduce the
private keys and consequently deduce the shared secret key.

5.3 The t-closeness Principle
For a table where each record corresponds to an individual,
the attributes of each record can be divided into three cate-
gories [52]–[54]. These categories, along with examples are
detailed in Table 2. (1) Explicit identifiers are attributes that
can directly and uniquely identify individuals. (2) Quasi-
identifiers are attributes that, in isolation, do not uniquely
identify an individual, but when used in combination with
other quasi-identifiers, could potentially do so. This combi-
nation of these attributes could potentially narrow down the
group of individuals to a smaller subset. In particular, the
equivalence class of a table is defined as a set of records that
share the same values for the quasi-identifiers. (3) Sensitive
features are attributes that are often considered private or
sensitive to an individual.

The concept of t-closeness, as proposed by Li et al. [54],
focuses on preventing the disclosure of sensitive attributes
within the table. The goal of t-closeness is to ensure that the
distribution of sensitive attributes in each equivalence class
closely resembles their distribution across the entire table. In
other words, for each sensitive attribute, the distance (e.g.,
measured by the Earth Mover’s Distance [55]) between the
attribute distributions in each equivalence class and in the
overall table should not exceed a predefined threshold t.

5.4 Privacy Attributes in Images
The privacy of an image refers to the personal identity,
location data, and other sensitive content contained within
the image. To establish a quantifiable privacy-preserving
framework for image privacy, we refer to the standard list
of privacy attributes defined by Orekondy et al. [56]. The
list comprises privacy attributes obtained by integrating and
pruning from relevant guidelines for handling personally
identifiable information contained in the European Union
Data Protection Directive [57] and the United States Privacy
Act of 1974 [58], as well as the prohibitions on sharing
personal information across various social networking sites.
Table 3 provides a comprehensive list of privacy attributes.

5.5 System Design
As depicted in Figure 5, the overview of the shuffling-based
solution can be divided into two phases: Phase I. attribute-
based forged image generation, and Phase II. shuffling-
based privacy preserving request.
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LLMUser

14. Select the response of the user’s    
      private image

1. User request             (key     ):
    generate    encrypted input images

10. Parse user request    as:q
<latexit sha1_base64="11wnuYSa5ItuNGtMY3Aoz8DUy+Y=">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</latexit>

taski, i 2 [m]
<latexit sha1_base64="MLrQ4kZU21E2dLmmOjPBPL0h+kE=">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</latexit>

11. Generate response template r<latexit sha1_base64="2tbdKpiMgy/URB6AmOq7tWOog80=">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</latexit>

Qdata
<latexit sha1_base64="al3A+LED1+HrB9V47ePygoYoo8s=">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</latexit>

A
<latexit sha1_base64="PBMtjwjQ2CuUM/1URHbpaf6xdZM=">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</latexit>

Qdata
<latexit sha1_base64="al3A+LED1+HrB9V47ePygoYoo8s=">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</latexit> 2. Parse user request   

    as image generatiton task
Qdata

<latexit sha1_base64="al3A+LED1+HrB9V47ePygoYoo8s=">AAACy3icjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rLgxo3Qgn1ALWWSTmtoXkwmQq1d+gNu9b/EP9C/8M6YglpEJyQ5c+45d+be68S+l0jLes0ZC4tLyyv51cLa+sbmVnF7p5lEqXB5w438SLQdlnDfC3lDetLn7VhwFjg+bzmjcxVv3XKReFF4Jccx7wZsGHoDz2WSqHa9N+kzyaa9YskqW3qZ88DOQAnZqkXFF1yjjwguUgTgCCEJ+2BI6OnAhoWYuC4mxAlCno5zTFEgb0oqTgpG7Ii+Q9p1MjakvcqZaLdLp/j0CnKaOCBPRDpBWJ1m6niqMyv2t9wTnVPdbUx/J8sVECtxQ+xfvpnyvz5Vi8QAZ7oGj2qKNaOqc7Msqe6Kurn5pSpJGWLiFO5TXBB2tXPWZ1N7El276i3T8TetVKzau5k2xbu6JQ3Y/jnOedCslO2jcqV+XKqeZKPOYw/7OKR5nqKKC9TQ0HN8xBOejUsjMe6M+0+pkcs8u/i2jIcPHESShQ==</latexit>

taskdata
<latexit sha1_base64="DHrRcenpZqBbvSvCul+XHeAosNU=">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</latexit>

AI model (forgery generation)

3. Execute the task                   and generate    images
                        , based on privacy attribute library

taskdata
<latexit sha1_base64="DHrRcenpZqBbvSvCul+XHeAosNU=">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</latexit>

4. Generate key     , and obtain DH keyB<latexit sha1_base64="ZDdOoDEttSf2/B4PdWfvSJIKnuU=">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</latexit> s
<latexit sha1_base64="rLyx1NxRfyQVrl5aql9wMUoPcc4=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rIgiMsW7ANqkSSd1qF5kZkIpegPuNVvE/9A/8I74xTUIjohyZlz7zkz914/DbmQjvNasBYWl5ZXiqultfWNza3y9k5bJHkWsFaQhEnW9T3BQh6zluQyZN00Y17kh6zjj89VvHPHMsGT+EpOUtaPvFHMhzzwJFFNcVOuOFVHL3seuAZUYFYjKb/gGgMkCJAjAkMMSTiEB0FPDy4cpMT1MSUuI8R1nOEeJdLmlMUowyN2TN8R7XqGjWmvPIVWB3RKSG9GShsHpEkoLyOsTrN1PNfOiv3Ne6o91d0m9PeNV0SsxC2xf+lmmf/VqVokhjjTNXCqKdWMqi4wLrnuirq5/aUqSQ4pcQoPKJ4RDrRy1mdba4SuXfXW0/E3nalYtQ9Mbo53dUsasPtznPOgXau6R9Va87hSPzGjLmIP+zikeZ6ijks00NLej3jCs3VhhZaw8s9Uq2A0u/i2rIcPXO6PcA==</latexit>

5. Encrypt the generated forgery images
B, x⇤

j , j 2 [d]
<latexit sha1_base64="nGHQIUhDmyoi94pA+q+NQFvqUGY=">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</latexit>

6. Obtain DH key s<latexit sha1_base64="rLyx1NxRfyQVrl5aql9wMUoPcc4=">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</latexit>

7. Decrypt encrypted images
xj = Dec(s, x⇤

j ), j 2 [d]
<latexit sha1_base64="9uwDgzijaVrJyscJxwQgnNqx4mU=">AAAC3XicjVHLSsNAFD2Nr1pfVTeCm2ARVEpJq6gboaALlxVsK7S1JNNRR9MkJBNRRHfuxK0/4FZ/R/wD/QvvjCmoRXRCkjPn3nNm7r1O4IpIWtZryhgYHBoeSY9mxsYnJqey0zO1yI9DxqvMd/3wwLEj7gqPV6WQLj8IQm53HZfXnbNtFa+f8zASvrcvLwPe6trHnjgSzJZEtbNzF+3TrR3OlqI8ocOV5fxpU3iNTqudzVkFSy+zHxQTkEOyKn72BU104IMhRhccHiRhFzYiehoowkJAXAtXxIWEhI5zXCND2piyOGXYxJ7R95h2jYT1aK88I61mdIpLb0hKE4uk8SkvJKxOM3U81s6K/c37Snuqu13S30m8usRKnBD7l66X+V+dqkXiCJu6BkE1BZpR1bHEJdZdUTc3v1QlySEgTuEOxUPCTCt7fTa1JtK1q97aOv6mMxWr9izJjfGubkkDLv4cZz+olQrF1UJpby1XXk9GncY8FrBE89xAGbuooEreN3jEE56NtnFr3Bn3n6lGKtHM4tsyHj4AA6OYPA==</latexit>

AI models (specific task)

12. for                                    , execute task
      and return encrypted results

taski
<latexit sha1_base64="9tc8rf4tM+AnemJXL+h3hAVGJ4g=">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</latexit>

cji
<latexit sha1_base64="2Cm5dIVq917qfLKJ+i9imxFmqvA=">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</latexit>13. for                     , concatenate        

      response Rj = {r, cj{i2[m]}}
<latexit sha1_base64="UY+pomqp0cauoG2n3r8hm8jL2so=">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</latexit>

j 2 [d+ 1]
<latexit sha1_base64="LJlE0aa/WFmDjv5ikV0rHnNL9/c=">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</latexit>

cji , i 2 [m],
<latexit sha1_base64="HzyvewglFM2RDZofdNkzoAXVKvg=">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</latexit>

Rj , j 2 [d+ 1]
<latexit sha1_base64="+l3xeXgMqUiEB/nllJJuXW7OshU=">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</latexit>

Phase I.  
Attribute-based
forgery image 
generation

Phase II.  
Shuffling-based 
privacy preserving 
request 

B, x⇤
j , j 2 [d]

<latexit sha1_base64="nGHQIUhDmyoi94pA+q+NQFvqUGY=">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</latexit>

taski, i 2 [m]
<latexit sha1_base64="wjrJzp0gNIgAcHPYm1enhcLDn3E=">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</latexit>

9. User request      :
 = public query    +             imagesq

<latexit sha1_base64="11wnuYSa5ItuNGtMY3Aoz8DUy+Y=">AAACxHicjVHLSsNAFD2Nr1pfVZdugkVwVZIq6rIgiMsW7AO0SDKd1qF5OZkIpegPuNVvE/9A/8I7YwpqEZ2Q5My595yZe6+fBCJVjvNasObmFxaXisulldW19Y3y5lY7jTPJeIvFQSy7vpfyQES8pYQKeDeR3Av9gHf80amOd+64TEUcXahxwnuhN4zEQDBPEdW8vS5XnKpjlj0L3BxUkK9GXH7BFfqIwZAhBEcERTiAh5SeS7hwkBDXw4Q4SUiYOMc9SqTNKItThkfsiL5D2l3mbER77ZkaNaNTAnolKW3skSamPElYn2abeGacNfub98R46ruN6e/nXiGxCjfE/qWbZv5Xp2tRGODE1CCopsQwujqWu2SmK/rm9peqFDkkxGncp7gkzIxy2mfbaFJTu+6tZ+JvJlOzes/y3Azv+pY0YPfnOGdBu1Z1D6q15mGlfpSPuogd7GKf5nmMOs7RQMt4P+IJz9aZFViplX2mWoVcs41vy3r4AFguj24=</latexit>

xj
<latexit sha1_base64="vWPZrw6/5kyRdh0+alPMS7To5Hk=">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</latexit>

(d+1)
<latexit sha1_base64="whT2/mEaED+UXp6HG3yxLo1PgyA=">AAACzHicjVHLSsNAFD2Nr1pfVZduUotQEUpSRV0W3LiSCrZW2iJJOtWheZFMhFK69Qfc6neJf6B/4Z1xBLWITkhy5tx7zsy91419ngrLeskZM7Nz8wv5xcLS8srqWnF9o5VGWeKxphf5UdJ2nZT5PGRNwYXP2nHCnMD12aU7PJHxyzuWpDwKL8QoZr3AuQn5gHuOIOqq0u+W9role/e6WLaqllrmNLA1KEOvRlR8Rhd9RPCQIQBDCEHYh4OUng5sWIiJ62FMXEKIqzjDBAXSZpTFKMMhdkjfG9p1NBvSXnqmSu3RKT69CSlN7JAmoryEsDzNVPFMOUv2N++x8pR3G9Hf1V4BsQK3xP6l+8z8r07WIjDAsaqBU02xYmR1nnbJVFfkzc0vVQlyiImTuE/xhLCnlJ99NpUmVbXL3joq/qoyJSv3ns7N8CZvSQO2f45zGrRqVXu/Wjs/KNcP9ajz2MI2KjTPI9Rxigaa5B3gAY94Ms4MYYyNyUeqkdOaTXxbxv07XW2RWA==</latexit>

Q0
<latexit sha1_base64="Q/52tto58TIvv1G6mB5tu79Q3o4=">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</latexit>

8. Shuffle the all             images(d+1)
<latexit sha1_base64="whT2/mEaED+UXp6HG3yxLo1PgyA=">AAACzHicjVHLSsNAFD2Nr1pfVZduUotQEUpSRV0W3LiSCrZW2iJJOtWheZFMhFK69Qfc6neJf6B/4Z1xBLWITkhy5tx7zsy91419ngrLeskZM7Nz8wv5xcLS8srqWnF9o5VGWeKxphf5UdJ2nZT5PGRNwYXP2nHCnMD12aU7PJHxyzuWpDwKL8QoZr3AuQn5gHuOIOqq0u+W9role/e6WLaqllrmNLA1KEOvRlR8Rhd9RPCQIQBDCEHYh4OUng5sWIiJ62FMXEKIqzjDBAXSZpTFKMMhdkjfG9p1NBvSXnqmSu3RKT69CSlN7JAmoryEsDzNVPFMOUv2N++x8pR3G9Hf1V4BsQK3xP6l+8z8r07WIjDAsaqBU02xYmR1nnbJVFfkzc0vVQlyiImTuE/xhLCnlJ99NpUmVbXL3joq/qoyJSv3ns7N8CZvSQO2f45zGrRqVXu/Wjs/KNcP9ajz2MI2KjTPI9Rxigaa5B3gAY94Ms4MYYyNyUeqkdOaTXxbxv07XW2RWA==</latexit>

Q0 = {q, x{j2[d+1]}}
<latexit sha1_base64="E91ETBopqHRVAJ97oCpHQTfXxW4=">AAAC33icjVHLSsNAFD3G97vqTjfBIgpKSaqoG0Fw41LBPqApJUmndWyaxGQiSii4cydu/QG3+jfiH+hfeGeMoBbRCUnOnHvPmbn3OqHHY2EYLwPa4NDwyOjY+MTk1PTMbG5uvhwHSeSykht4QVR17Jh53GclwYXHqmHE7K7jsYrTOZDxygWLYh74J+IqZPWu3fZ5i7u2IKqRWzxe3bPS843LRmqlZxb3a811s271elavkcsbBUMtvR+YGcgjW0dB7hkWmgjgIkEXDD4EYQ82YnpqMGEgJK6OlLiIEFdxhh4mSJtQFqMMm9gOfdu0q2WsT3vpGSu1S6d49Eak1LFCmoDyIsLyNF3FE+Us2d+8U+Up73ZFfyfz6hIrcErsX7rPzP/qZC0CLeyqGjjVFCpGVudmLonqiry5/qUqQQ4hcRI3KR4RdpXys8+60sSqdtlbW8VfVaZk5d7NchO8yVvSgM2f4+wH5WLB3CwUj7fy+9vZqMewhGWs0Tx3sI9DHKFE3td4wCOeNFu70W61u49UbSDTLODb0u7fAco/mb4=</latexit>

d
<latexit sha1_base64="6ritX8LtFX+m4CQSr8HNMV54Uwc=">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</latexit>

xj , j 2 [d]
<latexit sha1_base64="mbDXPRX9V2B2TRH9UG/+cbidu9Q=">AAACznicjVHLSsNAFD2Nr1pfVZdugkVwISVRUZcFNy4r2AekpSTptE6bF8mkWEpx6w+41c8S/0D/wjtjCmoRnZDkzLnn3Jl7rxN5PBGG8ZrTFhaXllfyq4W19Y3NreL2Tj0J09hlNTf0wrjp2AnzeMBqgguPNaOY2b7jsYYzvJTxxojFCQ+DGzGOWNu3+wHvcdcWRFl3ncHRoMUDq9vuFEtG2VBLnwdmBkrIVjUsvqCFLkK4SOGDIYAg7MFGQo8FEwYi4tqYEBcT4irOMEWBvCmpGClsYof07dPOytiA9jJnotwuneLRG5NTxwF5QtLFhOVpuoqnKrNkf8s9UTnl3cb0d7JcPrECt8T+5Zsp/+uTtQj0cKFq4FRTpBhZnZtlSVVX5M31L1UJyhARJ3GX4jFhVzlnfdaVJ1G1y97aKv6mlJKVezfTpniXt6QBmz/HOQ/qx2XzpHx8fVqqnGWjzmMP+zikeZ6jgitUUVMdf8QTnrWqNtKm2v2nVMtlnl18W9rDB7VZk4c=</latexit>

x⇤
j = Enc(s, xj), j 2 [d]

<latexit sha1_base64="VOjnTMBxrWscCCNtt9XkQhsMFyU=">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</latexit>

i 2 [m], j 2 [d+ 1]
<latexit sha1_base64="SngOJgqGeDnceAsqOvV1/o2fmT8=">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</latexit>

j 2 [d+ 1]
<latexit sha1_base64="LJlE0aa/WFmDjv5ikV0rHnNL9/c=">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</latexit>

d
<latexit sha1_base64="6ritX8LtFX+m4CQSr8HNMV54Uwc=">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</latexit>

Fig. 5. An overview of the shuffling-based solution, including 14 steps.

TABLE 3
List of 68 Privacy Attributes in [56].

Privacy Attributes (‘C’ and ‘P’ stand for complete and partial)
Skin Color, Gender, Hair Color, Race, Age Group, Safe, Face (C),
Face (P), Eye Color, Weight Group, Height Group, Culture, Land-
mark, Occupation, Visited Location (P), Date/Time of Activity, So-
cial Circle, Spectators, Professional Circle, Semi-nudity, Full Name,
Similar view, Sports, General Opinion, Personal Relationships,
Work Occasion, Tickets, Handwriting, Sexual Orientation, Tattoo,
Hobbies, License Plate (C), Traditional clothing, Medical Treatment,
Competitors, Signature, Religion, Passport, Receipts, First Name,
Nationality, Last Name, Personal Occasion, Physical Disability, Li-
cense Plate (P), Date of Birth, Vehicle Ownership, Mail, Phone,
no. Visited Location (C), Education History, Online Conversations,
Username, Marital Status, Home Address (C), Political Opinion,
Credit Card, Email Address, Student ID, Drivers License, Medical
History, Place of Birth, Email Content, Legal Involvement, Nudity,
Fingerprint, National Identification, Home Address (P)

In Phase I, the user aims to obtain d forged images
to conceal the privacy attributes in the private image.
Meanwhile, the plaintext of the generated image should
remain unknown to the LLM, as the LLM could potentially
acquire the user’s private image by analyzing two phases.
To achieve this, the user initiates a new request to the LLM,
denoted as Qdata, to obtain d encrypted forged images. The
user also includes a public key A along with the request
for encryption. The LLM then parses and forwards the task
to the forgery generative AI model. Subsequently, the AI
model generates a set of forged images based on the privacy
attribute library, as explained in Section 5.5.1. To encrypt the
images, the AI model generates another public key B and
then combines it with A to derive the shared secret key s
(through DH key exchange), which is used for encryption.
The AI model then sends the encrypted images, along with
public key B, to the user through the LLM. Upon receiving
the encrypted images, the user can derive the shared secret
key s and then use s to decrypt images.

In Phase II, the user aims to obtain the response of the
private image without revealing the privacy attributes. To
achieve this, the user shuffles the d+ 1 images and submits
them as a request to the LLM. The process in Phase II is
similar to the original process depicted in Figure 2, with
the difference being that the number of private images has
increased from 1 to d + 1. Both LLM and the AI model
(specific task) possess knowledge of the d + 1 images, but
they are unaware of which image corresponds to the user’s
private image, thereby satisfying the t-closeness.

5.5.1 Image Generation based on Privacy Attribute Library
We provide a detailed example of the image generation
process, utilizing the creation of a facial image for illustra-
tion, as depicted in Figure 6. As per the privacy attributes
enumerated in Section 5.4, the privacy attributes pertain-
ing to facial images encompass 6 distinct attributes (i.e.,
skin color, gender, hair color, race, age group, face, and
eye color). Within the image generation process, we first
randomly select elements in each privacy attribute cate-
gory from the existing library. These selected attributes are
subsequently concatenated into an attribute constraint. The
attribute constraint is then input into the LLM with guided
prompts to produce text-to-image prompts. The detailed
generation process of text-to-image prompts is illustrated
in Table 8. The text-to-image model leverages this prompt
to generate corresponding images that align with the textual
description. The combination of privacy attributes as the key
prompt allows the generated facial forgeries to obfuscate the
user’s private image attributes.

5.5.2 Privacy Attribute Library Extensibility
The solution is designed to be easily extensible, allowing for
the addition or modification of the privacy attribute library.
If new privacy attributes emerge in real-world scenarios,
such as emotions, they can be added during the attribute
constraint generation phase (i.e., Step 1 in Figure 6), without
affecting subsequent steps.

5.6 Security Analysis
In Phase I, the forgery generative model generates images
according to the LLM’s task and then transmits d encrypted
images to the LLM. In Phase II, the LLM receives d + 1
images from the user, which are then passed on to a specific
task AI model. Notably, neither the LLM nor the specific
task AI model can infer the user’s private image by inter-
secting the sets of images from both phases. This is due to
the fact that the images sent to the LLM during Phase I
are encrypted. In addition, our threat model assumes that
different AI models do not collude.

To prove that our solution satisfies the principle of t-
closeness, we introduce the first definition of t-closeness in
the domain of computer vision, specifically tailored for a
set of images. This novel definition incorporates a privacy
requirement designed to safeguard the confidentiality of
sensitive features contained in images. According to the
foundational concept of t-closeness for a table in Section 5.3,



TRANSACTIONS ON DEPENDABLE AND SECURE COMPUTING 8

d attribute

constraints

Generate d attribute constraints

…

Prompt with LLM Candidate Generation
Guided 
Prompts Image prompt: An old Caucasian 

woman with brown eyes, black 
hair, and brown skin sits in a cozy 
armchair in front of a roaring 
fireplace, with a soft throw blanket 
draped over her lap. She wears a soft 
knit sweater and a pair of glasses, 
with a contented expression on her 
face as she enjoys the warmth and 
serenity of the moment. The style of 
the scene is realism, using detailed 
brushstrokes and muted colors to 
capture the gentle and soothing 
ambiance of the interior. 
The atmosphere is peaceful and ... --
ar 16:9 --v 5M

al
e

d Prompts 

Fe
m

al
e

Privacy Attributes distribution

……

Yo
un

g
O

ld

t-Closeness Randomized

k Sensitive 
attributes

Controllable RealisticPersonalized Randomized Diverse

…… Generative Models Model Selection
Generative Tasks

Please generate d ima-
ges through plugin ge-
nerative models (such 
as Mid-Journey and 
Stable Diffusion) with 
my given prompts as 
follows: 

Private attributes library

generate attribute constraints

MidJourney

Skin color: white, yellow, black
Gender: male, female
Hair color: black, grey, blond, brown 
Race: Caucasian, Asian, Negroid
Age Group: child, young, middle-aged, old-aged
Eye color: brown, black, hazel, blue, green

gray hair, blue eyes, 
white skin, young, 
Caucasian, male

black hair, brown eyes, 
brown skin, old, 
Caucasian, female

Fig. 6. The process of the forged image generation based on privacy attribute library in Phase I.

we extend t-closeness to the domain of computer vision.
Within this context:

• Explicit identifiers, quasi-identifiers, and sensitive features
of an image are defined as different privacy attributes
derived from the image utilizing attribute classification
models (refer to Table 2)2.

• The equivalence class of an image set is defined as a
collection of images that share the same values for the
quasi-identifiers.

• The core objective of t-closeness for image sets is to
prevent the inadvertent disclosure of sensitive features
inherent within the image set.

Definition 1. (The t-closeness principle for a set of images.)
If, within an equivalence class, the distribution of a sensitive
feature closely aligns with the overall distribution of these features
across the entire image set (i.e., the distance between the two
distributions does not exceed a threshold t), then the equivalence
class is deemed to ensure t-closeness. If this condition holds true
for all equivalence classes within the set, then the entire image set
is said to have t-closeness.

According to the classical measurement in t-closeness for
a table [54], we also employ the Earth Mover’s Distance
(EMD) [55] as the measurement to quantify the distribution
of sensitive attributes in each equivalence class and the
distribution in the entire image set. In a set containing n
images, we represent the probability distributions of sensi-
tive features in an equivalence class and the entire set as

P ={(1, p1), · · · , (n, pn)} = {(v, pv)nv=1} (1)
Q ={(1, q1), · · · , (n, qn)} = {(w, qw)nw=1} (2)

where pv is the weight (probability mass) associated with
bin v in distribution P and qw is the weight linked to bin w

2. It is important to note that these categories may change depending
on the situation. For instance, in particular situations, quasi-identifiers
like age groups may be considered sensitive features if their disclosure
could lead to discriminatory practices or other harmful consequences.
Similarly, sensitive feature gender could also be a quasi-identifier
in certain situations, where it can help to identify an individual in
combination with other attributes.

in distribution Q. Then the Earth Mover’s Distance between
P and Q is calculated as

EMD(P,Q) = min
n∑

v=1

n∑
w=1

dvwfvw

s.t. fvw ≥ 0 for all 1 ≤ v ≤ n, 1 ≤ w ≤ n

pv −
n∑

w=1

fvw +
n∑

w=1

fwv = qv for all 1 ≤ v ≤ n

n∑
v=1

n∑
w=1

fvw =
n∑

v=1

pv =
n∑

w=1

qv = 1

(3)

where dvw is the ground distance between bin v and bin w
and fvw is a flow variable of how much probability mass
is moved from bin v to bin w. The objective is to find the
optimal flow values fvw that minimize the Equation (3)
while satisfying the constraints.

According to the definition of privacy attributes in im-
ages, these attributes are all categorical, with the categorized
values being mutually independent. Therefore, we employ
the Equal Distance [54] to measure the EMD between two
distributions. Within this metric, the distance between any
two values within a categorical attribute is defined as 1. This
distance is formulated as follows:

EMD(P,Q) =
1

2

n∑
v=1

|pv − qv| =
∑

pv≥qv

(pv − qv) (4)

Wherein, for each point v, where pv − qv > 0, any extra is
simply redistributed to the other points in the distribution.

Theorem 2. (t-Closeness for a set of images x{j∈[d+1]}.) In the
shuffling-based solution, both the LLM and the specific task AI
model are aware that the private image is in a set of images, i.e.,
x{j∈[d+1]}. Furthermore, this set of images satisfies t-closeness.

Proof. In the shuffling-based solution, image set x{j∈[d+1]}
satisfy Definition 1. We provide the specific t value in the
quantitative evaluation of Section 6.3.

6 EXPERIMENTS

6.1 Experimental Setup
Datasets. To conduct our evaluation, we construct the user
request dataset, as depicted in Figure 7. As described in
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𝑄𝑄 = {𝑞𝑞, 𝑥𝑥}

Encryption-based solution Shuffling-based solution

MINIST

Handwritten digit recognition
Please tell me what’s the  
number of the given encrypted 
handwritten digit image. The 
range of numbers is 0-9.

Public query for facial 
image segmentation tasks

Now I will offer you a batch 
of facial images. Please 
segment them, and return me 
the segmentation map and the 
corresponding index in a 
batch.

Public query 

Private Input WILDER
FACE

CelebA

Heart disease prediction
Please tell me the risk of the 
patient based on encrypted 
patients’ information.

Framingham 
Heart Study

Sex, Age, Cigs 
Per Day, Prevalent 
Stroke, Prevalent 
Hyp, Tot Chol, 
Sys BP, Heart 
Rate, Glucose

Fig. 7. The request dataset in our experiments.

Section 3, the user request consists of public query q and
private input x. We first manually set two query templates
as the public query for the encryption-based solution and
the shuffling-based solution correspondingly. To ensure our
validation is easily reproducible, we populate the private
inputs x with public datasets: MNIST [59] and Framingham
Heart Study [60] for the encryption-based solution, WILDER
FACE [61] and CelebA (CelebFaces Attributes Dataset) [62]
for the shuffle-based solution.

MNIST [59] is a 10-class digit image dataset used for im-
age classification tasks. It comprises 60, 000 training images
and 10, 000 test images, with each having dimensions of 28
pixels in both height and width.

The Framingham Heart Study [60] is a pivotal dataset
utilized for cardiovascular research, originating from an
ongoing study focused on the residents of Framingham,
Massachusetts. The dataset, which is publicly accessible on
the Kaggle website, aims to predict whether a patient has
a 10-year risk of future coronary heart disease and encom-
passes over 4, 000 records and 15 attributes, each being a
potential risk factor. These attributes span demographic,
behavioral, and medical risk factors, both from historical
and current perspectives. We have excluded the attributes of
education, current smoker, BPMeds, diabetes, and BMI due
to the significant imbalance in their category distributions
(e.g., almost all the data is labeled as 0 on BPMeds).

WILDER FACE [61] is a benchmark dataset of face detec-
tion, collected from the publicly available WILDER dataset.
This collection consists of 32, 203 images with 393, 703 faces,
labeled as 61 distinct event classes. These faces exhibit a
broad spectrum of variations in terms of scale, pose, and
occlusion. Within each event class, data is partitioned into
training (40%), validation (10%), and testing (50%) subsets.

CelebA [62] is a large-scale face attributes dataset, which
is characterized by a wide range of pose variations and back-
ground clutter within the images. This dataset comprises
10, 177 unique identities and a total of 202, 599 face images.
Each image is annotated with 5 landmark locations and 40
binary attribute labels.
Large Language Models. Our framework is independent
of open-source or closed-source LLMs. So we implement
the framework on more difficult settings, i.e., closed-source
LLMs (GPT-4 [1], Google Gemini [17] and Claude mod-
els [63]) for privacy-preserving tool learning of LLMs. We

TABLE 4
Accuracy (Correctness) of non-privacy baseline and PrivacyAsst’s

encryption-based solution.

Dataset Baseline PrivacyAsst

MNIST 98.25% 98.14%
Framingham Heart Study 69.76% 69.76%

conduct the inference using the official APIs provided.
AI Models as Tools. For the encryption-based solution,
we employ publicly available AI models as tools, enabling
LLMs to perform inference on user requests containing
ciphertext. We specifically focus on two tasks: handwritten
digit recognition and heart disease prediction. We imple-
ment a convolutional neural network, comprising a single
convolutional layer followed by two fully connected layers
with square activation functions between them, to test hand-
written digit recognition. For the heart disease prediction
task, we employ a fully connected neural network consisting
of one layer. For the shuffling-based solution, we focus
on LLMs solving the facial image segmentation task. We
employ the BiSeNet [64] model as the tool to complete the
segmentation of facial images. To facilitate batch processing
of images from user requests, we resize the images to
dimensions 256× 256 before facial segmentation.
Implementation Details. For the encryption-based solution,
we adopted the CKKS [44] as the homomorphic encryption
algorithm for secure inference on private data. We leverage
the TenSEAL library [41] and follow the parameter setup in
the tutorial. We set the security parameter to λ = 26 for the
precision of the fractional component and the polynomial
modulus degree to 8192 to set the length of the polyno-
mial. For the shuffling-based solution, we use open-sourced
LLM [2], [16] to locally generate text prompts that satisfy our
selected facial attribute constraints to generate the shuffling
fake facial images. Then, we utilize MidJourney [49] as the
text-to-image tool, whose text prompts are generated from
the local LLM.
Baselines. We compare our encryption-based solution with
non-encryption tool-using LLM agents on the tasks of hand-
written digit recognition and heart disease prediction, in
which all computations and reasoning are performed di-
rectly on the plaintext. For the shuffling-based solution, we
draw a comparison with the tool-using LLM agents that
conduct inference on a single query, without incorporating
any privacy protection mechanism. To ensure a fair and
direct comparison, both our solutions and the baselines uti-
lized the same tools, including identical model architectures,
model weights, and hyperparameters.

6.2 Evaluation of Encryption-based Solution

Quantitative Results. We compare the performance of
our solution with baselines and the results are detailed in
Table 4. Our results indicate that our encryption solution
yields prediction accuracy that is comparable to baselines,
with only a slight drop caused by the approximations intro-
duced during encryption and decryption processes, demon-
strating that our solution maintains performance consis-
tency with existing tool-using LLM agents in responding
to correct answers to users.
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Phase I. Attribute-based 
forged image generation

… …

j1 d+1

𝒙{𝒋∈[𝒅+𝟏]}: shuffled d+1 images
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• Public query 𝒒: 
Now I will offer you a
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segment them, and return to me
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corresponding index in the set.
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Phase II. Shuffling-based privacy preserving request
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Fig. 8. Qualitative analysis of the shuffling-based solution to the face segmentation task. We omit the encryption and decryption of forged images
in Phase I.

TABLE 5
Computational cost/ model inference times (milliseconds) of

non-privacy baseline and PrivacyAsst’s encryption-based solution.

Dataset Baseline PrivacyAsst

MNIST 0.138 ms/sample 152 ms/sample
Framingham Heart Study 0.003 ms/sample 1.78 ms/sample

Our encryption-based solution achieves the three design
goals in Section 3.3.1. First, our encryption-based solution
guarantees correctness by providing consistent responses,
which are equivalent to those obtained from tool-using LLM
agents that lack privacy preservation guarantees. Second,
our solution does not conflict with existing tool-using LLM
agents, which can be extended to open-source and closed-
source LLMs, aligning with the generalization objective of
PrivacyAsst. Third, both LLM and AI models receive the
homomorphic encryption version of the private input, and
the private key is owned by the user. Thus, the encryption-
based solution is computationally secure.
Communication and Computational Cost. The communi-
cation of our encryption-based solution has the complexity
of O(1) compared to the non-privacy baseline. We mea-
sure the end-to-end running time including the time of
transferring homomorphic encryption ciphertexts through
the network, as shown in Table 5. The primary expense of
our solution lies in the computation of ciphertexts. While
homomorphic encryption indeed requires more inference
time compared to the baseline, the time taken to infer a
single sample remains under 0.2 second. The computational
cost is within an acceptable range, ensuring that our solution
remains efficient and practical for real-world tool-using
LLM agents.

6.3 Evaluation of Shuffling-based Solution
Qualitative Results. Figure 8 shows the qualitative anal-
ysis of the face segmentation task. In Phase I, the user’s
objective is to generate d forged images to obfuscate the
private image. The results of the generated forged images
are presented (see Section 5.5.1 for more generation details).
Notably, to enhance the realism of the generated images, we
utilize the local LLM to generate text-to-image prompts, as
described in Table 8. As shown in the last row, we create a
specific text-to-image prompt, which is subsequently used
by simply filling in the attribute constraints. The shuffled
images produced by MidJourney, guided by the prompts
generated from local LLM, exhibit remarkable realism, as

TABLE 6
Privacy attributes of forged images that have 0.5-closeness w.r.t.

gender and 0.8-closeness w.r.t. race

Skin color Hair color Age group Eye color Gender Race
1 White Black Middle-aged Hazel Male Negroid
2 Brown Blond Child Brown Male Negroid
3 Brown Black Child Brown Male Negroid
4 Black Black Middle-aged Brown Male Negroid
5 Black Brown Child Hazel Female Asian
6 Black Gray Young Blue Male Negroid
7 White Black Old-aged Brown Male Asian
8 Black Brown Young Blue Male Caucasian
9 Black Blond Young Hazel Female Asian
10 White Brown Old-aged Blue Male Negroid

TABLE 7
The t values of t-closeness w.r.t different sensitive attributes.

Forgery number (d) Quasi-identifier number Gender Race

10 4 0.50 0.80
100 4 0.52 0.70
1000 4 0.51 0.67

1000 2 0.13 0.14
1000 3 0.30 0.37
1000 4 0.51 0.67

depicted in Figure 8 and Figure 6, featuring diverse content
and robust attribute controllability. In Phase II, the user
aims to obtain segmentation maps and corresponding index,
then select their private image’s segmentation maps, i.e.,
Q = {q, x}. The user combines x with the forged images
to construct a set of d + 1 images, which are then shuffled
to derive the new user request Q′ = {q, x{j∈[d+1]}}. After
receiving Q′, LLM control tools execute the image segmenta-
tion task and provide a response containing inference results
to the user.

Quantitative Evaluation. We give an example of privacy
attributes of 10 forged images in Table 6. Next, we employ
the pyCANON library [65] to calculate the t values for
t-closeness concerning various sensitive attributes, under
different numbers of forged images (i.e., d) and quasi-
identifiers, as listed in Table 7. A smaller t value signifies
a closer resemblance between the distributions, indicating
that the sensitive attribute’s distribution in each equivalence
class is more similar to its distribution in the entire dataset.
So a smaller t value represents a stronger level of privacy
protection. We note that for the gender attribute, the t value
is smaller when d = 10 compared to d = 100, due to a
certain randomness. In general, the results suggest increas-
ing the number of forged images enhances the effectiveness
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TABLE 8
Detailed methodology of text-to-image prompts generation, showcasing the interaction between our system and LLM to create prompts for

MidJourney (text-to-image generative model). Selected prompts from the prompt library [66] are utilized as our guided prompts.

PrivacyAsst (Guided Prompts): You will now act as a prompt generator for a generative AI called “Midjourney”. Midjourney AI generates
images based on given prompts. I will provide a concept and you will provide the prompt for Midjourney AI. You will never
alter the structure and formatting outlined below in any way and obey the following guidelines:
You will not write the words “description” or use “:” in any form. Never place a comma between [ar] and [v]. You will write
each prompt in one line without using return.
Structure:
- [1] = [[Topic]]
- [2] = a detailed description of [1] that will include very specific imagery details.
- [3] = with a detailed description describing the environment of the scene.
- [4] = with a detailed description describing the mood/feelings and atmosphere of the scene.
- [5] = A style, such as photography, painting, illustration, sculpture, Artwork, paperwork, 3d, and more.
- [6] = A description of how [5] will be realized. (e.g. Photography (e.g. Macro, Fisheye Style, Portrait) with camera model and
appropriate camera settings, Painting with detailed descriptions about the materials and working material used, rendering
with engine settings, digital Illustration, Woodburn art (and everything else that could be defined as an output type) - [ar] =
“–ar 16:9” if the image looks best horizontally, “–ar 9:16” if the image looks best vertically, “–ar 1:1” if the image looks best
in a square. (Use exactly as written) - [v] = If [5] looks best in a Japanese art style use, “–niji”. Otherwise, use, “–v 5” (Use
exactly as written)
Formatting:
What you write will be exactly as formatted in the structure below, including the “/” and “:” This is the prompt structure:
“/imagine prompt: [1], [2], [3], [4], [5], [6], [ar] [v]”.
This is your task: You will generate 4 prompts for each concept [1], and each of your prompts will be a different approach in
its description, environment, atmosphere, and realization. The prompts you provide will be in English*.
Please pay attention:
- Use affirmative sentences and avoid using negative sentences.
- Describe what you want clearly and avoid using abstract vocabulary.
- Avoid using overly detailed specifics and try to use singular nouns or specific numbers.
- Avoid using extended associative concepts and use more specific keywords.
- Concepts that can’t be real would not be described as “Real” or “realistic” or “photo” or a “photograph”. for example, a
concept that is made of paper or scenes that are fantasy-related.
- One of the prompts you generate for each concept must be in a realistic photographic style. you should also choose a lens
type and size for it. Don’t choose an artist for the realistic photography prompts.
- Separate the different prompts with two new lines
- Make only one prompt per query and delete the index(such as [6])
If you understand, please respond YES. And the next round I will give you some attributes to generate prompts.

LLM YES, I understand. Please provide me with the attributes for generating prompts.
PrivacyAsst black skin, female, brown hair, Negroid, young, brown eyes
LLM /text-to-image prompt: A young Negroid woman with black skin, brown hair, and warm brown eyes stands in front of a

colorful street art mural. She’s wearing a bold red jacket and has a confident stance, her hair blowing slightly in the breeze.
The atmosphere is lively and artistic, with a sense of creativity and expression in the air. The style is a mix of street art
and graphic design, using playful shapes and bright colors to create a dynamic and eye-catching scene. Realized by using a
combination of digital and analog techniques, including photography, drawing, and digital software to create a layered and
visually interesting texture. –ar 16:9 –v 5

of PrivacyAsst in safeguarding user privacy. An increase in
the number of quasi-identifiers weakens privacy protection
because it makes individuals more unique and less similar
to the distribution of the entire dataset.
Our shuffling-based solution achieves the four design
goals in Section 3.3.2. Since the shuffle-based solution keeps
the content of each individual request unchanged, it ensures
correctness and generalization consistent with that of tool-
using LLM agents without privacy protection. Then, due
to the randomness of the attributes and our analysis in the
quantitative evaluation, the shuffled image set effectively
obscures the user’s private image, ensuring compliance
with t-closeness. Finally, our shuffling-based solution is
task-agnostic because it operates independently of specific
application domains, allowing for broad adaptability and
integration across different tasks.
Communication and Computational Cost. Our shuffling-
based solution requires the request and execution of the task
on d+ 1 images, as opposed to the baseline solution, which
requires only one image. Thus, the communication and com-
putation of our shuffling-based solution is of complexity
O(N) compared to the non-privacy baseline. For a more
practical evaluation, we assess the runtime performance
of our shuffling-based solution on the segmentation task.

TABLE 9
Computational cost/ model inference times (seconds) of non-privacy

baseline and PrivacyAsst’s shuffling-based solution.

Dataset Baseline Number of forgeries d PrivacyAsst

10 4.20 s
WILDER FACE 3.67 s 100 13.46 s

1000 87.85 s

10 4.18 s
CelebA 3.59 s 100 13.03 s

1000 87.84 s

We batch the images with a batch size of 8 and measure
the execution time of a single run for processing varying
numbers of images d = {10, 100, 1000}. The results in
Table 9 show that our solution incurs a minimal increase in
inference time especially when d = {10, 100}, demonstrat-
ing its practicality and efficiency for real-world applications
without compromising significantly on performance.

Storage (Memory). To evaluate the storage cost on the
user’s local device, we calculate the total memory cost for
obfuscated images in scenarios of d = {10, 100, 1000}. The
results presented in Table 10 reveal that although the in-
duced memory is significantly more than the original image
(by a factor of d times), the task itself does not demand
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TABLE 10
Total storage/ memory (MB) of non-privacy baseline and PrivacyAsst’s

shuffling-based solution.

Dataset Baseline Number of forgeries d PrivacyAsst

10 13.7 MB
WILDER FACE 1.42 MB 100 141057 MB

1000 1411504 MB

10 14.2 MB
CelebA 1.34 MB 100 141050 MB

1000 1411503 MB

substantial memory in baseline scenarios. Consequently, our
solution’s cost remains acceptable, staying within a 1.4GB
limit even when d = 1000. This demonstrates that our
shuffling-based solution, while introducing an additional
memory overhead due to the obfuscation of images, still
maintains a feasible and practical memory footprint for
real-world deployment, ensuring that user devices are not
overly burdened with excessive storage demands during the
execution of the desired task.

7 RELATED WORK

Anonymous Communications. These methods safeguard
the privacy of user communications by concealing key de-
tails, including the sender’s identity, the recipient’s iden-
tity, the time of communication, and its duration [67].
Anonymous communication was originally introduced by
Chaum [68] with his proposal to implement an anonymous
e-mail service using a mix network, which aimed to conceal
the identities of message senders and recipients. Building
upon the mix network, Dingledine et al. [9] introduced the
widely used onion-routing anonymity network, i.e., Tor.
However, such networks are vulnerable to traffic analysis
attacks by monitoring user traffic [69]–[71]. Chaum [72]
proposed dc-net, based on the Dining Cryptographers prob-
lem, which can prevent traffic analysis attacks. However,
due to the high bandwidth overhead of this method, sys-
tems based on dc-net could not scale to more than a few
dozen clients [73]. Another anonymity network proposed
by Kesdogan et al. [74] applies the technique of private
information retrieval (PIR) [75]. However, this method incurs
significant computational overhead and has a weaker threat
and system model than other methods [75]. To overcome the
significant bandwidth and computational overhead of the
aforementioned methods, Kwon et al. [76] proposed Riffle
using a new hybrid verifiable shuffle technique and PIR.

Nevertheless, previous research has demonstrated that
an effective attack can be launched by observing the edges
of the anonymous communication networks over a long
period of time [76]–[78]. For instance, Berthold et al. [79]
proposed the intersection attack, which makes it possible
to extract the identity of a message sender by intersecting
the sender anonymity sets of successive messages from the
same user. Kesdogan et al. [11] proposed the disclosure
attack which identifies mutually disjoint sets of message
recipients based on the sequence of recipient anonymity sets
corresponding to the sender’s messages. To reduce the time
spent analyzing messages, Danezis and Serjantov [12], [80]
developed the statistical disclosure attack, which allows an
attacker to identify all potential message recipients for the

sender’s messages and even determine the exact recipients
of specific messages.

Network trace anonymization represents another line of
work for anonymizing IP addresses. Xu et al. introduced
Crypto-PAn [81], a prefix-preserving anonymization tech-
nique based on cryptography, aimed at ensuring consistent
preservation of prefixes in large distributed scenarios. How-
ever, this technique exhibits vulnerability to injection and
fingerprinting attacks [82], [83], which leverage frequency
analysis to de-anonymize IP addresses. To counter these
attacks, Mohammady et al. [84] and Xie et al. [85] proposed
multi-view methods. These methods generate and analyze
multiple anonymized views of the original network traces,
preventing adversaries’ attempts to recover the same IP
across partitions. However, these methods pose challenges
due to their complex deployment and the computational
overhead, which scales linearly with the number of par-
titions [84]. These issues render them impractical when
processing large amounts of network data [86].
Data Masking. These methods aim to hide or anonymize
sensitive information, such as PII or corporate data, by
replacing real values with substitutes [87]. For instance, the
blank method involves deleting sensitive information and re-
placing the field with NULL. Substitution replaces sensitive
information with random values that may or may not bear
relation to the original data [88]. Shuffling entails the random
rearrangement of the distinct values within one or more
columns [89]. The number and date variance method replaces
specific values with meaningful ranges and is valuable in
fields involving financial and data-driven information.

However, these methods also come with their limita-
tions [90]. Substitution may struggle to generate unique
random values for each original value, especially in the
context of large datasets. Shuffling may not be effective when
dealing with a limited number of records within the dataset.
The numeric and date variance method is exclusively appli-
cable to numeric values and cannot be extended to other
data formats. Moreover, it is important to note that data
masking irreversibly obfuscates sensitive information [91].
So the applicability of this technique is limited to specific
tasks. Many tasks require access to plaintext data, including
situations involving reversibly ciphertext [92], making data
masking unsuitable for such scenarios.

8 DISCUSSION AND LIMITATIONS

8.1 Extending to LLM-powered Autonomous Agents

LLM-powered autonomous agents are inspiring applica-
tions of LLM that aim to build a powerful general problem
solver [6]. These agents are designed to autonomously per-
form a wide variety of tasks, from answering questions to
engaging in user interactions, and even mastering complex
games. Examples of such agents include such as Auto-
GPT [93] and GPT-Engineer [94]. The core functions of these
agents typically include three key components: planning,
tool utilization, and memory management, effectively ex-
tending the capabilities of tool-using LLM agents.

To effectively address a given task, the LLM-powered
autonomous agent first leverages the analytical reasoning
capabilities inherent in the LLM. This process involves task
decomposition, in which the LLM dissects intricate tasks
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TABLE 11
True positive rate and false positive rate of fake image detection by

GPT-4 across different datasets. Absence of positive (fake) samples in
WILDER FACE and CelebA Datasets indicated by “-”.

Dataset True positive rate False positive rate

WILDER FACE - 78.7%
CelebA - 81.1%

Forgery Images 10.8% 89.2%

into smaller, more manageable subgoals, allowing complex
tasks to be handled efficiently. Various techniques have
been developed for task decomposition, such as chain-of-
thought prompting [95], tree-of-thought prompting [96],
and LLM+P [97]. Throughout the planning phase, the agent
may interact with a memory module, where it can access
and retrieve pertinent information. This module serves as
a repository for storing and retaining data that aids in task
execution. After the planning phase, the agent employs vari-
ous tools to execute specific tasks and subsequently delivers
results — a process similar to tool-using LLM agents.

Our PrivacyAsst framework is also available for enhanc-
ing the privacy protection of LLM-powered autonomous
agents. When plaintext input is unnecessary for planning,
and tasks can be executed using ciphertext, the encryption-
based solution can be employed to ensure computational se-
curity. For more complex tasks, the shuffling-based solution
is able to handle a wide range of agnostic tasks, regardless of
the specific planning or tools used, while ensuring that the
private input among a set of forged inputs has t-closeness.

8.2 Forgery Detection in Shuffling-based Solution
In the shuffling-based solution, we generate forged images
to obfuscate the user’s private image, ensuring that the user
privacy adheres to t-closeness. While generative models
have the capability to generate realistic images, it is note-
worthy that existing forgery detection methods [98]–[100]
exhibit potential in distinguishing between real and forged
images. To assess the threat posed by these methods to our
solution—specifically, whether LLMs or tools can detect real
user images by filtering out forged ones, we employ GPT-
4 [1] (with a standard prompt of ‘Is this image real?’) for
conducting fake image detection on all images used during
a single run of our shuffling-based solution, including both
real images and forged images.

The results are presented in Table 11, indicate that indi-
cate that the detection model frequently misclassifies real
images as fake. Moreover, out of 1, 000 shuffled images,
only 8 samples are detected as fake. This implies that
the detection model has limited generalization capabilities,
making it challenging for LLMs and tools to derive mean-
ingful information from the detection outcomes. Therefore,
we conclude that the current state of fake image detection
exhibits limited generalization and thus poses a limited
threat to the security of our shuffling-based solution.

8.3 Limitations of Encryption-based Solution
User Knowledgement. In the encryption-based solution,
users should possess the knowledge required to generate
a public and private key pair (i.e., Step 2 in Figure 3).
Users need to understand how to encrypt their private input
using a private key (i.e., Step 3 in Figure 3) and decrypt

the encrypted results with the private key (i.e., Step 8 in
Figure 3).
Application Scope. The encryption-based solution involves
performing operations on ciphertexts, rendering it suitable
for scenarios where an AI model can be transformed into
an encrypted version. Specifically, when employing the
TenSEAL library for homomorphic encryption operations,
the solution is applicable to scenarios where AI model in-
ference operations fall within a certain set of operations, in-
cluding element-wise addition, subtraction, multiplication,
dot product, and vector-matrix multiplication.
Computational Cost. Task execution on ciphertext results
in increased computational costs, as detailed in Table 5 of
Section 6.2.

8.4 Limitations of Shuffling-based Solution
User Knowledgement. In the shuffling-based solution,
users are required to understand the Key Exchange Protocol
(i.e., Step 6 in Figure 5) and the process of decrypting images
using symmetric encryption (i.e., Step 7 in Figure 5).
Computational and Communication Cost. The execution of
tasks on d+ 1 images leads to increased computational and
communication costs, both scaling at O(N) as evaluated in
Table 9 of Section 6.3.
Identity Disclosure. While t-closeness offers protection
against attribute disclosure, it does not address identity dis-
closure. Thus, future enhancements to the shuffling-based
solution should encourage the development of stronger
identity protection mechanisms.

9 CONCLUSION

In this paper, we propose PrivacyAsst, a generalized
privacy-preserving framework designed to safeguard user
privacy in tool-using LLM agents, encompassing both open-
source and closed-source LLMs and tools. We develop
encryption-based and shuffling-based solutions. The former,
based on the principle of the homomorphic encryption
scheme, assures computational security. While the latter, in-
corporating forgery generation and attributes shuffling, en-
sures t-closeness for preserving user privacy. The shuffling-
based solution generates privacy-preserving queries by ap-
plying a forgery generation model that effectively trans-
forms an individual user input into a set of generation in-
puts. Coupled with attribute shuffling, this solution demon-
strates applicability to a wide range of tasks, thereby ac-
commodating agnostic use cases. Furthermore, this paper
underscores the critical importance of user privacy within
the swiftly advancing landscape of LLMs and their mul-
tifaceted applications. The innovative privacy framework,
PrivacyAst, not only safeguards user privacy within the
realm of tool-using LLM agents but also paves the way for
the development of a more privacy-preserving landscape for
artificial intelligence.
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