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ABSTRACT
A barrier certificate, defined over the states of a dynamical system,
is a real-valued function whose zero level set characterizes an in-
ductively verifiable state invariant separating reachable states from
unsafe ones. When combined with powerful decision procedures—
such as sum-of-squares programming (SOS) or satisfiability-modulo-
theory solvers (SMT)—barrier certificates enable an automated de-
ductive verification approach to safety. The barrier certificate ap-
proach has been extended to refute LTL andl-regular specifications
by separating consecutive transitions of correspondingl-automata
in the hope of denying all accepting runs. Unsurprisingly, such
tactics are bound to be conservative as refutation of recurrence
properties requires reasoning about the well-foundedness of the
transitive closure of the transition relation. This paper introduces
the notion of closure certificates as a natural extension of barrier
certificates from state invariants to transition invariants. We aug-
ment these definitions with SOS and SMT based characterization
for automating the search of closure certificates and demonstrate
their effectiveness over some case studies.
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1 INTRODUCTION
As cyber-physical systems and internet-of-things continue to pro-
liferate within critical infrastructure, the need for practical verifica-
tion algorithms for infinite-state dynamical systems is ever-present.
Structural induction over the transition structure of dynamical sys-
tems provides a lightweight yet powerful proof method to establish
safety and invariance guarantees. However, when the invariant is
not inductive, human ingenuity is required in strengthening the
invariant to an inductive one. The notion of barrier certificates [28],
when combined with automatic decision procedures automate the
search for an inductive state invariant. This paper presents closure
certificates as a generalization of barrier certificates to capture the
transitive closure of transition relations to automate verification of
linear temporal logic (LTL) and l-regular specifications of discrete-
time dynamical systems.
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Barrier Certificates for State Invariants. Intuitively, a barrier
certificate [28] is a real-valued function over the state space that
is negative over the initial states, positive over the unsafe states,
and it does not increase with transitions. From this definition and
the principle of structural induction, it follows that the zero level
set of the barrier certificate over-approximate the set of reach-
able states. This, together with the positivity requirement over
the unsafe states, provide a separation between reachable and un-
safe states, guaranteeing safety. The results in [38] extended the
barrier certificate based approach to refute violations of linear tem-
poral logic (LTL) specifications expressed via l-automata. In this
so-called state-triplet approach, barrier certificates provide sepa-
ration between consecutive transitions (involving three states) of
the given l-automaton in such a way that denies accepting runs.
The approach has been extended for verification and synthesis for
more general dynamical systems [1, 2, 15, 16]. These state-triplet
approach are bound to suffer from conservatism as the verification
of a general l-regular property requires refutation of infinitely
many visits to some state and that in turn requires a well-founded
argument [6, 26] over transitive closure of transition relation.
Closure Certificates for Transition Invariants. Podelski and
Rybalchenko, in an influential paper [26], introduced disjunctively
well-founded transition invariants to verify programs against l-
regular properties. They defined the transition invariant as an over-
approximation of the transitive closure of the transition relation,
restricted to the set of reachable states. If the transition invariant
restricted to pairs of accepting states is disjunctively well-founded,
then they showed that no execution can visit these accepting states
infinitely often, refuting the l-regular specification. We introduce
closure certificates as a functional analog of transition invariants
and enable the use of SOS programming and SMT solvers to search
for these certificates.

Intuitively, a closure certificate T : X ⇥ X ! R is a real-valued
function over the Cartesian product of the state set and itself (state
pairs), such that T (G, G 0) � 0 if G 0 is reachable from G . The closure
certificate characterizes a transition invariant ) ✓ X ⇥X, with the
set of initial states X0, in the following fashion:

) = {(G, G 0) : T (G, G 0)�0 and T (G0, G)�0 for some G0 2 X0}. (1)

It is easy to see (Theorem 4) that the existence of a barrier cer-
tificate implies the existence of a closure certificate establishing
the same property. On the other hand, to appreciate the utility of
closure certificate, we show that, even for safety properties (state
inviariants), it is often possible to construct a closure certificate of
simpler shape (e.g., lower degree polynomials) than a barrier certifi-
cate. To demonstrate this, consider the simple finite state discrete
example shown in Figure 1. Here we depict initial states with green
filled circles (X0 = {1, 3, 5}) while unsafe states are shown with red
filled circles (XD = {2, 4}). It is easy to see that starting from the
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Figure 1: Illustrative example demonstrating the simplicity
of closure certificates over barrier certificates

initial states, the system never visits any unsafe states. We show
that while there is no polynomial barrier certificate of degree 2
that demonstrates the safety of the system, there is a linear closure
certificate that does so. We note that this example can be modified
to show the absence of barrier certificate for any fixed degree.

Let us suppose that there exists a polynomial barrier certificate
B of degree 2 that acts as a proof of safety. We need B(G)  0
for every state G 2 X0, and B(G) > 0 for every state G 2 XD .
Applying intermediate value theorem, the function B needs to
change signs in at least 3 points and must therefore have at least 3
roots. This supports our claim that there is no barrier certificate that
is a polynomial of degree 2. On the other hand, the linear function
T : X ⇥ X ! R defined as T (G,~) = �~ is a closure certificate for
this system. While we defer the details to later sections, from (1), it
follows that this function corresponds to the transition invariant
) = {(1, 0), (3, 0), (5, 0), (0, 0)}, and has no intersection with the set
X0 ⇥XD . This ensures the safety of the system. We have chosen a
finite-state example for illustrative purposes. This paper deals with
continuous state spaces, and our case studies (cf. Section 6) will
demonstrate similar advantages in continuous state spaces.

While barrier certificates can be employed to verify other, more
complex objectives (e.g., liveness or general linear-time properties),
their applications in such settings are often conservative [1, 15, 16].
We adapt closure certificates to validate or refute general linear-time
properties. As an example, consider the so-called “persistence” prop-
erty, where one wishes to verify that a system visits some region
(denoted as X+� ) only finitely often, or alternatively, it eventually
stays within some region (the complement of X+� ). We extend
closure certificate conditions (Section3.2) with a “potential”-like
argument. In particular, we require that for every initial state G0
and every pair of states ~ and ~0 in the set X+� , if the system can
reach from ~ to ~0, then the potential between (G0,~0) is less than
the potential between (G0,~) by a certain fixed amount. This, in
turn, implies that for every execution starting from an initial state,
the region X+� can only be visited finitely often. This approach
can be extended to general linear-time objectives (Section 3.3) by
employing the classical automata-theoretic approach that reduces
LTL verification to visiting certain states only finitely often.
Contributions. The contributions of the paper are listed next.

(1) This paper proposes a novel notion of closure certificates
that act as a functional analog to transition invariants.

(2) We present SOS programming as well as SMT characteri-
zations to search for a closure certificates within a given
template (function class).

(3) We show that even when traditional barrier certificates of
a some template fail to ensure safety, one can find closure
certificates of the same template.

(4) We demonstrate how to use closure certificates to verify
dynamical systems against LTL specifications described by
l-automata with our case studies.

(5) We show how closure certificates subsume existing barrier
certificate based approaches to verify continuous-space dy-
namical systems against LTL specifications.

Related works. Prajna and Jadbabaie proposed the notion of bar-
rier certificates [28] as a discretization-free approach to give guaran-
tees of safety or reachability [30] for dynamical and hybrid systems.
The results in [38] presented a state triplet approach that uses bar-
rier certificates to verify linear temporal logic properties specified
by l-automata. This approach has since been used in the the verifi-
cation and synthesis of stochastic and interconnected continuous-
space systems against linear temporal logic properties [1, 2, 15, 16].
Unfortunately, the above approach is conservative in the sense that
it treats the nondeterministic Büchi automaton corresponding to
the negation of the LTL specification as a finite automaton and then
searches for barrier certificates to disallow the transitions along ac-
cepting paths to show the accepting state is not visited. Thus, even
if a system satisfies the property but visits the accepting state, then
one cannot make use of the above approaches to verify the system.
We show (cf. Section 5) that our approach subsumes this current
approach. Podelski and Rybalchenko [26], proposed a notion of
transition invariants and demonstrated their use in verifying the
liveness properties of programs as well as in verifying programs
against l-regular properties. Transition invariants have also been
used in [27] to give guarantees of stability for hybrid systems. Here,
they make use of a reachability analysis tool to determine the over-
approximation of reachable states and then establish a Lyapunov
guarantee on the transition invariant to ensure the stability of the
system. The results in [33] consider a notion of relational abstrac-
tion that is similar to transition invariants to give guarantees for
safety. Due to lack of space, more detailed proofs and numerical
values of coefficients for the closure certificates computed can be
found in [22]. An extension of this work where neural networks
are used to represent closure certificates can be found in [23].

While this paper focuses on abstraction-free approaches to verify
LTL properties specified as l-automata, abstraction-based tech-
niques have also been used in the verification and synthesis of
continuous-space dynamical systems against LTL properties such
as the results in [14, 18, 20, 31]. These results build a finite state ab-
straction and then making use of model checking techniques [3, 36].

2 PRELIMINARIES
We use N and R to denote the set of natural numbers and reals.
For 0 2 R, we use R�0 and R>0 to denote the intervals [0,1) and
(0,1), respectively, and similarly, for any natural number = 2 N,
we use N�= to denote the set of natural numbers greater than or
equal to =. Given a set�, sets�⇤ and�l denote the set of finite and
countably infinite sequences of elements in �, while |�| denotes
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the cardinality of the set. If � ✓ ⌫, and the set ⌫ can be inferred
from the context, we denote the complement ⌫ \� simply as �. We
call a function 5 : � ! R bounded if there exists ;,D 2 R, such that
;  5 (0)  D for every 0 2 �.

Given a relation ' ✓ � ⇥ ⌫, and an element 0 2 �, we use
'(0) to denote the set {1 | (0,1) 2 '}. We use the notation
(01,02, . . . ,0=) 2 �⇤ for finite length sequences and h00,01, . . . , i 2
�l for l-sequences. Let Inf (B) be the set of infinitely often occur-
ring elements in the sequence B = h00,01, . . . , i. Given an infinite
sequence B = h00,01, . . . , i, and two natural numbers 8, 9 2 N where
8  9 , we use B [8, 9] to indicate the finite sequence (08 ,08+1, . . . ,0 9 ),
and B [8,1) to indicate the infinite sequence h08 ,08+1, . . .i. Finally,
we use B [8] to denote the 8th element in the sequence B , i.e., given an
infinite sequence B = h00,01, . . .i, we have B [8] = 08 for any 8 2 N.

2.1 Discrete-time Dynamical System
A (discrete-time dynamical) systemS is a tuple (X,X0, 5 ), where
X (possibly infinite) denotes the state set, X0 ✓ - denotes a set of
initial states, and 5 ✓ X ⇥ X is the state transition relation. The
state evolution of the system is given as the following:

S : G (C + 1) 2 5 (G (C)) . (2)

If for every G 2 X, we have |5 (G) | = 1, then we consider the
transition relation 5 to be a state transition function that uniquely
determines the next state. Abusing notation, we use 5 for both a
set-valued map when it is a relation, and a transition function when
it is a function. Throughout the paper, we assume that state sets of
the systems under consideration are compact.

A state sequence is an infinite sequence hG0, G1, . . . , i 2 Xl where
G0 2 X0, and G8+1 2 5 (G8 ), for all 8 2 N. We associate a labelling
function L : X ! ⌃ which maps each state of the system to a
letter in a finite alphabet ⌃. This naturally generalizes to mapping a
state sequence of the system hG0, G1, . . . , i 2 Xl to a trace or word
F = hL(G0),L(G1), . . . , i 2 ⌃l . For notational convenience, given
a state G 2 X, we use G 0 to indicate a state in 5 (G). Let )'(S,L)
denote the set of all traces ofS under the labeling map L.

2.2 Specifications
We are interested in deductive verification of linear-time proper-
ties over discrete-time dynamical systems. We study increasingly
complex specifications from safety, and persistence, to LTL and
l-regular specifications.
Safety. We say that a system is safe with respect to a set of unsafe
states XD ✓ X if for any state sequence hG0, G1, . . . , i we have
G8 8 XD for all 8 2 N. An important technique to verify the safety
of the system is to synthesize barrier certificates [28].

Definition 2.1 (Barrier Certificate). A function B : X ! R
is a barrier certificate for S = (X,X0, 5 ) with respect to a set of
unsafe states XD if:

B(G)  0 for all G 2 X0 (3)
B(G) > 0 for all G 2 XD (4)�
B(G)  0

�
=)

�
B(G 0)  0

�
for all G 2 X, and G 0 2 5 (G) (5)

Theorem 1 (Barrier certificates imply safety [28]). For a
systemS with unsafe states XD , the existence of a barrier certificate
B implies its safety.

Persistence (refuting recurrence).We say that a system visits
a region X+� ✓ X only finitely often if for any state sequence
hG0, G1, . . . , i there exists some 8 2 N, such that for all 9 � 8 , 9 2 N,
we have G 9 8 X+� . Observe that if a system is safe with respect
to a set of unsafe states XD , then it satisfies the persistence objec-
tive. Thus one can make use of barrier certificates as a sound (not
complete) way to ensure persistence. Another approach to ensure
persistence is to fix the value of 8 to some constant value, and then
search for a barrier certificate over the system and an augmented
value. Such approaches are common in bounded verification and
synthesis approaches as in [8, 34] for finite state systems.
Linear Temporal Logic (LTL). Formulae in LTL [25] are defined
with respect to a set of finite atomic propositions �% that are rel-
evant to our system. Let ⌃ = 2�% denote the powerset of atomic
propositions. A trace F = hF0,F1, . . . , i 2 ⌃l is an infinite se-
quence of sets of atomic propositions. The syntax of LTL can be
given via the following grammar:

q := > | 0 | ¬q | Xq | qUq,
where > indicates true, 0 2 �% denotes an atomic proposition, sym-
bols ^, ¬ denote the logical AND and NOT operators respectively.
The temporal operators next, and until are denoted by X, and U
respectively. The above operators are sufficient to derive the logical
OR (_) and implication ( =) ), and the temporal operators release
(R), eventually (F) and always (G) respectively.

We inductively define the semantics of an LTL formula with
respect to traceF as follows:

F |= 0 if 0 2 F [0] (6)
F |= q1 ^ q2 ifF |= q1 andF |= q2 (7)
F |= ¬q ifF 6|= q (8)
F |= Xq ifF [1,1) |= q (9)
F |= q1Uq2 if there exists 8 2 N such thatF [0, 8] |= q1

andF [8 + 1,1) |= q2 (10)
To reason about whether a system satisfies a property specified
in LTL, we associate a labelling function L : X ! ⌃ which maps
each state of the system to a letter in the finite alphabet ⌃. This
naturally generalizes to mapping a state sequence of the system
hG0, G1, . . . , i 2 Xl to a trace F = hL(G0),L(G1), . . . , i 2 ⌃l . Let
)'(S,L) denote the set of all traces ofS under the labeling map
L. Then the systemS satisfies an LTL property q under labeling
map L if for allF 2 )'(S,L), we haveF |= q . We denote this as
S |=L q and infer the labeling map from context. As LTL subsume
safety and persistence, one can formulate these as LTL formulae.
Nondeterminstic Büchi Automata. A nondeterminstic Büchi
automaton (NBA) A is a tuple (⌃,&,&0, X,�22), where:

• ⌃ is the alphabet,
• & a finite set of states,
• &0 ✓ & an initial set of states,
• X ✓ & ⇥ ⌃ ⇥& the transition relation, and
• �22 ✓ & denotes a set of accepting states.
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A run of the automaton A = (⌃,&,@0, X,�22) over a trace F =
hf0,f1,f2 . . . , i 2 ⌃l , is an infinite sequence of states characterized
as d = h@0,@1,@2, . . . , i 2 &l with @0 2 &0 and @8+1 2 X (@8 ,f8 ). An
NBA A is said to accept a trace F , if there exists a run d over F
where Inf (d) \�22 < ;.

It is well known [37] that given an LTL formula q over a set of
atomic propositions �% , one can construct an NBA A such that
F 2 !(A) iffF |= q . An automata-theoretic technique to determine
whetherS |=L q is to first find the NBAA that represents ¬q , and
then ensure thatS 6|=L ¬q by showing that no trace of the system
is accepted by the NBA A. While converting an LTL formula to
an NBA is exponential in the size of the formula, negating an LTL
formula has a complexity that is linear in its size.

3 CLOSURE CERTIFICATES
Podelski and Rybalchenko [26] introduced the notion of transition
invariants as an over-approximation of the transitive closure of
the transition relation, restricted to the set of reachable states. If
the transition invariant restricted to pairs of accepting states is
disjunctively well-founded, then they showed that no execution can
visit these accepting states infinitely often, refuting the l-regular
specification. In this section, we introduce closure certificates (CC)
as a functional analog of transition invariants.

Recall that barrier certificates are functional analogs to inductive
state invariants in the following way: all the initial states are within
the zero level set of the barrier certificate, and, given any state that
is within the zero level set, its successor according to the transition
relation is also in the zero level set. Our definition of closure certifi-
cates are a functional analog to inductive transition invaraints. We
study their use in the verification of safety, persistence (refuting
recurrence), and LTL specifications.

3.1 Closure Certificates for Safety
We first define closure certificates for safety.

Definition 3.1 (Closure Certificate for Safety). Consider
a systemS = (X,X0, 5 ). A function T : X ⇥ X ! R is a Closure
Certificate (CC) for a set of unsafe states XD if there exists a value
b 2 R>0 such that for all states G,~ 2 X, G 0 2 5 (G), and states
G0 2 X0 and GD 2 XD , we have:�

T (G, G 0) � 0
�

(11)�
T (G 0,~) � 0

�
=)

�
T (G,~) � 0

�
, and (12)�

T (G0, GD )  �b
�
. (13)

The existence of a closure certificate implies the safety of the
systemS = (X,X0, 5 ) as shown next.

Theorem 2 (Closure Certificate imply Safety). Consider a
systemS. The existence of a function T : X ⇥ X ! R that satisfies
conditions (11)-(13) implies its safety.

Proof. Let us assume that there exists a trace of the system
hG0, . . . , GD , . . .i that reaches an unsafe state GD 2 XD from some
initial state G0. From condition (11), we have T (G8 , G8+1) � 0 for all
8 2 N, and from condition (12) and induction, we haveT (G0, G8 ) � 0
for all 8 2 N. Thus we must have T (G0, GD ) � 0 as G 9 = GD for some
9 2 N. According to condition (13), T (G0, GD )  �b , where b 2 R>0,
which is in contradiction to the previous inequality. ⇤

Observe that closure certificates are defined over pairs of states
of the system rather than just over the states of the system. Hence,
searching for a closure certificate suffers computationally more
than a search for a barrier certificate. On the other hand, for a
certain template of functions (e.g., linear or quadratic), one might
be able to find closure certificates, even when barrier certificates of
the same template do not exist. In particular, we have the following
result:

Theorem 3 (Simplicity of Closure Certificates). For any
natural number 3 2 N, there exists a system S with unsafe set of
states XD that cannot be shown to be safe by a polynomial barrier
certificate of degree 3 but can be shown to be safe by a linear closure
certificate.

Proof. Consider a systemS = (X,X0, 5 ), withX = [0, (23+2)]
as the state set, X0 = {1, 3, . . . , (23 + 1)} as the initial set of states,
and a constant transition relation 5 (G) = {0} for every state G 2 X.
Let the set of unsafe states be XD = {2, 4, . . . , (23 + 2)}. We observe
that the system is trivially safe.

Let us suppose there exists a polynomial barrier certificate B :
X ! R of degree 3 that acts as a proof of safety. From conditions (3)
and (4), we have B(G)  0 for every state G 2 X0, and B(G) > 0
for every state G 2 XD . Applying intermediate value theorem, the
function B needs to change signs in at least (3 + 1) points and must
therefore have at least (3+1) roots.This contradicts our assumption
that B is a polynomial of degree 3 .

Consider the function T : X ⇥ X ! R defined as T (G,~) = �~.
Observe that 0 2 5 (G) for all G 2 X, and that T (G,~) � 0 only
when ~  0. This implies conditions (11) and (12) are satisfied.
Further for every state GD 2 -D and every state G0 2 -0, we have
T (G0, GD )  �2. Thus condition (13) also holds. We conclude that
the function T is a closure certificate and acts as a proof that the
system is safe. ⇤

We should note that while the proof of the above Theorem relied
on showing that no barrier certificate exists for a finite state system,
one can employ similar techniques for a continuous space example.
Consider the system S = (X,X0, 5 ), where X = R denotes the
state set, X0 = {0, 14 , . . . 1

23+2
} indicates the initial set of states, and

5 (G) = {G + 1} denotes the transition relation for every state G 2 X.
Let the set of unsafe states be XD = { 12 , . . . , 1

23+3
}, then there exists

no polynomial function of degree 3 that acts as a barrier certificate
for the above function. However the function T (G,~) = ~ � G � 1
acts as a closure certificate that ensures the system starting from the
initial state does not reach the unsafe set of states. An illustration
of this example for degree 2 can be found in [22, Appendix A].

Previously, we discussed how one can use closure certificates
even when barrier certificates fail. We now show that if a system
can be guaranteed to be safe via barrier certificates, then it can be
guaranteed via closure certificates as well.

Theorem 4 (Expressiveness). Consider a systemS = (X,X0, 5 ),
with unsafe set of states XD . Given a barrier certificate B : X ! R
(Definition 2.1), one can compute a closure certificate T : X⇥X ! R.



Closure Certificates HSCC ’24, May 14–16, 2024, Hong Kong SAR, China

Proof. Let W 2 R>0. We define the function T : X ⇥X ! R as:

T (G,~) =
(
0 if B(G) > 0 or B(~)  0,

�W otherwise.

We now show that T is a CC with b = W . Let us suppose that
T (G, G 0) < 0 for some G 2 X. For this to be true, we must have
B(G)  0, and B(G 0) > 0, however, this contradicts condition (5)
and so T must satisfy condition (11). Second, suppose T (G 0,~) � 0,
and T (G,~) < 0. Then B(G)  0, B(~) > 0, and one of B(G 0) > 0
or B(~)  0. Since both B(~)  0 and B(~) > 0 cannot be true,
we must have B(G)  0, and B(G 0) > 0, which again contradicts
condition (5), and so condition (12) must hold. Finally, consider
T (G0, GD ). From conditions (3) and (4), we have B(G0)  0, and
B(GD ) > 0, and, hence, by definition T (G0, GD ) = �b satisfies
condition (13). ⇤

3.2 Closure Certificates for Persistence
Similar to how closure certificates are used to guarantee safety, one
may use closure certificates to show a region is visited finitely often.
This relies on showing that the closure certificate is well-founded,
similar to the condition used in [27].

Definition 3.2 (Closure Certificates for Persistence). Con-
sider a systemS = (X,X0, 5 ). A bounded function T : X⇥X ! R is
a Closure Certificate (CC) forS with set of statesX+� ✓ X, that must
be visited finitely often if there exists a value b 2 R>0 such that for
all states G,~ 2 X, G 0 2 5 (G), G0 2 X0, and all states ~0,~00 2 X+�
we have: �

T (G, G 0) � 0
�
, (14)�

T (G 0,~) � 0
�
=)

�
T (G,~) � 0

�
and (15)�

T (G0,~0) � 0
�
^

�
T (~0,~00) � 0

�
=)�

T (G0,~00)  T (G0,~0) � b
�
. (16)

Theorem 5 (Closure Certificates imply Persistence). Con-
sider a systemS. The existence of a function T : X ⇥ X ! R that
satisfies conditions (14)-(16) implies that the traces of the system visit
the set X+� finitely often.

Proof. Let us suppose that there is some trajectory hG0, G1, . . . , i
of the system that starts from state G0 2 X0 and visits X+� in-
finitely often. Let the infinite sequence h~0,~1, . . . , i denote the
states that are visited in X+� in that order, i.e., the trajectory
is hG0, . . . ,~0, . . . ,~1, . . .i. From conditions (14) and (15), we have
T (G0,~8 ) � 0 and T (~8 ,~ 9 ) � 0 for all indices 9 > 8 , 8, 9 2 N. As we
assume the function T to be bounded, there exists some T ⇤ 2 R,
such that T (G,~)  T ⇤ for every pair of states G,~ 2 X. Note that
T (G0,~0)  ) ⇤. From condition (16), and induction, we have

T (G0,~8 )  T (G0,~0) � 8b  ) ⇤ � 8b .
As this is true for all 8 2 N, and we have b 2 R>0, there must exist
some 9 2 N such that T (G0,~ 9 ) < 0. This is a contradiction. ⇤

3.3 Closure Certificates for LTL Specifications
To verify whether the system satisfies a desired LTL formula q , we
first construct the NBA A = (&,&0, X,&�22 ) that represents the
complement of the specification ¬q . Observe that the state set of

the NBA is finite, and therefore we can denote the set & as the
set {0, 1, . . . , |& | � 1}. We then construct the product S ⌦ A =
(X0,X0

0, 5
0) of the systemS = (X,X0, 5 ) with the NBA A, where:

• X0 = X ⇥ {0, . . . , |& | � 1} indicates the state set
• X0

0 = X0
0 ⇥ {@0 | @0 2 &0} indicate the initial set of states.

• the state transition relation 5 0 is defined as :
5 0 ((G,@8 )) =

�
(G 0,@ 9 ) | @ 9 2 X (@8 ,L(G)), and G 0 2 5 (G)

 
.

To verify whether a given system satisfies a desired LTL property,
we make use of a closure certificate on the productS ⌦ A.

Definition 3.3 (Closure Certificate for LTL). Consider a
system S = (X,X0, 5 ) and NBA A = (&,&0, X,�22) representing
the complement of an LTL formula q . A bounded function T : X ⇥
& ⇥ X ⇥ & ! R is a closure certificate forS and NBA A if there
exists a value b 2 R>0 such that for all states G,~ 2 X, G 0 2 5 (G)
and states 8, 9 2 & , and 80 2 X (8,L(G)), we have:⇣

T
�
(G, 8), (G 0, 80)

�
� 0

⌘
(17)⇣

T
�
(G 0, 80), (~, 9)

�
� 0

⌘
=)

⇣
T

�
(G, 8), (~, 9)

�
� 0

⌘
(18)

and for all states G0 2 X0, B 2 &0, and ✓, ✓0 2 �22 , we have:⇣
T

�
(G0, B), (~, ✓)

�
� 0

⌘
^

⇣
T ((~, ✓), (~0, ✓0)) � 0

⌘
=)⇣

T
�
(G0, B), (~0, ✓0)

�
 T

�
(G0, B), (~, ✓)

�
� b

⌘
. (19)

Now, we provide the next result of the paper on the verification
of LTL specifications using closure certificates onS ⌦ A.

Theorem 6 (Closure Certificates verify LTL). Consider a
systemS and an LTL formula q . Let NBA A represent the comple-
ment of the specification, i.e, ¬q . The existence of a closure certificate
satisfying conditions (17)-(19) implies thatS |=L q .

Proof. Observe that a CC T satisfying conditions (17) to (19)
is a CC for the product ofS and A. FromTheorem 5, we observe
that the product system visits accepting states finitely often and so
we infer that no trace of the system is in the language of the NBA
A. The proof is now complete. ⇤

4 SYNTHESIZING CLOSURE CERTIFICATES
This section presents two approaches to synthesize closure cer-
tificates when the dynamical systems under study have state sets
which are subsets of R= , i.e., X ✓ R= , and the transition function
5 is a polynomial. The first approach we consider is using a coun-
terexample guided approach via Satisfiability ModuloTheory (SMT)
solvers [4], while the second makes use of standard sum-of-squares
(SOS) [24] approaches to find closure certificates similar to bar-
rier certificates. In the following sections we describe the relevant
conditions for persistence and verifying l-regular objectives. The
conditions for safety can be recovered in a straightforward manner
and are thus ommitted from the following discussion.

4.1 SMT-based Approach
Counterexample-guided Inductive Synthesis (CEGIS) [35] has seen
significant use in the synthesis of barrier certificates. We thus con-
sider conditions to provide a CEGIS approach to find closure certifi-
cates. To find a CC as in Definition 3.2, we first fix the template of
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the CC to be a linear combination of user-defined basis functions:

T (G,~) =
I’

<=1
2<?< (G,~),

where functions ?< are user-defined analytical basis functions over
the state variables G and ~ and 21, . . . , 2I are the coefficients. As an
example, we can consider 21, . . . , 2I to be real values, and T (G,~)
to be a polynomial. In such a case, the functions ?1, . . . , ?< are
monomials over G and ~. Note that if the values of G,~ 2 X are
fixed, then the only decision variables in T (G,~) are the coefficients
2< ,< 2 {1, . . . , I}.

We sample 2# points from the state set X of the system to
create the sets (1 = {G1, . . . , G# }, and (2 = {~1, . . . ,~# }, and sam-
ple 3# points from X0, X+� , and X+� , respectively, to create sets
(3 = {G0,1, . . . , G0,# }, and (4 = {I1, . . . , I2# }, respectively. We then
encode the constraints of the closure certificate for every pair of
points as an SMT-query over the theory of linear real arithmetic
(LRA) [7] using z3 [21] as follows:€

G2(1

⇣
T (G, G 0) � 0

⌘
, (20)

€
G2(1,~2(2

⇣ �
T (G 0,~) � 0

�
=)

�
T (G,~) � 0

� ⌘
, and (21)

€
G02(3,I,I0 2(4

⇣ �
T (G0, I) � 0

�
^

�
T (I, I0) � 0

�
(22)

=)
�
T (G0, I0)  T (G0, I) � b

� ⌘
, (23)

where G 0 = 5 (G:1 ) indicates the next state from G:1 following the
transition function. We lastly add a constraint of b being larger
than some small positive value and then find values 21, . . . , 2I for
the coefficients and substitute them as a candidate CC T (G,~).

To determine if this candidate is in fact a CC, we now try to find
elements G,~, G0, I, I0 2 X such that one of the conditions (14)-(16)
does not hold. We do this by encoding the negation of these condi-
tions as an SMT query. If such a counterexample is found, we add
them to the respective set and repeat the process. If no counterex-
ample is found, then we conclude that this is a CC.

Instead of using an SMT solver to find a candidate CC, we
can instead run our CEGIS loop quicker by strengthening con-
ditions (15)-(16) as inequalities of the form:

g1T (G 0,~)  T (G,~), (24)
T (G0,~)�b�T (G0,~0) �g2T (G0,~)+g3T (~,~0), (25)

for all states G0 2 X0, and ~,~0 2 X+� . where g1, g2, g3 2 R�0 are
fixed nonnegative values.The satisfaction of conditions (24) and (25)
implies the satisfaction of conditions (15) and (16), and the search
for a candidate CC can be cast as a linear program instead. This
allows one to use a linear programming solver (such as Gurobi [12])
to find a candidate CC instead. We then find a counterexample
via SMT queries similar to the earlier approach, and then add the
counterexample to our linear program, and search for a candidate
CC again. While conditions (24) and (25) are more conservative,
the search for a candidate is much quicker.

We adopt a similar approach to find a CC for the synchronized
product as in Definition 3.3, that acts as a proof that the traces of
the system satisfy an LTL property whose negation is specified by

the language of an NBA A = (⌃,&,&0, X,�22). In this setting, we
assume our closure certificates to be piecewise with respect to pairs
of states of NBA A. Each piecewise component is then considered
to be a linear-combination of some user-defined basis functions. For
every pair of states 8, 9 2 & , we denote the corresponding piecewise
component as T8, 9 . We define each piecewise component as:

T8, 9 (G,~) =
I’

<=1
2<.8 . 9?<,8, 9 (G,~),

where the functions ?<,8, 9 are user-defined basis functions over the
states G,~ 2 X, and 2<,8, 9 are the coefficients. We then encode the
constraints as the following conjunctions for every state G 2 (1,
~ 2 (2, G0 2 (3 and I, I0 2 (2 as well as every state 8, 9 2 & such
that 80 2 X (8,L(G)), and states B 2 &0 and ✓, ✓0 2 �22 :

€
G2(1

⇣
T8,80 (G, G 0) � 0

⌘
, (26)

€
G2(1,~2(2

⇣ �
T80, 9 (G,~) � 0

�
=)

�
T8, 9 (G,~) � 0

� ⌘
, and (27)

€
G02(3,I,I0 2(2

⇣ �
TB,✓ (G0, I) � 0

�
^

�
T✓,✓ 0 (~, I0) � 0

�

=)
�
TB,✓ 0 (G0, I0)  TB,✓ (G0, I) � b

� ⌘
. (28)

In general there is no guarantee of termination when using a CEGIS
approach for uncountable state sets. However, one may strengthen
the conditions as specified in [19] to guarantee termination of the
CEGIS loop. Instead of using a CEGIS approach, one may also
encode the conditions in an SMT solver over the nonlinear theory
of reals [9] such as dReal [10] or z3 [17] to search for CCs. While
all the above approaches are NP-hard [5, 10, 17], we find the CEGIS
approach to work better in practice compared to searching for a
solution in the nonlinear theory of reals.

Note that barrier certificates face many of the same challenges
when using a CEGIS approach. Computationally, however, closure
certificates take more time in practice as these are defined over pairs
of states rather than over a single state, and so suffer more when the
dimension of the state set increases. We should add that we have
not considered the complexity for finding the NBA representing
the complement of the specification, but rather assume this NBA
to be given. While the complexity of NBA complementation is
EXPTIME [32], it takes linear time to complement an LTL formula.
However converting an LTL formula to an NBA has exponential
complexiy in the size of the formula [37].

4.2 Sum-of-Squares based Approach
The technique of using semidefinite programming [24] and cast-
ing the search for a standard barrier certificates [28] as SOS poly-
nomials is particularly important due to the simpler complexity
of computation when compared to CEGIS approaches. We show
how one may adopt a SOS approach to find closure certificates.
To do so, we first note that a set � ✓ R= is semi-algebraic if it
can be defined with the help of a vector of polynomial inequalities
⌘(G) as � = {G | ⌘(G) � 0}, where the inequalities is interpreted
component-wise.
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To adopt a SOS approach to find CCs as in Definition 3.2, we
consider the sets X, X0, and X+� to be semi-algebraic sets de-
fined with the help of vectors of polynomial inequalities 6� , 60,
and 6+� , respectively. As these sets are semi-algebraic, the sets
X ⇥ X and X0 ⇥ X+� ⇥ X+� are semi-algebraic as well. Let their
corresponding vectors be 6⌫ and 6⇠ , respectively. Furthermore, we
assume that the user-defined basis functions ?< are monomials and
again strengthen the implications in conditions (15)-(16) to condi-
tions (24)-(25). Then the search for a CC as in Definition 3.2 reduces
to showing that the following polynomials are sum-of-squares:

T (G, G 0) � _)� (G)6� (G), (29)
T (G,~) � g1T (G 0,~) � _)⌫ (G,~)6⌫ (G,~), and (30)
T (G,~0) � b � g2T (G,~)
� g3T (~,~0) � _)⇠ (G,~,~

0)6⇠ (G,~,~0), (31)

where G 0 = 5 (G), the multipliers _� , _⌫ , _⇠ , are sum-of-squares
over the state variable G , the state variables G,~, and the state
variables G,~,~0 over the sets X, X ⇥ X, and X0 ⇥ X+� ⇥ X+�
respectively, and b , g1, g2, and g3 2 R>0 are positive values.

Lemma 7. Assume the sets X, X0, and X+� are semi-algebraic,
and there exists a sum-of-squares polynomial T (G,~) satisfying con-
ditions (29)-(31). Then the function T (G,~) is a CC satisfying condi-
tions (14)-(16).

Since there are finitely many letters f 2 ⌃, without loss of gen-
erality, one can partition the set X into finitely many partitions
Xf1 , . . . ,Xf? , where for all G 2 Xf< , we have L(G) = f< . Given
an element f< 2 ⌃, we can uniquely characterize the relation Xf8
as (@08 ,@8 ) 2 Xf8 if and only if @08 2 X (@8 ,f8 ). Assume that the sets
X, X0, and Xf< , for all f< , are semi-algebraic and characterized by
polynomial vectors of inequalities6(G),60 (G), and6f<,� (G), respec-
tively. Furthermore, we consider polynomial vectors of inequalities
6(f< ),⌫ (G,~) over the product space X ⇥ X, and 6(f<,⇠ ) (G,~,~0)
over X0 ⇥ X ⇥ X, respectively. Let the state transition function
5 : X ! X be a polynomial function. Now, one can reduce the
search for a CC to showing that the following polynomials are SOS
for all states G,~,~0 2 X, G 0 = 5 (G), and G0 2 X0, and states 8, 9 2 & ,
B 2 &0, and ✓, ✓0 2 �22 , and letters f< 2 ⌃, such that 80 2 Xf< (8):

T80,8 (G, G 0) � _)f<,� (G)6f<,� (G), (32)
T80, 9 (G,~) � g1T8, 9 (G 0,~)
� _)f<,⌫ (G,~)6f<,⌫ (G,~), and (33)
TB,✓ 0 (G0,~0) � b � g2TB,✓ (G0,~) � g3T✓,✓ 0 (~,~0)
� _)f<,⇠ (G0,~,~

0)6f<,⇠ (G0,~,~0), (34)

are sum-of-squares, where _)f8 ,� , _
)
f8 ,⌫

, and _)f8 ,⇠ are sum-of-squares
polynomials over their respective regions and g1, g2, g3, b 2 R>0 are
positive values.

Lemma 8. Assume the sets X, X0, X+� , and Xf8 for all f8 are
semi-algebraic, and there exists sum-of-squares polynomials T8, 9 (G,~)
satisfying conditions (32)-(34) for every 8, 9 2 & . Then the function
T

�
(G, 8), (~, 9)

�
defined piecewise as T8, 9 (G,~) for all 8, 9 2 & is a CC

for the product satisfying conditions (17)-(19).

To determine whether the above equations are SOS, one can
make use of solvers such as [29]. The complexity of determining
whether the above equations are SOS is $

� �2=+3
3

�
⇥

�2=+3
3

� �
, when

searching for CCs for safety or ensuring finite visits, where = is the
dimension of the state set, and 23 is the degree of the polynomial.
The complexity of verifying LTL specifications is1 polynomial in
$
�
2 |q |

2 ⇥
�2=+23

3

�
⇥
�2=+23

3

� �
, where |q | indicates the size of the LTL

formula. This is because the closure certificate is a function of pairs
of the state set of the system and there are at most |& |2 many pairs
of transitions in an automaton. The number of states of the NBA
is $

�
2 |q |

�
, where |q | is the size of the formula. On the other hand,

the complexity of determining whether the equations for barrier
certificates are SOS is polynomial in $

� �=+3
3

�
⇥

�=+3
3

� �
[28]. If the

dimension of the system is fixed, then the complexity is polynomial
in the degree 23 but exponential in the size of the formula q . The
key issue when using an SOS approach, however, is that there may
be polynomials that satisfy the above constraints but are not SOS.
Furthermore, one cannot directly encode the implication in SOS,
and, hence, suffers from the conservatism of having to satisfy a
stronger condition.

5 SUBSUMING EXISTING APPROACHES
We show that our approach generalizes the existing class of tech-
niques using state triplet introduced in [38] for the verification
of continuous-space systems against linear temporal logic proper-
ties. The state triplet technique has been used for the verification
and synthesis for stochastic systems [15, 16], for networks of sys-
tems [1, 2], and in motion-planning for nonlinear systems [13].
Here, the transition map is a function, and the state set is a subset
of R= . First, we present the details of the state triplet approach
briefly, in Section 5.1. Then in Section 5.2, we show how one can
use closure certificates to guarantee satisfaction of LTL properties
when the state triplet approach provides a guarantee as well.

5.1 The State Triplet Approach
Consider a systemS = (X,X0, 5 ), where X ✓ R= , and 5 is a state
transition function. Consider a NBAA = (⌃,&,&0, X,�22) that rep-
resents the complement of the desired LTL formulaq , and a labeling
function L : X ! ⌃. The key idea of the state triplet approach
is to find barrier certificates between edges of the automaton to
disallow the system from visiting an accepting state. This ensures
thatS 6|=L ¬q , and so we haveS |=L q .

The steps of the approach are as follows:
(1) Consider all the simple paths in the NBA that start from an

initial state and reach an accepting state.
(2) Break these paths into a sequence of state triplets (@<,@0<,@00<)

(or edge pairs (4<, 40<)).
(3) Search for a barrier certificate to “cut” at least one triplet

from each path.
(4) If we can cut at least one triplet along each path, we can con-

clude thatS |=L q , and if not this approach is inconclusive.
To help illustrate this approach consider a systemS = (X,X0, 5 ),

and a finite alphabet ⌃ = {00,01}; the labeling map L naturally

1Determining whether a polynomial in = variables and degree 3 are SOS can be
reduced to a semidefinite program in$

� �=+3
3

�
⇥

�=+3
3

� �
variables [24].
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Figure 2: Example NBA A which represents the complement
of a safety to illustrate the state triplet approach.

partition the set X into two sets X01 and X02 . Let the NBA A =
(⌃,&,&0, X,�22) in Figure 2 represent the complement of an LTL
specification of interest, where ⌃ = {00,01}, & = {@0,@1,@2,@3},
&0 = {@0}, �22 = {@3}, and X is specified by the edges in the
graph. This NBA accepts those words which start with a 01 and
have at least two 00’s in them. It represents the LTL formula q =
01^XF(00^F00). There is one simple path starting from the initial
state @0 that reaches the accepting state @3. This path corresponds
to the sequence of states (@0,@1,@2,@3) and can be broken into two
triplets (@0,@1,@2) and (@1,@2,@3).The first state triplet corresponds
to the edge pair ((@0,@1), (@1,@2)) which are labeled by the pair
of letters (1,0), and the second to the edge pair ((@1,@2), (@2,@3))
which are labeled by the pair of letters (00,00).

To cut the transitions along the first state triplet (@0,@1,@2), we
try to find a barrier certificate, where the initial set of states are
all the states with the label 01 (corresponding to the edge (@0,@1)),
i.e. all the states of the system in X01 . The unsafe states are all the
states with a label of 00 (corresponding to the edge (@1,@2)), i.e.
all the states in the set X00 . The existence of a barrier certificate,
proves that no trace of the system can visit a state with label 00,
after visiting a state with label 01, and so cannot correspond to
the run (@0,@1,@2) in the automaton. This cuts the path from the
initial state @0 to the accepting state @3 of the automaton and shows
that no trace of the system can take this corresponding path in the
NBA. As there are no other simple paths to the accepting state, we
conclude that no trace of the system is in the language of the NBA.
If we fail to find a barrier certificate for the first triplet, we then
search for a barrier certificate in the next triplet (@1,@2,@3). As the
edges of the states in the triplet have the same label 00, we cannot
find a barrier certificate where the initial set and unsafe set are both
X00 . If we fail to find a barrier certificate for both triplets, then our
approach is inconclusive.

As the state triplet approach proves that no trace of the system
can reach the accepting state, one expects that it can be leveraged in
a similar fashion to bounded model checking. Ideally unrolling the
automaton for :-steps would allow one to verify that no trace of the
system visits the accepting state more than : times. Unfortunately,
this is not true, and the state triplet approach does not benefit when
one unrolls more than once.

Lemma 9. Consider a NBA A = (⌃,&,&0, X,�22), whose simple
paths from the initial states &0 to the accepting states �22 have been
divided into : state triplets (@<,@0<,@00<) for all 1  <  : , such that
@0< 2 X (@,0<) and @00< 2 X (@,1<), for some 0<,1< 2 ⌃. Unrolling
the automaton more than once does not lead to finding a new triplet
with labels that have not been considered before.

A proof of Lemma 9 can be found in [22, Appendix B].

@0 @1 @2 @3
0 1

2

1

1,3

0

(a)

@0 @1 @2 @3

@02 @03

0 1

2

1

1,3

0

0

1

2

(b)

Figure 3: Example NBA A (Figure 3a) and its unrolling (Fig-
ure 3b) from Section 5.1.

Now, with an example, we demonstrate why unrolling the au-
tomaton once might help in finding state triplets. Consider the
NBA A = (⌃,&,&0, X,�22) in Figure 3a, with ⌃ = {0,1, 2,3},
& = {@0,@1,@2,@3}, �22 = {@2}, and the transition relation speci-
fied by the edges in the graph. We unroll this automaton to get the
automatonA0 in Figure 3b. Unrolling the automaton once allows us
to consider the triplet (@2,@03,@02) whose edge labels correspond to
the pair of letters (2,1). Observe that no state triplet in the original
NBA corresponds to this pair of letters. Thus even if one was not
able to find a barrier certificate for a state triplet in NBA A (for the
state triplet (@0,@1,@2)), one may still find a barrier certificate for
a state triplet in NBA A0 (the state triplet (@2,@03,@02)). Hence, no
trace of the system can visit the accepting state more than once.

We observe that unrolling once does have an impact since we
can now consider those state triplets along the simple cycles of the
NBA. Unfortunately, unrolling twice does not help. Thus, one is
unable to verify those traces of a system which reach and cycle on
accepting states more than twice, even if they visit accepting states
finitely often.

The state triplet approach is conservative in the following di-
rection: independently of the state runs in the automaton and of the
initial states of the systemS, one is required to break the edge pairs
of every simple path regardless of what states of the automaton may
be encountered before or after.

5.2 CC Subsumes State Triplet Approach
We now show that our approach generalizes the earlier state triplet
one. Consider a NBA A = (⌃,&,&0, X,�22), and let us assume that
there exist : barrier certificates B1,B2 . . . ,B: associated with state
triplets (@<,@0<,@00<), (or edge pairs (4<, 40<)) for each 1  < 
: , that act as a proof that every trace of the system is in !(A).
Furthermore, let (0<,1<) be the pairs of letters associated with
these triplets. We divide the states of the NBA A into two sets &; ,
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and &A . A state @ 2 & is in the set &; if It is not the middle element
of a state triplet and there is a path from @ to the middle element of
some state triplet. A state @ 2 & is in the set &A if there is a path
from the middle element of every state triplet to @. The only states
that are in neither of the sets are middle elements of the triplets.
As the state triplet approach “cuts” the transitions of the NBA, we
observe that no trace of the system starting from a state in &; can
reach a state in &A . Furthermore, we note that every state B 2 &0
is in the set &; , and every state ✓ 2 �22 is in the set &A . We now
show how one may use closure certificates to provide guarantees of
satisfaction for LTL specifications when the state triplet approach
can guarantee the satisfaction of the same specification.

Theorem 10. Consider a SystemS = (X,X0, 5 ), labeling map
L : X ! ⌃, and NBA A = (⌃,&,&0, X,&�22 ) representing the
complement of a desired LTL formula q . Suppose that there exists
barrier certificates B1, . . . ,B: that showS |=L q via the state triplet
approach. Then there exists a closure certificate T that also acts as a
proof thatS |=L q .

Proof (sketch). We construct a closure certificate T : X ⇥& ⇥
X ⇥ & ! R such that, for G,~ 2 X, and 8, 9 2 & , we have that
T (G, 8,~, 9) � 0, if:

• 8 2 &A ;
• 8 2 &; and 9 2 &; ;
• 8 is the middle element of triplet<, and B< (G)  0, 9 2 &;
and B< (~)  0;

• 8 is the middle element of triplet<, and B< (G) > 0; or
• 8 2 &; , 9 is the middle element of some triplet <, and
B< (~)  0.

Moreover, T (G, 8,~, 9) < 0, otherwise. This certificate clearly guar-
antees that no trace of the system can reach the accepting states. A
detailed proof is given in [22, Appendix C]. ⇤

6 CASE STUDIES
We experimentally demonstrate the utility of closure certificates
on Kuramoto oscillators and a two-room temperature model. In the
first example, we consider the problem of safety verification. Here,
we show that we can verify the safety a 1 dimensional Kuramoto
oscillator via a linear closure certificate when a linear barrier certifi-
cate cannot do the same.We then verify the safety of a 2 dimensional
Kuramoto oscillator by converting the safety objective to an LTL
specification. We then search for a closure certificate over the prod-
uct of the system and the NBA representing the complement of the
specification. In the second, we consider the problem of verifying
the persistence of a two-room temperature model. To do so, we
convert the objective to an LTL specification, after which we search
for a closure certificate over the product of the system and the NBA.

6.1 Kuramoto Oscillator
Kuramoto model [11] has been used widely to describe chemical
and biological oscillators, with applications in neuroscience and
modern power system analysis. As a first case study, we consider
a system S = (X,X0, 5 ) to model a Kuramoto oscillator whose
dynamics are taken from [2], where X = [0, 2c] indicates the state
set, X0 = [ 4c9 , 5c9 ] the initial set of states, and XD = [ 7c9 , 8c9 ]
denotes the unsafe set of states. The transition function 5 is defined

@0 @1

{}

{0}

{}, {0}

Figure 4: A (nondeterministic) Büchi automatonA represent-
ing the LTL formula F0.

as:
5 (G) = G + g⌦ + CB sin(�G) � 0.532G2 + 1.69,

where G 2 X indicates the phase of the oscillator, CB = 0.1 is the
sampling time, ⌦ = 0.01 is the natural frequency, and  = 0.0006
is the coupling strength.

We then search for a linear closure certificate as in Defintion 3.1
to ensure the safety of the system. To do so, we strengthen the
implication in condition (12) to condition (24), with g1 = 1, and
sample 50 points from the initial, unsafe, and entire state set. We
then solve a linear program to find a candidate closure certificate.
As z3 [21] cannot handle the function sin(�G), we instead use
dReal [10] to find counterexamples. We add these counterexamples
to the set of samples and repeat the procedure until we find no
counterexamples. We find the closure certificate T (G,~) = 10 �
4.094~ that demonstrates safety. The time taken for our CEGIS loop
to terminate is around 10 minutes on a machine running MacOS
11.2 (Intel i9-9980HK with 64 GB of RAM). We should note that
the linear program encoding the barrier certificate conditions is
infeasible when we consider a linear barrier certificate.

We now cast the problem of safety verification as a problem of
verifying a system against the LTL formula G¬0, over the set of
atomic propositions �% = {0}, where a state is marked with label
{0} if it is unsafe. The complement of this specification is F0, and
the NBAA representing this is described in Figure 4. We consider
the system S = (X,X0, 5 ) to be a two-dimensional Kuramoto
oscillator, where X = [0, 8c9 ] ⇥ [0, 8c9 ] denotes the state set. X0 =
[0, c9 ] ⇥ [0, c9 ] denotes the initial set of states and the transition
function 5 is defined as:

5 (G1, G2) =

G1
G2

�
+

g⌦ + 1.69
g⌦ + 1.69

�
+ CB


B8=(G2 � G1)
B8=(G1 � G2)

�
� 0.532g


G21
G22

�
,

where (G1, G2) 2 X indicates the phase of the oscillators, and the
remaining constants have the same values as the one dimensional
case. We consider the alphabet ⌃ = {{}, {0}}, and the labeling
function L as L(G1, G2) = {0} if either G1 2 [ 15c18 , 8c9 ] or G2 2
[ 15c18 , 8c9 ]. All the other states are assigned a label of the empty set
{}. We consider the template of the piecewise components of the
closure certificate to be:

T8, 9
�
(G1, G2), (~1,~2)

�
= 20,8, 9+21,8, 9~1I0 (G1, G2)+22,8, 9~2I0 (G1, G2)

+ 23,8, 9~1I0 (G1, G2) + 24,8, 9~2I0 (G1, G2) + 25,8, 9~1 + 26,8, 9~2, (35)

for all states (G1, G2), (~1,~2) 2 X and NBA states 8, 9 2 & , where
the functions I0, and I0 are indicator functions over the initial set of
states, and states with label {0} respectively. We then search for the
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piecewise components of the closure certificate via a counterexample-
guided approach by collecting round 400 points from the system.
To do so, we encode the conditions as a linear program, and set the
s-procedure coefficients of g1 = 1 for the conditions (24) and the
values of g2 = 1, and g3 = 0 for conditions (25) to find a candidate
closure certificate. To speed up the search for counterexamples, we
randomly sample points and check if the conditions fail to hold. If
so we have found a counterexample. If no such counterexample
is found, we then formulate a query in dReal to search for a valid
counterexample. We repeat this process until no counterexamples
are found. The coefficients of the resulting closure certificate are
displayed as a table in [22, Appendix D.1]. The time taken for this
CEGIS loop to terminate is around 1 hour and 50 minutes on the
reference machine. We find the value of b to be 1.

6.2 Two Room Temperature Model
As a second case study, we consider our systemS = (X,X0, 5 ) to be
an interconnected two-room temperature model adapted from [1],
where X = [20, 34] ⇥ [20, 34] 2 R2 indicate the temperature of the
two rooms, X0 = [21, 24] ⇥ [21, 24] indicate the initial set of states,
and the transition function is defined as:

5 (G1, G2) = �

G1
G2

�
+ `)⌘


D (G1)
D (G2)

�
+ \


)4
)4

�
,

where G8 represents the temperature of room 8 , for all 8 2 {1, 2}, the
matrix � is

� :=

1 � 2U � \ � `D (G1) U

U 1 � 2U � \ � `D (G2)

�
,

where constants U = 0.004, \ = 0.01, and ` = 0.15 represent the
conduction factors, and D (G) denotes the temperature controller,
and is defined as D (G8 ) = 0.59 � 0.011G8 . The value )⌘ = 40C de-
notes the heater temperature, and )4 = 0C represents the ambient
temperature. Let the LTL formula to be verified be 00 =) FG¬01.
This property requires that a system that starts from a state with
atomic proposition 00 does not visit the states with atomic propo-
sition 01 infinitely often. We consider the atomic propositions
�% = {00,01}, and the alphabet ⌃ = {{}, {00}, {01}, {00,01}}. In
this setting, we require that if a state sequence of the system starts
fromX0 then it must visit the region ([20, 26] ⇥X)[ (X ⇥ [20, 26])
finitely often. The complement of this specification is 00 ^ GF01
and the NBA A in Figure 5 denotes this complement. Here, we
mark the states (G1, G2) 2 X0 with the atomic proposition 00. We
mark a state (G1, G2) 2 X with atomic proposition 01, if (G1, G2) 2
([20, 26] [ X) ⇥ (X [ [20, 26]). All other states are not marked
with any atomic proposition. Observe that a state (G1, G2) may be
marked with both atomic propositions 00, and 01, or neither. We
define the labeling map as:

L(G1, G2) =

8>>>>><
>>>>>:

{00,01} if (G1, G2) is marked with both 00,01
{00} if (G1, G2) is marked with only 00
{01} if (G1, G2) is marked with only 01
{} otherwise,

@0

@3

@1

@2

{00}

{0, 2}

{}, {01}

>

{01}, {00,01}

{ }, {00}

{01}, {00,01}

{ }, { 00}

Figure 5: A (nondeterministic) Büchi automaton A for the
two-room temperature case study from Section 6. The au-
tomata represents the LTL formula 00 ^ GF01. Here > indi-
cates any letter in the alphabet.

We consider the template of the piecewise components of the clo-
sure certificate to be specified as:

T8, 9
�
(G1, G2), (~1,~2)

�
= 20,8, 9 + 21,8, 9G1 + 22,8, 9G2 + 23,8, 9~1

+ 24,8, 9~2 + 25,8, 9 max(G1, G2) + 26,8, 9 max(~1,~2)
+ 27,8, 9G21 + 28,8, 9G22 + 29,8, 9~21 + 210,8, 9~22, (36)

for all states (G1, G2), and (~1,~2) 2 X and all states 8, 9 of the NBA
A in Figure 5. We then search for the piecewise components of the
closure certificate using a CEGIS approach. To speed up this, we
first solve the linear program with around 100 points, where we
set the values of g1 = 1, g2 = 0.4, and g3 = 0.1. We then search for
counterexamples by first randomly sampling points, after which
we use z3 to find counterexamples. The resulting coefficients are
described in a table in [22, Appendix D.2]. The time taken to find
the closure certificate is around 1.5 hours on the reference machine.
Finally, we find the value of b to be 0.5 in this example.

7 CONCLUSION
We proposed a notion of so-called closure certificates that act as
a function analog of transition invariants. Our notion of closure
certificates provide an abstraction-free approach to verify dynam-
ical systems against l-regular properties. Our approach of using
closure certificates to verify l-regular properties subsume existing
approaches that use barrier certificate to verifyl-regular properties.
As future work, we plan to investigate how one may use approaches
such as :-induction to allow for a larger class of functions to act
as closure certificates. We also plan on investigating data driven
approaches to find these closure certificates as well as investigate
their use in synthesizing controllers.
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