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Abstract

The recent rise of social media has led to
the spread of large amounts of fake and bi-
ased news, content published with the intent
to sway beliefs. While detecting and profiling
the sources that spread this news is important
to maintain a healthy society, it is challenging
for automated systems.

In this paper, we propose an interactive frame-
work for news media profiling. It combines the
strengths of graph based news media profiling
models, Pre-trained Large Language Models,
and human insight, to characterize the social
context on social media. Experimental results
show that with as little as 5 human interactions,
our framework can rapidly detect fake and bi-
ased news media, even in the most challenging
settings of emerging news events, where test
data is unseen.

1 Introduction

The recent rise of social media has enabled informa-
tion to spread at a rapid pace, having the potential
to very quickly impact a large number of people,
especially during key events, such as political elec-
tions (Vosoughi et al., 2018). While this rise of
social media has many benefits, one downside is
that harmful information, i.e. fake or politically
biased news, can also spread rapidly, affecting peo-
ple’s perspectives. Thus, detecting it is important.

While one approach is to fact-check or detect
the bias of all content on social media (i.e. Twit-
ter), another is to focus on the source, and ask: Is
this source factual or politically biased? This task,
profiling news media sources, which we focus on,
can scale better, as often times a large amount of
the content sources’ publish have the same factual-
ity/political bias as the source itself. We model this
on a 3-point scale: high, low, and mixed factuality,
and left, center, and right bias. Details: App. A.1.

Even at the source level, it is difficult for humans
to profile all news content, due to the large number
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of sources online. Further, this task is still challeng-
ing for Al systems (Baly et al., 2018, 2020; Mehta
et al., 2022), especially in the emerging events set-
tings, when the system is tested on its ability to
adapt to new events, consisting of new sources,
content they generate, and social media users en-
gaging with them that were not seen at training
time (Yuan et al., 2020). For example, in a graph
framework, test set nodes are not connected to train-
ing set nodes. In these settings, Large Language
Models (LLMs) also struggle, even when enhanced
with extra knowledge (Whitehouse et al., 2022).

Due to the struggles of Al systems to automati-
cally profile news media, in this paper we propose
a different, interactive approach, for this task. We
are inspired by recent results (Cinelli et al., 2021;
Vicario et al., 2016) showing that misinformation
and highly biased content tends to spread in closely
knit communities on social media. This leads us to
ask, whether better modeling of the social media
relationships that underlie content spread would
improve our ability to profile the content itself.
Specifically, we hypothesize that users on social
media form information communities, or groups of
users, where certain themes circulate more in some
communities vs. others. If we can identify these
themes and use them to identify information com-
munities, then we can better profile the content
discussed by the communities. For example, a user
joining a left-leaning community, is more likely
to be left-leaning, and so is the content they share.
Then, if that user shares content from a source, that
source is also more likely to be left-leaning.

In the settings of emerging events, we must be
able to characterize and form the information com-
munities quickly, without using labeled training
data, so we can rapidly detect fake/biased news
sources on unseen data. Unfortunately, using only
information on social media to form information
communities involves complex reasoning on un-
seen data, and is thus challenging for automated
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Figure 1: Our framework overview: Using Trained Graph Models, Large Language Models (GPT-3) and Human
Interaction to Form Information Communities for News Media Profiling. (Key: U = Users, A = Articles, S = Sources, Light
Red Background = Candidate information Communities, Light Blue Background = Validated Information Communities). From
the learned graph model (b), we find candidate information communities through k-means clustering. Using a LLM, GPT-3, we
form a textual representation of the information community by summarizing its users, and then ask humans to narrow down the
community based on the user summaries (d), forming smaller, validated communities, whose users are then connected to each
other. We then expand the validated communities, by again model clustering users, forming user summaries, but this time asking
GPT-3 to place or not palce the users into validated communities, which can be done repeatedly (e). This entire process (c-e) can
repeat, starting with clustering of unassigned users (c), to form more validated communities, which can be expanded further.

systems, even LLMs (as we experimentally show).
Thus, instead, in this paper, we propose an inter-
active learning framework, to form information
communities. We take advantage of minimal hu-
man interactions, combining it with the strengths
of news media profiling graph models and LLMs,
to form the communities. We do this in an iterative
process, showing how less than 5 human interac-
tions, which do not label any additional data, can
lead to significant improvements in both fake news
and bias source detection, even in the challenging
weakly supervised emerging events settings.

Specifically, to form the communities, we first
form initial candidate communities by clustering
social media users based on their graph model em-
beddings, capturing model beliefs. As news media
profiling is difficult, these candidate information
communities are likely to be imperfect, i.e., some
users are likely to be inconsistent with their commu-
nity assignment. Thus, these assignments need to
be validated, by examining their actual information
preferences and the content they generate, rather
than using only relational information. This would
help ensure that only users that are actually simi-
lar to each other (i.e. have similar perspectives on
similar content) make up each community. We use
LLMs and human interaction to do this validation.
First, we summarize each user in the community
using LLM’s, mapping their profile to a short stat-
ment capturing their views. This representation fa-
cilitates the human validation step, in which we ask
humans to determine which users are similar, and
by that form validated communities (experiments
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show this is hard for LLMs, but simple for hu-
mans). We then expand the validated communities,
adding new users to them, based on model cluster-
ing. These assignments are again validated based
on users’ summaries, but this time using LLMs
to compare new users to users in human validated
communities (we use human interactions as train-
ing examples for few-shot user similarity detection,
a simpler LLM task). For users not assigned to val-
idated communities, the above process is repeated,
expanding the # of communities. Fig. 1 shows an
overview. In short, humans interact to help form
initial communities, which are then automatically
expanded using graph and LLM similarity.

In summary, we make the following contribu-
tions: (1): We formulate the task of interactive
news media profiling, by presenting a framework
to build information communities. (2) We take ad-
vantage of graph model, LLM, and human knowl-
edge to perform this interactive task rapidly. (3)
We evaluate on one of the most challenging news
media profiling settings, emerging news events,
showing how our interactive framework leads to
performance improvements with less than 5 human
interactions. More generally, our framework can
be used to rapidly profile news media, without any
additional labeling and minimal human effort.

Sec. 3 describes our graph, Sec. 4 our interactive
framework, Sec. 5 results, and Sec. 6 analysis.

2 Related Work

Over the last few years, there has been a large inter-
est in profiling news media. Baly et al. and Sakke-



tou et al. proposed datasets for political bias detec-
tion, while (Li and Goldwasser, 2019; Liu et al.,
2021, 2022) study methods for it. Further, fake
news detection has also been a hot research topic,
studied in graphs (Nguyen et al., 2020; Mehta et al.,
2022; Yang et al., 2023), cross-domain (Huang
et al., 2021; Zhu et al., 2022a,b; Mosallanezhad
et al., 2022), and low-resource (Lin et al., 2022)
settings, amongst others.

We focus specifically on news media profiling
in the emerging events setting, which is extremely
challenging, as test data is unseen and does not in-
teract with any train data. Thus, this setting is ideal
for us to measure the benefits of human interactions.
It also has received a lot of recent attention due to
its’ challenge (Liu and Wu, 2018; Li et al., 2022),
and we hypothesize that some of these methods can
be combined with our work.

Large Language Models (LLMs) have been ap-
plied to many tasks, as they can capture lots of
knowledge (Qin et al., 2023). However, LLMs still
cannot reason well, and thus struggle on harder
tasks like fake news detection (Whitehouse et al.,
2022). We instead use LLM’s successful properties
to amplify the impact of human interactions.

Interactive ML has also been studied and ap-
plied to many tasks (Wu et al., 2022; Dalvi et al.,
2022; Kwon et al., 2023; Ramamurthy et al., 2023;
Pacheco et al., 2022, 2023; Mehta and Goldwasser,
2023). Building information communities is also
a popular research area, whether it be through
embeddings or DNN modeling approaches (Cav-
allari et al., 2017; Su et al., 2022). Prior work
also shows misinformation spreads in communities
(Bessi et al., 2016). We propose to interactively
build information communities, by humans inter-
acting with LL.Ms and graph models. We discuss
more related works in App. E.

3 Graph Overview

In this paper, we focus on detecting the political
bias and factuality of news media sources, which
we call news media profiling. We model sources
for factuality and political bias on a 3-point scale:
low, mixed, and high factuality, or left, center, and
right political bias. More details about this task
setup and its importance are in (Baly et al., 2020)
and Appendix A.1.

We use the public graph-based social media anal-
ysis model from Mehta et al.!, which they trained

"https://github.com/hockeybrol2/
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for fake news source detection. As we also evaluate
news source bias detection, we train the graph for
both objectives, on Twitter data. We refer to Mehta
et al. for the details of this graph model, but briefly
explain it here. Sec. 4 explains our interactive pro-
tocol for identifying information communities.

The model uses a heterogeneous graph, encoded
using Relational Graph Conv. Networks (R-GCN),
to capture the relationships between sources, arti-
cles, and users. Based on the R-GCN representa-
tions, factuality and bias of news sources can be
predicted. R-GCNs allow us to better capture rela-
tionships in the graph, such as a source represented
in part by the users that follow it (which are also
represented by their relationships to other nodes).

Graph Creation using Twitter Social Context:
Our graph (Fig.1a, Mehta et al.) consists of 3 node
types: News Sources (.5), Articles (A) they publish,
and Twitter Users (U) that interact with sources
and articles. We connect sources to articles they
publish, via edges. Further, users are connected to
sources and other users they follow, and articles
they propagate (retweet or tweet the link of). The
Twitter users provide the social information in the
graph, which we later aim to better learn.

Graph Training using Social Context: Similar
to Mehta et al., we train a R-GCN (Schlichtkrull
etal., 2018) to learn the graph. We train the classifi-
cation objective of both fake news source detection
and news source bias detection, using a separate
Fully Connected (FC) layer for each, optimizing
them jointly by summing the losses. Once the
model is trained, we can use it to obtain meaning-
ful node embeddings for every node in the graph,
and profile news sources. More details: App. A.3.

4 Interactive Approach

While the above graph-based model proposed by
Mehta et al. achieves strong performance on fake
news source detection when evaluated in transduc-
tive settings (test data seen at training time), it strug-
gles in the fully inductive settings (test data unseen),
and in general performs well below human base-
lines. We thus propose an interactive approach,
combining the strengths of graph models, large lan-
guage models (LLMs i.e. GPT-3), and humans, to
profile content on social media better.

Our approach hinges on the fact that if we can
better model user preferences and thus user sim-
ilarity, we can better model the content they
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propagate. This is because, similar users are likely
to have similar interests, and thus share similar con-
tent, which in turn is likely to have similar levels
of factuality/bias. For example, a group of users
sharing content in support of lowering taxes and
decreasing regulations are more likely to be right-
biased (i.e. Republican) vs. left-biased (i.e. Demo-
crat), and thus any source content they share is also
more likely to be right-biased. Thus, we hypothe-
size that the larger the groups of users with similar
content preferences we can form, the higher our
performance is likely to be. Further, if we explicitly
create new graph edges between these similar
groups of users, this information will flow to other
users not part of these groups, and eventually news
sources, increasing classification performance.
Fortunately, while modeling user content pref-
erences solely through Al models like LLMs is
difficult (Whitehouse et al., 2022), humans can
quickly determine if two users are similar, forming
an initial group. Then, we hypothesize, that LLMs
can be prompted using the human insight to extend
the group, by asking them if other users are similar
in the same ways. Thus, in this paper, we propose
an interactive framework, taking advantage of
human and LLM strengths to better model user
content preferences, and improve media profiling.
Specifically, in this Sec., we discuss the interac-
tive approach we propose to form these groups of
similar users, or information communities. We take
advantage of the strengths of trained graph model
knowledge, LLM knowledge (GPT-3), and human
insight to design an iterative, interactive approach:
We first use the graph models’ learned user similar-
ities to form initial candidate information commu-
nities (Sec. 4.1), which are summarized by LLM’s
(Sec. 4.2), and then validated by a human interactor
(Sec. 4.3). These validated communities are then
expanded upon to include more users in Sec. 4.4,
by again using graph model knowledge and LLM’s.
However, this time LLM’s are prompted based on
the human interaction, to validate user assignments
to communities. This expansion step can be done
iteratively, i.e. assigning additional users to val-
idated communities. Once enough users are not
assigned to existing communities, we form an addi-
tional set of human validated communities, repeat-
ing the the above process from Sec. 4.1-Sec. 4.4,
and the number of total validated communities is
increased (Sec. 4.5). Finally, once enough infor-
mation communities are formed, we can then learn
them (Sec 4.6), updating graph model parameters.
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We later show that through this iterative process,
minimal human interactions can lead to significant
performance improvements for news media profil-
ing. Fig. 1 and Alg. 1 shows an overview.

Algorithm 1 Our Interactive Framework to Find
Validated Information Communities

1: Imput: U (Users), Ug (Graph User Embeddings), V
(empty list to store validated information communities)
Output: V' (Validated Communities)
Iteratively find information communities
while not converged do
Cil.. .k ::k}nneans(lfg) K-means Cluster all Users
based on Graph User Embeddings
c1,C2 =:ﬂ1ax2(purﬂy(CL“k))Choose the highest

purity clusters, that discuss the same entity

)

s1,82 = GPT-3 summarize(ci, c2) Use GPT-3 to
summarize the users in each cluster
V.append([human(s1), human(sz)]) Validate
clusters using humans to form validated
communities
Now, iteratively expand each validated
community
while not converged do
Cl...k k—nneans(l/E) Again Cluster all
Users based on Graph User Embeddings
Cl...k KNN(CL,_k,V) For each cluster,
find the m nearest neighbors to each

10:
11:

12: =
validated community, that’s our new
cluster

1% ((}P113(Clu,k7‘/)) For each cluster,

ask GPT-3 to assign or not assign users to

13:

validated clusters, expanding them
14: end while
15: end while
16: return V (Validated Information Communities)

4.1 Initial Communities from Graph Model

The first step in our process of forming information
communities of similar users is forming candidate
ones. For this, we use learned graph model knowl-
edge, and k-means cluster all graph user node em-
beddings, as similar nodes will be part of the same
cluster (and thus community). We keep the two
(determined empirically using the dev. set) highest
purity clusters, as the model is likely most confi-
dent about them, since it predicts similar users as
having the same labels. To compute purity, each
cluster is assigned to a class based on the most
predicted user label in that cluster, and then the
accuracy of this is measured. To get predicted user
labels, we assign each user the label of the most
common source they follow + article they tweet.
Since these communities are formed using graph
learned relationships, they are likely imperfect, and
should be analyzed to form better communities.
Thus, we ask humans to analyze them. However,
as the communities have a lot of users which would



require a lot of interactions, we narrow them down.
We only keep users that discuss the most common
entity mentioned in the community, as discussion
around this entity can represent the community’s
perspective. To do this, we run an Entity Recogni-
tion system (Akbik et al., 2019) on the articles each
community user tweets, keeping users if they tweet
an article containing the most frequent entity in the
community. We now have initial model predicted
information communities of users that discuss the
same entity, and thus likely the same event.

4.2 Characterizing Users Using GPT-3

Before asking humans to validate communities
based on user similarity, we form a textual repre-
sentation for each user, that can be analyzed. While
not essential, this representation captures relevant
content and user preferences, making human inter-
action easier. To form it, we use LLMs (GPT-3),
prompting them to create user summaries, as they
have historically done well on this task (Qin et al.,
2023). The summary for each user is formed based
on their Twitter profile and a sample of their tweets
related to the entity. An ex. of the prompt we
designed is shown below in Tab. 1 and Fig. 2.

Format Language
Question What is the user discussing
; and what is their perspective?
Bio: ... Tweet 1: ... Tweet 2:...
Text .
Summary:
Output The user is discussing...

Table 1: The question, text, and output format expected from
GPT-3 in the prompt to create user summaries.

4.3 Human Interaction to Form Community

Based on the GPT-3 summaries of each user in the
communities, we ask a human interactor to tighten
each community, and only keep similar users. For
this, humans read the summaries, analyzing user
perspective towards the entity. We say users have
the same perspective if they discuss the same entity
in a similar way (i.e. all are against BLM protests).

To make this analysis easier for humans, we also
provide humans with an LLLM’s opinion on which
users are similar. While it is likely incorrect, as
LLMs can’t reason well about user similarity on
unseen topics (see Sec. 6.2), it can help humans
make their decision quicker. To get it, we feed all
user summaries to a dialogue LLM, Chat-GPT?,
asking it: Which users have the same perspective?

https://chat.openai.com/chat
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We use Chat-GPT instead of GPT-3 as it is better
suited to respond without being prompted, and it is
hard to create a general enough prompt for this.

Chat-GPT responds with a list of users that it
thinks have the same perspectives, for ex.: User a,
b, ¢, d discuss ... while e, f discuss ..., which the
human then reads (along with the summaries) and
uses to form a human validated community. For
ex., the human can decide users (a, b, ) are in the
same community, where d was thought to be part
of it by Chat-GPT, but not by the human. An ex. of
the exact text humans read is in Fig. 3.

4.4 Automatically Expanding Communities

So far, we have formed small, human validated
information communities, each of a single perspec-
tive. Now, we amplify this human interaction by ex-
panding these communities, while maintaining the
same perspective. We do this by identifying other
users that have the same perspective and adding
them to the community. These larger communities
can then be used to to profile news media better.

We first connect the users in each validated com-
munity to each other, which changes their and other
users’ graph embeddings, without any training. We
then k-means cluster all user embeddings, ignoring
any users already considered (to avoid redundancy).
This forms k new, unique clusters, based on learned
graph model knowledge. We hypothesize that if
we can accurately map some users from each of
these different clusters to validated communities,
we would have a lot more information about each
of those clusters, which could help news media
profiling. (Aside: an alternative way to expand
communities, which we do not pursue, is by assign-
ing users that have similar embeddings as validated
communities to them. However, this would just
reinforce existing model predictions, as the model
already believes these users similar, and thus likely
not lead to better news media profiling.)

To map users from clusters to validated commu-
nities, for each cluster, we keep the top m users
that have similar embeddings to the centroids of
each validated community, as these are the most
likely users to belong to the community. These m
users are now the candidate users for expansion
into the validated community.

As this user to community assignment is based
only on graph knowledge, it may be imperfect, so
we hypothesize to use LLMs to clean it up. While
LLMs cannot reason about community assignments
on unseen news events (we experimentally show
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this), which is why we used humans in Sec. 4.3,
we hypothesize that if prompted appropriately, they
can compare user summaries on a topic, which the
human communities are already centered around.
Building on this, we few-shot prompt LL.Ms, ask-
ing them to identify user similarity and determine
which of the m new users should be part of the
validated community. To do this well, we prompt
the LLM using a training example, created auto-
matically from the human validated community. In
it, community assignments humans chose when in-
teracting are positive examples, while ones humans
rejected are negative. LLMs now just have to make
similar assignments as humans (i.e. determine if
the new users are more similar to human accepted
or rejected ones), a much simpler task. Tab. 2
shows an ex. of the test prompt for the community
with users (a, b), where user a is assigned to the
community and b is not. The same prompt format
is used for the training example, except the sum-
maries and assignments are provided based on the
human interaction. Fig. 4 shows the full prompt.

Format Language
. Which users have the same

Question o
perspective?

User A Summary: ...

Text User B Summary: ...

Related Users;;;;Not Related Users:
Output User A;;;;User B

Table 2: The question, text, and output format expected from
GPT-3 in the prompt to determine if users belong to a given
information community. From the output, User A belongs,
and User B does not.

4.5 Iterative Community Expansion

The above process in Sec. 4.4 of expanding the
validated communities can then be repeated until
all users are assigned to or rejected for validated
communities, defining convergence.

In addition, we also use a subset of rejected users
to form a new set of human validated information
communities. To do this, we repeat the above pro-
cess from Sec. 4.1-Sec. 4.4: cluster rejected users,
summarize them, ask humans to form a new val-
idated community, and then expand the validated
community. After each iteration, we have an addi-
tional pair of human validated communities.

4.6 Unsupervised Graph Training

Above, when we form communities, we create new
graph edges connecting users in the same com-
munity. We now further learn these edges/user
relationships, by fine-tuning the graph model from
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Sec. 3, all without using any additional gold labeled
data. For this, we train graph link prediction, which
captures this new edge knowledge directly, encour-
aging connected nodes to have similar embeddings.
We do it only on the sub-graph of content that was
interacted on: the users and the articles/sources
they are directly connected to. Specifically, we
train connected nodes to be closer together in the
embedding space, while user nodes in different
communities should be farther apart.

After this training, the graph model captures the
knowledge from the user communities identified
by our framework, and can thus be directly used to
better classify news sources for profiling. This is
because, in the updated graph model, the new user
embeddings directly affect the sources, through
either direct or indirect edge connections.

4.7 Framework Recap

In short, we aim to build user information com-
munities, used by the graph model for better news
media profiling. Our framework first uses graph
models to build candidate communities, which are
validated by humans. Identifying the communities
is hard for LLMs, but simple for humans and can be
done in a few minutes. Then, the communities are
expanded. The graph model generates candidates,
which the LLM can validate, as it has training ex-
amples from the human validation, and just has to
identify the same user similarity, a much simpler
task. The entire process can be done iteratively and
rapidly (under 10 minutes for 5 interaction steps).

S Experiments

5.1 Evaluation Settings

We evaluate our framework’s ability to improve
fake news and news source bias detection. We fo-
cus on one of the most challenging settings for a
graph framework, the fully inductive setting. Here,
in addition to test data not being seen at training
time, all test nodes are not connected in any
way to training set nodes. For ex., users inter-
acting with test set articles do not interact with any
sources/articles/users seen at train time. While this
setting is particularly difficult, as social media in-
formation learned at training time can’t be directly
used to improve test performance, it can occur, such
as when a new bot farm spreads content.

In addition to the inductive setting, we also focus
our evaluation on emerging news events, where all
test data is from a specific event collected from a



Model Baly | Baly | Test Test
Acc. F1 Acc F1

Baly 71.52 | 67.25 | - -

Mehta R-GCN 68.90 | 63.72 | - -

Mehta BEST 72.55 | 66.89 | - -

BL: Mehta R-GCN | 65.82 | 53.19 | 41.89 | 28.48

Table 3: Fake News Source Detection baseline Results on
Baly (Baly et al., 2020) and the inductive future Black Lives
Matter event (Test). Results show that despite achieving high
performance on (Baly et al., 2020), the Baseline from Mehta

et al. (BL: Mehta R-GCN) struggles in the inductive,
emerging news events setting. This baseline is comparable to
the state of the art for fake news source detection from Mehta
et al. (Mehta BEST) on (Baly et al., 2020).

time period after the training time period. Not only
is this one of the most common real-world applica-
tions for fake news source and bias detection, but
it is also very challenging, as test data focuses on
sub-events not seen at training. In this work, we
evaluate two important news events: Black Lives
Matter (BLM) and Abortion/Feminism.

5.2 Data Collection and Usage

Fake News and Bias Source Detection: In order
to evaluate our framework’s ability to improve fake
news and news source bias detection, we used the
Media Bias/Fact Check dataset, originally collected
by Baly et al.. As we focus on specific events, many
of which have occurred since the dataset was origi-
nally collected, we expand it by scraping additional
news sources from Media Bias/Fact Check®. Ad-
ditionally, we scraped the data used to construct
the graph in Sec. 3 (articles sources publish, Twit-
ter users, Twitter interactions, etc.) following the
process in Mehta et al.. As done in Baly et al., we
label news sources on a 3-point factuality and 3-
point bias scale: high, mixed, or low factuality and
left, center, or right bias. Dataset details, including
statistics for number of sources is in App. D and
Tab. 6. Our code and anonymized data is available.*

Events: For each event that we tested on (Black
Lives Matter and Abortion/Feminism), we scraped
data for 2 different time periods (01/02/2019 -
06/01/19; 06/02/19 - 05/06/22), searching relevant
hashtags on Twitter. These time periods also cover
a broad range of sub-events, allowing us to test how
our models would do on emerging news events. To
learn the graph model for fake news and bias source
detection from Sec. 3, we used the first period and a
subset of data from Baly et al. (training the model

*https://mediabiasfactcheck.com
*nttps://github.com/hockeybrol2/
Interactive_News_Media_Profiling
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on the event and general news). The other time
period is our test data, and forms a fully inductive
graph, where none of the nodes in the test graph are
connected to training set nodes, making it hard.

5.3 Evaluation

We evaluate our models primarily on Accuracy
and Macro F1 score (the dataset is unbalanced),
for sources. We also evaluate the # of users and
sources interacted on, the total # of edges added
by all interactions, the # of expansion rounds done
(defined in Sec 4.4), and the # of interactions done.

5.4 Baselines

Our first baseline is the strong graph based fake
news source detection model from Mehta et al.,
which we also trained for and evaluated on bias de-
tection. They also compared to multiple baselines
in their work. Tab. 3 shows the performance of this
model on Baly et al., but when evaluated on BLM
in the inductive setting, it struggles (Tab. 3, Tab. 4).

Our second baseline is our information com-
munity detection approach without humans and
LLMs, creating the communities based only on
graph model embeddings (Graph Only). We k-
means cluster user embeddings, and choose high
purity clusters, keeping the top m similar users. We
choose k=35 based on validation set performance.

Our final baseline, LLM Only, is our frame-
work without humans, but still using LLM + graph
knowledge. To remove the interaction step from
Sec. 4.3. where humans form validated communi-
ties by reading summaries and Chat-GPT’s assign-
ments, we instead trust the Chat-GPT assignments
and use these as the “validated” communities.

5.5 Interactive Framework Results

Results for Black Lives Matter fake news and bias
source detection are in Tab. 4. Abortion/Feminism
results are in Tab. 7 + Tab. 8. Results show how our
interactive framework (LLM + Humans) enables
minimal human interactions (details about interac-
tion process in App. C), sometimes only one, to
lead to performance improvements for these tasks,
even on emerging news events without additional
labels. We experimented with a varying # of val-
idated communities and expansion rounds (using
the dev. set to find the #), and all showed improve-
ments in either Acc. or F1 score over baselines.
Specifically, we see ~33% improvement on fake
news source macro F1, and ~40% improvement
on bias news source macro F1. Our best models


https://mediabiasfactcheck.com
https://github.com/hockeybro12/Interactive_News_Media_Profiling
https://github.com/hockeybro12/Interactive_News_Media_Profiling

Model FN FN Bias | Bias | # Users; | # Edges | # Inter-
Acc F1 Acc F1 # Sources actions

Baseline: (Mehta et al., 2022) 41.89 | 28.48 | 46.79 | 2743 | - - -

Graph Only: High Purity 2 Communities (Comms.) | 43.01 | 28.85 | 46.15 | 28.59 | 25;25 1,200 -

Graph Only: High Purity 4 Communities (Comms.) | 41.89 | 27.23 | 48.71 | 21.83 | - - -

LLM Only: 2 Comms, 2 Expansion Rounds 4270 | 28.05 | 45.01 | 27.84 | 38;63 494 -

LLM Only: 4 Comms, 2 Expansion Rounds 4270 | 28.62 | 39.50 | 33.22 | 69; 56 1,791 -

LLM Only: 6 Comms, 2 Expansion Rounds 40.54 | 26.88 | 37.03 | 29.22 | 73;63 1,612 -

LLM + Humans: 2 Comms, 2 Expansion Rounds 52.51 | 38.03 | 44.23 | 33.40 | 25;26 367 1

LLM + Humans: 2 Comms, 4 Expansion Rounds 46.36 | 35.03 | 49.35 | 45.13 | 72;56 1,087 1

LLM + Humans: 4 Comms, 2 Expansion Rounds 43.01 | 32.36 | 47.43 | 32.00 | 55;43 808 2

LLM + Humans: 6 Comms, 2 Expansion Rounds 41.34 | 32.36 | 48.07 | 33.91 | 82;61 1,696 3

Table 4: Fake News (FN) and Bias Source Detection on Black Lives Matter: We evaluate Test Set Accuracy, Macro F1, the # of
users and sources directly connected, the # of edges created, and the # of human interactions are performed (each forms 2
validated communities). Results show that our proposed approach, the human interaction models (LLM + Humans, last group),
achieve improvements over all other models in Acc. and/or F1. Also, human interactions are critical, as LLM Only models (third
group; they still use graph insight) do not achieve significant improvements over baselines (first and second group). Moreover,
our best performance is with only 1 single human interaction, creating 2 communities and then expanding them (2 expansion
rounds for fake news source detection and 4 for bias source detection).

for each task and each event only needed up to
two human interactions, showing the benefit of our
framework to amplify human interactions. Also,
all human interaction models outperform all non-
human baselines, including LLM Only, showing
that both LLM and human insight (to sort out LLM
inconsistencies) is critical for news media profiling.

In summary, these results shows how we are able
to successfully decompose the task of finding in-
formation communities: taking advantage of graph,
LLM, and human strengths, to successfully profile
news media, even on emerging news events.

6 Discussion

In this section, we evaluate our Black Lives Matter
interactive framework (Sec. 5.5) learned informa-
tion communities. We begin by analyzing the cohe-
siveness of the communities, first human (Sec.. 6.1)
and second automatically (App. F.1). We then show
why human interactions are critical (Sec. 6.2). Fi-
nally, we analyze the communities themselves, an-
alyzing the topics discussed (App. F.2).

6.1 Human Interactor Analysis

In this section, we manually analyze our human
interaction process, by asking the interactor how
many candidate users for each information commu-
nity they used and did not use to represent it, in
each human community validation round. Results
in Tab. 5 show that as more interaction steps oc-
cur, the candidate users become more similar, as
humans reject less users. This shows how our inter-
active process improves the model’s understanding
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of the social media framework.

Interaction Round | Users Accepted | Users Rejected
1 3 9
2 3 6
3 4 2
4 6 1

Table 5: The number of users accepted and rejected by human
interactors in each new community creation step. As more
interactions occur, the # of rejected users decreases, as the
graph model learns to better capture similarity. Note that the #
of users presented to humans changes based on cluster sizes.

6.2 Importance of Humans

As the results in Sec. 5.5 show, the human inter-
action step is critical to improve news media pro-
filing performance. This is because LLM’s (i.e.
Chat-GPT) cannot accurately capture user similar-
ity, particularly for new news events, which leads
to non-cohesive communities. However, humans
with general world knowledge can easily determine
this. As an ex. in Fig. 3 (more in App. F.3), Chat-
GPT responds vaguely that all users share the same
perspective, when User 3 is clearly more hostile.

‘Without cohesive initial communities, the train-
ing examples used to prompt the generation of
further communities in Sec. 4.4 will also be
non-cohesive and thus incorrect, leading to non-
cohesive expanded communities. Thus, the graph
model wouldn’t gain any insight about user per-
spectives through the communities, which is why
downstream performance doesn’t improve.



7 Conclusion

In this paper, we proposed a framework for interac-
tive news media source profiling. Our framework
combines the strengths of graph based news me-
dia profiling models, LLMs, and humans, to build
stronger information communities. We show how
without any additional labeled data, and less than 5
human interactions which can be done in under 10
minutes, we can better detect fake news and bias
sources, on two separate news events, even in the
most challenging setting of emerging news.

Our future work is building larger and better
communities, and having more human interaction
rounds. We hypothesize that more data (users,
sources, articles, and human interactions) could
lead to lead to better communities, as our approach
can capture more perspectives on social media.
This would also likely lead to a better trend in
the results, leading to more consistent performance
improvements as the number of interaction rounds
are increased.
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9 Ethics Statement

For the ethics statement, we first discuss limitations
of our model (9.1), and then in Sec. 9.2 we discuss
ethics for deploying our models..

9.1 Limitations

In this paper, we focus on news media profiling
(fake news and bias source detection) on English
and Twitter, specifically in the Black Lives Matter
domain. The experimental results we presented in
this paper showed our framework works in these
domains/tasks. We are hopeful and believe that
our framework would generalize to other domains,
tasks, and topics, but we leave the investigation of
this to future works.

In this paper, we also primarily focused on the
evaluation setting of early detection of fake/biased
news sources, where we evaluate on unseen test
data that is not connected to any training set data
in the graph. We believe that this is one of the
most challenging settings for news media profil-
ing, as shown by prior work. We thus believe that
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our framework would generalize to other news me-
dia profiling settings, including ones that are not
in the early detection space. Our future work in-
volves testing this hypothesis, by combining our
frameworks with other works in the early detection
space.

Our framework utilizes Large Language Mod-
els, specifically GPT-3, which the details are not
yet fully known publicly. Although these models
have been shown to achieve strong performance
in numerous NLP benchmarks (Qin et al., 2023),
we believe the community should still be careful in
deploying them.

Our framework also utilizes human interactions,
which in our paper are extremely simple, as humans
must just read short summaries to determine simi-
larity. Further, our framework needs an extremely
small amount of human interactions. However, we
still caution that in a real world deployment of our
framework, we should be careful of human inter-
actors and make sure they do not have a malicious
intent and are well educated for this task. Moreover,
it would be better if numerous humans provided
judgements on a single interaction sample, to con-
firm all the interactions across multiple experts.

For our experiments, we used a single GeForce
GTX 1080 NVIDIA GPU, with 12 GB of memory.
As our models are largely textual based, they do
not require much GPU usage, but this could change
in real world settings, where lots more data is avail-
able, which could be a potential limitation. Our
hyper-parameter search, mentioned was done man-
ually, based on dev set performance. The appendix
provides more model details.

9.2 Ethics

To the best of our knowledge, we did not violate
any code of ethics throughout the experiments done
in this paper. We reported technical details neces-
sary to reproduce our results, and will release the
code and dataset we collected, upon publication.
We evaluated our model on the datasets that we
collected in this paper, and was collected by prior
work, but it is possible that results may differ on
other datasets. However, we believe our methodol-
ogy is solid and applies to any social media news
profiling setting, as shown by our performance on
emerging news events.

Due to lack of space, we placed some of the tech-
nical details in the Appendix section. The results
we reported support our claims in this paper and
we believe that they are reproducible. Any qualita-



tive result we report is an outcome from a machine
learning model that does not represent the authors’
personal views.

In our future dataset release, we include sources,
users, and articles, so that our experiments can be
replicated. Each are in English, and are public
information. We map each to an ID, for anonymity,
and release Article textual representations. Article
texts are available for academic use, and can be
provided by requesting the authors and agreeing to
appropriate conditions.

Our framework in general is intended to be used
to profile news media sources, and help identify the
spread of misleading or perspective changing con-
tent on social media. While our framework could
be used to build better methods of avoiding fake
news/bias detection by ML systems, our interactive
framework can guard against that as well.

In general, we caution that our models and meth-
ods be considered and used carefully, as in an area
like news media profiling there are great conse-
quences of wrong model decisions, such as unfair
censorship and other social related issues. Further,
it is possible our models are biased, and this should
also be taken into consideration. An important
future work is to investigate our models, interpret-
ing them and understanding their predictions even
better than the analysis showed in the Discussion
section of this paper.

The interactive setting we proposed was success-
ful in this paper, particularly because the interac-
tions were simple. However, in the real world,
there could be biased interactors with malicious
motives, and that is an important thing to consider
when dealing with fake/bias news source detection
systems.

These and many other related issues are things
to consider when using models such as the ones
proposed in this work.
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A Experimental Settings

A.1 Profiling News Media Sources Task
Definition and Importance

In this paper, we focused on detecting the political
bias and factuality of news media sources, which
we call news media profiling. We focused on
these tasks as stopping misinformation is critical,
and politically biased content can sway beliefs and
affect important real-world events, such as political
elections (Vosoughi et al., 2018).

We model sources for factuality on a 3-point
scale: low, mixed, and high. Similarly, we model
sources for political bias on a 3-point scale: left,
center, and right. More details about this task setup
and its importance can be found in (Baly et al.,
2020). Below, we also briefly discuss the impor-
tance of profiling the source itself.

Focusing on profiling the source itself, rather
than the content, can have several benefits, which
is why we focused on this task work: (1) Most
sources publish a large amount of content, and
knowing the facutality/bias of the source can give
us insight about all the content they publish. More-
over, any new content that the source publishes
is more likely to have a similar factuality/bias as
the source’s historical content. Thus, knowing the
source’s historical level of facutality/bias can pro-
vide insight about the new content, which can help
in rapidly profiling it. For example, a source pub-
lishing mostly left biased content in the past is more
likely to be left biased in the future. (2) There are
a lot more sources than content on social media,
so it can be easier to accurately profile sources,
and our framework makes this task even easier. As
mentioned above, doing this can then provide in-
sights on all the content the source publishes. (3)
There are many new news sources arising daily, so
manually profiling all of them is extremely difficult.
Thus, developing an automated system is critical.

A.2  Graph Initial Embeddings

We followed the released code and data from Mehta
et al., so we use their exact node embedding repre-
sentations as our initial graph embeddings. The
Twitter embedding is a 773 dimensional vector
consisting of the SBERT (Reimers and Gurevych,
2019) RoBERTa (Liu et al., 2019) representation of
the user profile, consisting of features such as: user
bio, user verification status, number of user fol-
lowers/following, how many tweets they post, and
how many likes their tweets have received. We also
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used similar features for YouTube embeddings for
each source: number of likes, dislikes, and number
of comments on their videos. For the article fea-
ture vector, it was also a SBERT RoBERTa textual
embedding.

A.3 Models and Training

We used the ChatGPT models available via the
OpenAl API as of February 2023.

For our graph models, we used the publicly re-
leased code and hyper-parameters of Mehta et al.,
which uses the PyTorch (Paszke et al., 2019) and
DGL (Deep Graph Library) (Wang et al., 2019)
libraries in Python. The R-GCN has 5 layers, 128
hidden unites, a batch size of 128, and learning rate
0.001.

Our models are trained using a 12GB Titan XP
GPU card, and intial training takes 2 hours. Link
prediction training after human interactions is very
quick, and can complete in under 30 minutes. Fur-
ther, doing the expansion step completes in under
30 minutes. It took under 10 minutes for the hu-
mans to do all the interactions.

We used the development set to evaluate model
performance, and choose the best hyper-parameters
for our experiments.

Our models are trained for source classifica-
tion, using a separate Fully Connected (FC) layer
for each fake news source classification and po-
litical bias source classification. The R-GCN
(Schlichtkrull et al., 2018) model we use creates
contextualized graph embeddings for each node in
the graph. For example, source embeddings are
affected by users and articles they are directly or
indirectly connected to. This is why our approach
to learn user communities, which leads to better
user embeddings (i.e. users with similar perspec-
tives are closer together), leads to better source
embeddings.

After being passed through the FC layer for clas-
sification, the R-GCN source embeddings are then
passed through the Softmax activation function,
and finally used to predict the source label. The
model is trained like in Mehta et al., using a cat-
egorical cross-entropy loss, where the gold train-
ing labels are factuality or political bias. The two
source classification tasks are trained jointly, sum-
ming their losses.

Shttps://openai.com/blog/openai-api
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B Prompts for GPT-3

In this section, we describe the prompts we use for
GPT-3 and Chat-GPT, to utilize the large amounts
of pre-trained knowledge contained in these models
to help us in our interactive framework. It has been
shown (Brown et al., 2020; Wei et al., 2022) that
prompting can help utilize LLMs like GPT-3 for
many NLP tasks, as they cannot be trained directly.
While these models cannot do complex reasoning
to determine if sources are fake or biased news,
they can solve simpler tasks, such as determining
if users have the same perspectives, which can help
with our tasks, that we built into our interactive
framework. Specifically, they can summarize users
based on their content (Fig.2), help humans analyze
perspectives (Fig. 3), and determine community
membership based on similarity (Fig. 4),

All the prompts used in this paper are human
designed.

C Human Interaction Details

We used a single human interactor for all our exper-
iments, who was a computer science PhD student,
of Asian American descent. The student was com-
pensated in research credit hours, as the interaction
process was part of their research credit work.

We used only a single human due to the fact that
our interaction process is very simple, as humans
only read a few user summaries and determine con-
tent similarity, which in all cases we evaluated on
is fairly straight-forward. Moreover, the amount of
interactions done in this work was very small, as
only 5 interactions could lead to the formation of
8 information communities and connect different
communities together. The human we used was
also expertly trained. Thus, we did not explore
using additional interactors in this work, and it is
something we leave for future work. For example,
other setups could use multiple experts for human
interactions, taking their majority vote as the final
interaction.

D Dataset Statistics

Table 6 shows the statistics of the number of
sources for the Black Lives Matter and Abor-
tion/Feminism event we evaluate on.

To collect the data for Black Lives Matter and
Abortion/Feminism, we searched hashtages on
Twitter. The hashtags/search terms we used for the
Black Lives Matter event were: Black Lives Mat-
ter;, BLM, blacklivesmatter, Floyd, George Floyd.
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The hashtags/search terms we used for the Abor-
tion/Feminism event were: abortion, feminism,
womenempowerment, womensrights, metoo, pro-
life, prochoice.

E Related Work Cont.

We now discuss additional related works we didn’t
cover in the main paper, due to space. Several ad-
ditional works aim to analyze fake news spreaders
on social media, some of them using graphs (Rath
et al., 2020, 2021; Sakketou et al., 2022b).

E.1 Impact of Information Communities for
News Media Profiling

Prior work has shown that misinformation tends
to spread in groups on social media (Bessi et al.,
2016; Halberstam and Knight, 2016; Cinelli et al.,
2021). Specifically, they show that like-minded
users tend to form groups, that biased/false in-
formation reaches the users in these groups more
quickly, and that these groups are more likely to be
biased/spread misinformation.

This motivates our ideas to build better informa-
tion communities for fake news and bias source
detection. We hypothesize that if we can identify
these like-minded users, i.e. our information com-
munities, then we can more easily identify their
users’ bias and likeliness to spread misinforma-
tion. This knowledge can then be used to profile
news media sources better, especially through our
graph model, where users, articles, and sources are
directly connected and vary in similarity to each
other. Thus, we aimed to build better information
communities, and took advantage of minimal hu-
man interactions to do this.

E.2 Humans Interacting with LLMs

Humans interacting with LLMs has gained pop-
ularity recently. One direction is Reinforcement
Learning for Human Feedback (RLHF) (Bai et al.,
2022; OpenAl, 2023), where humans preferences
are used to train a Reinforcement Learning Agent
reward model, which can then be used to improve
the LLM. An extension of this, which needs signif-
icantly less human interactions, is having humans
provide a few training examples to a LLM prompt,
which can be used by the LLM to generate rewards
(Kwon et al., 2023). In another direction, human
interactions can be used to generate LLM prompt
instructions to better solve a variety of NLP Tasks
(Zhang et al., 2023).



What is this user discussing and what is their perspective? Please summarize in
one sentence.

Username: User 1

BIO: Email: ...; VERIFIED: 1; Follower count: 14568; Following Count: 177;
Tweets Count: 23312;

Some Tweets:

Tweet 0: | come from a police family. Absent excessive use of force, George
Floyd would likely be alive today overdose or no overdose....Chauvin had 18
complaints on his official record. Should not have been on force.

Tweet 1: ...

Tweet 2: ...

Summary: This user is discussing the death of George Floyd and their
perspective is that Floyd's death was caused by excessive use of force by the
police and that police unions protected Derek Chauvin, the officer who killed
Floyd.

What is this user discussing and what is their perspective? Please summarize in
one sentence.

Figure 2: An example of the prompt we used to determine the user summary. Based on their bio, meta-data, and tweets, we

create a summary.

Which users have the same perspective?

User 1 Summary: This user is discussing the death of a black man in Seattle who
was shot by police, as well as other topics related to race and the Black Lives
Matter movement. Their perspective appears to be critical of the Black Lives
Matter movement and they suggest that it is hypocritical for the movement to not
be speaking out about this man's death.

User 2 Summary: This user is discussing the Black Lives Matter movement and
their perspective appears to be critical of the organization and its goals.

User 3 Summary: This user is discussing the Black Lives Matter movement and
their perspective is that the movement is glorifying a convicted cop killer, making
unrealistic demands, and causing problems for innocent people.

Based on the information provided, User 1 and User 2 appear to have a similar
perspective that is critical of the Black Lives Matter movement. User 3 also

appears to share a similar perspective.

Figure 3: An example of the output shown by Chat-GPT when provided user summaries and asked to predict similarity. Note
how often times the output can be vague, which is why human interactions are necessary.

In contrast, in this work, we had humans inter-
act with LLM and graph knowledge to build better
information communities for news media profiling.
To do this, we first used LLMs to generate user
and community summaries, which we presented
to humans. Humans were then asked to use their
judgement and reasoning skills, something that is
simple for them but hard for LLMs, to form initial
validated communities. These validated communi-
ties consisted of users who had similar perspectives
on similar topics. Then, using graph knowledge,
we generated additional candidate communities,
and asked LLMs if the users in these additional
communities belonged to any of the the human
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validated communities. As a prompt for this de-
cision, we used the human validated community
assignments.

In summary, we used LLMs to help humans (i.e.
generate summaries) and amplify human interac-
tions (i.e. determine if additional users are similar
to users in any human validated communities).

F Discussion Continued

We now continue our discussion from Sec. 6, ana-
lyzing our Black Lives Matter human interaction
models.



Which users have the same perspectives?

User 1: This user is discussing the Black Lives Matter protest and their
perspectives is that these leaders are stealing money from the organization.

User 2: This user is discussing the death of a black man in Seattle who was shot
by police. Their perspective appears to be critical of the Black Lives Matter
movement, and suggest it is hypocritical for the movement to not be speaking out

about this man’s death.

User 3: This is discussing the case of Shaun King, a civil rights activist, and their
perspective is that King is being unfairly attacked. They also express support for

the Black Lives Matter movement.
Positive Users;;;;Negative Users:
User 1, User 2;;;;User 3

Which users have the same perspectives?

User4: ....
User 5: ...
User 6: ...
Positive Users;;;;Negative Users:

Figure 4: An example of the prompt we used to determine community membership for one of the human validated information
communities. We use the first paragraph as a 1-shot example, to prompt the model. User 1 and 2 are both critical of the Black
Lives Matter movement protests, and thus part of the same community, while User 3 is in support of it, and thus shouldn’t be in
the community. Based on this, we prompt GPT-3 with additional users (in this case User 4, 5, and 6), and ask it to determine

which users belong in the community and which do not.

Dataset Low Factuality or | Mixed Factuality | High Factuality or
Left Bias or Center Bias Right Bias

Black Lives Matter Bias 49 56 74

Black Lives Matter Factuality 35 45 76

Abortion + Feminism Bias 38 50 91

Abortion + Feminism Factuality | 49 72 82

Table 6: Number of sources in our datasets for each emerging news event we evaluate on.

F.1 Community Cohesiveness Analysis

In this sub-section, we automatically analyze how
many users in each community have the same per-
spectives. To do this, as an approximation, we hy-
pothesize that the communities of users with simi-
lar perspectives likely have users with the same bias
label. We use bias as an approximation as we have
gold data for it, and users with the same political
bias likely have similar perspectives (i.e. right bias
users likely want to lower taxes). Tab. 9 shows that
even in the final expansion round (i.e. after multi-
ple steps of human interaction + model expansion -
LLM + Humans Model) users in the communities
largely have the same bias label, both when chosen
by humans and automatically expanded. Thus, this
approximation shows that our communities are in
some ways cohesive.

On the contrary, in Tab. 9, the LLM Only model
doesn’t have as many users having the same labels
as the LLM + Humans model, showing that without
human interactions it may be harder to learn user
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perspectives.

F.2

We now manually analyze the information com-
munities learned by our best performing model on
the Black Lives Matter event, by looking at the top
5 user summaries, determined by user embedding
similarity to the community centroid. We observe
that our communities capture meaningful perspec-
tives. One community is against the Black Lives
Matter protests, believing they are causing damage
and the leaders are not condemning it. Another is
in support of them, as they feel police do not treat
everyone fairly. Other important sub-topics are also
discussed, such as George Floyd murder, Ahmaud
Arbery murder, police brutality and unions. All
these are important BLM related topics.

Human Analysis of Community Topics

F.3 LLM Only Failure Cases

In this section, we provide a few more examples of
cases where Chat-GPT couldn’t find good informa-
tion communities, and thus humans were needed,



Model Test Test # Users; # | # Edges | # Inter-
Acc F1 Sources actions

Baseline: (Mehta et al., 2022) 36.04 | 2332 | - - -

Graph Only: High Purity 4 Communities 3495 | 19.09 | 22;11 176 -

LLM + Humans: 2 Validated Comms, 2 Expansion Rounds | 37.37 | 25.24 | 173; 16 280 1

LLM + Humans: 4 Validated Comms, 2 Expansion Rounds | 35.43 19.64 50; 32 628 2

Table 7: Fake News Source Detection on Abortion/Feminism: We evaluate Test Set Accuracy, Macro F1, the number of users
and sources directly connected/connected to, the number of edges created, and how many human interactions are performed.
Results show both of our human interaction models (LLM + Humans) achieve improvements over other models (Baseline and
Graph Only model). Specifically, creating two human validated communities and then expanding them over 2 expansion rounds
achieves the highest fake news source detection performance. The final communities have 173 users, interact directly with 16
sources, and create 280 edges. Moreover, this performance improvement is with only 1 single human interaction.

Model Test Test # Users; # | # Edges # Inter-
Acc F1 Sources actions

Baseline: (Mehta et al., 2022) 46.92 | 3321 |- - -

Graph Only: High Purity 4 Communities 47.86 | 34.02 | 22;11 176 -

LLM + Humans: 2 Validated Comms, 2 Expansion Rounds. | 46.92 | 40.33 173; 16 280 1

LLM + Humans: 4 Validated Comms, 2 Expansion Rounds | 51.39 | 38.05 | 50; 32 628 2

Table 8: Bias News Source Detection on Abortion/Feminism: We evaluate Test Set Accuracy, Macro F1, the number of users
and sources directly connected/connected to, the number of edges created, and how many human interactions are performed.
Results show both of our human interaction models (LLM + Humans) achieve improvements over other models (Baselines and
Graph Only). Specifically, creating four human validated communities and then expanding them over 2 expansion rounds
achieves the highest bias news source detection accuracy. The final communities have 50 users, interact directly with 32 sources,
and create 628 edges. Moreover, this performance improvement is with only 2 human interactions.

Comm. | Dominant LLM + | LLM Only: % Of Users with | LLM + Humans: % Of Users with
# Humans Label Dominant Label Dominant Label

1 Right ~50% ~60%

2 Right ~37% ~58%

3 Right ~43% 100%

4 Center 40% 50%

5 Left ~71% ~66%

Table 9: At the final expansion round (i.e. after multiple steps of human interaction + model expansion) the majority of each
community’s users for the LLM + Human Interaction Model (last column) have the same gold bias label as the dominant one in
the community, showing high cohesiveness (at least in gold bias label). On the contrary, the LLM Only model (third column) has
a lower percentage of users with the same gold bias label, showing that without human interactions it is harder to learn user

perspectives, at least based on this approximation analysis.

as in Sec. C. The examples are shown in Fig. 5 and
Fig. 6, and the captions of the figures describe the
failures.

While in this paper we experimented with GPT-3
and Chat-GPT as our LLMs of choice, we hypoth-
esize that our results and framework would hold
true for other strong LLLMs as well. First, other
LLMs are likely to also struggle at finding infor-
mation communities on unseen data, as it is very
challenging for AI models to make inferences on
data and topics they have never seen before. Sec-
ond, it is likely that other LLMs that perform well
on determining text similarity can be used with our
framework (Zhao et al., 2023). We primarily used
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LLMs to expand communities, by asking them to
determine if new users are similar to users chosen
by humans to be part of validated communities. In
some ways, this is a text similarity problem, as user
summaries are compared. We leave the further in-
vestigation of the choice of LLMs for use with our
framework to future work.

F.4 Finer Cases

In this sub-section, we discuss some finer cases that
could occur in our community analysis, and how
they would or would not affect our framework.
Communities spreading both fake news and
biased content: A group of users that spreads



Which users have the same perspectives?

User 1: This user believes the final autopsy on Floyd showed he had a bad heart,
used drugs, had COVID-19, and did not have any life-threatening injuries.

User 2: The user is discussing how the Black Lives Matter movement is being
used to further a communist agenda.

User 3: This user is discussing the Black Lives Matter movement and their
perspective seems to be critical of the organization and its leaders. They also
mention gun violence in Chicago and a brewery in the Hamptons that has been
targeted with a boycott over its support for Black Lives Matter.

Perspective:

I'm sorry, but | cannot determine which users have the same perspective as the
information provided is not sufficient to make such a comparison. The three users
seem to be discussing different topics and expressing different perspectives on
those topics.

Figure 5: LLM Failure Case: In this case, the LLM (Chat-GPT) can’t find any communities, but it is clear that at least User 2

and User 3 should be in the same community, as they are both against the Black Lives Matter movement.

Which users have the same perspectives?

User 1: This user is discussing the inauguration of Joe Biden and Kamala Harris,
which is taking place today. They are also sharing information about how to watch
the event and some of the highlights that can be expected.

User 2: This user is discussing the election of Joe Biden and Kamala Harris as
President and Vice President of the United States, respectively. They seem to
support Biden and Harris and believe that they are the best choice to lead the
country.

User 3: This user is discussing the confirmation of Judge Ketanji Brown Jackson
to the Supreme Court and Vice President Kamala Harris's role in it. They seem to

support Harris and view her confirmation vote as historic.

Perspective:

User 1, User 2, and User 3 appear to be supportive of Kamala Harris...

Figure 6: LLM Failure Case: In this case, the LLM (Chat-GPT) considers all 3 users as similar and in the same community.
However, User 1 doesn’t belong, as they are likely just reporting on the news of the inauguration. The LLM gets confused over
the word “highlights”, which could be positive or negative in this situation.

both fake news and biased content likely wouldn’t
affect our approach/results. Through the approach
in Sec. 4, the group would be identified as a single
information community. Then, the R-GCN graph
model would learn that this community is both a
fake news and political bias spreading information
community.

Source Label Inconsistencies: In this paper, we
obtained source labels for both factuality and polit-
ical bias from Media Bias/Fact Check®, a popular
source fact-checking and source political bias de-
tection website. This website typically holistically
evaluates sources, so it is likely a majority of the
content we scraped for our experiments follows the
factuality/bias label provided by Media Bias/Fact-
Check. However, it is possible that some sources
have different levels of factuality/bias for different

*https://mediabiasfactcheck.com
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events that Media Bias/Fact Check doesn’t capture
(i.e. a source could be labeled as “mixed” factuality
but be completely factual on Black Lives Matter
news). While we leave the analysis of this to fu-
ture work, we hypothesize that these cases are rare
and thus unlikely to significantly affect our results.
More importantly, it’s possible that our framework
can actually make the correct prediction on these
incorrectly labeled sources. This can happen as our
formed information communities typically span
multiple sources and are very cohesive, so they are
likely to be accurate. Once we form our communi-
ties, we train the graph for link prediction, so we
aren’t actually using the source labels but rather
we are capturing user perspectives through training.
Thus, if some sources are labeled incorrectly and
that leads to an initially biased graph model, our
interaction process can actually fix that by helping
us learn a better model, improving performance on


https://mediabiasfactcheck.com

those incorrectly labeled sources.

Human Interaction Inconsistencies: As men-
tioned in the main paper, our interaction task is ex-
tremely simple, as humans just have to determine
user similarity by reading a few short spans of user
text. This distinction is very clear-cut, as users
that are borderline similar should not be placed
in the same community. Thus, different human
interactors are likely to make the same decisions,
no matter their backgrounds/beliefs/etc., because
identifying this level of similarity is a fairly simple
task. Moreover, there are multiple ways to ensure
that the interactions are done accurately, such as
hiring multiple experts and taking their majority
vote. However, still, in this section we analyze the
situation in which humans incorrectly choose users
as similar when they are not, or vice versa.

The strength of our framework is forming co-
hesive information communities through the in-
teractions, where users have similar perspectives.
Assuming an interaction lead to a community that
wasn’t cohesive, it is likely that the trained graph
model would learn to ignore it, as it wouldn’t gain
any significant insight from this “random” com-
munity. Thus, this “incorrect” interaction is not
likely to significantly hurt our model. Further, on a
large scale over many interactions and lots of com-
munities formed, a few “incorrect” interactions is
unlikely to make huge negative difference to our
approach, due to the fact that we always train for
them using link prediction, so the model can learn
to ignore it if necessary. For example, even though
the link prediction training objective would pull
the non-similar users in this “incorrect” commu-
nity closer together, the content these users are
connected to in a different “correct” community
would still be pulled closer together. If there are
more “correct” communities than incorrect, then
even the users in the “incorrect” community would
be indirectly affected by other communities and
end up with the correct representations (i.e. farther
apart if they are non-similar).
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