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Abstract—Residents in permanent supportive housing, defined 
as long-term, community-based housing combined with 
supportive services, often have health conditions requiring daily 
medication and monitoring for disabling incidents inside their 
home. Sensor-based solutions for checking for immobile residents, 
and automatic pill dispensers to ensure the timely delivery of 
medications are being developed to support living with health 
conditions. This work describes how multiple such health 
monitoring devices can be coordinated from a single user interface 
with communication over Bluetooth Low Energy (BLE). 
Individual subsystems, including an automatic pill dispenser and 
a smart wellness check, are designed for use within a supportive 
housing apartment unit. An Arduino RP2040 microcontroller is 
used as each subsystem's central processing unit. The foundation 
of the communication between the different subsystems is the BLE 
protocol. BLE was chosen for its adaptability to heterogeneous 
devices and low power consumption. The BLE communication 
architecture links these devices, facilitating reliable data transfer 
and device-to-device coordination. An Android application 
running on a tablet PC acts as the central coordinator of all 
subsystems and provides a unified user interface. The application 
scans for BLE devices, connects to discovered subsystems, and 
displays real-time sensor information in a user-friendly format. 
Nearby peripheral devices are identified using BLE advertising 
and scanning. Bidirectional communication channels are created 
once linked, enabling the central device to communicate with the 
peripherals and receive data from them. This BLE architecture 
supports simultaneous communication with multiple peripherals. 
Different parameters of the BLE protocol are systematically 
varied; the parameters are the MTU size, time interval for BLE 
device scans, and the resulting number of GATT connections and 
disconnections under various time intervals. Fine tuning these 
parameters enables the identification of the optimal set of 
parameter values for reliable data transfer between the central 
user interface and individual subsystems with minimum latency 
and maximum energy conservation. 

Keywords—Healthcare, IoT, Arduino, Android, Pill dispenser, 
BLE, mobile application 

I. INTRODUCTION 
Housing that is provided to persons who have experienced 

long-term homelessness and who have debilitating conditions 
require wraparound services for long-term viability. For 
instance, such housing often provide medical support so that 
residents can improve their health. Ideally, such support should 
monitor the intake of medicines and ensure that the resident is 
not experiencing a sudden health condition while in their house. 
Adherence to proper medication is vital for proper rehabilitation 
of patients. Bedell et al. [1] have found that the prescribed 
medication and the ones consumed have a discrepancy of nearly 
76%. This further delays the health improvement of residents. 
Incorrect dosage and missed timings also increase the mortality 
rate [2].  

With the increased flexibility of IoT sensors, its usage in the 
medical field has also increased. Digital health is the result of 
the latest advancements. Sensor-based monitoring has been used 
for patients who have mobility issues. In certain scenarios, the 
sensors, such as wearables, can be intrusive to the patient. In our 
work on using IoT technology in supportive housing, the sensors 
used are non-intrusive. The housing unit contains sensors, and 
mobility is detected based on movement, and does not require 
the resident to wear any sensor. 

As part of digital health, our supportive housing unit also has 
automatic pill dispensers to support medication adherence. 
Automatic pill dispensers automatically dispense the pills on 
time and notify the users to consume the pill. The difference 
between our “smart” pill dispenser and existing systems in the 
market is the monitoring of pill intake, i.e., the system monitors 
whether the user has consumed the pill using sensor data. 

In this work, we describe the design of an Android tablet-
based user interface that connects all the IoT devices in the 
supportive housing unit. The Android tablet is the central device 
that connects all the sensors and provides a single user interface 



 

via a GUI-based application. Android Application connects to 
these sensors via Bluetooth. For low energy consumption, we 
are using Bluetooth low-energy sensors. Hence,  Bluetooth Low 
Energy (BLE) API facilitates communication. The 
communication established is bi-directional. The Android 
application acts as the Central device in BLE terminology and 
communicates directly with end users. We also present details 
of how the performance of the system depends on BLE-related 
parameters such as the time to scan, MTU size, and the number 
of peripherals. 

The contributions of this work are as follows. (1) we present 
the design of a Tablet PC-based interface that links different 
types of IoT devices specific to supportive housing, and (2) we 
describe how communication performance (specifically 
reliability of establishing a communication link) varies 
depending on device parameters. 

The rest of the paper is arranged as follows. Section II 
reviews related work for medication adherence, Section III 
describes system architecture of the hardware, and Section IV 
describes the software design. We conclude in Section V. 

II. RELATED WORK 
A “Smart Pill Box” using Arduino and GSM interfaces was 

introduced by Rajan et al. [3], prioritizing medication 
adherence. Al-Mahmud et al.[4] has developed a system that 
sends mail notifications regarding medications. A Med Tracker 
system was developed by Hayes et al. [5], giving an in-depth 
insight into medication adherence, but it is limited as it needs a 
Bluetooth computer. Schueller et al. [6] have shown that digital 
mental health for mobile apps has helped a specific segment. 
Research by Morita et al. [7] has concluded an increase in need 
and support for sensing technologies adapted to smart homes 
and mobile applications for digital health. Tsai et al.[8] has 
proposed and developed a prototype smart pillbox with neural 
recognition to recognize pills and connection to smartphone via 
Bluetooth. Othman and Ek [9] proposed and developed a smart 
pill dispenser with an infrared sensor, LCD display system, and 
connection to iPhone or Apple smartphone. Antoun et al.[10] 
made a prototype with rotating motors, and connection to phone 
via Bluetooth. The pillbox has containers that are controlled 
separately with its own LED. 

III. SYSTEM ARCHITECTURE 

A. Pill dispenser 
The Arduino Nano RP (2040) microcontroller is the core of 

the built Pill Dispenser design (Fig.1). It is equipped with a built-
in Bluetooth Low Energy module, making establishing a smooth 
connection to an Android application easier. We used a 
rechargeable battery as a power source to run the pill dispenser. 
Adherence to medication regimens is ensured by exact time 
monitoring using an external Adafruit DS3231 Precision RTC 
module. In order to allow users to create and maintain their 
prescription regimens, the dispenser is built with various user 
interface components, as illustrated in Fig. 1. These elements 
include push buttons and an LCD with an I2C serial interface. A 
pill container with seven slots is powered by a 28BYJ-48 stepper 
motor and the ULN2003 driver board, enabling automated pill 
dispensing at preset intervals. The Android app, the Smart Cup, 

and the Pill Dispenser are all able to communicate with each 
other over BLE. 

An RFID RC522 Module receiver is added to improve the 
system's accuracy and safety by guaranteeing that the Smart Cup 
is positioned correctly before pills are delivered. It uses the SPI 
protocol to connect with the microcontroller. This innovation 
reduces the possibility of tablets spilling outside the cup by 
acting as a fail-safe. 

 
Fig. 1. Block diagram of Pill Dispenser.[11] 

B. Smart Cup 
The Smart Cup, another integral system component, utilizes 

the same Arduino Nano RP 2040 Connect microcontroller used 
for the Pill Dispenser (Fig.2). It leverages BLE technology to 
connect and synchronize with the Pill Dispenser, ensuring that 
pills are dispensed into the cup at the scheduled time. Moreover, 
it is powered by wireless charging since older adults may face 
difficulty changing the battery. To monitor the consumption of 
dispensed pills, the Smart Cup is equipped with an LSM6DSOX 
Inertial Measurement Unit (IMU), encompassing an 
accelerometer and gyroscope to detect the motion and angular 
momentum of the cup. Additionally, an ultrasonic sensor (HC-
SR04) is employed to find the user's proximity after dispensing 
pills, verifying that the user has consumed the pills. This 
promotes medication adherence and enhances data accuracy for 
the Android Application. 

This core system architecture is described more fully in [11]. 

 
Fig. 2. Block diagram of Smart Cup [11] 



 

IV. SOFTWARE DESIGN 
The software part of the project consists of an Android 

application. The Android application connects to multiple 
peripherals. In this application, the peripherals are the sensors 
that are used to monitor the supportive housing units. In BLE 
terminology, the client is the device that searches for the sensors 
and initiates the connection. The peripherals are the devices that 
advertise that they have information but do not initiate 
connection. Generally, peripherals are the sensors. The App is 
central in BLE terminology, and the IoT devices/sensors are 
peripherals. 

The Android app we developed has a tabbed structure. Each 
tab can connect and read data from one peripheral. So we have 
the Home Tab, Dashboard Tab, and Notification Tab. These tabs 
are the defaults from Android Framework. In this work, we 
describe using two tabs to connect to two peripherals. The Home 
tab connects to the pill dispenser and the Dashboard tab connects 
to the intelligent wellness and mobility sensors.  

A. Android Permissions  
The latest versions of Bluetooth have become more security-

centric and user-centric. Multiple permissions are needed to 
access notifications and Bluetooth in newer API versions. The 
user permissions such as Location, Bluetooth, and Display 
notifications are requested and stored (Fig.3, Fig.4, and Fig.5). 
Permissions given once are stored permanently and are not 
requested again, even during app crashes. Permissions, once 
stored, are present till the app gets re-installed. 

 
Fig. 3. Bluetooth Permission. 

 
Fig. 4. Notification Permission 

 
Fig. 5. Location Permission 

 
Fig. 6. Turn ON Bluetooth 

B. Android Bluetooth 
As Bluetooth is the primary connection between apps and 

peripherals, the Android tablet's Bluetooth must be ON to 
establish connections. If the user does not turn ON Bluetooth 



 

manually, we turn the Bluetooth ON programmatically (Fig.6.). 
As we turn the Bluetooth ON, we programmatically request 
permission from the user to do that. 

1) Home Tab: 
The app opens and functions normally only after acquiring 

the required permissions. Once the app opens, the user can see 
three tabs: Home, Dashboard, and Notification, each one of 
them corresponding to one peripheral. 

The Home Dashboard connects to the smart pill dispenser. 
The Android App and Smart Pill identify each other based on 
UUID. UUIDs are unique and are used to identify every service 
peripherals provided. The app uses two unique UUIDs for 
connection: characteristic UUID and service UUID. This set of 
UUIDs are used by Android App to connect to peripherals. Once 
the client knows UUID, the system can establish the connection. 

The connection between the client and the peripheral is a 
two-step process. Once it is ready to dispense the pill, Smart Pill 
Dispenser starts advertising its connection details. The client 
(which is the Android app) is constantly scanning for new 
connections. Once the peripheral advertisement starts, the client 
picks up the peripheral in the following scan and establishes bi-
directional communication. 

As the connection is bi-directional, the system can send and 
receive data. For the smart pill dispenser, the app read the 
notifications sent from the cup and sends the days and times to 
the pill dispenser. Smart Pill dispenser can take input from the 
Android app for the days and the times the pill has to be 
dispensed. The message consists of days from Monday to 
Sunday with time in a 24-hour format. The user can select 
multiple days at different times (Fig.7). This data is collected 
cumulatively for all days and converted into a JSON file. The 
smart pill dispenser receives the data in JSON format. 

“Launch smart scan” for smart pill dispenser and “stop scan” 
are the two buttons used to connect to the peripheral manually. 
Once the launch scan for the smart pill dispenser is selected, the 
scan starts to search and connect to the peripheral using its 
known UUID. We use a GATT connection to read the Smart Pill 
Dispenser data.  

GATT connections with peripherals are a one-time read for 
every GATT connection. After the Smart Pill Dispenser starts 
advertising, the Android app uses its UUID to connect to it. We 
connect to the GATT server on the BLE device. Clients read the 
data advertised by the device and then disconnect the GATT 
connection through Bluetooth. The app reads data once the 
GATT connection is established. Hence, we re-establish the 
connection for a periodic interval, read the data, and disconnect 
it from the GATT server. Hence, once the launch scan is 
selected, the Android app scan connects and reads the data from 
Peripheral. 

In the Home Tab (shown in Fig.8), the notification fragment 
section displays the data in the read message. The font of the 
notification fragment is large compared to others (Fig.9), so the 
information is much more visible for patients. Stop Scan for 
Smart Pill Dispenser stops the scan to search for the peripherals 
manually. 

 
Fig. 7. Select Day and Time 

 
Fig. 8. Home Tab without update 

 



 

Fig. 9. Home Tab with update 

 
Fig. 10. Dashboard with Data 

2) Dashboard Tab: 
The Dashboard Tab displays the connection between the 

Android App (Central Device) and Smart Wellness device 
(Peripheral). We first describe the Smart Wellness Scan and the 
use of its user interface. We need non-intrusive monitoring to 
check if a resident has been immobile for a long time.  

Smart wellness is a nonintrusive solution where we monitor 
the supportive housing room, not the individual. If there is no 
movement, then an interface on the tablet PC will display a 
message that there is no movement for a certain period. The 
Android app uses Characteristic and Service UUID to connect 
to Smart Wellness Peripheral. The Dashboard Tab has two 
options: a one-time scan Button and a Periodic Scan (Start 
Background Scan and Stop Background Scan button). The 
difference between the two scans is that the one-time scan starts 
the Scan, connects to device advertising, reads the data, and 
stops the Scan. It is completely a one-time occurrence.  

Initiating a Periodic Scan scans for peripherals for a certain 
duration at fixed regular intervals. In addition to this, we scan 
for a certain amount of time to connect the GATT server to the 
device. Once we select the start background scan button, a 
notification pops up to the user, notifying them that a 
background scan will continuously run during the background 
check for the Smart Wellness update.  

Once the scan starts, it waits for a certain period to see if 
Smart Wellness is advertising; if it finds this device, the app 
reads and displays the data as a notification text and disconnects. 
If no peripheral is found, the scan automatically stops after a 
certain time. This scan repeat after every a set period of time( 
From results we kept to 500 ms)(Fig.11); the one-time scan 
button is disabled as a scan is already running in the background. 
The background scan stops when the stop background scan 
button is selected. 

Data from the peripheral is displayed in view between the 
start and stop background scan buttons (Fig.10). 

C. Multiple Peripheral Connections 
Connecting to more than one peripheral is challenging using 

a single central Android tablet. The connections are hard coded 
based on the UUID to ensure each tab connects only to a single 
device. In Android terminology, a tab is called a fragment. 
Hence, the user interface contains three fragments (Home, 
Dashboard, and Notification). Notification Fragment is for 
future use when connecting to any other peripheral. The 
following callback methods are updated for every GATT 
connection. They are: 

1. onConnectionStateChange 
2. onMtuChanged 
3. onCharacteristicChanged 
4. onServicesDiscovered 
5. onCharacteristicRead 
6. onCharacteristicWrite 
As these methods are unique to every GATT connection that 

is established, these callback methods are invoked for every 
peripheral. Hence, to connect to multiple connections, we go 
sequentially. We first connect to one peripheral, display the data, 
and connect to another one. The Android application starts 
scanning, connects to the smart pill dispenser using its unique 
GATT connection, and disconnects from this device. Repeating 
this process, we can continue scanning, reading, and 
disconnecting sequentially between the two peripherals as 
shown below. 

Peripheral  Seq  BLE Data Read 

Smart Pill Dispenser (One 
time Connection) 

1 Was able to read  
the latest data 

Smart Wellness (One Time 
Connection) 

2 Was able to read  
the latest data 

Smart Pill Dispenser (One 
time Connection) 

3 Was able to read  
the latest data 

 
One of the parameters that can be modified is MTU 

(Maximum Transmission Unit). We set the maximum 
transmission unit by default to 512 bytes. However, the latest 
Android versions set it to 517 bytes by default for the first call. 
Hence, no further modifications are needed on this. We keep the 
call to 512 bytes in the onServicesChanged method, which is 
called when we discover the service UUID. This is when we set 
the MTU, call the onMtuChanged method, and set the MTU. 
Even though the MTU parameter can be set directly, the 
underlying packet transmission is still dependent on the BLE 
device and network. 

D. Scan time 
As mentioned previously, the Central device, which is the 

Android app, scans for a certain amount of time before it can 
pick up the advertised peripheral. For ease of testing, we set the 
interval to 10 seconds. However, we checked the minimum time 
to scan and read the data from the peripheral. The bar graph 
(Fig.11) below shows the time taken to scan and connect and the 
probability of establishing a connection. We note that at low 



 

time intervals (below 250ms), the system is unable to establish 
a connection while at time intervals above 280ms a connection 
is reliably established. At time intervals between 250ms and 
280ms, connections are established less reliably (i.e., the scan 
has to be reattempted for a GATT connection). 

 
Fig. 11. Scan time vs. Reliability of establishing a GATT connection 

V. CONCLUSION 
The paper explains how using BLE IoT sensors in supportive 

housing incorporates digital health. Supportive housing has 
patients with health conditions that require timely pill 
consumption. As elderly patients sometimes forget or are 
confused about their medication, automatic pill dispensers can 
provide a reminder. The automatic pill dispenser described here 
dispenses the pill according to the time set and also monitors 
whether the pill was consumed or not based on sensor data. This 
aids in proper pill medication handling for the patients. Smart 
wellness checks monitor the house non-intrusively to ensure 
movement in the house. Sensor alerts get triggered if there is no 
movement for the threshold time set. The sensors are connected 
to an Android tablet's central UI device. The Android tablet 
maintains the connections with sensors via Bluetooth. The 
Android application uses BLE (Bluetooth Low Energy) API to 
communicate with the sensors. We varied the time it takes to 
scan and connect to each peripheral. Experimental results show 
that a scan interval greater than 280ms is required to establish a 
connection reliably. 
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